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Package Contents

Contents of Package:

. D-Link DI-604 Express Ethernetwork™ Broadband Router
o AC Power Adapter, 5V/2A
o Ethernet (CAT5-UTP/Straight-Through) Cable
o Manual on CD
o Quick Installation Guide
Note: Using a power supply with a different voltage rating than the one included with
the DI-604 will cause damage and void the warranty for this product.
If any of the above items are missing, please contact your reseller.

System Requirements:

o Computer with a Windows, Macintosh, or Unix based operating
system with an installed Ethernet adapter

o Internet Explorer or Netscape Navigator, version 4.0 or above, with
JavaScript enabled



Introduction

Congratulations on your purchase of this outstanding Broadband Router.
The DI-604 is specifically designed for Small Office and Home Office
needs. It provides a complete solution for Internet surfing and office
resources sharing, and it is easy to configure and operate for even non-
technical users. Instructions for installing and configuring the DI-604 can
be found in the enclosed Quick Install Guide. Before you install and use
the DI-604, please read this manual carefully for more detailed
information and to fully utilize its functions.

Features and Benefits

Broadband modem and IP sharing
Connects multiple computers to a broadband (cable or DSL) modem
to surf the Internet.

Auto-sensing Ethernet Switch
Equipped with a 4-port auto-sensing Ethernet switch.

VPN Pass-Through supported
Supports pass-through PPTP sessions and allows you to setup VPN
server and VPN clients.

Firewall
All unwanted packets from outside intruders are blocked to protect
your network.

DHCP server supported
All of the networked computers can retrieve TCP/IP settings
automatically from the DI-604.

Web-based configuration
Configurable through any networked computer’ s web browser using
Netscape or Internet Explorer.

Access Control supported
Allows you to assign different access rights for different users.

Packet filter supported

Packet Filter allows you to control access to a network by analyzing
the incoming and outgoing packets and letting them pass or halting
them based on the IP address of the source and destination.
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® Virtual Server supported
Enables you to expose WWW, FTP and other services on your LAN
to be accessible to Internet users.

® User-Definable Application Sensing Tunnel
User can define the attributes to support special applications
requiring multiple connections, like Internet gaming, video
conferencing, Internet telephony and so on. The DI-604 can sense
the application type and open a multi-port tunnel for it.

® DMZ Host supported
Allows a networked computer to be fully exposed to the Internet; this
function is used when the special “ application-sensing tunnel
feature” is insufficient to allow an application to function correctly.

Introduction to Broadband Router
Technology

A router is a device that forwards data packets from a source to a
destination. Routers forward data packets using IP addresses and not a
MAC address. A router will forward data from the Internet to a particular
computer on your LAN.

The information that makes up the Internet gets moved around using
routers. When you click on a link on a web page, you send a request to a
server to show you the next page. The information that is sent and received
from your computer is moved from your computer to the server using routers.
A router also determines the best route that your information should follow to
ensure that the information is delivered properly.

A router controls the amount of data that is sent through your network
by eliminating information that should not be there. This provides security for
the computers connected to your router, because computers from the
outside cannot access or send information directly to any computer on your
network. The router determines which computer the information should be
forwarded to and sends it. If the information is not intended for any computer
on your network, the data is discarded. This keeps any unwanted or harmful
information from accessing or damaging your network.

Introduction to Firewalls

A firewall is a device that sits between your computer and the Internet
that prevents unauthorized access to or from your network. A firewall can be
a computer using firewall software or a special piece of hardware built
specifically to act as a firewall. In most circumstances, a firewall is used to



prevent unauthorized Internet users from accessing private networks or
corporate LAN’ s and Intranets.

A firewall watches all of the information moving to and from your
network and analyzes each piece of data. Each piece of data is checked
against a set of criteria that the administrator configures. If any data does not
meet the criteria, that data is blocked and discarded. If the data meets the
criteria, the data is passed through. This method is called packet filtering.

A firewall can also run specific security functions based on the type of
application or type of port that is being used. For example, a firewall can be
configured to work with an FTP or Telnet server. Or a firewall can be
configured to work with specific UDP or TCP ports to allow certain
applications or games to work properly over the Internet.

Introduction to Local Area Networking

Local Area Networking (LAN) is the term used when connecting
several computers together over a small area such as a building or group of
buildings. LAN’ s can be connected over large areas. A collection of LAN' s
connected over a large area is called a Wide Area Network (WAN).

A LAN consists of multiple computers connected to each other. There
are many types of media that can connect computers together. The most
common media is CATS cable (UTP or STP twisted pair wire.) On the other
hand, wireless networks do not use wires; instead they communicate over
radio waves. Each computer must have a Network Interface Card (NIC),
which communicates the data between computers. A NIC is usually a
10Mbps network card, or 10/100Mbps network card, or a wireless network
card.

Most networks use hardware devices such as hubs or switches that
each cable can be connected to in order to continue the connection between
computers. A hub simply takes any data arriving through each port and
forwards the data to all other ports. A switch is more sophisticated, in that a
switch can determine the destination port for a specific piece of data. A
switch minimizes network traffic overhead and speeds up the communication
over a network.

Networks take some time in order to plan and implement correctly.
There are many ways to configure your network. You may want to take
some time to determine the best network set-up for your needs.

Introduction to Virtual Private Networking
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Virtual Private Networking (VPN) uses a publicly wired network (the
Internet) to securely connect two different networks as if they were the same
network. For example, an employee can access the corporate network from
home using VPN, allowing the employee to access files and printers. Here
are several different implementations of VPN that can be used.

Point-to-Point Tunneling Protocol (PPTP)

PPTP uses proprietary means of connecting two private networks over the
Internet. PPTP is a way of securing the information that is communicated
between networks. PPTP secures information by encrypting the data inside
of a packet.

IP Security (IPSec)

IPSec provides a more secure network-to-network connection across the
Internet or a Wide Area Network (WAN). IPSec encrypts all communication
between the client and server whereas PPTP only encrypts the data packets.

Both of these VPN implementations are used because there is not a
standard for VPN server software. Because of this, each ISP or business
can implement its own VPN network making interoperability a challenge.

LEDS

WAN & LAN Ethernet port indicators, Green. The LED flickers when the
LAN or WAN port is sending or receiving data.

Link/Act. Link status indicators, Green. The LED flickers when the
corresponding port is sending or receiving data
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Reset
LAN ports (1-4) WAN port Power jack

Getting Started

The Infrastructure Network example shown contains the following D-Link
network devices:

Express Ethernetwork™ Broadband Router - D-Link DI-604

A laptop computer with an Ethernet adapter - D-Link DFE-670TXD
A desktop computer with an Ethernet adapter - D-Link DFE-530TX+
A Cable modem - D-Link DCM-200

Cable/DSL Modem

\‘\ SI?I—EM ]

Computer 2

Computer 1



Using the Configuration Wizard

The DI-604 provides Web based configuration. You can configure your
DI-604 through your Netscape Communicator or Internet Explorer
browser in MS Windows, Macintosh or UNIX based platforms.

Activate your browser. Then type the IP address of the DI-604 into the
Location (for Netscape) or Address (for IE) field and press “Enter.” For
example: http://192.168.0.1.

File  Edit Wiew Favorites Tools  Help

Qe - ©Q - x] 2] ¢

Miress hittp://192.168.0.1

e Open the web browser
e Type in the IP Address of
the DI-604

(The IP Address shown in the example above is the default setting. If you have changed the
IP Address of the DI-604 to conform to a network, then input that IP Address in the web
browser, instead of the default IP Address shown.)

e Type admin in the User Name field
(lower case) Do-64
Leave the Password blank s == .
CIiCk OK I I b wop puvtmemrard
- ]
This screen will appear. 0
CIICk Run Wizard. !npll..lml.i Vdiclini
‘ h miln'n'! y .1E"':.': .I.l |.'r-. rl
| wiears L'E-:E'.--:.'ii}':":”."}i'f-fE*? S
| wan | —
Lan
Loy |

The Setup Wizard screen
will appear. Follow the

Wl aTEm P LA e feaT T AT e pues sl . Fees e mepn lEpnin

Wizard step by step to ke e
quickly configure the M-_w -------- .
DI'6O4 Bl 1 Bl Fimia s commerlon

Dlwo 1 Rasfad

Click Next @E



It is recommended that
you change the admin
password for security

purposes. Enter in your ety b oy e e e e
new password. Enter it in CRYIEp——

a second time for S it in

verification. ot et

Click Next @@

In the window below, select the method you use to connect to the Internet.
This is called the WAN connection or WAN Type.

Static IP Address:
Select this option to Setup Wizard

manually input the IP Select Internst Connection Type [WAN)

address that your ISP =TT DI T TOR ST T PSR IR ol T RS DT

aSSIgned to you ~ Sl iP Address I3 wnmgar pgu 8 =war F pdgess

(Please see Assigning g [wmamic P Andiess Cistain an P midenss Ao 5P promaacaly

a Static IP Address |n I EEE:':::U:I;;H Eﬂ::::l:l!ﬂp*:d'ﬁ:‘":l" SF with Hearhes Marapamend (n g Tebrrs BEgFom

the Troubleshooting r~ PPPowrEthame Gome 57 requiee the ee of FPPOE in renterd 1o ter emmces

section of this manual ) -~ FFIF Some [573 seguie ihe ee of FPTP o conrerd o ther serices

Dynamic IP Address: ,. “;ﬂ'
ILh ory il

(e.g., Cable users)

Select this option to obtain an IP address automatically from your ISP.
Please see Dynamic IP Address section.

Dynamic IP Address with Road Runner Session Management: (e.g.,
Telstra BigPond users) Choose this option if it is required by your ISP

PPP over Ethernet (PPPOE): (e.g., DSL users) Select this option if your ISP
requires the use of PPPoE to connect to their services. Please see PPPoE
section.

PPTP: Select this option if your ISP requires it

Once you have made the appropriate selection, click Next.
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Static IP Address

If you selected Static IP

Address, you will see the Setup Wirard
Sl Stabc P Aoclreaa

following page.

VAATIIF A1 155 poon
Enter in the IP address o '—}_
information provided to you g —
by your ISP. You will need R o ——
to enter in WAN IP Address, ' '
WAN Subnet Mask, WAN
Gateway, and Primary 9 Aoms
DNS.
Click Next
Dynamic IP
Address
If you selected Dynamic IP ,.mmmm,,,..,amm
Address, you will see the s O e s e ¢
following page. b, '

ML B preveereere £|
If your ISP requires you to '
enter a specific host name
or specific MAC address,
please enteritin. The a9 0
CLONE MAC Address Tunh
button is used to copy the
MAC address of your Ethernet adapter to the DI-604 WAN interface.
Click Next
Dynamic IP
Address for T
BigPond Cable Sl Dynamic [P Addrass for BigPond Cable
If you selected Dynamic e e e
IP Address with o
RoadRunner Session e Frommr |
Management, you will o I
see the following page. Pt |

If your ISP requires you

to enter a specific host .‘2’3 & E,, ",_I"
name or specific MAC

address, please enter it in. The CLONE MAC Address button is used to copy
the MAC address of your Ethernet adapter to the DI-604 WAN interface.

Click Next



PPPoE
If you select PPP over Ethernet (PPPoE), you will see the following page.

D-Link

Butlding Hetworks for Peopke

Setup Wizard

Set PPP over Ethernet

FPPPOE Accourt |

PPPOE Passward |

PPPOE Service Name | {optional)

D J
Bacl gancel Exif

Enter in the username and password provided to you by your ISP.
Enter in the Service Name if your ISP uses a Service Name for the PPPoE

connection.
Click Next

PPTP
D-Link

Building Hetwarks for People

Setup Wizard

Set PPTP
Wy IP Address joooo
Wiy Subnet Mask [255.255 2550
Server IP Address jooon
PFTF Account |
PFTF Password |
D
Ba ancel Exii
If you selected PPTP, fill out the required information, provided to you by
your ISP.
Click Next
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At this point, the Setup
Wizard has completed.
Click Restart to save the

E Setup Wizard
settings and reboot the

D |_604 The Sptap Vazas) by compirisd iz an ok in e rearges o7 mitsass Cies P o e
. current mr@rge el rebrd e TR

The DI-604 will save the
changes and reboot.

L

You have completed the Setup Wizard.

You can now access the Internet.

Whenever you choose to make changes or additions to the configuration of
the DI-604, you can access the Configuration menu by typing the IP Address
of the DI-604 into the address line of your web browser and pressing “enter.”

Read more about the Configuration menu in the following chapter.

Using the Configuration Menu
Setup Wizard

DI-604

Ethernet Broadband Router

(" "N Advanced ~ Toolst = Siatus = Help o

The Di-G0L is an Efhernet Broadband Routsr ideal for home neteosking and small business
nabworking. The setup wizand will guide you to configure the DI-B04 o connact fo your ISP
(Intermet Service Provides). The Di-G04's easy setup will aliow you to have infemet access
within minutes. Please follow the setup wizard step by step o configurs the DI-604

Il.rl-‘l"i-'lll

The Setup Wizard page is the first page that appears when logging into the web-based management
interface. The Setup Wizard is a utility used to quickly configure the DI-604. It will guide you through three
quick and basic steps to help you connect to your ISP. You will be connected to your ISP (Internet
Service Provider) and have Internet access within minutes.



WAN

WAN is short for Wide Area Network. The WAN settings can be referred to
as the Public settings. All IP information in the WAN settings are public IP
addresses which are accessible on the Internet.

The WAN settings consist of these options: Dynamic IP Address, Dynamic
IP (w/RoadRunner,) Static IP Address, PPPoE, and PPTP. Select the
appropriate option and fill in the information needed to connect to your ISP.

HOME > WAN > DYNAMIC IP ADDRESS

DI-604

Ethermel Broadband Rouler

‘ (L T Advanced = Tools B Status B Help B |
Wizard WAN Type Dynamec I Adaress _Changs |
FIOR e I (opBonal
i Renaw IP Forwvar [T Enable fdworeconnech
P
| I+
I.nlnl;l Cancel Help

Choose Dynamic IP Address to obtain IP address information automatically
from your ISP. Select this option if your ISP does not give you any IP
numbers to use. This option is commonly used for Cable modem services.

Host Name: The Host Name field is optional but may be required by some
ISPs. The host name is the device name of the Broadband Router.

Click Apply if you have made changes.
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HOME > WAN > STATIC IP ADDRESS

DI-604

Eihernad Broadband Houtar

‘ UL 3 Advanced — Tools i Statust ¥ Help S8

1
T Mism Setting
WAN Type Static IP Address _Changs I
VAN P Address jpona
AN Vi Subnat Magk |:|5¢. 255 3550
WK Gty [EI:II:I i
g Pramary DHS |:|'-|'.II:I'-'.I
Log cul I Becondary DING [I:I:II:IEI
o
9 anced Help

Choose Static IP Address if all WAN IP information is provided to you by
your ISP. You will need to enter in the IP address, subnet mask, gateway
address, and DNS address(es) provided to you by your ISP. Each IP
address entered in the fields must be in the appropriate IP form, which are
four IP octets separated by a dot (x.x.x.x). The Router will not accept the IP
address if it is not in this format.

WAN IP Address: Public IP address provided by your ISP.
WAN Subnet Mask: Subnet mask provided by your ISP.

WAN Gateway Address: Public IP address of your ISP that you are
connecting to.

Primary DNS Address: Primary DNS (Domain Name Server) IP provided
by your ISP

Secondary DNS Address: optional
Click Apply if you have made changes.



HOME > WAN > PPPOE

DI-604

Ethermet Broadbhand Howtes

Home £ Stotus = Help o

—— e Sartting
m1 WA Typa PPE pver Ethernal  Changs. I
PPFOE Accound |_
I WAN PPPOE Password |
Primary DNS fooon
Secondany DNS pooo
Log ot ] B aatl rrybm bdlE Tirme F geconds B Auto-reconnect
FPFPoE Barace Nams [ {optional)
Assigned IP Address [::- 0.0.0 [optionaly
9 ©0
Apply Caonced Help

Choose PPPoE (Point to Point Protocol over Ethernet) if your ISP uses PPPoE
connection. Your ISP will provide you with a username and password. This option is
typically used for DSL services.

PPPoE Account: Your PPPoE account is provided by your ISP

PPPoE Password: Your PPPoE password is provided by your ISP
Primary DNS Address: Primary DNS IP Address is provided by your ISP
Secondary DNS Address: optional

Maximum Idle Time: The amount of time of inactivity before disconnecting
your PPPoE session. Enter a Maximum Idle Time (in minutes) to define a
maximum period of time for which the Internet connection is maintained
during inactivity. If the connection is inactive for longer than the defined
Maximum Idle Time, then the connection will be dropped. Either set this to
zero or enable Auto-reconnect to disable this feature.

PPPoE Service Name: Enter the Service Name provided by your ISP.
(optional)

Assigned IP Address: This option is only available for Static PPPoE. Enter
in the Static IP Address for the PPPoE connection.

Click Apply if you have made changes.
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HOME > LAN

D604

Fihornm! Broadbhand Rowter

Home __ Status = Help |

LE Satting
LAN P Addiess [Ii:" 15301
@ DHCP Server & Dizable © Enable
¥ Poaol Stareng Addness 130
. P Fodl Endeng Adiieas 199
[ LAN Dhamain Mame [
9 © 0O

LAN is short for Local Area Network. This is considered your internal
network. These are the IP settings of the LAN interface for the DI-604. These
settings may be referred to as Private settings. You may change the LAN IP
address if needed. The LAN IP address is private to your internal network
and cannot be seen on the Internet.

LAN IP Address: The IP address of the LAN interface. The default IP
address is 192.168.0.1.

DHCP Server: Choose Enable or Disable

The range of the IP Address Pool: \Whenever there is a request, the DHCP
server will automatically allocate an unused IP Address from the IP Address
Pool to the requesting computer. You must specify the starting and ending
address of the IP Address pool.

Domain Name: This field is optional. Enter in the your local domain name.
Click Apply if you have made any changes.

DHCP stands for Dynamic Host Control Protocol. The DI-604 has a built-in DHCP server. The DHCP
Server will automatically assign an IP address to the computers on the LAN/private network. Be sure
to set your computers to be DHCP clients by setting their TCP/IP settings to “Obtain an IP Address
Automatically.”  When you turn your computers on, they will automatically load the proper TCP/IP
settings provided by the DI-604. The DHCP Server will automatically allocate an unused IP address
from the IP address pool to the requesting computer. You must specify the starting and ending
address of the IP address pool.




ADVANCED > VIRTUAL SERVER

DI-604
Ethemel Broadbhand Raualer

" 1] Senice Poris Sanver IP Enalibe
m ! ] woziee0 | o
2 I ] wziee0 | | 0
E 3 [ ] ozie60 | | r
1 ﬁ 182168 0, [_' -
Filter 5 N qoz1ee 0 [ | r
B |_ 192168.0 I_ [
ﬁ 7 — 1921680 I_ r
' SNMP e [ woztee 0 [ -
g ] w2iee0 [ O
' DDNS 10 —— weztee 0 [ | r
m 1 [ ] wazisgo | r
12 I ] qe2i68.0 [ | O
. ""l 13 |7 182168 0 !_ L
14 [—"_ 192168, 0 I'_' r
15 |— 192,168, O I_ r
well kniown senices [~ selectone — =] Gewiain[~ =
Y
Apply Cg'—"- EP

The firewall filters out unrecognized packets to protect your LAN (local area network);
so all computers networked with the DI-604 are invisible to the outside world. If you
wish, you can make some of them accessible by enabling the Virtual Server
Mapping.

A virtual server is defined as a Service Port, and all requests to this port will be
redirected to the computer specified by the Server IP.

For example, if you have an FTP server (port 21) at 192.168.0.1, a Web server (port
80) at 192.168.0.2, and a VPN server at 192.168.0.6, then you need to specify the
following virtual server-mapping table:

Service Port Server IP Enable
21 192.168.0.1 Vv
80 192.168.0.2 Vv
1723 192.168.0.6 \%
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ADVANCED > APPLICATIONS

DI-604

Ethamel Broadbhand Router

Icaning Poris

111

_'I_'I—I—FE’

Popular spplications |~ select one - ,ﬂ Copy o ll:l m
9 O 0O

Apply Cancel Help

Lﬂlull

Some applications require multiple connections, like Internet games, Video
conferencing, Internet telephony and so on. Due to the firewall function,
these applications cannot work without some intervention. Special
Applications makes some of these applications work with the DI-604. If
Special Applications is still insufficient to allow an application to function
correctly, try the DMZ Host in the Miscellaneous Items options.

Trigger:. the outbound port number the application issued first.

Incoming Ports: when the trigger packet is detected, the inbound packets to
the specified port numbers are allowed to pass the firewall.

The DI-604 provides some predefined settings in the gray pad on the bottom
of the web page. Select your application in the Popular applications pull-
down menu and click Copy to in order to copy the predefined setting.

Note! At any time, only one PC can use each Special Application tunnel.

Click Apply if you have made any changes.



ADVANCED>FILTER

DI-604

Ethermel Broadband Rouier

bem Setting

MAL Address Control I_ enable

] Connection congral Clents with C checked can connect to this desice; and
[m unspacified MAC addresses fo conned

[} MAC fikiress 1P Acldress C
1 | 192166.0, | r
2 | 192168.0. | O
3 | 192188.0. [ | r
4 | 192168.0. | C

OHCF clignis |— selact one — ;I Copy fo 1|I:| —

090

Apply Cancel

MAC Address Control allows you to assign different access rights for different
users and to assign a specific IP address to a certain MAC address.

MAC Address Control: Check Enable to enable the MAC Address Control. All of
the settings in this page will take effect only when Enable is checked.

Connection control: Check Connection control to control what wired and wireless
clients can connect to this device. If a client is denied connection to this device, it
means the client can't access the Internet either. Choose "allow" or "deny" to allow
or deny the clients, whose MAC addresses are not in the "Control table" (please see
below), to connect to this device.

MAC Address MAC address indicates a specific client.

IP Address Expected IP address of the corresponding
client. You may choose to leave this field

empty.

c When "Connection control" is checked,
check "C" to allow the corresponding client
to connect to this device.
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Near the bottom of the MAC Address Control window, the following pull-down
menu and button will help you to input the MAC address.

DHCP clients | — select Dﬂe—j Copy to |ID —

Select a specific client in the “DHCP clients” pull-down menu.
Click on the “Copy to” button to copy the MAC address of the DHCP client you
select to the ID selected in the “ID” pull-down menu.

Previous page and Next Page: At the bottom of the MAC Address Control
window you will find these two buttons. Use them to navigate between the several
pages of the MAC Address Control function.

Previous page Mext page




ADVANCED > FIREWALL

D-Link

Builiorg beetmpiy b Propie

D1-604
Ethemat Broadband Fowier

Tizm Setting
indouind Filbar [l Enabia

= Anpw @l frafic o pass ancepl ihose ihal match the follodng rules
C Dy all raffic 1o pass excapl Mose et malch the following riles

1] Source P : Porls Dastination IP : Pars

"'I_!"'I"'I'1"I"'I"'IE

= = O e &=

Apply Cancel Help

The Firewall enables you to control what packets are allowed to pass the
router. Outbound filter applies on all outbound packets. However, Inbound
filter applies on packets that are destined for Virtual Servers or DMZ host
only. You can select one of the two filtering policies:

1. Allow all to pass except those that match the specified rules

2. Deny all to pass except those that match the specified rules

You can specify 8 rules for inbound or outbound. For each rule, you can
define the following:

e Source IP address
e Source port address

e Destination IP address
22



e Destination port address

For source or destination |IP address, you can define a single IP address
(e.q., 4.3.2.1) or a range of IP addresses (e.g., 4.3.2.1-4.3.2.254). An empty
fields implies all IP addresses.

For source or destination port, you can define a single port (e.g., 80) or a
range of ports (e.g., 1000-1999).

Each rule can be enabled or disabled individually.

Inbound Filter:
To enable the Inbound Packet Filter, click the check box next to Enable in
the Inbound Packet Filter field.

Outbound Firewall: (to access the Outbound Filter, click Outbound
Firewall at the bottom of the window.)

To enable the Outbound Packet Filter click the check box next to Enable in
the Outbound Packet Filter field.

Follow the same procedure as for the Inbound Firewall. The IP addresses
that you input will be blocked from the port activity that you input (e.g.,
browsing the internet, receiving mail etc.)

After Outbound Packet Filter setting is configured, click the Apply button.



ADVANCED > SNMP

DI-604

Ethermet Broadband Rowter

O

Item Sarting
Enable SNWMP F Local [T Remote
el Community [putsic
Sel Community forrats

FAR ¢

z
=
1

i H

In brief, SNMP, the Simple Network Management Protocol, is a protocol
designed to give a user the capability to remotely manage a computer
network by polling and setting terminal values and monitoring network
events.

To enable SNMP click the check box next to Local or Remote in the Enable
SNMP field.

Local: allow manager to access this device through LAN port
Remote: allow manager to access this device through WAN port
You can define:

Get Community: The Get community field is the name of your network.
Your SNMP manager must have the same name in their Get community
setting to get SNMP values from this device.

Set Community: The Set community field is the name of your network.
Your SNMP manager must have the same name in their Set community
setting to set this device’ s SNMP values.

Click Apply if you have made any changes.
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ADVANCED > DDNS

DI-604

Ethemeat Broadband Router

* Home JIFV VTN Tools SR Statts =S  Holp = |

M Setling
DDME = Digable © Enable
Provider Im
Hast Mame |

Isarnamea | E-mail |

Pasaword | Key |

x [ OAEn

Dynamic DNS
To host your server on a changing IP address, you have to use dynamic domain
name service (DDNS).

Anyone wishing to reach your host only needs to know the name of it. Dynamic DNS
will map the name of your host to your current IP address, which changes each time
you connect to your Internet service provider.

Before you enable Dynamic DNS, you need to register an account on one of these
Dynamic DNS servers that we list in the provider field.

To enable Dynamic DNS click the check box next to Enable in the DDNS field.
Next you can enter the appropriate information about your Dynamic DNS Server.

You have to define:
Provider

Host Name
Username/E-mail
Password/Key

You will get this information when you register an account on a Dynamic DNS server.
Click Apply if you have made any changes.



ADVANCED > ROUTING

DI-&04

Ethaimei Broadband Rpwtei

" Home JVYTURN Tools N St el

Destination Sttt Mask Guslivweing Hap

[

0
] | |
2 I |
3| I |
¢ I |
] | |
8 | j 1
P | |
8| | |

_I'I'I'I'I_I_I_Ii

Cancel

|
¢

Routing allows you to determine which physical interface address to use for
outgoing IP data grams. If you have more than one router and subnet, you will need
to enable the routing table to allow packets to find the proper routing path and allow
different subnets to communicate with each other.

To enable the Routing Table, click the check box next to Enable in the related field.
You have to define:

Destination

Subnet Mask

Gateway

Hop: router’ s position compared to this Device; if it is under this device, then input 2.
For example, if the host wanted to send an IP data gram to 192.168.3.88
(destination), it would use the above table to determine that it had to go via
192.168.1.33 (a gateway),

Each rule can be enabled or disabled individually.

After the routing table setting is configured, click Apply.
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Troubleshooting

If you do not wish to set the static IP address on your PC, you will need to
configure your PC to request an IP address from the gateway.

Click the Start button, select Settings, and select Control Panel.

Double-click the Network icon.

In the configuration tab, select the TCP/IP protocol line that has been
associated with your network card/adapter. If there is no TCP/IP line listed,

you will need to install TCP/IP now.

Metwork 7| x| |

Configuration | Identific:atin:unl Access I:clntrn:ull

The following netwark, components are installed:

& Microzoft Metwark, Maonitar Driver - Dial-Jp Adapter ;I
& Microzoft Nebwark Manitar Driver - PC1 104100 Fast Ethe

& TCRAP - Dial-Up Adapter

A TCRAP - PCI 104100 Fast Ethernet Adapter

=1 File and printer zharing for Microsoft Metwork:s -

| 3

Add... Remowve k Properties |>

Frimary Hetwork Logon:
Client for Microzaft Metwarks j

File and Frint Sharing... |

Drescription

TCRAF is the protocol vou use to connect to the Intermet and
wide-area networks.

QE. Cancel

Click the Properties button.




Choose the IP ADDRESS tab. Select Obtain an IP automatically.

TCPAP Prospeertions

Brdeg: | Advenced | MedB0s |
DN Conbguastion | Galeway | WINS Conbguastion |F'M¢{

ﬁanﬂMﬂHtﬁme-ﬂlmhhm. \
¥ oo nstevork: clog=: ot antomatically apsign [P addresaes, sk

woun nehwork. sdminisiston for an addiess, and ten bppe itin
iFe space bakw

P (fblsn o P adiess cuiomabcaly

" Specity an P addiess
|
| |

[ ok | coen |

After clicking OK, windows might ask you to restart the PC. Click Yes.

There are two tools which are great for finding out a computers IP
configuration: MAC address and default gateway.

WINIPCFG (for Windows 95/98)

Inside the windows 95/98 Start button, select Run and type winipcfg. In the
example below this computer has an IP address of 192.168.0.100 and the
default gateway is 192.168.0.1. The default gateway should be the network
device IP address. The MAC address in windows 95/98 is called the Adapter
Address.

NOTE: You can also type winipcfg in the DOS command prompt.
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IF Conhguration - K{

Ethemet Adapter |nfomation

Adapter Address 00-30-CC-A2-Fe-04
IF addiess 1921620100
Subnet Mask 255 28R 285

Diefault Gateway 19216801

OF, Felease Fenew

Release 4ll Henew &ll Mare [nfo »

IPCONFIG (for Windows 2000/NT/XP)

At the command prompt type IPCONFIG and press Enter. Your PC IP
information will be displayed as shown below.
[ nv edffdifrge e

G:spoconfig

Vindows 2888 IP Configuration

Ethernet adapter Local Area Connection:
Connection—zpecific DHS Suffix . = 5
TP fdeyess. o olaio 0 o ailante w a : 192.168_0_188

Subnet Mask . . . . « « = = = = . & 255 _255.255.08
Default Gateway : 192.168.08.1




Assigning a Static IP Address

Note: Residential Gateways/Broadband Routers will automatically assign IP
Addresses to the computers on the network, using DHCP (Dynamic Host
Configuration Protocol) technology. If you are using a DHCP-capable
Gateway/Router you will not need to assign Static IP Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign
a Static IP Address, please follow these instructions:

. @ T — -E-‘- Control Panel

Go to START : T
Al I Printers and Faxes
goulilelcllalck oln "w -
ontro ane t!) Help and Suppart
1 | Files and Settings Transfer =
- Wizard : Search
All Programs D E Run...

@| Laog OFF |{D | Turn OFF Comnputer
o i start

B Cantral Pamel

D’ Seitih [ Cabaipey W

Double-click on
Network
Connections

Connects tn other compubars, nebyorks, and tha Inbemat,

—_—
a start # Control Pansl
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% Metwork Connections

Right-click on Local Area . — CAr g S ekt
Connections. ' ! Ohsatle

= up A hore of STl Sl-aliice
olfioe etk

ﬂ oot b b i i
vEn

B, Repair thes conrecion

Ririsineg Ehis conmeciion
. - E Wi atabun of this
Click Properties wnehon
[ e settings of this

(2o —aiy]

Faspusm

DOt FlaDEs

Dl- Conkml Panes
& My Mtk Flaces
] My Documents

g My Copube

-+ local Area Connection 7 Properties

Highlight Internet Protocol General | Advanced|

(TC P/I P) Connect uzing:

H8  D-Link DFE-530TX+

Thiz connection uzes the following ibems:

v g Client for Microsaft Metworks
v .@ File: atd Printer Shanng for Mico

. . QQDS Packet Scheg
Click Properties

etworks

Internet Pratocaol |T| :F'.-'|F'_|
Inztall... Unirztall ‘D
Dezcription

Tranzmizzion Contral Protocol/nternet Protocal. The default
wide area netwaork, protocol that provides communication
acrmzs diverse intercaonnected networks.

[] 5how icon in notification area when connected

[ OF. ][ Cancel ]

Select Use the following IP address in the Internet Protocol (TCP/IP)
Properties window.



Input your IP address and subnet mask. (The IP Addresses on your network
must be within the same range. For example, if one computer has an IP
Address of 192.168.0.2, the other computers should have IP Addresses that
are sequential, like 192.168.0.3 and 192.168.0.4. The subnet mask must be
the same for all the computers on the network.)

e Input your DNS server addresses

The DNS server information will be provided by your ISP (Internet Service
Provider.)

Internet Protocol {TCP/IP) Properties

General

ou can get IP zetting: azsighed autornatically i your network, zupports
thiz capability. Othermze, you need to aszk pour nebwork. adrministrator for
the approprate |F settings.

~ (" Obtain an IP address automatically
(%3 Uze the following IP address:
|P address: 1921850 . 2
Subnet mazk: PR B R ||

Default gateway:

A (%) Uze the following DMS zerver addresses:

FPreferred DMS zerver:

Alternate DMS server

| Advanced... |

€ ok [ conen |

Click OK

You have completed the assignment of a Static IP Address. (You do not
need to assign a Static IP Address if you have a DHCP-capable
Gateway/Router.)

32



Networking Basics
Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work,
using Microsoft Windows XP.

Note: Please refer to websites such as http.//www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about
networking computers using Windows 2000, ME or 98.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Metwork Setup Wizard

Welcome to the Network Setup
% Wizard

Thiz wizard will help you zet up thiz computer bo run on your
rietwark. ‘with a network, wou can:

Share an Internet connection

Set up Internet Connection Firewall
Share filez and folders

Share a printer

* o o &

To continue, click MNext.

Cancel

When this screen appears, click Next.



Networking Basics

Please follow all the instructions in this window:

Network Setup Wizand

Before you continue...

Before you continue, review the checkhst for creating a networks.

Then, complete the following steps:

* |nstall the netwark. cards, modems, and cables.

+ Turn on all computers, printers, and external modems.
+ Connect to the [ntemet.

When vou click Mest, the wizard will zearch for a shared Internet connection on your netwark,

[ ¢ Back GI et » D[ Cancel ]

Click Next

In the following window, select the best description of your computer. If your
computer connects to the internet through a gateway/router, select the
second option as shown.

Metwork Setup Wizard

Select a connection method.

Select the statement that best descnbes thiz computer;

() This computer connects directly to the Intemet. The other computers on my network. connect
to the Internet thraugh this computer.

Wiew an example.

(©)iThiz computer connects to the Internet through another computer on my network or through
ia rezidential gatewan,

Wiew an example.

() Other

Learn more about home or small office netwaork, configurations.

< Back q[ et > D’ Cancel

Click Next
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Networking Basics

Enter a Computer description and a Computer name (optional.)
Network Setup Wizard

Give this computer a descnption and name.

‘ Computer description: Mary's Computer
Examples: Family Foom Computer or Monica's Computer
Computer name: Office

Examples: FAMILY or MOMICA

The current computer name iz Office

Learn more about computer names and descrptions.

< Back et Q [ Cancel

Click Next

Enter a Workgroup name. All computers on your network should have the
same Workgroup name.

NMetwork Setup Wizand

Mame your network.

Mame vour network, by specifving a workgroup name below. All computers on wour netwark,
ghould have the zame waorkgroup name.

Workgroup name: Accounting
Examples: HOME or OFFICE

——
e e )

Click Next



Networking Basics

Please wait while the Network Setup Wizard applies the changes.

Network Setup Wizard
Ready to apply network zettings...

The wizard will apply the following zettings. This process may take a few minutes to complete
and cannot be interrupted.

Settings:

Metwark, zettings: ~
Computer description: Mary's Computer

Computer name: Oifice

Wiorkgroup narme: Accounting

The Shared Documents folder and any printers connected to this computer have been
ghared.

To apply theze settings, click Mext.

[ < Back ]Q&Htgl Cancel

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

Metwork Setup Wizand

Pleaze wait...

Please wait while the wizard configures thiz computer for home or zmall office networking. This
process may take a few minutes.

i — '|_ gy
3 P
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Networking Basics

In the window below, select the best option. In this example, Create a
Network Setup Disk has been selected. You will run this disk on each of
the computers on your network. Click Next.

Network Setup Wizard

You're almost done._.

\i}) You need to run the Metwork Setup ‘wizard once on each of the computers on your

netwark. To run the wizard on computers that are not running *indows =P, you can use
the ‘Windows =P CO ar a Metwork, Setup Dizk.

Ww'hat do you want ko do’?

(%yiCreate a Metwork, Setup Disk

("3 Use the Netwark Setup Disk | already have
() Usze my Windows XP CD

(2 Just finizh the wizard; | don't need to run the wizard on other computers

Insert a disk into the Floppy Disk Drive, in this case drive A.

Metwork Setup Wizand

Inzert the dizsk you want to use.

Inzert a dizk the into the following disk dive, and then click Mest.

3% Floppy [:]

[F wou want ko format the dizk, click Format Dizgk.

[ cBack Q¢ Mewt> D

Format the disk if you wish, and click Next.



Networking Basics

Please wait while the Network Setup Wizard copies the files.

Copying...

Please wait while the wizard copies Files, .,

Please read the information under Here’ s how in the screen below. After
you complete the Network Setup Wizard you will use the Network Setup
Disk to run the Network Setup Wizard once on each of the computers on
your network. To continue click Next.

NMetwork Setup Wizand
To run the wizard with the Metwork Setup Dizk. . %

i Complete the wizard and restart thiz computer. Then, uze the Metwork, Setup Disk to run
\J‘) the Metwaork, Setup Wizard once on each of the ather computers on your netwark.

Here's biow:

1. Insert the Metwork Setup Disk into the nexst computer pou want to network.
2. Open kMy Computer and then open the Metwaork Setup Dizk.
3. Double-click "netzetup. "
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Networking Basics

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Network Setup Wizard

Completing the Network Setup
Wizard

You have successfully zet up thiz computer for hame or zmall
affize networking.

For help with harme or zmall office networking, see the
following topics in Help and Suppart Center:

= Uszing the Shared Docurments folder
+ Sharing files and folders

To zee other computers an your nebwaork, click Start, and then
clhick My Metwark Places.

Ta cloge thiz wizard, click Finizh.

| <Back || Fiish )

The new settings will take effect when you restart the computer. Click Yes
to restart the computer.

System Settings Change

P You musk resktart vour computer before the new settings will take effect,

Do wou wank to restart wour computer now?

—— | —

You have completed configuring this computer. Next, you will need to run
the Network Setup Disk on all the other computers on your network. After
running the Network Setup Disk on all your computers, your new wireless
network will be ready to use.



Networking Basics
Naming your Computer

To name your computer, please follow these directions:

In Windows XP:

e Click Start (in the ,
Internet __J My Documents
lower left corner of & ricrete.cire
the Screen) # E-mail ‘_ﬁ My Recent Documents  #
IJJ Outlook Express 2,
. . * ¢ My Pictures
¢ Right-click on My -/
Com puter [ _ornirnand Promph ..j, My Music
e Select Properties N st i _ Open
; . k
and CI ICk ® Windows Media Plaver "J‘* S Ezzl:jj s
= | | Manage
@ Windows Movie Maker B; St )
Map Metwork Drive. ..
: TR Disconnect Mekwork Drive, .,
& ind Y
@ IR 'Zé Printers and F - Show on Deskkop
? Files and Settings Transfer Rename
- Wizard
e Select the system Properties
Computer Name Swstern Restare Automatic Updates Remate
Tab in the System _ Generdl  G_LomputerName % Hadware | Advanced
Properties window. -

Windows uses the following infarmation o identify wour computer
L’iJ oh the network.

You may enter a i
Computer description if || =P descrtion

i i H i For example: "Fitchen Computer'’ or "M any's
you wish, this field is Skt
Op tion al . Full computer name:  Office
Warkgroup: Accounting
To r?n_ame the C_omleter To uze the Metwark ldentification ‘wizard ta join a
and join a doma|n’ domain and create a local uzer account, click Metwaork: =
. .
e Click Change
Ti remame this computer of join a domain, click Change.
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Networking Basics
Naming your Computer

e In this window, enter
the Computer
name.

e Select Workgroup
and enter the name
of the Workgroup.

e All computers on
your network must
have the same
Workgroup name.

o Click OK

Computer Name Changes

'ou can change the name and the memberzhip af this
computer, Changes may affect access to network, resources,

LComputer name:
Office

Full computer name:

Office

Mare. .

tember of
O Domain.

(%) Work group:
| Accounting

ok 3
Cancel

Checking the IP Address in Windows XP/2000

Go to Start > All Programs > Accessories > Command Prompt

fﬁ ACcessories
) D-Link ir

i zames
l@ Skartup
@ winZip
¥ M3 Explorer

-

) D-Link DSL Farily »

i@ Mortan Ankivinus »

[3 Acrobat Reader 5.0

4 Inkernet Explorer

L"E] Cuitlook Express

Remote Assistance
&) windows Media Player
All Programs » ﬂ YWindows Messenger

| ij] Accessibility r
Wi ) Communications ’
Entertainment k

3 |f| Syster Tools r

_J address Boaok

—
&l Caleulator

(& o Command Prompt

4 MNotepad

YW Paint

&) Program Compatibility \Wizard
) Synchronize

@ Tour Windows 5P

5 windows Explarer

S Windows Movie Maker

/

E| Liag Off

Ef WordPad

@ e




Networking Basics
Checking the IP Address in Windows XP/2000

Type Command

Type the name of a program, Folder, document, ar
Internet resource, and Windows will open it For waou,

commmand

[ Cancel H Browse, .,

Click OK
Checking the IP Address in Windows XP/2000

Type ipconfig /all at the prompt. Click Enter. All the configuration settings
are displayed as shown below.

e+~ Command Prompt

F:“Documents and Settings“lab4Xipconfig ~sall
Windows IP Configuration

Hozt Mame
Primary Dns Suffix
Mode Type
IP Routing Enabled
WIMS Proxy Enabhled

Ethernet adapter Wireless Metwork Connection:

Connection—specific DNS Suffix 5
Description : D-Link DFE-530TX+
Adapter

Physical Address. . . . . . . . . : B8-B6-25-53-85-31

Dhcp Enabled : No

IR Address s & & & & & & & & & & & A2 A6w ns23

Subnet HMask : 255.255.255.8

Default Gateway : 172.168.8.1

DNE Servers : 18.18.18_48
122152 .81 .1

F:sDocuments and Settingsslah4d>
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Networking Basics
Checking the IP Address in Windows XP/2000

Type ipconfig /renew at the prompt to get a new IP Address. Click Enter.
The new IP Address is shown below.
= Command Prompt ka

Micro=zoft Windows HP [Uersion 5.1.26801 Il
¢G> Copyright 1985-2801 Microsoft Corp.

F:“Documents and Settings“lah4>ipconfig Srenew_

Adapter
BE. - . - - = = = - = PA-B6—25-53-85-31
Dhcp Enabled. . - . . - . . . - . = Mo
| e T 1 e e S S S R e U R BT ] T

Subnet Mask . . . . . . . . . . . = 2085_.2585.255.48

DefawltiiGatewaiy fo s e s s LR RS e

DMS Servers . . . . & = « o = - - = 18.18.19.48
192152 .81 .1

(Windows 98/ME users: go to Start > Run. Type Command. Type
winipcfg at the prompt. Click Release and Renew to obtain a new IP
Address.)

Assigning a Static IP Address

Note: Residential Gateways/Broadband Routers will automatically assign IP
Addresses to the computers on the network, using DHCP (Dynamic Host
Configuration Protocol) technology. If you are using a DHCP-capable
Gateway/Router you will not need to assign Static IP Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign a

Static IP Address, please follow these instructions: /
7. Contral Panel
e Go to Start @ Tour Windows =P r i i
. ,,-_r,.J Printers and Faxes
e Double-click on 1@5‘ —

Control Panel t!)] Help and Support

[ 3 B
Files and Settings Transfer
:ﬂJ =

200 Wizard e

All Programs D {2 J Run...




Networking Basics
Assigning a Static IP Address

e Double-click on
Network Connections

e Right-click on Local
Area Connections.

e Double-click
Properties

B Control Pamil
Fin Edt Wew Favordes Tool Help

- > . i 4 Seerch |7 Poiders | [i7]] -
Sdress | [T Control Parel

ﬂ Coetril Fanel

D- Swikch bo Cabegory Yisw

See Alwn

"-I.H'-:b.--:Lhn.lu
Wi ek et Spgeat

Corrsct bo other compubers, nebmorks, and the Inbernst,

% Metwnrk Cannesiiom

Fia Edt ‘Haw Took Halpi

Quis - O (F 5w 2 vt (-

Ao ess i Mabaark Conmectra

'ﬁ St g & b o vl
oities reshacrk:

] Cuisabsle s rntwcr
e

ﬂ Fiapar thin corracise,

‘ R Ehils ranresction

i Wiesssbahi of
carmschon

[F Thange seitings of e
pormaschion




Networking Basics
Assigning a Static IP Address

-+ Local Area Connection 7 Properties E][Z|
e Highlight General | Advanced
Internet Connect using:
Protocol E®  D-Link DFE-530TX+
(TCP/IP)

Thiz connection uzes the following ikems:

% Client for Microsaft Metworks
v .@ File and Printer Sharing for Microsoft Netwaorks
\A .@ [o5 Packet Scheduler

e (Click Properties

il ntermet Protocal [TCRAP]
= e E
Crome )
f . Dezcription
¢ SeIeCt Use the 0"0W|ng Transmizzion Control Protocaldntermet Protocal, The default
IP address wide area network, protocal that provides communication
. acrozs diverse interconnected nebwarks.
in the Internet Protocol
(TC PIIP) Properties [ Show icon in notification area when conngched
window,
e Input your IP address and o
subnet mask. (The IP =

Addresses on your network
must be within the same
range. For example, if one

Intermet Protocol (TCPAP) Properties

computer has an IP -
Address of 192.168.0.2, ol iy g e
the other computers should fhe sppeopriat [P exttings.
have IP Addresses that are N ] T T e——
sequential, like A () Ligs e Iokowing IP ke
192.168.0.3 and IP ssidress 132168 0 . 2
192.168.0.4. The subnet Sl mash L ME MR )
mask must be the same for Defsuit gatewsay
all the computers on the ~
network') * (5] Lz B lobovwang DNS perver sddeaceas

e Input your DNS server A ,
addresses. (Note: If you it R
are entering a DNS :
server, you must enter [CAdyarced.. |
the IP Address of the _ .
Default Gateway.) ) =

e Click OK

The DNS server information
will be provided by your ISP
(Internet Service Provider.)

You have completed the assignment of a Static
IP Address. (You do not need to assign a Static
IP Address if you have a DHCP-capable
Gateway/Router.)



Technical Specifications
Standards:

IEEE 802.3 10BASET-T Ethernet

IEEE 802.3u 100BASE-TX Fast Ethernet
IEEE 802.3x Flow Control

IEEE 802.1p Priority Queue

ANSI/IEEE 802.3 NWay auto-negotiation

Management:
o Web-Based

VPN Pass Through Function*:
e PPTP
e L2TP
e |PSec

Ports:
e 4 x NWay 10BASE-T/100BASE-TX Fast Ethernet LAN (Media At
Sensing)
e 1x10BASE-T/100BASE-TX WAN

LEDs:
« WAN Activity
e LAN Link Activity

Power:
e DC5V2A

Operating Temperature:
e 5C~55C
Humidity:
e 10% ~90%
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Contacting Technical Support

You can find the most recent software and user documentation on the D-Link
website.

D-Link provides free technical support for customers within the United
States for the duration of the warranty period on this product.

U.S. customers can contact D-Link technical support through our web site or
by phone.

D-Link Technical Support over the Internet:
http://support.dlink.com

D-Link Technical Support over the Telephone:
Phone: 877-453-5465
24 hours a day, seven days a week.

When contacting Technical Support, please provide the following information:
e Serial number of unit
e Model number or product name
e Software type and version number

Warranty and Registration

D-Link Systems, Inc. (“D-Link”) provides this 1-Year warranty for its product only to the person or entity
who originally purchased the product from:

° D-Link or its authorized reseller or distributor.
. Products purchased and delivered within the fifty United States, the District of Columbia, US
Possessions or Protectorates, US Military Installations, addresses with an APO or FPO.

1-Year Limited Hardware Warranty: D-Link warrants that the hardware portion of the D-Link products
described below (“Hardware”) will be free from material defects in workmanship and materials from the
date of original retail purchase of the Hardware, for the period set forth below applicable to the product
type (“Warranty Period”).

1-Year Limited Warranty for the Product(s) is defined as follows
o Hardware (excluding power supplies and fans)

e  Spare parts and spare kits Ninety (90) days.

D-Link’ s sole obligation shall be to repair or replace the defective Hardware at no charge to the original
owner. Such repair or replacement will be rendered by D-Link at an Authorized D-Link Service Office. The
replacement Hardware need not be new or of an identical make, model or part; D-Link may in its
discretion replace the defective Hardware (or any part thereof) with any reconditioned product that D-Link
reasonably determines is substantially equivalent (or superior) in all material respects to the defective
Hardware. The Warranty Period shall extend for an additional ninety (90) days after any repaired or
replaced Hardware is delivered. If a material defect is incapable of correction, or if D-Link determines in
its sole discretion that it is not practical to repair or replace the defective Hardware, the price paid by the
original purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the
defective Hardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase
price is refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”) will
substantially conform to D-Link’ s then current functional specifications for the Software, as set forth in the
applicable documentation, from the date of original delivery of the Software for a period of ninety (90)
days (“Warranty Period”), if the Software is properly installed on approved hardware and operated as
contemplated in its documentation. D-Link further warrants that, during the Warranty Period, the magnetic



media on which D-Link delivers the Software will be free of physical defects. D-Link’ s sole obligation shall
be to replace the non-conforming Software (or defective media) with software that substantially conforms
to D-Link’ s functional specifications for the Software. Except as otherwise agreed by D-Link in writing, the
replacement Software is provided only to the original licensee, and is subject to the terms and conditions
of the license granted by D-Link for the Software. The Warranty Period shall extend for an additional
ninety (90) days after any replacement Software is delivered. If a material non-conformance is incapable
of correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-
conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned to
D-Link. The license granted respecting any Software for which a refund is given automatically terminates.

What You Must Do For Warranty Service:

Registration is conducted via a link on our Web Site (http://www.dlink.com/). Each product purchased
must be individually registered for warranty service within ninety (90) days after it is purchased and/or
licensed.

FAILURE TO PROPERLY TO REGISTER MAY AFFECT THE WARRANTY FOR THIS PRODUCT.

Submitting A Claim. Any claim under this limited warranty must be submitted in writing before the end of
the Warranty Period to an Authorized D-Link Service Office.

J The customer must submit as part of the claim a written description of the Hardware defect or
Software nonconformance in sufficient detail to allow D-Link to confirm the same.
. The original product owner must obtain a Return Material Authorization (RMA) number from the

Authorized D-Link Service Office and, if requested, provide written proof of purchase of the product
(such as a copy of the dated purchase invoice for the product) before the warranty service is provided.

e  After an RMA number is issued, the defective product must be packaged securely in the
original or other suitable shipping package to ensure that it will not be damaged in transit, and the
RMA number must be prominently marked on the outside of the package. )

. The customer Is responsible for all ShIpPIn charges to and from D-Link (No CODs allowed).
Products sent COD will become the Eroperty of D-Link Systems, Inc. Products should be fully insured
by the customer and shipped to D-Link Systems Inc., 53 Discovery Drive, Irvine CA 92618.

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’ s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance with the foregoing requirements, or that is determined by
D-Link not to be defective or non-conforming.

What Is Not Covered:

This limited warranty provided by D-Link does not cover: Products that have been subjected to abuse,
accident, alteration, modification, tampering, negligence, misuse, faulty installation, lack of reasonable
care, repair or service in any way that is not contemplated in the documentation for the product, or if the
model or serial number has been altered, tampered with, defaced or removed; Initial installation,
installation and removal of the product for repair, and shipping costs; Operational adjustments covered in
the operating manual for the product, and normal maintenance; Damage that occurs in shipment, due to
act of God, failures due to power surge, and cosmetic damage; and Any hardware, software, firmware or
other products or services provided by anyone other than D-Link.

Disclaimer of Other Warranties: EXCEPT FOR THE 1-YEAR LIMITED WARRANTY SPECIFIED HEREIN, THE PRODUCT IS
PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND INCLUDING, WITHOUT LIMITATION, ANY WARRANTY OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE
DISCLAIMED IN ANY TERRITORY WHERE A PRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE
LIMITED TO NINETY (90) DAYS. EXCEPT AS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED HEREIN, THE
ENTIRE RISK AS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS WITH THE PURCHASER OF THE
PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER ANY CONTRACT,
NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY FOR ANY LOSS OF USE OF THE PRODUCT,
INCONVENIENCE OR DAMAGES OF ANY CHARACTER, WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL
(INCLUDING, BUT NOT LIMITED TO, DAMAGES FOR LOSS OF GOODWILL, WORK STOPPAGE, COMPUTER FAILURE OR
MALFUNCTION, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY PRODUCT
RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY
SERVICE, OR ARISING OUT OF ANY BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE
POSSIBILITY OF SUCH DAMAGES. THE SOLE REMEDY FOR A BREACH OF THE FOREGOING LIMITED WARRANTY IS REPAIR,
REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT.

GOVERNING LAW: This 1-Year Warranty shall be governed by the laws of the state of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary from
state to state.
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Trademarks

Copyright® 2002 D-Link Corporation. Contents subject to change without prior notice. D-Link is a
registered trademark of D-Link Corporation/D-Link Systems, Inc. All other trademarks belong to their
respective proprietors.

Copyright Statement

No part of this publication may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from D-Link
Corporation/D-Link Systems Inc., as stipulated by the United States Copyright Act of 1976.

CE Mark Warning
This is a Class B product. In a domestic environment, this product may cause radio interference, in which
case the user may be required to take adequate measures.

FCC Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant

to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful

interference in a residential installation. This equipment generates, uses and can radiate radio frequency

energy and, if not installed and used in accordance with the instructions, may cause harmful interference

to radio communication. However, there is no guarantee that interference will not occur in a particular

installation. If this equipment does cause harmful interference to radio or television reception, which can

be determined by turning the equipment off and on, the user is encouraged to try to correct the

interference by one or more of the following measures:

. Reorient or relocate the receiving antenna.

° Increase the separation between the equipment and receiver.

o Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

Consult the dealer or an experienced radio/TV technician for help.

FCC Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
This equipment should be installed and operated with a minimum of 20 cm (approximately 8 inches)
between the radiator and your body.

Registration: Register your D-Link DI-704P online at http://support.dlink.com/register/



