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Preface

This section explains the objectives, intended audience, and organization of this publication and 
describes the conventions that convey instructions and other information.

Objectives
This document describes the Cisco Transport Manager GateWay/Common Object Request Broker 
Architecture (CORBA) Northbound Interface Release 5.0 product that is available for Cisco Transport 
Manager (CTM) Release 5.0. This document serves as a reference for developers of operations support 
system (OSS) applications that work with the CTM GateWay/CORBA interface.

Use this document to:

• Learn about the northbound GateWay/CORBA interfaces supported by CTM R5.0

• Understand the input parameters, output parameters, and attributes associated with 
CTM GateWay/CORBA

Audience
The primary audience for this guide includes network operations personnel and system administrators. 
This guide assumes the reader is familiar with the following products and topics:

• Cisco ONS 15000 series products

• Cisco Carrier Routing System 1

• Cisco Catalyst 6509

• Basic internetworking terminology and concepts

• Network topology and protocols

• Microsoft Windows 2000 Professional and XP Professional

• Sun Microsystems Solaris administration

• Oracle database administration

• Object Management Group (OMG) CORBA, Notification Service, and Naming Service
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Conventions
Conventions
This document uses the following conventions:

Caution Means reader be careful. In this situation, you might do something that could result in equipment 
damage or loss of data.

Note Means reader take note. Notes contain helpful suggestions or references to material not covered in the 
manual.

Timesaver Means the described action saves time. You can save time by performing the action described in the 
paragraph.

Tip Means the information will help you solve a problem. The tips information might not be troubleshooting 
or even an action, but could be useful information, similar to a Timesaver.

Item Convention

Commands and keywords boldface font

Displayed session and system information screen font

Information that the user must enter boldface screen font

Variables that the user must supply italic screen font

Menu items and button names boldface font

Selecting a menu item Option > Network Preferences
xvi
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Preface
Related Documentation
Related Documentation
Make sure to have access to the documents listed in Table 1. These documents are available in print, on 
CD-ROM, and on www.cisco.com.

Table 1 Related Cisco Documentation

Cisco Product Document Title

CTM • Cisco Transport Manager Release 5.0 Database Schema (online and CD only)

• Cisco Transport Manager Release 5.0 High Availability Installation Guide

• Cisco Transport Manager Release 5.0 Installation Guide

• Cisco Transport Manager Release 5.0 User Guide

• Release Notes for Cisco Transport Manager Release 5.0 (online and CD only)

Cisco Catalyst 6509 • Catalyst 6500 Series Configuration Notes 

• Catalyst 6500 Series Switch Installation Guide

• Catalyst 6500 Series Switch Module Installation Guide 

• Release Notes for Catalyst 6500 Series Software

Cisco CRS-1 • Cisco CRS-1 Series Carrier Routing System Craft Works Interface User Interface Guide

• Cisco CRS-1 Series Carrier Routing System Interface Configuration Guide

• Cisco CRS-1 Series Carrier Routing System Getting Started Guide

• Cisco CRS-1 Series Carrier Routing System Regulatory Compliance and Safety Information

• Cisco CRS-1 Series Carrier Routing System XML API Guide

• Release Notes for the Cisco CRS-1 Series Carrier Routing System

ONS 15200 • Cisco ONS 15200 Command Line Interface Manual

• Cisco ONS 15200 Installation, Setup, and Test Manual

• Cisco ONS 15200 Maintenance Manager Installation and Operations Guide

• Cisco ONS 15200 Module Handbook

• Cisco ONS 15200 Product Description

• Cisco ONS 15200 Quick Installation Guide, Release 2.0

• Cisco ONS 15200 Web Interface Software User Manual

• Release Notes for Cisco ONS 15200
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ONS 15216 • Cisco ONS 15216 EDFA Operations Guide

• Cisco ONS 15216 EDFA2 Operations Guide

• Cisco ONS 15216 EDFA3 Operations Guide

• Cisco ONS 15216 FlexLayer User Guide

• Cisco ONS 15216 OSC-1510 User Guide

• Cisco ONS 15216 System Dispersion Compensation Unit User Guide

• Installing Cisco ONS 15216 100 GHz DWDM Filters

• Installing Cisco ONS 15216 OADMs

• Release Notes for the Cisco ONS 15216 EDFA

• Release Notes for the Cisco ONS 15216 OADM

• Upgrade Procedures for the ONS 15216 EDFA2

ONS 15302 • Cisco ONS 15302 Installation and Operations Guide

• Cisco ONS 15302 Quick Installation Guide

ONS 15305 • Cisco ONS 15305 Installation and Operations Guide

• Cisco ONS 15305 Quick Installation Guide

ONS 15310 • Cisco ONS 15310 Network Defaults

• Cisco ONS 15310 Procedure Guide

• Cisco ONS 15310 Reference Manual

• Cisco ONS 15310 Troubleshooting Guide

• Release Notes for Cisco ONS 15310

ONS 15327 • Cisco ONS 15327 Procedure Guide

• Cisco ONS 15327 Reference Manual

• Cisco ONS 15327 Software Upgrade Guide

• Cisco ONS 15327 Troubleshooting Guide

• Cisco ONS 15454 and Cisco ONS 15327 TL1 Command Guide

• Cisco ONS 15454 and Cisco ONS 15327 TL1 Command Quick Reference Guide

• Release Notes for Cisco ONS 15327

ONS 15454 SDH • Cisco ONS 15454 SDH Procedure Guide

• Cisco ONS 15454 SDH Reference Manual

• Cisco ONS 15454 SDH Software Upgrade Guide

• Cisco ONS 15454 SDH Troubleshooting Guide

• Cisco ONS 15454 SONET/SDH ML-Series Multilayer Ethernet Card Software Feature and 
Configuration Guide

• Release Notes for Cisco ONS 15454 SDH

Table 1 Related Cisco Documentation (continued)

Cisco Product Document Title
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Related Documentation
ONS 15454 SONET • Cisco ONS 15454 and Cisco ONS 15327 TL1 Command Guide

• Cisco ONS 15454 and Cisco ONS 15327 TL1 Command Quick Reference Guide

• Cisco ONS 15454 Procedure Guide

• Cisco ONS 15454 Reference Manual

• Cisco ONS 15454 Software Upgrade Guide

• Cisco ONS 15454 SONET/SDH ML-Series Multilayer Ethernet Card Software Feature and 
Configuration Guide

• Cisco ONS 15454 Troubleshooting Guide

• Release Notes for Cisco ONS 15454

ONS 15501 • Cisco ONS 15501 User Guide

• Regulatory Compliance and Safety Information for the Cisco ONS 15500 Series

• Release Notes for Cisco ONS 15501

ONS 15530 • Cisco ONS 15530 Configuration Guide and Command Reference

• Cisco ONS 15530 Hardware Installation Guide

• Cisco ONS 15530 MIB Quick Reference

• Cisco ONS 15530 Optical Transport Turn-up and Test Guide

• Cisco ONS 15530 Planning and Design Guide

• Cisco ONS 15530 System Alarms and Error Messages

• Network Management for the Cisco ONS 15530

• Quick Reference for the Cisco ONS 15530 TL1 Commands

• Release Notes for Cisco ONS 15530 for Cisco IOS Release 12.1 (12c)

ONS 15540 ESP • Cisco ONS 15540 ESP Configuration Guide and Command Reference

• Cisco ONS 15540 ESP Hardware Installation Guide

• Cisco ONS 15540 ESP MIB Quick Reference

• Cisco ONS 15540 ESP Planning and Design Guide

• Cisco ONS 15540 ESP Troubleshooting Guide

• Network Management for the Cisco ONS 15540 ESP

• Optical Transport Turn-Up and Test Guide

• Regulatory Compliance and Safety Information for the Cisco ONS 15500 Series

• Release Notes for Cisco ONS 15540 ESP for Cisco IOS Release 12.1 (19)E

• ROMMON and Functional Image Release Notes

Table 1 Related Cisco Documentation (continued)

Cisco Product Document Title
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Related Documentation
ONS 15540 ESPx • Cisco ONS 15540 ESPx Cleaning Procedures for Fiber Optic Connections

• Cisco ONS 15540 ESPx Configuration Guide and Command Reference

• Cisco ONS 15540 ESPx Hardware Installation Guide

• Cisco ONS 15540 ESPx MIB Quick Reference

• Cisco ONS 15540 ESPx Planning and Design Guide

• Cisco ONS 15540 ESPx System Alarms and Error Messages

• Network Management for the Cisco ONS 15540 ESPx

• Optical Transport Turn-Up and Test Guide

• Quick Reference for the Cisco ONS 15540 ESP and Cisco ONS 15540 ESPx TL1 Commands

• Regulatory Compliance and Safety Information for the Cisco ONS 15500 Series

• Release Notes for Cisco ONS 15540 ESPx for Cisco IOS Release 12.1 (12c)EV1

• ROMMON and Functional Image Release Notes

ONS 15600 SDH • Cisco ONS 15600 SDH Procedure Guide

• Cisco ONS 15600 SDH Reference Manual

• Cisco ONS 15600 SDH TL1 Test Access

• Cisco ONS 15600 SDH Troubleshooting Guide

• Release Notes for Cisco ONS 15600 SDH

ONS 15600 SONET • Cisco ONS 15600 Procedure Guide

• Cisco ONS 15600 Reference Manual

• Cisco ONS 15600 TL1 Command Guide

• Cisco ONS 15600 Troubleshooting Guide

• Release Notes for Cisco ONS 15600

ONS 15800 • Cisco ONS 15800 DWDM System Common Platform Installation Manual

• Cisco ONS 15800 DWDM System Description

• Cisco ONS 15800 DWDM System Installation, Setup, and Test Manual

• Cisco ONS 15800 DWDM system module handbooks

• Cisco ONS 15800 DWDM System Technical Specifications Manual

• Cisco Photonics Local Terminal Software Administrator Manual for the ONS 15800 System

• Cisco Photonics Tool Kit Software Administrator Manual for the ONS 15800 System

• TL1 Message Manual for the Cisco ONS 15800/15801 System 

Table 1 Related Cisco Documentation (continued)

Cisco Product Document Title
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The following related documentation may also be used as reference:

• Telcordia GR-253-CORE: Synchronous Optical Network (SONET) Transport Systems: Common 
Generic Criteria

• Telcordia GR-815-CORE: Generic Requirements for Network Elements/Network Systems (NE/NS) 
Security

• Telcordia GR-820-CORE: Generic Digital Transmission Surveillance

• Telcordia GR-831-CORE: Operations Applications Messages

• Telcordia GR-2998-CORE: Generic Requirements for Wavelength Division Multiplexing (WDM) 
Element Management Systems

• Telcordia GR-3000-CORE: Generic Requirements for SONET Element Management Systems

• ITU-T G.774: Synchronous Digital Hierarchy (SDH)—Management information for the network 
element view

• ITU-T G.784: Synchronous Digital Hierarchy (SDH) management

• ITU-T G.826: Error performance parameters and objectives for international, constant bit rate 
digital paths at or above the primary rate

• ITU-T G.829: Error performance events for SDH multiplex and regenerator sections

• ITU-T G.831: Management Capabilities of Transport Networks based on the synchronous digital 
hierarchy (SDH)

• ITU-T G.872: Architecture of optical transport networks

• ITU-T M.3010: Principles for a Telecommunications management network

• ITU-T M.3100: Generic network information model

ONS 15801 • Cisco ONS 15801 DWDM System Common Platform Installation Manual

• Cisco ONS 15801 DWDM System Description Manual

• Cisco ONS 15801 DWDM System Installation, Setup, and Test Manual

• Cisco ONS 15801 DWDM system module handbooks

• Cisco ONS 15801 DWDM System Technical Specifications Manual

• Cisco Photonics Local Terminal Software Administrator Manual for the ONS 15801 System

• Cisco Photonics Tool Kit Software Administrator Manual for the ONS 15801 System

• TL1 Message Manual for the Cisco ONS 15800/15801 System

ONS 15808 • Cisco ONS 15808 DWDM System Common Platform Installation Manual

• Cisco ONS 15808 DWDM System Description Manual

• Cisco ONS 15808 DWDM System Extended Long Haul Installation, Setup, and Test Manual

• Cisco ONS 15808 DWDM System Long Haul Installation, Setup, and Test Manual

• Cisco ONS 15808 DWDM System Module Technical Description Manual

• Cisco Wavelength Director Software Installation Manual for the ONS 15808 System

• TL1 Command Reference for the Cisco ONS 15808 DWDM System

Table 1 Related Cisco Documentation (continued)

Cisco Product Document Title
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Obtaining Documentation
• ITU-T M.3400: TMN Management Functions

• ITU-T X.721: Information technology–Open Systems Interconnection–Structure of management 
information: Definition of management information

• ITU-T X.731: Information technology–Open Systems Interconnection–Systems Management: State 
management function

• ITU-T X.733: Information technology–Open Systems Interconnection–Systems Management: 
Alarm reporting function

• ITU-T X.734: Information technology–Open Systems Interconnection–Systems Management: 
Event report management function

• ITU-T X.735: Information technology–Open Systems Interconnection–Systems Management: Log 
control function

• ITU-T X.736: Information technology–Open Systems Interconnection–Systems Management: 
Security alarm reporting function

• TMF 513: TM Forum Business Agreement, version 1.02

• TMF 513: Multi-Technology Network Management Business Agreement, version 2.0

• TMF 608: Multi Technology Network Management Information Agreement, version 0.4

• TMF 608: Multi Technology Network Management Information Agreement, version 2.0

• TMF 814: Multi Technology Network Management Solution Set, version 0.2

• TMF 814: Multi-Technology Network Management Solution Set, version 2.0

• TMF 814A: Multi-Technology Network Management Solution Set, TM Forum Implementation (IS) 
Template Guidelines, version 2.0

Obtaining Documentation
Cisco documentation and additional literature are available on Cisco.com. This section explains the 
product documentation resources that Cisco offers.

Cisco.com
You can access the most current Cisco documentation at this URL:

http://www.cisco.com/techsupport

You can access the Cisco website at this URL:

http://www.cisco.com

You can access international Cisco websites at this URL:

http://www.cisco.com/public/countries_languages.shtml
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Documentation Feedback
Product Documentation DVD
The Product Documentation DVD is a library of technical product documentation on a portable medium. 
The DVD enables you to access installation, configuration, and command guides for Cisco hardware and 
software products. With the DVD, you have access to the HTML documentation and some of the 
PDF files found on the Cisco website at this URL:

http://www.cisco.com/univercd/home/home.htm

The Product Documentation DVD is created and released regularly. DVDs are available singly or by 
subscription. Registered Cisco.com users can order a Product Documentation DVD (product number 
DOC-DOCDVD= or DOC-DOCDVD=SUB) from Cisco Marketplace at the Product Documentation 
Store at this URL:

http://www.cisco.com/go/marketplace/docstore

Ordering Documentation
You must be a registered Cisco.com user to access Cisco Marketplace. Registered users may order 
Cisco documentation at the Product Documentation Store at this URL: 

http://www.cisco.com/go/marketplace/docstore

If you do not have a user ID or password, you can register at this URL:

http://tools.cisco.com/RPF/register/register.do

Documentation Feedback
You can provide feedback about Cisco technical documentation on the Cisco Technical Support & 
Documentation site area by entering your comments in the feedback form available in every online 
document.

Cisco Product Security Overview
Cisco provides a free online Security Vulnerability Policy portal at this URL:

http://www.cisco.com/en/US/products/products_security_vulnerability_policy.html

From this site, you will find information about how to do the following:

• Report security vulnerabilities in Cisco products

• Obtain assistance with security incidents that involve Cisco products

• Register to receive security information from Cisco

A current list of security advisories, security notices, and security responses for Cisco products is 
available at this URL:

http://www.cisco.com/go/psirt

To see security advisories, security notices, and security responses as they are updated in real time, you 
can subscribe to the Product Security Incident Response Team Really Simple Syndication (PSIRT RSS) 
feed. Information about how to subscribe to the PSIRT RSS feed is found at this URL:

http://www.cisco.com/en/US/products/products_psirt_rss_feed.html
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Product Alerts and Field Notices
Reporting Security Problems in Cisco Products
Cisco is committed to delivering secure products. We test our products internally before we release them, 
and we strive to correct all vulnerabilities quickly. If you think that you have identified a vulnerability 
in a Cisco product, contact PSIRT:

• For emergencies only —security-alert@cisco.com

An emergency is either a condition in which a system is under active attack or a condition for which 
a severe and urgent security vulnerability should be reported. All other conditions are considered 
nonemergencies.

• For nonemergencies— psirt@cisco.com

In an emergency, you can also reach PSIRT by telephone:

• 1 877 228-7302

• 1 408 525-6532

Tip We encourage you to use Pretty Good Privacy (PGP) or a compatible product (for example, GnuPG) to 
encrypt any sensitive information that you send to Cisco. PSIRT can work with information that has been 
encrypted with PGP versions 2.x through 9.x. 

Never use a revoked encryption key or an expired encryption key. The correct public key to use in your 
correspondence with PSIRT is the one linked in the Contact Summary section of the Security 
Vulnerability Policy page at this URL:

http://www.cisco.com/en/US/products/products_security_vulnerability_policy.html

The link on this page has the current PGP key ID in use.

If you do not have or use PGP, contact PSIRT to find other means of encrypting the data before sending 
any sensitive material.

Product Alerts and Field Notices
Modifications to or updates about Cisco products are announced in Cisco Product Alerts and Cisco Field 
Notices. You can receive Cisco Product Alerts and Cisco Field Notices by using the Product Alert Tool 
on Cisco.com. This tool enables you to create a profile and choose those products for which you want to 
receive information.

To access the Product Alert Tool, you must be a registered Cisco.com user. (To register as a Cisco.com 
user, go to this URL: http://tools.cisco.com/RPF/register/register.do) Registered users can access the 
tool at this URL: http://tools.cisco.com/Support/PAT/do/ViewMyProfiles.do?local=en
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Obtaining Technical Assistance
Obtaining Technical Assistance
Cisco Technical Support provides 24-hour-a-day award-winning technical assistance. The 
Cisco Technical Support & Documentation website on Cisco.com features extensive online support 
resources. In addition, if you have a valid Cisco service contract, Cisco Technical Assistance Center 
(TAC) engineers provide telephone support. If you do not have a valid Cisco service contract, contact 
your reseller.

Cisco Technical Support & Documentation Website
The Cisco Technical Support & Documentation website provides online documents and tools for 
troubleshooting and resolving technical issues with Cisco products and technologies. The website is 
available 24 hours a day at this URL:

http://www.cisco.com/techsupport

Access to all tools on the Cisco Technical Support & Documentation website requires a Cisco.com 
user ID and password. If you have a valid service contract but do not have a user ID or password, you 
can register at this URL:

http://tools.cisco.com/RPF/register/register.do

Note Use the Cisco Product Identification Tool to locate your product serial number before submitting a 
request for service online or by phone. You can access this tool from the Cisco Technical Support & 
Documentation website by clicking the Tools & Resources link, clicking the All Tools (A-Z) tab, and 
then choosing Cisco Product Identification Tool from the alphabetical list. This tool offers three search 
options: by product ID or model name; by tree view; or, for certain products, by copying and pasting 
show command output. Search results show an illustration of your product with the serial number label 
location highlighted. Locate the serial number label on your product and record the information before 
placing a service call.

Tip Displaying and Searching on Cisco.com

If you suspect that the browser is not refreshing a web page, force the browser to update the web page 
by holding down the Ctrl key while pressing F5.

To find technical information, narrow your search to look in technical documentation, not the entire 
Cisco.com website. On the Cisco.com home page, click the Advanced Search link under the Search box 
and then click the Technical Support & Documentation radio button.

To provide feedback about the Cisco.com website or a particular technical document, click Contacts & 
Feedback at the top of any Cisco.com web page.
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Obtaining Additional Publications and Information
Submitting a Service Request
Using the online TAC Service Request Tool is the fastest way to open S3 and S4 service requests. (S3 and 
S4 service requests are those in which your network is minimally impaired or for which you require 
product information.) After you describe your situation, the TAC Service Request Tool provides 
recommended solutions. If your issue is not resolved using the recommended resources, your service 
request is assigned to a Cisco engineer. The TAC Service Request Tool is located at this URL:

http://www.cisco.com/techsupport/servicerequest

For S1 or S2 service requests, or if you do not have Internet access, contact the Cisco TAC by telephone. 
(S1 or S2 service requests are those in which your production network is down or severely degraded.) 
Cisco engineers are assigned immediately to S1 and S2 service requests to help keep your business 
operations running smoothly.

To open a service request by telephone, use one of the following numbers:

Asia-Pacific: +61 2 8446 7411
Australia: 1 800 805 227
EMEA: +32 2 704 55 55
USA: 1 800 553 2447

For a complete list of Cisco TAC contacts, go to this URL:

http://www.cisco.com/techsupport/contacts

Definitions of Service Request Severity
To ensure that all service requests are reported in a standard format, Cisco has established severity 
definitions.

Severity 1 (S1)—An existing network is “down” or there is a critical impact to your business operations. 
You and Cisco will commit all necessary resources around the clock to resolve the situation. 

Severity 2 (S2)—Operation of an existing network is severely degraded, or significant aspects of your 
business operations are negatively affected by inadequate performance of Cisco products. You and 
Cisco will commit full-time resources during normal business hours to resolve the situation.

Severity 3 (S3)—Operational performance of the network is impaired while most business operations 
remain functional. You and Cisco will commit resources during normal business hours to restore service 
to satisfactory levels.

Severity 4 (S4)—You require information or assistance with Cisco product capabilities, installation, or 
configuration. There is little or no effect on your business operations.

Obtaining Additional Publications and Information
Information about Cisco products, technologies, and network solutions is available from various online 
and printed sources.

• The Cisco Online Subscription Center is the website where you can sign up for a variety of 
Cisco e-mail newsletters and other communications. Create a profile and then select the 
subscriptions that you would like to receive. To visit the Cisco Online Subscription Center, 
go to this URL:

http://www.cisco.com/offer/subscribe
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Obtaining Additional Publications and Information
• The Cisco Product Quick Reference Guide is a handy, compact reference tool that includes brief 
product overviews, key features, sample part numbers, and abbreviated technical specifications for 
many Cisco products that are sold through channel partners. It is updated twice a year and includes 
the latest Cisco channel product offerings. To order and find out more about the Cisco Product Quick 
Reference Guide, go to this URL: 

http://www.cisco.com/go/guide

• Cisco Marketplace provides a variety of Cisco books, reference guides, documentation, and logo 
merchandise. Visit Cisco Marketplace, the company store, at this URL:

http://www.cisco.com/go/marketplace/

• Cisco Press publishes a wide range of general networking, training, and certification titles. Both new 
and experienced users will benefit from these publications. For current Cisco Press titles and other 
information, go to Cisco Press at this URL:

http://www.ciscopress.com

• Internet Protocol Journal is a quarterly journal published by Cisco Systems for engineering 
professionals involved in designing, developing, and operating public and private internets and 
intranets. You can access the Internet Protocol Journal at this URL:

http://www.cisco.com/ipj

• Networking products offered by Cisco Systems, as well as customer support services, can be 
obtained at this URL:

http://www.cisco.com/en/US/products/index.html

• Networking Professionals Connection is an interactive website where networking professionals 
share questions, suggestions, and information about networking products and technologies with 
Cisco experts and other networking professionals. Join a discussion at this URL:

http://www.cisco.com/discuss/networking

• “What’s New in Cisco Documentation” is an online publication that provides information about the 
latest documentation releases for Cisco products. Updated monthly, this online publication is 
organized by product category to direct you quickly to the documentation for your products. You 
can view the latest release of “What’s New in Cisco Documentation” at this URL:

http://www.cisco.com/univercd/cc/td/doc/abtunicd/136957.htm

• World-class networking training is available from Cisco. You can view current offerings at 
this URL:

http://www.cisco.com/en/US/learning/index.html
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C H A P T E R 1

Overview of CTM GateWay/CORBA

This chapter provides an overview of CTM GateWay/CORBA. It includes the following information:

• 1.1 Features of CTM GateWay/CORBA, page 1-3

• 1.2 CTM GateWay/CORBA Fault Management, page 1-3

• 1.3 Overview of CORBA Services, page 1-3

• 1.4 Information Model, page 1-6

• 1.5 Summary, page 1-6

CTM is a highly advanced optical transport domain manager. Open interfaces to Operations Support 
Systems (OSSs) using industry-standard protocols make CTM a flexible building block in legacy as well 
as next-generation OSS infrastructures. The CTM GateWay/CORBA product is a CORBA northbound 
interface that complies with the TMF CORBA specification for network management layer-element 
management layer (NML-EML) interfaces.

A programming technology for distributed computing, CORBA enables components of various 
application programs to communicate with one another regardless of their implementation 
characteristics—programming language, operating system, machine, location, and so on. 
CTM GateWay/CORBA allows service providers to implement a programmatic interface between CTM 
and various OSS tools in the back office. Such interfaces enable next-generation flow-through equipment 
and circuit management, including inventory, provisioning, and assurance functions.

For each NE that CTM manages, the CTM GateWay/CORBA option provides higher layer management 
systems with fault, inventory, and performance information, plus configuration and circuit provisioning 
capabilities. CTM GateWay/CORBA supports up to eight simultaneous sessions with higher layer 
management systems.

Table 1-1 shows the NE support for CTM GateWay/CORBA in CTM R5.0.

Table 1-1 CTM GateWay/CORBA Option for ONS 15000 NEs

ONS 15000 Series NE
CORBA 
Support?

ONS 15200 Yes

ONS 15216 Yes

ONS 15302 Yes

ONS 15305 Yes

ONS 15310 Yes

ONS 15327 Yes
1-1
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Figure 1-1 illustrates the CTM GateWay/CORBA communications architecture within a service 
provider’s OSS environment.

Figure 1-1 CTM GateWay/CORBA Communications Architecture

The telemanagement community has adopted CORBA as the preferred distribution technology with 
which to integrate the various components of an OSS. The Multi Technology Network Management 
Working Group of the TMF has been working to create a specification for an NML-EML interface. 
CTM GateWay/CORBA is based on the following TMF standards:

• TMF513 v2.0 (August 2001): Multi Technology Network Management Business Agreement

• TMF608 v2.0 (August 2001): Multi Technology Network Management Information Agreement

• TMF814 v2.0 (August 2001): Multi Technology Network Management Solution Set

The TMF.608 document is a protocol-independent information model for the network resources being 
managed. The TMF.814 document is the CORBA Interface Data Language (IDL) component of the 
specification; it consists of a set of definitions for specific objects and methods that are available for use 
at the NML-EML interface for passing information or accomplishing specific actions. However, 
TMF.814 is a specific interface implementation based on a TMF high-level business agreement 
described by the TMF.513 document. To complete the document set, TMF.814A recognizes that different 
parties may provide varying degrees of compliance in their implementations. The TMF.814A document 
is called the Implementation Agreement, and is simply a form to be filled out by those parties 
implementing TMF.814 to further describe their specific implementations to those who would use them.

ONS 15454 SONET Yes

ONS 15454 SDH Yes

ONS 15501 Yes

ONS 15530 Yes

ONS 15540 Yes

ONS 15600 SONET Yes

ONS 15600 SDH Yes

ONS 15800 Yes

ONS 15801 Yes

ONS 15808 Yes

Table 1-1 CTM GateWay/CORBA Option for ONS 15000 NEs (continued)

ONS 15000 Series NE
CORBA 
Support?

Service provider's
OSS

Cisco Transport Manager

CORBA
TCP
IP

Ethernet
10BASE-T 55

40
7
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Features of CTM GateWay/CORBA
1.1 Features of CTM GateWay/CORBA
CTM GateWay/CORBA supports the following TMF 814 modules:

• Inventory

– Element management system (EMS)

– Multilayer subnetwork

– Managed element

– PTP

– CTP

– FTP

– Subnetwork connection

– Protection group

– Equipment

– Equipment Holder

– Topological link

• Alarm notification

• Retrieval of active alarms on objects where inventory is available

• SNC provisioning

• Equipment provisioning

• Protection operations

• Performance operations

• Maintenance operations

The gateway authenticates the northbound OSS. Once authenticated, the OSS can perform operations 
and receive alarm notifications.

CTM GateWay/CORBA uses JacORB 1.4. The corresponding standard is Object Management Group 
(OMG) CORBA 2.3. For information about JacORB, visit www.jacorb.org.

1.2 CTM GateWay/CORBA Fault Management
CTM GateWay/CORBA forwards all the fault notifications received from managed NEs and all CTM 
alarms to the NMS through notification service. Information about notification service is available on 
the OMG website at www.omg.org.

The NMS retrieves all active alarms on the EMS and on managed element objects. The NMS filters 
alarms based on probable cause, perceived severity, and managed element name.

1.3 Overview of CORBA Services
CTM GateWay/CORBA uses two CORBA services—naming service and notification service. Naming 
service is required for CTM GateWay/CORBA to function. If notification service is not available, alarm 
and event notifications are not forwarded to the OSS. By default, the naming and notification services 
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Overview of CORBA Services
are installed on the CTM server during the GateWay/CORBA installation. However, the CORBA 
services can be located anywhere as long as they are accessible from the CTM server on which 
CTM GateWay/CORBA is installed. The OSS application(s) must also use the same instances of the 
naming service and the notification service.

1.3.1 Naming Service
CTM GateWay/CORBA and the other CTM server processes must use a naming service in order to 
operate. CTM GateWay/CORBA includes the OpenFusion naming service product. By default, CTM 
GateWay/CORBA is configured to use OpenFusion. However, you can configure 
CTM GateWay/CORBA and the CTM server to use a different centralized naming service. For more 
information, see the “B.3 Using Multiple Naming Servers” section on page B-4.

1.3.2 Notification Service
CTM GateWay/CORBA must use a CORBA notification service to report faults and events. CTM 
GateWay/CORBA includes the PrismTech OpenFusion notification service product, and is configured 
by default to use it. As with the naming service, you can configure CTM GateWay/CORBA to use a 
different notification service. For more information, see the “A.1 Overview of Notifications” section on 
page A-1.

The following scenarios describe possible configurations of the naming and notification services.

Scenario 1: Naming and Notification Services Installed on CTM Server

The naming and notification services are located on the CTM server workstation. (See Figure 1-2.)

Figure 1-2 Naming and Notification Services on the CTM Server Workstation

The notification service must be installed on the CTM server workstation with the CTM server 
processes. CTM GateWay/CORBA will be configured to use this notification service. The NMS 
processes must be configured to use the notification and naming services on the CTM server workstation.
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Overview of CORBA Services
Scenario 2: Naming and Notification Services Installed on NMS Workstation

The naming and notification services are located on the NMS workstation. (See Figure 1-3.)

Figure 1-3 Naming and Notification Services on the NMS Workstation

The CTM server processes and CTM GateWay/CORBA must be configured to use the naming and 
notification services on the NMS workstation.
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Information Model
Scenario 3: Naming and Notification Services Installed on Independent Servers

The naming and notification services are installed on independent servers. (See Figure 1-4.)

Figure 1-4 Naming and Notification Services on Independent Servers

The CTM server processes, CTM GateWay/CORBA, and the NMS processes must be configured to use 
the naming and notification services on the independent workstations.

1.4 Information Model
The information model used by the CTM GateWay/CORBA northbound interface is based on the TMF 
NML-EML CORBA interface—TMF.814 Version 2.0. This standard is available to TMF members from 
the TMF website. The information model allows the EMS to provide an abstraction layer between the 
EMS and the NMS. This standard is generic and is, therefore, applicable to many different EMS and NE 
implementations. Customers implementing a TMF-compliant CORBA interface between a specific NMS 
and CTM must use the CTM GateWay/CORBA product, and will require specific information on what 
application programming interface (API) features are implemented and how these features are to be 
used.

1.5 Summary
As a state-of-the-art EMS, CTM can provide a CORBA-based interface between itself and an NMS. This 
functionality is provided by a separately purchasable option—CTM GateWay/CORBA. 
CTM GateWay/CORBA provides a TMF-compliant CORBA interface in accordance with the TMF 
NML-EML specification composed of TMF.513, TMF.608, and TMF.814. CTM GateWay/CORBA 

90
57

0

CTM Server GateWay/
CORBA

Centralized Naming
Service

Workstation A

LAN Communication

NMS Server

CTM Server

Workstation C

Workstation B

Naming
Service

Notifcation
Service
1-6
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 1      Overview of CTM GateWay/CORBA
Summary
includes naming and notification services. Customers can use the bundled naming and notification 
services or their own services in various configurations. CTM GateWay/CORBA brings the service 
provider one step closer to full OSS automation.
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C H A P T E R 2

NE- and CTM-Specific Details

This chapter provides specific details about each of the NEs that CTM supports. It also provides details 
specific to CTM.

Note In this document, the terms “network element” (NE) and “managed element” (ME) are interchangeable.

2.1 NE-Specific Details

2.1.1 Cisco ONS 15200-Specific Details
CTM supports the ONS 15200 R1.1(2) and ONS 15200 R1.1(3).

The ONS 15200 includes the ONS 15252 Multichannel Unit (MCU) and the ONS 15201 Single-channel 
Unit (SCU). 

2.1.1.1 Shelf

Each ONS 15252 is represented as a single-shelf NE. All the ONS 15201s are grouped together into a 
logical shelf that is always referred to as shelf = 1048575.

2.1.1.2 Slot

Each ONS 15252 has 17 slots. Slots 1 through 16 contain the Client Layer Interface Ports (CLIPs). 
Slot 17 contains the Network Controller Board (NCB) card.

The ONS 15201 is a single-slot module that can contain a CLIP. All of the ONS 15201s associated with 
the same ONS 15252 are assigned shelf = 17 and slot = n, where n is an incremental value starting from 
1 and assigned by CTM dynamically.

2.1.2 Cisco ONS 15216-Specific Details
Some NEs in the ONS 15216 family do not provide any management interface. These NEs are 
considered passive and all data is entered by a user from the CTM client. After data has been entered, 
CTM reports these NEs. Other NEs provide a management interface. These NEs are considered active.
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NE-Specific Details
CTM R5.0 supports the following NEs in the ONS 15216 family:

• ONS 15216 200-GHz Terminal Filters, R1.0 (passive)

• ONS 15216 200-GHz Optical Add/Drop Multiplexer (OADM) (1-, 2-channel), R1.0 (passive)

• ONS 15216 Erbium-Doped Fiber Amplifier (EDFA)1, R1.0 (passive)

• ONS 15216 100-GHz Terminal Filters, R2.0 (passive)

• ONS 15216 100-GHz OADM (1-, 2-, 4-channel), R2.2.2

• ONS 15216 EDFA2, R2.2.1, 2.3, and R2.4

• ONS 15216 EDFA3, R1.1

• ONS 15216 Optical Supervisory Channel (OSC), R2.0 (passive)

• ONS 15216 Dispersion Compensation Unit (DCU), R2.0 (passive)

• ONS 15216 FlexLayer (passive)

Note CTM does not manage the ONS 15216 Optical Performance Manager (OPM) NE.

2.1.2.1 Shelf

Each ONS 15216 NE is represented as a single-shelf NE. There are no removable modules except for the 
ONS 15216 DCU and FlexLayer, which contain a chassis and a removable module. 

2.1.2.2 Topological Link

All topological links for the ONS 15216 FlexLayer are unidirectional. Inter-NE links are available 
between all NEs in the ONS 15216 family. CTM also supports bidirectional links between an 
ONS 15216 and the following NEs at compatible layer rates:

• ONS 15310

• ONS 15327 (Physical, SONET/SDH, and OCH)

• ONS 15454 (Physical, SONET/SDH, and OCH)

• ONS 15600 (Physical, SONET/SDH, and OCH)

2.1.3 Cisco ONS 15302-Specific Details
CTM R5.0 supports ONS 15302 releases 1.0.1 and 2.0.

2.1.3.1 Slots

ONS 15302 is a single-shelf NE with 4 slots. Slot 4 is the only one containing a removable card. Cards 
in slot 1, 2, and 3 cannot be removed.

2.1.3.2 Physical Termination Point

ONS 15302 supports PTPs, associated to WAN, SDH, and PDH ports. 
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NE-Specific Details
2.1.4 Cisco ONS 15305-Specific Details
CTM R5.0 supports ONS 15305 Releases 1.1.1 and 2.0.

2.1.4.1 Slots

The ONS 15305 is a single-shelf NE with 4 slots.

2.1.4.2 Physical Termination Point

ONS 15305 supports PTPs, associated to WAN, SDH, and PDH ports. 

2.1.5 Cisco ONS 15310 CL
CTM R5.0 supports the ONS 15310 CL Release 5.0.

2.1.5.1 Slot

The ONS 15310 CL is a single-shelf NE with two slots. Slot 1 is the expansion slot and can contain the 
provisionable CE-100T-8 data card. Slot 2 is not a replacable unit and contains the ctx-c1 controller. For 
more information, refer to the Cisco ONS 15310 user documentation.

2.1.5.2 Equipment

All the cards in the ONS 15310 CL software release 5.0 displays the Administration and Service states. 
The attribute name is ACTUAL_EQUIPMENT_SERVICE_STATE and will be displayed in 
getAdditionalInfo for the equipment. The attribute values for the Administration state are listed in 
Table 2-1. The attribute values for the Service state are listed in Table 2-2 and Table 2-3.

Table 2-1 Equipment Administration State (ONS 15310 CL)

Attribute Value Meaning

IN_SERVICE Place entity in In Service state.

AUTO_IN_SERVICE Place entity in Auto In Service state. The circuit 
is out of service until it receives a valid signal for 
the duration of the soak period, at which time the 
circuit state changes to In Service. During the 
soak period, alarms and loopbacks are suppressed 
but traffic is carried.

OUT_OF_SERVICE_MAINTENANCE Remove entity from service to maintenance. 
Alarms are no longer generated.

OUT_OF_SERVICE Remove entity from service and disable it. Alarms 
are no longer generated and traffic cannot pass.
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NE-Specific Details
2.1.5.3 Topological Link

All topological links are unidirectional or bidirectional for ONS 15310 CL NEs.

Table 2-2 Equipment Service State–Primary (ONS 15310 CL)

Primary States (PST-PSTQ)

Attribute Value Meaning

IS_NR (In Service–Normal) The entity is fully operational and will perform as 
provisioned.

OOS_MA (Out of Service–Management) The entity has been administratively removed 
from service.

OOS_AU (Out of Service–Autonomous) The entity is not operational due to an 
autonomous event.

OOS_AUMA The entity is not operational due to an 
autonomous event, and at the same time has been 
administratively removed from service.

Table 2-3 Equipment Service State–Secondary (ONS 15310 CL)

Secondary States (SST)

Attribute Value Meaning

UAS (Unassigned) The entity is not provisioned in the database.

UEQ (Unequipped) The entity is physically not present. The entity has 
been physically removed. It may or may not be 
assigned.

MEA (Mismatch of Equipment and Attributes) Improper equipment is installed. For example, the 
card plugged in is not compatible with the card 
provisioned or with the slot.

AINS (Automatic In Service) The entity is in a delay transition state. The 
transition to In Service (IS) is pending the 
correction of off-normal conditions on the entity.

MT (Maintenance) The entity has been removed manually from 
service for maintenance activity. It is still capable 
of performing its provisioned functions, and is, in 
fact, expected to perform them. Traffic is still 
carried.

DSBLD (Disabled) The entity has been removed manually from 
service and is not capable of providing its 
provisioned functions. In fact, all of its 
provisioned services are explicitly disrupted. 
Traffic cannot pass.

LPBK (Loopback) Loopback command in effect for any loopback 
type.
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NE-Specific Details
2.1.5.4 CTX Card

The electrical ports consist of 28 DS1 cards or 21 E1 cards and three DS3/EC-1/E3 cards. Two optical 
interfaces using the SFP technology are supported. OC-3/STM-1 and OC-12/STM-4 cards are available.

2.1.5.5 Physical Termination Point

All Physical Termination Points (PTPs) are bidirectional for the ONS 15310 CL. The ports are always 
in channelized mode. PTPs support IN_SERVICE, OUT_OF_SERVICE, 
OUT_OF_SERVICE_MAINTENANCE, and AUTO_IN_SERVICE values for the service state attribute.

2.1.5.6 Connection Termination Point

All connection termination points (CTPs) are in channelized mode for the ONS 15310 CL.

2.1.5.7 Subnetwork Connection

CTX cards perform synchronous transport signal (STS) and VT1.5 switching. The SNC name cannot 
exceed 48 characters.

2.1.5.8 Autodiscovery

The ONS 15310 CL supports automatic discovery of connected elements. CTM can connect to one node 
and retrieve information about all connected nodes. The first time CTM connects to a node, it retrieves 
only the IP address of the connected node; CTM does not retrieve the node name. However, CTM has to 
report this element to the users. Because the IP address is unique, CTM initializes the name of the newly 
discovered element with the IP address. An Object Creation Event is generated for this managed element 
with the IP address as the name. Later, CTM connects to this element and retrieves all information, 
including the actual name, and an Attribute Value Change (AVC) Event is generated for the managed 
element name. The network management system (NMS) should listen to AVC Event for the managed 
element name and invoke 
managedElementManager::ManagedElementManager_I::getManagedElement.

2.1.6 Cisco ONS 15327-Specific Details
CTM R5.0 supports the ONS 15327 Releases 3.4.1, 4.1.3, 4.1.4, 4.1.5, 4.6.2, and 5.0.

2.1.6.1 Slot

The ONS 15327 is a single-shelf NE with eight slots. The Mechanical Interface Card (MIC) A card must 
reside in slot 8 and the MIC B card must reside in slot 7. If an integrated Cross-Connect, Timing, and 
Control (XTC) card is required, it must reside in slot 5 or slot 6. For more information, refer to the 
Cisco ONS 15327 user documentation.
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NE-Specific Details
2.1.6.2 Equipment

All the cards in the ONS 15327 software release 5.0 displays the Administration and Service states. For 
earlier software releases, these states are not applicable and CTM will display them as “N/A.” The 
attribute name is ACTUAL_EQUIPMENT_SERVICE_STATE and will be displayed in 
getAdditionalInfo for the equipment. The attribute values for the Administration state are listed in 
Table 2-4. The attribute values for the Service state are listed in Table 2-5 and Table 2-6.

Table 2-4 Equipment Administration State (ONS 15327)

Attribute Value Meaning

IN_SERVICE Place entity in In Service state.

AUTO_IN_SERVICE Place entity in Auto In Service state. The circuit 
is out of service until it receives a valid signal for 
the duration of the soak period, at which time the 
circuit state changes to In Service. During the 
soak period, alarms and loopbacks are suppressed 
but traffic is carried.

OUT_OF_SERVICE_MAINTENANCE Remove entity from service to maintenance. 
Alarms are no longer generated.

OUT_OF_SERVICE Remove entity from service and disable it. Alarms 
are no longer generated and traffic cannot pass.

Table 2-5 Equipment Service State–Primary (ONS 15327)

Primary States (PST-PSTQ)

Attribute Value Meaning

IS_NR (In Service–Normal) The entity is fully operational and will perform as 
provisioned.

OOS_MA (Out of Service–Management) The entity has been administratively removed 
from service.

OOS_AU (Out of Service–Autonomous) The entity is not operational due to an 
autonomous event.

OOS_AUMA The entity is not operational due to an 
autonomous event, and at the same time has been 
administratively removed from service.

Table 2-6 Equipment Service State–Secondary (ONS 15327)

Secondary States (SST)

Attribute Value Meaning

UAS (Unassigned) The entity is not provisioned in the database.

UEQ (Unequipped) The entity is physically not present. The entity has 
been physically removed. It may or may not be 
assigned.
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NE-Specific Details
2.1.6.3 Topological Link

Topological links are either unidirectional or bidirectional for ONS 15327 NEs.

2.1.6.4 XTC Card

The XTC-14 card has 14 digital signal level 1 (DS-1) ports numbered 1 through 14. Only VT1.5 
subnetwork connections (SNCs) can be created on these ports. The XTC-28-3 card has 28 DS-1 ports 
numbered 1 through 28 and three digital signal level 3 (DS-3) ports numbered 29 through 31. VT1.5 
SNCs can be created on DS-1 ports, and STS-1 SNCs can be created on DS-3 ports.

2.1.6.5 Physical Termination Point

All Physical Termination Points (PTPs) are bidirectional for the ONS 15327. The ports are always in 
channelized mode. PTPs support IN_SERVICE, OUT_OF_SERVICE, 
OUT_OF_SERVICE_MAINTENANCE, and AUTO_IN_SERVICE values for the service state attribute.

2.1.6.6 Connection Termination Point

All connection termination points (CTPs) are in channelized mode for the ONS 15327. Alarm 
monitoring cannot be turned on or off for CTPs.

MEA (Mismatch of Equipment and Attributes) Improper equipment is installed. For example, the 
card plugged in is not compatible with the card 
provisioned or with the slot.

AINS (Automatic In Service) The entity is in a delay transition state. The 
transition to In Service (IS) is pending the 
correction of off-normal conditions on the entity.

MT (Maintenance) The entity has been removed manually from 
service for maintenance activity. It is still capable 
of performing its provisioned functions, and is, in 
fact, expected to perform them. Traffic is still 
carried.

DSBLD (Disabled) The entity has been removed manually from 
service and is not capable of providing its 
provisioned functions. In fact, all of its 
provisioned services are explicitly disrupted. 
Traffic cannot pass.

LPBK (Loopback) Loopback command in effect for any loopback 
type.

Table 2-6 Equipment Service State–Secondary (ONS 15327) (continued)

Secondary States (SST)

Attribute Value Meaning
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NE-Specific Details
2.1.6.7 Subnetwork Connection

XTC cards perform synchronous transport signal (STS) and VT1.5 switching. The XTC cards support 
the total rearrangement of 192 bidirectional STSs from the four high-speed slots (1 to 4), plus 12 
bidirectional STSs for XTC module low-speed electrical interfaces. The XTC VT1.5 matrix supports the 
grooming of 336 bidirectional VT1.5 circuits. The SNC name cannot exceed 48 characters.

2.1.6.8 Autodiscovery

The ONS 15327 supports automatic discovery of connected elements. CTM can connect to one node and 
retrieve information about all connected nodes. The first time CTM connects to a node, it retrieves only 
the IP address of the connected node; CTM does not retrieve the node name. However, CTM has to report 
this element to the users. Because the IP address is unique, CTM initializes the name of the newly 
discovered element with the IP address. An Object Creation Event is generated for this managed element 
with the IP address as the name. Later, CTM connects to this element and retrieves all information, 
including the actual name, and an Attribute Value Change (AVC) Event is generated for the managed 
element name. The network management system (NMS) should listen to AVC Event for the managed 
element name and invoke 
managedElementManager::ManagedElementManager_I::getManagedElement.

2.1.7 Cisco ONS 15454 SONET-Specific Details
CTM R5.0 supports the ONS 15454 SONET Releases 3.2.1, 3.3, 3.4.1, 4.0.1, 4.0.3, 4.1.1, 4.1.3, 4.1.4, 
4.1.5, 4.6.2, 4.7, and 5.0.

2.1.7.1 Slot

The ONS 15454 SONET is a single-shelf NE with 17 slots. The Timing Communications and Control+ 
(TCC+ for releases earlier than R3.4, TCC2 or TCC-I for R3.4 and later) card must reside in slot 7 or 
slot 11. For more information, refer to the Cisco ONS 15454 user documentation.

2.1.7.2 Equipment

All the cards in the ONS 15454 SONET software release 5.0 displays the Administration and Service 
states. For earlier software releases, these states are not applicable and CTM will display them as “N/A.” 
The attribute name is ACTUAL_EQUIPMENT_SERVICE_STATE and will be displayed in 
getAdditionalInfo for the equipment. The attribute values for the Administration state are listed in 
Table 2-7. The attribute values for the Service state are listed in Table 2-8 and Table 2-9.

Table 2-7 Equipment Administration State (ONS 15454 SONET)

Attribute Value Meaning

IN_SERVICE Place entity in In Service state.

AUTO_IN_SERVICE Place entity in Auto In Service state. The circuit 
is out of service until it receives a valid signal for 
the duration of the soak period, at which time the 
circuit state changes to In Service. During the 
soak period, alarms and loopbacks are suppressed 
but traffic is carried.
2-8
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 2      NE- and CTM-Specific Details
NE-Specific Details
OUT_OF_SERVICE_MAINTENANCE Remove entity from service to maintenance. 
Alarms are no longer generated.

OUT_OF_SERVICE Remove entity from service and disable it. Alarms 
are no longer generated and traffic cannot pass.

Table 2-8 Equipment Service State–Primary (ONS 15454 SONET)

Primary States (PST-PSTQ)

Attribute Value Meaning

IS_NR (In Service–Normal) The entity is fully operational and will perform as 
provisioned.

OOS_MA (Out of Service–Management) The entity has been administratively removed 
from service.

OOS_AU (Out of Service–Autonomous) The entity is not operational due to an 
autonomous event.

OOS_AUMA The entity is not operational due to an 
autonomous event, and at the same time has been 
administratively removed from service.

Table 2-9 Equipment Service State–Secondary (ONS 15454 SONET)

Secondary States (SST)

Attribute Value Meaning

UAS (Unassigned) The entity is not provisioned in the database.

UEQ (Unequipped) The entity is physically not present. The entity has 
been physically removed. It may or may not be 
assigned.

MEA (Mismatch of Equipment and Attributes) Improper equipment is installed. For example, the 
card plugged in is not compatible with the card 
provisioned or with the slot.

AINS (Automatic In Service) The entity is in a delay transition state. The 
transition to In Service (IS) is pending the 
correction of off-normal conditions on the entity.

MT (Maintenance) The entity has been removed manually from 
service for maintenance activity. It is still capable 
of performing its provisioned functions, and is, in 
fact, expected to perform them. Traffic is still 
carried.

Table 2-7 Equipment Administration State (ONS 15454 SONET) (continued)

Attribute Value Meaning
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2.1.7.3 Topological Link

Topological links are either unidirectional or bidirectional for ONS 15454 SONET NEs.

2.1.7.4 Physical Termination Point

All PTPs are bidirectional for the ONS 15454 SONET. The ports are always in channelized mode. PTPs 
support IN_SERVICE, OUT_OF_SERVICE, OUT_OF_SERVICE_MAINTENANCE, and 
AUTO_IN_SERVICE values for the service state attribute.

2.1.7.5 Connection Termination Point

All CTPs are in channelized mode for the ONS 15454 SONET. Alarm monitoring cannot be turned on 
or off for CTPs.

2.1.7.6 Subnetwork Connection

One node supports a maximum of 144 bidirectional STS SNCs with an XC or Cross-Connect Virtual 
Tributary (XCVT) card installed. If an XCVT card is present, you can create a maximum of 336 VT1.5 
SNCs. You can create a maximum of 576 bidirectional STS SNCs with an XC10G card installed.

In R3.0.3, the name of the SNC cannot exceed 32 characters. For R3.2.1 or later, the name cannot exceed 
48 characters.

Note The NE enforces the SNC name character limit.

2.1.7.7 Equipment Protection

1:N equipment protection is supported for DS-1, DS-3, DS3I, and DS3E cards. You must install protect 
cards (DS1N, DS3N, DS3IN, and DS3NE) in slot 3 or slot 15 on the same side of the shelf as the 
protected cards. Protect cards must match the cards they protect. For example, a DS1N protects only DS1 
or DS1N cards. You must create the protection group explicitly. Installing DS1N or DS3N cards in slot 3 
or slot 15 does not automatically protect other DS-1 or DS-3 cards. 1:N equipment protection is always 
revertive.

DSBLD (Disabled) The entity has been removed manually from 
service and is not capable of providing its 
provisioned functions. In fact, all of its 
provisioned services are explicitly disrupted. 
Traffic cannot pass.

LPBK (Loopback) Loopback command in effect for any loopback 
type.

Table 2-9 Equipment Service State–Secondary (ONS 15454 SONET) (continued)

Secondary States (SST)

Attribute Value Meaning
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1:1 equipment protection is supported for DS-1, DS-3, DS3I, DS3E, EC-1, and DS3XM cards. Install 
the protect card in an odd-numbered slot and install the working card in an adjacent even-numbered slot. 
For example, install the protect card in slot 1 and install the working card in slot 2.

2.1.7.8 Facility Protection

Facility protection is available for OC-N PTPs. Protect ports must match the working ports. For example, 
port 1 on an OC-3 card is protected only by port 1 on another OC-3 card.

2.1.7.9 Autodiscovery

The ONS 15454 SONET supports automatic discovery of connected elements. CTM can connect to one 
node and retrieve information about all connected nodes. The first time CTM connects to a node, it 
retrieves only the IP address of the connected node; CTM does not retrieve the node name. However, 
CTM has to report this element to the users. Because the IP address is unique, CTM initializes the name 
of the newly discovered element with the IP address. An Object Creation Event is generated for this 
managed element with the IP address as the name. Later, CTM connects to this element and retrieves all 
information, including the actual name, and an attribute value change (AVC) event is generated for the 
managed element name. The NMS should listen to AVC Event for the managed element name and invoke 
managedElementManager::ManagedElementManager_I::getManagedElement.

2.1.7.10 Floating Termination Point

The ONS 15454 SONET supports Floating Termination point (FTP). See the “2.2.5.5 Floating 
Termination Point” section on page 2-41 for more information.

2.1.8 Cisco ONS 15454 SDH-Specific Details
CTM R5.0 supports the ONS 15454 SDH Releases 4.1.3, 4.1.4, 4.6.2, 4.7, and 5.0.

2.1.8.1 Slot

The ONS 15454 SDH NE has one shelf view supplemented with the top subrack Electrical Facility 
Connection Assembly (EFCA) shelf and bottom subrack chassis. The main shelf has 17 slots numbered 
1 to 17 and contains cards that carry traffic. The EFCA shelf has 12 additional slots numbered 18 to 29 
and contains Front Mount Electrical Connection (FMEC) modules, the ALM/PWR/MIC (A/P/M) 
module, and the CRFT/TMG/MIC (C/T/M) module. Slots 18 to 29 are optional, are not available for 
equipment provisioning, and are reported only for inventory management. The Timing Communications 
and Control–International (TCC-I) modules must be in slot 7 or slot 11, the A/P/M module must be in 
slot 23, and the C/T/M module must be in slot 24.

2.1.8.2 Equipment

All the cards in the ONS 15454 SDH software release 5.0 displays the Administration and Service states. 
For earlier software releases, these states are not applicable and CTM will display them as “N/A.” The 
attribute name is ACTUAL_EQUIPMENT_SERVICE_STATE and will be displayed in 
getAdditionalInfo for the equipment. The attribute values for the Administration state are listed in 
Table 2-10. The attribute values for the Service state are listed in Table 2-11 and Table 2-12.
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Table 2-10 Equipment Administration State (ONS 15454 SDH)

Attribute Value Meaning

IN_SERVICE Place entity in In Service state.

AUTO_IN_SERVICE Place entity in Auto In Service state. The circuit 
is out of service until it receives a valid signal for 
the duration of the soak period, at which time the 
circuit state changes to In Service. During the 
soak period, alarms and loopbacks are suppressed 
but traffic is carried.

OUT_OF_SERVICE_MAINTENANCE Remove entity from service to maintenance. 
Alarms are no longer generated.

OUT_OF_SERVICE Remove entity from service and disable it. Alarms 
are no longer generated and traffic cannot pass.

Table 2-11 Equipment Service State–Primary (ONS 15454 SDH)

Primary States (PST-PSTQ)

Attribute Value Meaning

IS_NR (In Service–Normal) The entity is fully operational and will perform as 
provisioned.

OOS_MA (Out of Service–Management) The entity has been administratively removed 
from service.

OOS_AU (Out of Service–Autonomous) The entity is not operational due to an 
autonomous event.

OOS_AUMA The entity is not operational due to an 
autonomous event, and at the same time has been 
administratively removed from service.

Table 2-12 Equipment Service State–Secondary (ONS 15454 SDH)

Secondary States (SST)

Attribute Value Meaning

UAS (Unassigned) The entity is not provisioned in the database.

UEQ (Unequipped) The entity is physically not present. The entity has 
been physically removed. It may or may not be 
assigned.

MEA (Mismatch of Equipment and Attributes) Improper equipment is installed. For example, the 
card plugged in is not compatible with the card 
provisioned or with the slot.

AINS (Automatic In Service) The entity is in a delay transition state. The 
transition to In Service (IS) is pending the 
correction of off-normal conditions on the entity.
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2.1.8.3 Topological Link

Topological links are either unidirectional or bidirectional for ONS 15454 SDH NEs.

2.1.8.4 Physical Termination Point

All PTPs are bidirectional for the ONS 15454 SDH. Additionally, these ports are always in channelized 
mode. PTPs support IN_SERVICE, OUT_OF_SERVICE, OUT_OF_SERVICE_MAINTENANCE, and 
AUTO_IN_SERVICE values for the service state attribute.

2.1.8.5 Connection Termination Point

All CTPs are in channelized mode for the ONS 15454 SDH. Alarm monitoring cannot be turned on or 
off for CTPs.

2.1.8.6 Subnetwork Connection

One node supports a maximum of 192 VC4 SNCs. The SNC name cannot exceed 48 characters.

Note The NE enforces the SNC name character limit.

2.1.8.7 Equipment Protection

1:N equipment protection is supported for E1, E1_42 and DS3I cards. You must install protect cards 
(E1N, E1_42, DS3IN) in slot 3 or slot 15 on the same side of the shelf as the protected cards. Protect 
cards must match the cards they protect. For example, a E1N-14 protects only E1-14 or E1N-14 cards. 
You must create the protection group explicitly. Installing E1N-14 or DS3IN-12 cards in slot 3 or slot 15 
does not automatically protect other E1 or DS3I cards. 1:N equipment protection is always revertive.

MT (Maintenance) The entity has been removed manually from 
service for maintenance activity. It is still capable 
of performing its provisioned functions, and is, in 
fact, expected to perform them. Traffic is still 
carried.

DSBLD (Disabled) The entity has been removed manually from 
service and is not capable of providing its 
provisioned functions. In fact, all of its 
provisioned services are explicitly disrupted. 
Traffic cannot pass.

LPBK (Loopback) Loopback command in effect for any loopback 
type.

Table 2-12 Equipment Service State–Secondary (ONS 15454 SDH) (continued)

Secondary States (SST)

Attribute Value Meaning
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1:1 equipment protection is supported for E1, E1_42, E3, STM1E_12 and DS3I cards. Equipment 
protection is not supported for the E3 card. Install the protect card in an odd-numbered slot and install 
the working card in an adjacent even-numbered slot. For example, install the protect card in slot 1 and 
install the working card in slot 2.

2.1.8.8 Facility Protection

Facility protection is available for STM-N PTPs. Protect ports must match the working ports. For 
example, port 1 of an STM-1 (OC-3) card is protected only by port 1 on another STM-1 (OC-3) card.

2.1.8.9 Autodiscovery

The ONS 15454 SDH supports automatic discovery of connected elements. CTM can connect to one 
node and retrieve information about all connected nodes. The first time CTM connects to a node, it 
retrieves only the IP address of the connected node; CTM does not retrieve the node name. However, 
CTM has to report this element to the users. Because the IP address is unique, CTM initializes the name 
of the newly discovered element with the IP address. An Object Creation Event is generated for this 
managed element with the IP address as the name. Later, CTM connects to this element and retrieves all 
information, including the actual name, and an AVC Event is generated for the managed element name. 
The NMS should listen to AVC Event for the managed element name and invoke 
managedElementManager::ManagedElementManager_I::getManagedElement.

2.1.8.10 Floating Termination Point

The ONS 15454 SDH supports FTP. See the “2.2.5.5 Floating Termination Point” section on page 2-41 
for more information.

2.1.9 Cisco ONS 15501-Specific Details
CTM R5.0 supports the ONS 15501 AC software version R4.1 and the DC software version R4.1.

2.1.9.1 Slot

ONS 15501 is a single-shelf system with no slots.

2.1.9.2 Topological Link

All topological links are unidirectional for ONS 15501 NEs.

2.1.9.3 Physical Termination Point

All PTPs are unidirectional for ONS 15501 NEs. PTPs do not support the service state attribute. Only 
the In-Port and Out-Port interfaces are reported as PTPs.

2.1.9.4 Connection Termination Point

CTPs for the ONS 15501 are not supported in this release of GateWay/CORBA.
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2.1.9.5 Subnetwork Connection

SNCs for the ONS 15501 are not supported in this release of GateWay/CORBA.

2.1.9.6 Equipment

The ONS 15501 has no removable equipment. The chassis is reported as equipment present under the 
shelf equipment holder.

2.1.10 Cisco ONS 15530-Specific Details
CTM R5.0 supports the following ONS 15530 IOS releases:

• 12.2(22)S1

• 12.2(25)SV

2.1.10.1 Slot

The ONS 15530 is a single-shelf NE with 13 slots. The ONS 15530 is a dual-CPU system with integrated 
switch fabric. The processor cards must occupy slots 6 and 7. Slot 1 contains the 
multiplexer/demultiplexer (mux/demux) motherboards, which are populated with optical mux/demux 
modules. The remaining slots can contain:

• 10-port Enterprise System Connection (ESCON) module

• 1-port 10GE International Telecommunication Union (ITU) Grid dense wavelength division 
multiplexing (DWDM)

• 1-port 10GE short reach (SR) module

• 1-port transparent transponder module

• OSC module consisting of two pluggable daughter modules for redundancy

2.1.10.2 Physical Termination Point

PTPs are both unidirectional and bidirectional for the ONS 15530. PTPs do not support the service state 
attribute. 

The following interfaces are reported as PTPs:

• Transparent: Client-side transparent interface

• Wavepatch: Passive optical interface on the transponder card/trunk card that is patched to the filter 
interface on the mux/demux card. 

• Filter: Passive optical interface that passes a single wavelength on the mux/demux card. It is patched 
to the wavepatch interface on the transponder card/trunk card.

• WDM: Passive external wavelength division multiplexing (WDM) interface on the mux/demux card 
that carries multiple wavelengths, including those that have been added or dropped by the card. It 
can be used for internode or inter-mux/demux patching.

• Thru: Passive external WDM interface on the mux/demux card that carries multiple wavelengths, 
including the ones added but excluding the ones dropped by the card. It can be used for internode or 
inter-mux/demux patching.
2-15
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 2      NE- and CTM-Specific Details
NE-Specific Details
• Filterband: Passive special external WDM interface on the 16 wavelength mux/demux card that 
passes through a special band of wavelengths. It is patched to the corresponding filter group 
interface on the other mux/demux card.

• Filtergroup: Passive special external WDM interface on the 16 wavelength mux/demux card that 
drops a special band of wavelengths.

• Wave: Optical interface of lambda on the mux/demux motherboard. Converts uncolored light to one 
ITU grid wavelength. 

• Oscfilter: Passive optical interface that passes the OSC wavelength on the mux/demux card. It is 
patched to the wave interface on the transponder card.

• FastEthernet: Interface on CPU card for Ethernet connectivity.

• EsconPhy: Physical ports on ESCON transceivers connected to the ESCON line card.

• WaveEthernetPhy

• EthernetDcc

• TenGigEthernetPhy: Interface on the 10 Gigabit Ethernet transponder card.

• VoaFilterIn

• voaFilterOut

• voaBypassIn

• voaBypassOut

• voaIn

• voaOut

2.1.10.3 Physical Termination Point Layer Rate

ONS 15530 supports these additional PTP layer rates:

• LR_Ten_Gigabit_Ethernet (ten Gigabit Ethernet)

• LR_SYSPLEX_ISC_COMP (sysplexIscCompatibility)

• LR_SYSPLEX_ISC_PEER (sysplexIscPeer)

• LR_SYSPLEX_TIMER_ETR (sysplexTimerEtr)

• LR_SYSPLEX_TIMER_CLO (sysplexTimerClo)

2.1.10.4 Connection Termination Point

CTPs for the ONS 15530 are not supported in this release of GateWay/CORBA.

2.1.10.5 Subnetwork Connection

SNCs for the ONS 15530 are not supported in this release of GateWay/CORBA.

2.1.10.6 Equipment Protection

1:1 equipment protection is supported for the CPU card.
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2.1.10.7 Equipment 

The ONS 15530 reports all the field-replaceable units (FRUs) as equipment. In addition, the chassis is 
reported as equipment present under the shelf equipment holder.

2.1.10.8 Topological Link

Topological links can be either unidirectional or bidirectional for ONS 15530 NEs. CTM reports both 
inter-NE and intra-NE links for ONS 15530.

2.1.11 Cisco ONS 15540-Specific Details
CTM R5.0 supports the following ONS15540 ESP and ONS 15540 ESPx IOS releases:

• 12.2(22)S1

• 12.2(25)SV

2.1.11.1 Slot

The ONS 15540 is a single-shelf NE with 13 slots. The ONS 15540 is a dual-CPU system where the 
processor cards occupy slots 7 and 8. Slots 1 and 2 contain the multiplexer/demultiplexer motherboards, 
which are populated with optical multiplexer/demultiplexer modules. The remaining slots contain the 
line card motherboards, which are populated with transponder modules. 

2.1.11.2 Physical Termination Point

All PTPs are bidirectional for the ONS 15540. PTPs do not support the service state attribute. 

Wavepatch interfaces on the transponder card and filter interfaces on mux/demux cards are reported as 
PTPs even though the cards are not externally visible from the fixed optical backplane. Wave interfaces 
on the transponder cards are reported as PTPs even though they are internal interfaces, because alarms 
are generated on these interfaces and CTPs are not supported.

The following interfaces are reported as PTPs:

• Transparent: Client-side transparent interface.

• Wavepatch: Passive optical interface on the transponder card that is patched to the filter interface on 
the mux/demux card.

• Filter: Passive optical interface that passes a single wavelength on the mux/demux card. It is patched 
to the wavepatch interface on the transponder card.

• WDM: Passive external WDM interface on the mux/demux card that carries multiple wavelengths, 
including those added or dropped by the card. It is used for internode or inter-mux/demux patching.

• Thru: Passive external WDM interface on the mux/demux card that carries multiple wavelengths, 
including the added wavelengths, but excluding the ones dropped by the card. It is used for internode 
or inter-mux/demux patching.

• Filterband: Passive special external WDM interface on the 16 wavelength mux/demux card that 
passes through a special band of wavelengths. It is patched to the corresponding filtergroup interface 
on the other mux/demux card.
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• Filtergroup: Passive special external WDM interface on the 16 wavelength mux/demux card that 
drops a special band of wavelengths.

• Wave: Optical interface of lambda on the mux/demux motherboard. Converts uncolored light to one 
ITU grid wavelength. 

• Oscfilter: Passive optical interface that passes OSC wavelengths on the mux/demux card. It is 
patched to the wave interface on the transponder card.

• FastEthernet: Interface on the CPU card for Ethernet connectivity.

• TenGigEthernetPhy: Interface on the 10 Gigabit Ethernet transponder card.

• WavePassThru: External interface on the Provisioning Object Manager (POM) dummy module for 
10GE configurations.

2.1.11.3 Physical Termination Point Layer Rate

The ONS 15540 supports these additional layer rates:

• LR_Ten_Gigabit_Ethernet (TenGigabit Ethernet)

• LR_SYSPLEX_ISC_COMP (sysplexIscCompatibility)

• LR_SYSPLEX_ISC_PEER (sysplexIscPeer)

• LR_SYSPLEX_TIMER_ETR (sysplexTimerEtr)

• LR_SYSPLEX_TIMER_CLO (sysplexTimerClo)

2.1.11.4 Connection Termination Point

CTPs for the ONS 15540 are not supported in this release of GateWay/CORBA.

2.1.11.5 Subnetwork Connection

SNCs for the ONS 15540 are not supported in this release of GateWay/CORBA.

The NMS should listen to AVC Event for the managed element name and invoke 
managedElementManager::ManagedElementManager_I::getManagedElement.

2.1.11.6 Equipment Protection

1:1 equipment protection is supported for CPU card.

2.1.11.7 Equipment

The ONS 15540 reports all the FRUs as equipment. The chassis is also reported as equipment present 
under the shelf equipment holder.

2.1.11.8 Topological Link

Topological links can be unidirectional or bidirectional for ONS 15540 NEs. CTM reports both inter-NE 
and intra-NE links for the ONS 15540.
2-18
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 2      NE- and CTM-Specific Details
NE-Specific Details
2.1.12 Cisco ONS 15600 SONET-Specific Details
CTM R5.0 supports the ONS 15600 SONET Releases 1.1.1, 1.3.1, 1.3.2, and 5.0.

2.1.12.1 Slot

The ONS 15600 is a single-shelf NE with 14 slots. The Timing and Shelf Control (TSC) card must 
occupy slot 5 or slot 10. The Core Cross Connect (CXC) cards are always 1+1 redundant in 
slot 6/7 and 8/9. Each CXC card occupies two slots. Slots 1 to 4 and 11 to 14 are reserved for optical I/O 
cards. For more information, refer to the Cisco ONS 15600 user documentation.

2.1.12.2 Equipment

All the cards in the ONS 15600 SONET software release 5.0 displays the Administration and Service 
states. For earlier software releases, these states are not applicable and CTM will display them as “N/A.” 
The attribute name is ACTUAL_EQUIPMENT_SERVICE_STATE and will be displayed in 
getAdditionalInfo for the equipment. The attribute values for the Administration state are listed in 
Table 2-13. The attribute values for the Service state are listed in Table 2-14 and Table 2-15.

Table 2-13 Equipment Administration State (ONS 15600 SONET)

Attribute Value Meaning

IN_SERVICE Place entity in In Service state.

AUTO_IN_SERVICE Place entity in Auto In Service state. The circuit 
is out of service until it receives a valid signal for 
the duration of the soak period, at which time the 
circuit state changes to In Service. During the 
soak period, alarms and loopbacks are suppressed 
but traffic is carried.

OUT_OF_SERVICE_MAINTENANCE Remove entity from service to maintenance. 
Alarms are no longer generated.

OUT_OF_SERVICE Remove entity from service and disable it. Alarms 
are no longer generated and traffic cannot pass.

Table 2-14 Equipment Service State–Primary (ONS 15600 SONET)

Primary States (PST-PSTQ)

Attribute Value Meaning

IS_NR (In Service–Normal) The entity is fully operational and will perform as 
provisioned.

OOS_MA (Out of Service–Management) The entity has been administratively removed 
from service.

OOS_AU (Out of Service–Autonomous) The entity is not operational due to an 
autonomous event.

OOS_AUMA The entity is not operational due to an 
autonomous event, and at the same time has been 
administratively removed from service.
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2.1.12.3 Topological Link

Topological links are either unidirectional or bidirectional for the ONS 15600 SONET.

2.1.12.4 Physical Termination Point

All PTPs are bidirectional for the ONS 15600 SONET. These ports are always in channelized mode. 
PTPs support IN_SERVICE and OUT_OF_SERVICE_MAINTENANCE values for service state 
attribute.

2.1.12.5 Connection Termination Point

All CTPs are in channelized mode for the ONS 15600 SONET. Alarm monitoring cannot be turned on 
or off on CTPs.

2.1.12.6 Subnetwork Connection

The ONS 15600 SONET supports a maximum of 1536 STS SNCs. 

Table 2-15 Equipment Service State–Secondary (ONS 15600 SONET)

Secondary States (SST)

Attribute Value Meaning

UAS (Unassigned) The entity is not provisioned in the database.

UEQ (Unequipped) The entity is physically not present. The entity has 
been physically removed. It may or may not be 
assigned.

MEA (Mismatch of Equipment and Attributes) Improper equipment is installed. For example, the 
card plugged in is not compatible with the card 
provisioned or with the slot.

AINS (Automatic In Service) The entity is in a delay transition state. The 
transition to In Service (IS) is pending the 
correction of off-normal conditions on the entity.

MT (Maintenance) The entity has been removed manually from 
service for maintenance activity. It is still capable 
of performing its provisioned functions, and is, in 
fact, expected to perform them. Traffic is still 
carried.

DSBLD (Disabled) The entity has been removed manually from 
service and is not capable of providing its 
provisioned functions. In fact, all of its 
provisioned services are explicitly disrupted. 
Traffic cannot pass.

LPBK (Loopback) Loopback command in effect for any loopback 
type.
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2.1.12.7 Equipment Protection

The ONS 15600 SONET supports 1+1 protection to create redundancy for optical ports. Protect ports 
must match the working ports. For example, port 1 on an OC-48 card can be protected by port 1 on 
another OC-48 card or another port on the same card. 

Note ONS 15600 SONET allows the protect port to be on the same card.

2.1.12.8 Autodiscovery

The ONS 15600 SONET supports automatic discovery of connected elements. CTM can connect to one 
node and retrieve information about all connected nodes. The first time CTM connects to a node, it 
retrieves only the IP address of the connected node; CTM does not retrieve the node name, even though 
CTM has to report this element to the user. Because the IP address is unique, CTM uses the NE IP 
address as the name of the newly discovered element. An Object Creation Event is generated for this 
managed element with the IP address as the name. Later, CTM connects to this element and retrieves all 
information, including the actual name, and an AVC Event is generated for the managed element name. 
The NMS should listen to AVC Event for the managed element name and invoke 
managedElementManager::ManagedElementManager_I::getManagedElement.

2.1.13 Cisco ONS 15600 SDH-Specific Details
CTM R5.0 supports the ONS 15600 SDH Release 1.4.

2.1.13.1 Slot

The ONS 15600 SDH is a single-shelf NE with 14 card slots numbered sequentially from left to right. 
Slots 1 to 4 and 11 to 14 are reserved for optical (STM-N) traffic cards. These slots can host any of the 
ONS 15600 SDH optical cards. Slots 6/7 and 8/9 are dedicated to CXC cards, which are always 1+1 
redundant and slots 5 and 10 house the TSC cards. Each card is keyed to fit only in an appropriate slot 
for that card. Unused card slots should be occupied by a filler card (blank faceplate). For more 
information, refer to the Cisco ONS 15600 SDH user documentation.

2.1.13.2 Topological Link

Topological links are either unidirectional or bidirectional for ONS 15600 SDH NEs.

2.1.13.3 Physical Termination Point

All PTPs are bidirectional for the ONS 15600 SDH. These ports are always in channelized mode. PTPs 
support IN_SERVICE and OUT_OF_SERVICE_MAINTENANCE values for service state attribute.

2.1.13.4 Connection Termination Point

All CTPs are in channelized mode for the ONS 15600 SDH. Alarm monitoring cannot be turned on or 
off for CTPs.
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2.1.13.5 Subnetwork Connection

The ONS 15600 SDH supports a maximum of 1536 VC4 SNCs. 

2.1.13.6 Equipment Protection

The ONS 15600 SDH supports 1+1 protection to create redundancy for optical ports. Protect ports must 
match the working ports. For example, port 1 on an STM-16 card can be protected by port 1 on another 
STM-16 card or another port on the same card. 

2.1.13.7 Autodiscovery

The ONS 15600 SDH supports automatic discovery of connected elements. CTM can connect to one 
node and retrieve information about all connected nodes. The first time CTM connects to a node, it 
retrieves only the IP address of the connected node; CTM does not retrieve the node name, even though 
CTM has to report this element to the user. Because the IP address is unique, CTM uses the NE IP 
address as the name of the newly discovered element. An Object Creation Event is generated for this 
managed element with the IP address as the name. Later, CTM connects to this element and retrieves all 
information, including the actual name, and an AVC Event is generated for the managed element name. 
The NMS should listen to AVC Event for the managed element name and invoke 
managedElementManager::ManagedElementManager_I::getManagedElement.

2.1.14 Cisco ONS 15800-, ONS 15801-, and ONS 15808-Specific Details
CTM R5.0 supports the following ONS 15800 releases:

• Release 2.0 (TL1 Agent Release 2.0)

• Release 2.1 (TL1 Agent Release 2.1)

CTM R5.0 supports the following ONS 15801 releases:

• Release 2.0 (TL1 Agent Release 2.0)

• Release 2.1 (TL1 Agent Release 2.1)

CTM R5.0 supports the following ONS 15808 releases:

• Release 2.1 (TL1 Agent Release 2.3)

• Release 2.2

2.1.14.1 Rack

Each ONS 15800, ONS 15801, or ONS 15808 can have from one to ten racks.

2.1.14.2 Shelf

Each ONS 15800, ONS 15801, or ONS 15808 has three shelves per rack.

2.1.14.3 Slot

Each ONS 15800 has 17 slots per shelf. Each ONS 15801 or ONS 15808 has 15 slots per shelf.
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2.1.14.4 Topological Link

All topological links are unidirectional for ONS 15800, ONS 15801, and ONS 15808 NEs. Links 
between ONS 15454 DWDM and ONS 15800 or ONS 15801 demultiplexer cards are bidirectional. 
Links involving an ONS 15808 BT10E or ONS 15808 BT10G card are also bidirectional.

2.1.14.5 Physical Termination Point

All PTPs are unidirectional for ONS 15800, ONS 15801, and ONS 15808 NEs. There are four types of 
PTPs:

• Source east-to-west

• Source west-to-east

• Sink east-to-west 

• Sink west-to-east

A topological link starts in a “source” PTP and ends in a “sink” PTP. PTPs bordering the same link have 
the same direction (east-to-west or west-to-east). 

For the ONS 15800 and ONS 15801, links can be established between PTPs supported by following 
modules:

• Source PTPs: TPA-R, RBA, RBA-10G, RBA-10G-E

• Sink PTP: PRE-L

For the ONS 15808, each terminal site supports a maximum of two links in opposite directions. All other 
ONS 15808 sites support a maximum of four links (two east-to-west and two west-to-east). Links can 
be established between PTPs supported by BCS-LH and BCS-ELH modules. Transponder modules 
export PTPs that support the creation of OCH links. Mux and demux modules export PTPs that support 
the creation of OCH links.

2.1.14.6 Connection Termination Point

CTPs for the ONS 15800, ONS 15801, and ONS 15808 are not supported in this release of 
GateWay/CORBA.

2.1.14.7 Subnetwork Connection

SNCs for the ONS 15800, ONS 15801, and ONS 15808 are not supported in this release of 
GateWay/CORBA.

2.1.15 Unmanaged NEs
Unmanaged NEs are other vendor MEs in CTM. There is no equipment for these NEs. CTM will report 
PTPs for unmanaged NEs only if there is a topological link originating or terminating on the unmanaged 
NE. There are no reported alarms on unmanaged NEs.
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2.2 CTM-Specific Details

2.2.1 Layer Rates
CTM R5.0 supports the following layer rates. Layer rates numbered 0 to 91 are TMF-defined, and layer 
rates numbered 92 to 106 are CTM-defined.

• 0—Not used

• 1—LR_Not_Applicable, the layer is not relevant 

• 2—LR_T1_and_DS1_1_5M, 1.5Mbit/s async/PDH signal

• 3—LR_T2_and_DS2_6M, 6Mbit/s async/PDH signal

• 4—LR_T3_and_DS3_45M, 45Mbit/s async/PDH signal

• 5—LR_E1_2M, 2Mbit/s PDH signal

• 6—LR_E2_8M, 8Mbit/s PDH signal

• 7—LR_E3_34M, 34Mbit/s PDH signal

• 8—LR_E4_140M

• 9—LR_E5_565M

• 10—LR_VT1_5_and_TU11_VC11

• 11—LR_VT2_and_TU12_VC12

• 12—LR_VT6_and_TU2_VC2

• 13—LR_Low_Order_TU3_VC3

• 14—LR_STS1_and_AU3_High_Order_VC3

• 15—LR_STS3c_and_AU4_VC4

• 16—LR_STS12c_and_VC4_4c

• 17—LR_STS48c_and_VC4_16c

• 18—LR_STS192c_and_VC4_64c

• 19—LR_Section_OC1_STS1_and_RS_STM0

• 20—LR_Section_OC3_STS3_and_RS_STM1

• 21—LR_Section_OC12_STS12_and_RS_STM4

• 22—LR_Section_OC48_STS48_and_RS_STM16

• 23—LR_Section_OC192_STS192_and_RS_STM64

• 24—LR_Line_OC1_STS1_and_MS_STM0

• 25—LR_Line_OC3_STS3_and_MS_STM1

• 26—LR_Line_OC12_STS12_and_MS_STM4

• 27—LR_Line_OC48_STS48_and_MS_STM16

• 28—LR_Line_OC192_STS192_and_MS_STM64

• 29-39—Not used

• 40—LR_Optical_Channel, for WDM wavelength
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• 41—LR_Optical_Multiplex_Section, for WDM wavelength bands

• 42—LR_Optical_Transmission_Section for WDM entire optical signal

• 43—LR_ATM_NI for ATM Network Interfaces (UNI and NNI)

• 44—LR_ATM_VP for ATM Virtual Paths

• 45—LR_ATM_VC for ATM Virtual Channels

• 46—LR_PHYSICAL_ELECTRICAL

• 47—LR_PHYSICAL_OPTICAL

• 48—LR_PHYSICAL_MEDIALESS, Specifies physical media for technologies such as radio

• 49—LR_OPTICAL_SECTION, Represents the wavelength termination for a non DWDM system

• 50—LR_DIGITAL_SIGNAL_RATE, Raw binary electrical signal of unspecified rate

• 51—LR_Async_FOTS_150M, Legacy async optical signal

• 52—LR_Async_FOTS_417M, Legacy async optical signal

• 53—LR_Async_FOTS_560M, Legacy async optical signal

• 54—LR_Async_FOTS_565M, Legacy async optical signal

• 55—LR_Async_FOTS_1130M, Legacy async optical signal

• 56—LR_Async_FOTS_1G7, Legacy async optical signal

• 57—LR_Async_FOTS_1G8, Legacy async optical signal

• 58—LR_D1_Video, Video capable port

• 59—LR_ESCON, IBM protocol for mainframes

• 60—LR_ETR, IBM protocol for mainframes

• 61—LR_Fast_Ethernet, Fast Ethernet (legacy)

• 62—LR_FC_12_133M, Fibre Channel protocol

• 63—LR_FC_25_266M, Fibre Channel protocol

• 64—LR_FC_50_531M, Fibre Channel protocol

• 65—LR_FC_100_1063M, Fibre Channel protocol

• 66—LR_FDDI

• 67—LR_FICON, IBM Protocol for mainframes

• 68—LR_Gigabit_Ethernet, Gigabit ethernet

• 69—LR_DS0_64K, DS0 CTP layer rate

• 70—LR_ISDN_BRI, ISDN Basic Rate Interface PTP layer rate

• 71—LR_POTS, POTS PTP layer rate

• 72—LR_DSR_OC1_STM0

• 73—LR_DSR_OC3_STM1

• 74—LR_DSR_OC12_STM4

• 75—LR_DSR_OC24_STM8

• 76—LR_DSR_OC48_and_STM16

• 77—LR_DSR_OC192_and_STM64

• 78—LR_DSR_OC768_and_STM256
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• 79—LR_DSR_1_5M 

• 80—LR_DSR_2M

• 81—LR_DSR_6M

• 82—LR_DSR_8M

• 83—LR_DSR_34M 

• 84—LR_DSR_45M

• 85—LR_DSR_140M

• 86—LR_DSR_565M

• 87—LR_DSR_Gigabit_Ethernet

• 88—LR_Section_OC24_STS24_and_RS_STM8

• 89—LR_Line_OC24_STS24_and_MS_STM8

• 90—LR_Section_OC768_STS768_and_RS_STM256

• 91—LR_Line_OC768_STS768_and_MS_STM256

• 92-97—Not used

• 98—LR_STS6c_and_VC4_2c

• 99—LR_STS9c_and_VC4_3c

• 100—LR_STS24c_and_VC4_8c

• 101—Not used

• 102—LR_SYSPLEX_ISC_COMP

• 103—LR_SYSPLEX_ISC_PEER

• 104—LR_SYSPLEX_TIMER_ETR

• 105—LR_SYSPLEX_TIMER_CLO

• 106—LR_Ten_Gigabit_Ethernet

• 107—LR_Physical_10_Gigabit_ITU, WDM in physical layer

• 108—LR_Physical_2_5_Gigabit_ITU, WDM in physical layer

• 109—LR_OCH_10_Gigabit_ITU, WDM in optical channel layer

• 110—LR_OCH_2_5_Gigabit_ITU, WDM in optical channel layer

• 111—LR_FC_200_2125M, Fibre Channel protocol (FC1) layer

• 112—LR_FICON_1G, FICON 1 Gbps

• 113—LR_FICON_2G, FICON 2 Gbps

• 114—LR_STS18c_and_VC4_6c

• 115—LR_STS36c_and_VC4_12c

2.2.2 Inventory
The ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15501, ONS 15530, 
ONS 15540, ONS 15600 SONET, and ONS 15600 SDH are single-shelf NEs. In the future they might 
be expanded to multishelf, multibay NEs. Considering this, CTM always reports rack = 1 and shelf =1 
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for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15501, ONS 15530, 
ONS 15540, ONS 15600 SONET, and ONS 15600 SDH inventory. This implementation allows CTM to 
accommodate future changes quickly.

For the ONS 15454 SDH, the EFCA shelf and the main shelf are considered to be a single logical shelf 
with slots numbering from 1 to 29.

CTM reports rack = 1 and shelf = 1 for ONS 15216 NEs. For the ONS 15216 DCU, CTM reports the 
DCU chassis as the shelf, two slots as equipment holders contained by the shelf, and the DCM module 
as the equipment under the shelf. For the ONS 15216 UniDirectional Filter (UDF), CTM reports the 
UDF chassis as the shelf. CTM reports four slots as equipment holders contained by the shelf. Any 
provisioned module will be reported as equipment under the slot. For the remaining ONS 15216 NEs, 
CTM reports only one equipment under shelf. The equipment name is the same as the NE name.

For some supported NEs, equipment does not fit in the normal equipmentHolders (rack, shelf, slot, and 
so on) and does not have provisioning functions. For inventory purposes, CTM defines a special 
EquipmentHolder named AdditionalHolder to hold this equipment.

For the ONS 15454 SONET R3.4 or later, the Alarm Interface Extension (AIE) is reported in 
AdditionalHolder 1 (if installed). The Alarm Extension Panel (AEP) is reported in AdditionalHolder 2.

For the ONS 15454 SDH R3.4 or later, the AIE is reported in AdditionalHolder 1 (if installed).

For unmanaged NEs, CTM reports only ManagedElement. CTM does not report any equipment holders 
or equipment.

2.2.3 Interfaces

Note Unless specified otherwise, all getXXX methods are synchronous.

Note Methods supported for one NE type might not be supported for another NE type. In this case, CTM 
returns a NOT_IMPLEMENTED ProcessingFailureException for the unsupported method.

Note CTM supports TMF-defined and Cisco-proprietary APIs and data structure. The Cisco-proprietary APIs 
and data structures are subject to change in future releases of CTM to accommodate the introduction of 
new features or the maintenance of TMF compliance. This is especially true if the TMF were to define 
the same method with different behavior.

In such cases, the affected API name will be changed without changing the behavior. The renamed API 
will retain the signature and behavior of the original API.

A standard deprecation period of one CTM release will be allowed on the obsolete APIs and data 
structure. However, Cisco is willing to consider exceptions that minimize the business impact to the 
customers.

In addition to implementing TeleManagement Forum (TMF)-defined interfaces, CTM defines the 
following new methods on different interfaces:

• managedElementManager::ManagedElementManager_I::getAllSNCs

• managedElementManager::ManagedElementManager_I::getAssociatedTopologicalLink 
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• managedElementManager::ManagedElementManager_I::getAllSrcPTPsForSNCProvisioning

• managedElementManager::ManagedElementManager_I::getAllSrcCTPsForSNCProvisioning

• managedElementManager::ManagedElementManager_I::getAllDestPTPsForSNCProvisioning

• managedElementManager::ManagedElementManager_I::getAllDestCTPsForSNCProvisioning

• managedElementManager::ManagedElementManager_I::getAllSrcFTPsForSNCProvisioning

• managedElementManager::ManagedElementManager_I::getAllDestFTPsForSNCProvisioning

• managedElementMgr::ManagedElementMgr_I::forceNEResync

• managedElementManager::ManagedElementManager_I::getAllTopologicalLinksForME

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getCTPsAndTopologicalLink 

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createAndActivateSNCFromUserLabel 

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::addDrops

• performance::PerformanceManagementMgr_I::getCTMHistoryPMData

• performance::PerformanceManagementMgr_I::deleteHistoryPMDataFile

• performance::PerformanceManagementMgr_I::getTPHistoryPMData

• protection::ProtectionMgr_I::createProtectionGroup

• protection::ProtectionMgr_I::deleteProtectionGroup

• protection::ProtectionMgr_I::getAssociatedProtectionGroup

• emsMgr::EMSMgr_I::createTopologicalLink

• emsMgr::EMSMgr_I::deleteTopologicalLink

• emsMgr::EMSMgr_I::modifyTopologicalLink

• emsSessionFactory::EmsSessionFactory_I::getEmsPublicKey 

• emsMgr::EMSMgr_I::createTopologicalLinkWithYCableProtection

• All methods defined in the “3.14 L2 Topology and MLVLAN for ML-Series Ethernet Cards” 
section on page 3-210.

• All methods defined in the “3.15 E-Series and G-Series VLAN Interfaces” section on page 3-239.

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getVCATSNC

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVCATSNCs

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVCATSNCNames

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVCATMemberSNCs

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVCATMemberSNCNames

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createVCAT

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::deleteVCAT

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::addMemberSNCsToVCAT

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::deleteMemberSNCsFromVCAT

• multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::deleteAllMemberSNCFromVCAT

Note These methods are proprietary.
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2.2.4 Object Details

2.2.4.1 MultiLayer Subnetwork

A subnetwork is a collection of managed elements that reflects network connectivity, in most cases. 
There are two ways to create a new subnetwork through the CTM client:

1. In the Domain Explorer window, choose File > Add a New NE. Choose <SELF> as the GNE ID 
and <System Default> as the subnetwork ID. CTM creates a new subnetwork and assigns a name 
to the new subnetwork object. The naming convention is Subnetwork-<id>, where id = 00000001, 
00000002, n.

2. In the Domain Explorer window, choose File > Subnetwork Explorer. Create a subnetwork object 
and provide the name.

There are four ways to add NEs to subnetworks:

1. Use the CTM client to specify a subnetwork for the new NE. If the new NE is a GNE and you choose 
<System Default> as the subnetwork ID, the new subnetwork is created as described above in 1. 

2. If the new NE is not a GNE, choose an existing subnetwork as the subnetwork ID. CTM adds this 
NE to the subnetwork.

3. If the new NE is connected to an existing NE on the network, CTM discovers the NE and 
automatically adds it to the existing NE’s subnetwork. No user action is required. 

4. Use the CTM client to move the NE from one subnetwork to another subnetwork. 

SNC creation is limited within a MultiLayerSubnetwork scope. For example, assume Subnetwork-001 
contains two NEs, A and B, that are connected to each other with an autodiscovered link. 
Subnetwork-002 contains two NEs, C and D, that are connected to each other with an autodiscovered 
link. There is also a manual link between NEs B and C, and the use-for-routing attribute for the link is 
set to true by CTM. To create an SNC between NEs A and D, you must move NEs C and D into 
Subnetwork-00000001, or move NEs A and B into Subnetwork-00000002. 

CTM R5.0 includes a new feature to automatically group NEs in subnetworks. This feature is enabled 
by default. If a routable link is created between two NEs in different subnetworks and CTM decides to 
merge the two subnetworks, the result is reflected in CTM GateWay/CORBA. In the example used 
above, the two subnetworks are automatically merged when this feature is enabled in CTM.

2.2.4.2 Subnetwork Connection

SNC is supported only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15600 
SONET, and ONS 15600 SDH NEs. CTM does not support SNC in a pending state. However, CTM SNC 
has a proprietary deleting state.

2.2.4.3 AVC Events

In certain situations, CTM cannot provide the list of changed object attributes. In this case, CTM 
generates an AVC event with an empty attribute list. The NMS must retrieve the object details by making 
an explicit get call.
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2.2.4.4 Managed Element and Object Creation Event

You can use the CTM client to add new managed elements. If the name of the new element is incorrect, 
an Object Creation event is generated with the incorrect name. Later, when CTM connects to the actual 
NE, it retrieves the correct name. CTM generates an AVC Event to notify the NMS.

2.2.4.5 Source of Object Attributes

This section lists the attributes of objects that CTM GateWay/CORBA reports. Each attribute is a 
constant value or is retrieved from the cache or from the NE. The term cache refers to “in-memory” and 
includes the CTM database repository and configuration files. CTM relies on notifications from the NE 
to update the value of these attributes.

2.2.4.5.1 MultiLayerSubnetwork_T

Table 2-16 lists the MultiLayerSubnetwork_T attributes and from where they are reported.

2.2.4.5.2 EMS_T

Table 2-17 lists the EMS_T attributes and from where they are reported.

2.2.4.5.3 Equipment_T

Table 2-18 lists the Equipment_T attributes and from where they are reported.

Note For the NE-specific details of Equipment_T, see the 
“3.5.1 equipment::EquipmentInventoryMgr_I::getAllEquipment” section on page 3-31.

Table 2-16 MultiLayerSubnetwork_T

Attribute Reported from...

name cache

nativeEMSName cache

subnetworkType cache

Table 2-17 EMS_T

Attribute Reported from...

name cache

nativeEMSName cache

emsVersion constant value

type constant value
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2.2.4.5.4 EquipmentHolder_T

Table 2-19 lists the EquipmentHolder_T attributes and from where they are reported.

Note For the NE-specific details of EquipmentHolder_T, see the 
“3.5.1 equipment::EquipmentInventoryMgr_I::getAllEquipment” section on page 3-31.

2.2.4.5.5 TerminationPoint_T

Table 2-20 lists the TerminationPoint_T attributes and from where they are reported.

Note For the NE-specific details of TerminationPoint_T, see the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

Table 2-18 Equipment_T

Attribute Reported from...

name cache

nativeEMSName cache

expectedEquipmentObjectType cache

installedEquipmentObjectType cache

installedPartNumber cache

installedVersion cache

installedSerialNumber cache

additionalInfo (only CLEI1 code is reported)

1. CLEI = Common Language Equipment Identifier

cache

Table 2-19 EquipmentHolder_T

Attribute Reported from...

name cache

nativeEMSName cache

holderType cache

expectedOrInstalledEquipment cache

acceptableEquipmentTypeList cache

holderState cache

Table 2-20 TerminationPoint_T

Attribute Reported from...

name cache

type cache
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2.2.4.5.6 SubnetworkConnection_T

Table 2-21 lists the SubnetworkConnection_T attributes and from where they are reported.

Note For the NE-specific details of SubnetworkConnection_T, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

connectionState constant value

direction constant value

transmissionParameters AlarmReporting (PTP only) cache

ServiceState (PTP only) cache

AdminState (PTP only) cache

LineCode (PTP only) cache

FrameFormat (PTP only) cache

SDH_SONET_SS_BITS (OC-N PTP only) cache

EnableSyncMsg (OC-N PTP only) cache

TrailTraceActualTx (CTP only) cache

TrailTraceExpectedRx (CTP, FTP only) cache

TrailTraceMonitor (CTP, FTP only) cache

IPPMMonitor (CTP only) cache

ALS mode setting (for NE software versions 
greater than R4.6)

cache

XC loopback provisioning cache

serviceID cache

customerID cache

Table 2-20 TerminationPoint_T (continued)

Attribute Reported from...

Table 2-21 SubnetworkConnection_T

Attribute Reported from...

name cache

nativeEMSName cache

sncState cache

direction cache

rate cache

staticProtectionLevel

Note For PCA protected circuits, the 
protection state is PREEMPTIBLE

cache
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2.2.4.5.7 ManagedElement_T

Table 2-22 lists the ManagedElement_T attributes and from where they are reported.

Note For the NE-specific details of ManagedElement_T, see the 
“3.7.3 managedElementManager::ManagedElementManager_I:: getAllManagedElements” section on 
page 3-67.

2.2.4.5.8 TopologicalLink_T

Table 2-23 lists the TopologicalLink_T attributes and from where they are reported.

Note For the NE-specific details of TopologicalLink_T, see the 
“3.2.5 emsMgr::EMSMgr_I::getAllTopLevelTopologicalLinks” section on page 3-7.

aEnd, zEnd tpName cache

transmissionParams See Table 2-20 on page 2-31.

Table 2-21 SubnetworkConnection_T (continued)

Attribute Reported from...

Table 2-22 ManagedElement_T

Attribute Reported from...

name cache

nativeEMSName cache

location cache

version cache

productName cache

communicationState cache

supportedRates cache

additionalInfo (IP address) cache

emsInSyncState cache

Table 2-23 TopologicalLink_T

Attribute Reported from...

name cache

nativeEMSName cache

direction constant value

rate cache

aEndTP cache

zEndTP cache
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2.2.4.5.9 ProtectionGroup_T

Table 2-24 lists the ProtectionGroup_T attributes and from where they are reported. 

Note For NE-specific details, see the “3.11.2 protection::ProtectionMgr_I::getAllProtectionGroups” section 
on page 3-198.

2.2.5 Naming Conventions
The following sections describe naming conventions for objects that CTM reports.

2.2.5.1 MultiLayerSubnetwork

Name is defined by the user in the CTM client. If the user does not specify a name, CTM assigns a default 
name.

2.2.5.2 ManagedElement

Name is reported by ManagedElement.

cost cache

protection type cache

status cache

Table 2-23 TopologicalLink_T (continued)

Attribute Reported from...

Table 2-24 ProtectionGroup_T

Attribute Reported From...

name cache

nativeEMSName cache

protectionGroupType cache

protectionSchemeState constant value

reversionMode cache

rate cache

pgTPList cache

pgpParameters (CTM supports only wtrTime) cache

additionalInfo (CTM supports only 
BIDIRECTIONAL for 1_PLUS_1 PGP)

cache
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2.2.5.3 Physical Termination Point

The PTP name represents the position of the PTP with respect to the equipment. For example, port 
number 4 on the equipment in slot 15 is reported as /rack=1/shelf=1/slot=15/port=4. This PTP 
naming convention will be used to represent the front Ethernet ports for the ONS 15454 SONET and 
ONS 15454 SDH ML-series cards. The back Ethernet ports will be reported as FTPs.

For ONS 15600, ASAP card on slot 3, port 1 on PPM 3 and PIM 2 will be reported as 
/rack=1/shelf=1/slot=3/sub_slot=2/ppm_holder=3/port=1.

Similarly, for the ONS 15310 CL, a port on PPM 2 will be referred as 
/rack=1/shelf=1/slot=2/ppm_holder=2/port=4.

For ONS 15501, ONS 15530, and ONS 15540 NEs, the PTP name represents the position of the PTP 
with respect to the equipment. It also specifies the cliName, because more than one interface type could 
have the same physical position. Numbering for equipmentHolders and ports starts from 0 in the NE. 
However, the TMF convention is to start numbering from 1 for equipmentHolders and ports. Therefore, 
CTM does translation when reporting PTP names.

For example, wavepatch0/0/0 (which is present in slot 1, subslot 1) is reported as 
/rack=1,/shelf=1/slot=1/subslot=1/port=1:wavepatch0/0/0.

Transparent0/0/0 (which is also present in slot 1, subslot 1) is reported as 
/rack=1,/shelf=1,slot=1,subslot=1,port=1:transparent0/0/0.

Some PTPs such as wdm0/0 do not have an associated port number. In these cases the port number is set 
to 1.

Wdm0/0 present in slot 0 and subslot 0 is reported as 
/rack=1/shelf=1/slot=1/subslot=1/port=1:wdm0/0.

Because the subslot does not apply to the Wave0 interface present on slot 0, it is reported as 
/rack=1/shelf=1/slot=1/port=1:Wave0.

In-Port present on chassis is reported as rack=1/shelf=1/port=1:In-Port.

For the ONS 15800, ONS 15801, and ONS 15808, the PTP name represents the position of the PTP with 
respect to the equipment, where the physical location is composed of rack/shelf/slot. It also specifies the 
direction since there can be more than one PTP with the same physical position:

/rack=1/shelf=1/slot=13:0 

Subslot and port are not significant for ONS 15800, ONS 15801, and ONS 15808 equipment. The 
direction can assume the following values:

• 2 = Source east-to-west 

• 3 = Source west-to-east 

• 4 = Sink east-to-west 

• 5 = Sink west-to-east 

For unmanaged NE, the PTP nativeName is a free-format string.

2.2.5.4 Connection Termination Point

Naming convention rules for SONET, SDH, and plesiochronous digital hierarchy (PDH) CTP are 
defined by TMF 814 in a document named objectNaming.html. CTM follows these rules.

For OC-N or STM-N cards on ONS 15454 SONET release 3.2.1 or later, ONS 15327 release 3.3 or later, 
and ONS 15454 SDH release 3.3 or later, CTM supports STS6c, STS9c, and STS24c layer rates. On 
ONS 15327 release 5.0 or later, ONS 15454 SONET release 5.0 or later, and ONS 15454 SDH 5.0 or 
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later, CTM supports STS18c and STS36c layer rates. These are not conventional SONET/SDH rates; 
therefore, the TMF document does not cover their naming. Table 2-25 shows the CTM naming 
conventions for STS6c, STS9c, STS24c, STS18c, and STS36c layer rates.

Table 2-25 Naming Conventions for STS6c, STS9c, STS18c, STS24c and STS36c

Possible 
PTP Layer Rate CTP Tuple Comments

OC12 sts6c_vc4_2c /sts6c_vc4_2c=1,2 CTP is on the edge of sts6c, 
STS#1, and STS#7.

/sts6c_vc4_2c=1-r=[1..5] CTP is not on the edge of 
sts6c. For example, if CTP 
is on STS#4, the name is 
/sts6c_vc4_2c=1-r=3.

sts9c_vc4_3c /sts9c_vc4_3c=1 CTP is on the edge of sts9c 
and STS#1.

/sts9c_vc4_3c=1-r=[1..3] CTP is not on the edge of 
sts9c. For example, if CTP 
is on STS#4, the name is 
/sts9c_vc4_3c=1-r=3.
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OC48 sts6c_vc4_2c /sts6c_vc4_2c=[1..8] CTP is on the edge of sts6c, 
STS#1, STS#7… STS#43.

/sts6c_vc4_2c=[1..7]-r=[1..5] CTP is not on the edge of 
sts6c. For example, if CTP 
is on STS#10, the name is 
/sts6c_vc4_2c=2-r=3.

sts9c_vc4_3c /sts9c_vc4_3c=[1..5] CTP is on the edge of sts9c, 
STS#1, STS#10… STS#37.

/sts9c_vc4_3c=[1..5]-r=[1..8] CTP is not on the edge of 
sts9c. For example, if CTP 
is on STS#16, the name is 
/sts9c_vc4_3c=2-r=6.

sts24c_vc4_8c /sts24c_vc4_8c=1,2 CTP is on the edge of 
sts24c, STS#1, STS#25.

/sts24c_vc4_8c=1-r=[1..23] CTP is not on the edge of 
sts24c. For example, if CTP 
is on STS#10, the name is 
/sts24c_vc4_8c=1-r=9.

sts18c_vc4_6c /sts18c_vc4_6c=1,2 CTP is on the edge of 
sts18c, STS#1, STS#19.

/sts18c_vc4_6c=1-r=[1..17] CTP is not on the edge of 
sts18c. For example, if CTP 
is on STS#10, the name is 
/sts18c_vc4_6c=1-r=9.

sts36c_vc4_12c /sts36_vc4_12c=1 CTP is on the edge of 
sts36c, STS#1.

/sts36c_vc4_12c=1-r=[1..35] CTP is not on the edge of 
sts36c. For example, if CTP 
is on STS#10, the name is 
/sts36c_vc4_12c=1-r=9.

Table 2-25 Naming Conventions for STS6c, STS9c, STS18c, STS24c and STS36c (continued)

Possible 
PTP Layer Rate CTP Tuple Comments
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OC192 sts6c_vc4_2c /sts6c_vc4_2c=[1..32] CTP is on the edge of sts6c, 
STS#1, STS#7… STS#187.

/sts6c_vc4_2c=[1..31]-r=[1..5] CTP is not on the edge of 
sts6c. For example, if CTP 
is on STS#4, the name is 
/sts6c_vc4_2c=1-r=3.

sts9c_vc4_3c /sts9c_vc4_3c=[1..21] CTP is on the edge of sts9c, 
STS#1, STS#10… 
STS#181.

/sts9c_vc4_3c=[1..20]-r=[1..8] CTP is not on the edge of 
sts9c. For example, if CTP 
is on STS#52, the name is 
/sts9c_vc4_3c=6-r=6.

sts24c_vc4_8c /sts24c_vc4_8c=[1..8] CTP is on the edge of 
sts24c, STS#1, STS#25… 
STS#169.

/sts24c_vc4_8c=[1..7]-r=[1..23] CTP is not on the edge of 
sts24c. For example, if CTP 
is on STS#61, the name is 
/sts24c_vc4_8c=3-r=12.

sts18c_vc4_6c /sts18c_vc4_6c=1,10 CTP is on the edge of 
sts18c, STS#1, STS#19.

/sts18c_vc4_6c=1-r=[1..7] CTP is not on the edge of 
sts18c. For example, if CTP 
is on STS#10, the name is 
/sts18c_vc4_6c=1-r=9.

sts36c_vc4_12c /sts36c_vc4_12c=1,5 CTP is on the edge of 
sts36c, STS#1, STS#37.

/sts36c_vc4_12c=1-r=[1..35] CTP is not on the edge of 
sts36c. For example, if CTP 
is on STS#10, the name is 
/sts36c_vc4_12c=1-r=9.

STM4 sts6c_vc4_2c /sts6c_vc4_2c=1,2 CTP is on the edge of 
vc4_2c, VC4#1 and 
VC4#3.

/sts6c_vc4_2c=1-r=1 CTP is on VC4#2.

sts9c_vc4_3c /sts9c_vc4_3c=1 CTP is on the edge of 
vc4_3c, VC4#1.

/sts9c_vc4_3c=1-r=1 CTP is on VC4#2.

Table 2-25 Naming Conventions for STS6c, STS9c, STS18c, STS24c and STS36c (continued)

Possible 
PTP Layer Rate CTP Tuple Comments
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STM16 sts6c_vc4_2c /sts6c_vc4_2c=[1..8] CTP is on the edge of 
vc4_2c, VC4#1, VC4#3… 
VC4#15.

/sts6c_vc4_2c=[1..7]-r=1 CTP is not on the edge of 
vc4_2c. For example, if 
CTP is on VC4#4, the name 
is /sts6c_vc4_2c=2-r=1.

sts9c_vc4_3c /sts9c_vc4_3c=[1..5] CTP is on the edge of 
vc4_3c, VC4#1, VC4#4… 
VC4#13.

/sts9c_vc4_3c=[1..5]-r=[1..2] CTP is not on the edge of 
vc4_3c. For example, if 
CTP is on VC4#6, the name 
is /sts9c_vc4_3c=2-r=2.

sts24c_vc4_8c /sts24c_vc4_8c=1,2 CTP is on the edge of 
vc4_8c, VC4#1, VC4#9.

/sts24c_vc4_8c=1-r=[1..7] CTP is not on the edge of 
vc4_8c. For example, if 
CTP is on VC4#4, the name 
is /sts24c_vc4_8c=1-r=3.

sts18c_vc4_6c /sts18c_vc4_6c=1,10 CTP is on the edge of 
vc4_6c, VC4#1, VC4#7.

/sts18c_vc4_6c=1-r=[1..5] CTP is not on the edge of 
vc4_6c. For example, if 
CTP is on VC4#3, the name 
is /sts18c_vc4_6c=1-r=2.

sts36c_vc4_12c /sts36c_vc4_12c=1 CTP is on the edge of 
vc4_12c, VC4#1.

/sts36c_vc4_12c=1-r=[1..11] CTP is not on the edge of 
vc4_12c. For example, if 
CTP is on VC4#10, the 
name is 
/sts36c_vc4_12c=1-r=9.

Table 2-25 Naming Conventions for STS6c, STS9c, STS18c, STS24c and STS36c (continued)

Possible 
PTP Layer Rate CTP Tuple Comments
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The number after ‘-r’ is the remainder difference between the STS/VC4# and the previous edge 
STS/VC4#.

In addition, the following CTP name support has been added:

STM64 sts6c_vc4_2c /sts6c_vc4_2c=[1..32] CTP is on the edge of 
vc4_2c, VC4#1, VC4#3… 
VC4#63.

/sts6c_vc4_2c=[1..31]-r=1 CTP is not on the edge of 
vc4_2c. For example, if 
CTP is on VC4#20, the 
name is 
/sts6c_vc4_2c=10-r=1.

sts9c_vc4_3c /sts9c_vc4_3c=[1..21] CTP is on the edge of 
vc4_3c, VC4#1, VC4#4… 
VC4#61.

/sts9c_vc4_3c=[1..21]-r=[1..3] CTP is not on the edge of 
vc4_3c. For example, if 
CTP is on VC4#6, the name 
is /sts9c_vc4_3c=2-r=2.

sts24c_vc4_8c /sts24c_vc4_8c=[1..8] CTP is on the edge of 
vc4_8c, VC4#1, VC4#9… 
VC4#57.

/sts24c_vc4_8c=[1..7]-r=[1..7] CTP is not on the edge of 
vc4_8c. For example, if 
CTP is on VC4#28, the 
name is 
/sts24c_vc4_8c=4-r=3.

sts18c_vc4_6c /sts18c_vc4_6c=1,9 CTP is on the edge of 
vc4_6c, VC4#1, VC4#7.

/sts18c_vc4_6c=1-r=[1..5] CTP is not on the edge of 
vc4_6c. For example, if 
CTP is on VC4#3, the name 
is /sts18c_vc4_6c=1-r=2.

sts36c_vc4_12c /sts36c_vc4_12c=1,4 CTP is on the edge of 
vc4_12c, VC4#1.

/sts36c_vc4_12c=1-r=[1..11] CTP is not on the edge of 
vc4_12c. For example, if 
CTP is on VC4#10, the 
name is 
/sts36c_vc4_12c=1-r=9.

Table 2-25 Naming Conventions for STS6c, STS9c, STS18c, STS24c and STS36c (continued)

Possible 
PTP Layer Rate CTP Tuple Comments

Possible PTP Layer Rate CTP Tuple

STM1 vt2_tu12 /sts3c_au4-j=1/vt2_tu12-k=[1..3]-l=[1..7]-m=[1..3]
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For CTPs used for WDM SNCs, use the naming convention defined in TMF: /frequency=nnn.mm, where 
nnn.mm is a decimal representing the frequency in terahertz (THz). 

For unidirectional CTP, the naming convention is to add “/direction=src or sink” in front of the name. 
Because the CTPs in WDM SNC are all unidirectional, the name will be “/direction=src or 
sink/frequency=nnn.mm” for WDM SNC CTPs. 

Since the CTM client uses wavelength to represent an optical channel, enter the corresponding 
wavelength value in the nativeEMSName field for the CTP. 

The formula for converting wavelength to frequency is:

frequency (THz) = 299792458 / wavelength (nm) / 1000

The formula for converting frequency back to wavelength is:

wavelength (nm) = 299792458 / frequency (THz) / 1000

The possible values of the frequency nnn.mm (in THz) in the CTP and the corresponding wavelength 
values are:

195.90(1530.33), 195.80(1531.12), 195.70(1531.90), 195.60(1532.68), 195.40(1534.25), 
195.30(1535.04), 195.20(1535.82), 195.10(1536.61), 194.90(1538.19), 194.80(1538.98), 
194.70(1539.77), 194.60(1540.56), 194.40(1542.14), 194.30(1542.94), 194.20(1543.73), 
194.10(1544.53), 193.90(1546.12), 193.80(1546.92), 193.70(1547.72), 193.60(1548.51), 
193.40(1550.12), 193.30(1550.92), 193.20(1551.72), 193.10(1552.52), 192.90(1554.13), 
192.80(1554.94), 192.70(1555.75), 192.60(1556.55), 192.40(1558.17), 192.30(1558.98), 
192.20(1559.79), 192.10(1560.61)

2.2.5.5 Floating Termination Point

The FTP naming contains three tuples. The first tuple is the EMS name, the second tuple is the ME name, 
and the third tuple is the FTP name. The value of the name field in the third tuple is “FTP.” The native 
name of FTP is a free-formatted string. However, CTM GateWay/CORBA follows the convention for 
PTP and CTP, if applicable. 

In CTM R5.0, all Ethernet TPs for circuit provisioning on E-series, G-series, ML-series, FC_MR-4, 
CE-100T-8, and ML-100T-8 cards are modeled as FTPs. The convention for the FTP values for Ethernet 
TPs is as follows:

• For FTPs used in single-card EtherSwitch, CTM uses /rack=1/shelf=1/slot=5/EtherSwitchGroup.

• For FTPs used in multicard EtherSwitch, CTM uses /MulticardEtherSwitchGroup.

• For FTPs used in linear-card EtherSwitch or G-series cards, CTM uses 
/rack=1/shelf=1/slot=n/port=m.

Note For FTPs used in ML-series cards, CTM will use /rack=1/shelf=1/slot=n/port=m where 
m=0,1.

• For TunnelCircuitTP used to create/report VTTunnel, CTM uses /VTTunnel.

• For TunnelCircuitTP used to create/report VCTunnel, CTM uses /VCTunnel.

• For TunnelCircuitTP used to create VCTunnel for VC3 port grouping SNCs, CTM uses 
/rack=1/shelf=1/slot=n/vc4=m, where n is 1-17 and m is 1- 4.

• For VT aggregation point circuits used to create/report VAP circuit, CTM uses /VAPTP for SONET 
NEs.

• For Lower Order aggregation point circuits, CTM uses /LAPTP for SDH NEs.
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2.2.5.6 Equipment

The following sections describe the native names for the supported equipment.

2.2.5.6.1 ONS 15200 Equipment

Table 2-26 lists the ONS 15200 equipment that CTM supports.

2.2.5.6.2 ONS 15216 Equipment

The equipment is the ManagedElement itself for the ONS 15216 100-GHz Terminal Filters, ONS 15216 
200-GHz Terminal Filters, ONS 15216 100-GHz OADM (1-, 2-, 4-channel), ONS 15216 200-GHz 
Optical Add/Drop Multiplexer (OADM) (1-, 2-channel), ONS 15216 Erbium-Doped Fiber Amplifier 
(EDFA)1/2/3, and ONS 15216 Optical Supervisory Channel (OSC).

Table 2-27 lists the ONS 15216 DCU equipment that CTM supports.

Table 2-28 lists the ONS 15216 FlexLayer equipment that CTM supports.

Table 2-26 CTM-Supported ONS 15200 Equipment

Equipment

CLIP-0-UNP-xx1

1. xx represents the specific lambda 
wavelength as configured on the CLIP.

CLIP-7-UNP-xx1

CLIP-0-P-xx

CLIP-7-P-xx

Table 2-27 CTM-Supported ONS 15216 Dispersion Compensation Unit Equipment

Equipment

DCU-100 (100 ps/nm)

DCU-350 (350 ps/nm)

DCU-450 (450 ps/nm)

DCU-550 (550 ps/nm)

DCU-750 (750 ps/nm)

DCU-950 (950 ps/nm)

DCU-1150 (1150 ps/nm)

Table 2-28 CTM-Supported ONS 15216 FlexLayer Equipment

Equipment Channel ID

FLA-8-<channel ID> 36.6, 44.5, 52.5, 60.6

FLB-2-<channel ID> 31.1, 32.6, 35.0, 36.6, 38.9, 40.5, 42.9, 44.5, 
46.9, 48.5, 50.9, 52.5, 54.9, 56.5, 58.9, 60.6

CS-2 —
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2.2.5.6.3 ONS 15302 Equipment

Table 2-29 lists the ONS 15302 equipment that CTM supports.

2.2.5.6.4 ONS 15305 Equipment

Table 2-30 lists the ONS 15305 equipment that CTM supports.

CS-3 —

CS-4 —

CS-SM-Y —

CS-MM-Y —

VOA-4 —

SC-4B —

Table 2-28 CTM-Supported ONS 15216 FlexLayer Equipment (continued)

Equipment Channel ID

Table 2-29 CTM-Supported ONS 15302 Equipment

Equipment

E1-12

S1.1-2-SC

E100-4

WAN-4

WAN-1

Table 2-30 CTM-Supported ONS 15305 Equipment

Equipment

S1.1-8-LC

S4.1-2-LC

S4.1-4-LC

S16.1-1-LC

GE-1-LC

GE-2-LC

E100-8

E3T3-6

E1-8

E1-21

E1-63

S1.1-2-LC

L4.2-2-LC
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2.2.5.6.5 ONS 15310 CL Equipment

Table 2-31 lists the ONS 15310 CL equipment that CTM supports. For the most current list, refer to the 
Cisco ONS 15310 CL user documentation.

2.2.5.6.6 ONS 15327 Equipment

The equipment name is reported by the actual ManagedElement. Table 2-32 lists the ONS 15327 
equipment that CTM supports. For the most current list, refer to the Cisco ONS 15327 user 
documentation.

2.2.5.6.7 ONS 15454 SONET Equipment

The equipment name is reported by the actual ManagedElement. Table 2-33 lists the 
ONS 15454 SONET equipment that CTM supports. For the most current list, refer to the 
Cisco ONS 15454 user documentation.

Note The actual string that the ManagedElement reports might differ from the following list.

L16.2-1-LC

S1.1-2-LC/E1-21

Table 2-30 CTM-Supported ONS 15305 Equipment (continued)

Equipment

Table 2-31 CTM-Supported ONS 15310 CL Equipment

Equipment

CTX

PPM_1_PORT

ML2_L2L3

ML2_MAPPER

Table 2-32 CTM-Supported ONS 15327 Equipment

Equipment

ETH100

G1000_2

OC3

OC12

OC48

XTC

MIC
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Table 2-33 CTM-Supported ONS 15454 SONET Equipment

Equipment

DS1

DS1N

DS3

DS3N

DS3E

DS3NE

DS3XM

DS3XM_12

DS3I

DS3IN

DS3_EC1_48

EC1

OC3

OC3_8

OC12

OC12_4

OC48

OC192

ETH100

ETH1000

G1000_4

ML100T

ML1000

TXP_MR_10G

TXP_MR_2.5G

TXPP_MR_2.5G

MXP_2.5G_10G

XC

XCVT

XC10G

AIC

AICI

TCC

TCC2

TCC2P

AEP
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2.2.5.6.8 ONS 15454 SDH Equipment

The equipment name is reported by the actual ManagedElement. Table 2-34 lists the ONS 15454 SDH 
equipment that CTM supports. For the most current list, refer to the Cisco ONS 15454 SDH user 
documentation.

Note The actual string that the ManagedElement reports might differ from the following list.

AIE

FCMR

OSC_CSM

OSCM

OPT_BST

OPT_PRE

MUX_DMX4

MUX32_O

DMX32_O

AD_1B

AD_1C

AD_2C

AD_4B

AD_4C

CE-100T-8

TXP_MR_10E

MXP_2.5G_10E

2.5G_DM

2.5G_DMP

PPM_1_PORT

WSS_32

DMX32_R

Table 2-33 CTM-Supported ONS 15454 SONET Equipment (continued)

Equipment

Table 2-34 CTM-Supported ONS 15454 SDH Equipment

Equipment

E1

E1N

E1_42

E3
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DS3I

DS3IN

STM1E_12

STM1

STM1_8

STM4

STM4_4

STM16

STM64

ETH100

ETH1000

G1000_4

ML100T

ML1000

TXP_MR_10G

TXP_MR_2.5G

TXPP_MR_2.5G

MXP_2.5G_10G

AICI

TCCI

TCC2

XC10G

XCVXL_10G

XCVXL_2.5G

ALM_PWR

CRFT_TMG

FMEC_SMZ_E1

FMEC_SMZ_E3

FMEC_DB

AEP

AIE

FCMR

OSC_CSM

OSCM

OPT_BST

OPT_PRE

Table 2-34 CTM-Supported ONS 15454 SDH Equipment (continued)

Equipment
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2.2.5.6.9 ONS 15501, ONS 15530, and ONS 15540 Equipment

Appendix D, “ONS 15501, ONS 15530, and ONS 15540 Equipment List” lists the ONS 15501, 
ONS 15530, and ONS 15540 equipment that CTM supports.

2.2.5.6.10 ONS 15600 SONET Equipment

The equipment name is reported by the actual ManagedElement. Table 2-35 lists the ONS 15600 
SONET equipment that CTM supports. For the most current list, refer to the Cisco ONS 15600 SONET 
user documentation. 

MUX_DMX4

MUX32_O

DMX32_O

AD_1B

AD_1C

AD_2C

AD_4B

AD_4C

MXP_2.5G_10E

2.5G_DM

2.5G_DMP

TXP_MR_10E

PPM_1_PORT

WSS_32

DMX32_R

Table 2-34 CTM-Supported ONS 15454 SDH Equipment (continued)

Equipment

Table 2-35 CTM-Supported ONS 15600 SONET Equipment

Equipment

TSC

SSXC

OC48_16

OC192_4

ASAP

PIM_4_PPM

PPM_1_PORT

OC3_PORT

OC12_PORT

OC48_PORT
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2.2.5.6.11 ONS 15600 SDH Equipment

Table 2-36 lists the ONS 15600 SDH equipment that CTM supports. For the most current list, refer to 
the Cisco ONS 15600 SDH user documentation

2.2.5.6.12 ONS 15800 and ONS 15801 Equipment

Table 2-37 lists the ONS 15800 and ONS 15801 equipment that CTM supports.

Table 2-36 CTM-Supported ONS 15600 SDH Equipment

Equipment

TSC

CXC

STM16_16

STM48_4

Table 2-37 CTM-Supported ONS 15800 and ONS 15801 Equipment

Equipment1 Lambda

24WD-LLR —

24WD-R —

32WD-IR —

8WD-B —

24WD-RX —

ADA —

BAT —

BBA —

BBA-10G —

CMP-W —

CMP-W-2E —

CMP-W-2E-S —

CMP-W-S —

EMPTY-SLOT —

EOI-W —

IOC-W —

IRBA —

IRBA-10G —

LEM-EM-Mxx xx = 1... 64

LEM-EM-Nxx xx = 1... 32

LEM-EMFxx xx = 1... 64

LEM10GFxx xx = 1... 64

LEM10GMxx xx = 1... 64
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LEM10GNxx xx = 1... 64

LEM10HMxx xx = 1... 64

LEM622Nxx xx = 1... 32

LSM-W —

OADM-P4-B1 —

OADM-P4-B2 —

OADM-P4-R1 —

OADM-P4-R2 —

OADM-P4-R3 —

OSU-W —

PRE-L —

PRE-L-IR —

RBA —

RBA-10G —

RBA-10G-E —

RBU-W —

RXT-DM-M —

RXT-DM-Mxx xx = 1... 64

RXT-DM-N —

RXT-DM-Nxx xx = 1... 32

RXT-DMF —

RXT-DMFxx xx = 1... 64

RXT10GF —

RXT10GFxx xx = 1... 64

RXT10GN —

RXT10GNxx xx = 1... 64

RXT10HM —

RXT10HMxx xx = 1... 64

RXT622N —

RXT622Nxx xx = 1... 32

RXTDMLHM —

RXTDMLHMxx xx = 1... 32

SCF-W —

TPA-B —

TPA-IR —

TPA-R —

Table 2-37 CTM-Supported ONS 15800 and ONS 15801 Equipment (continued)

Equipment1 Lambda
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2.2.5.6.13 ONS 15808 Equipment

Table 2-38 lists the ONS 15808 equipment that CTM supports.

WCM-EM-Mxx xx = 1... 64

WCM-EM-Nxx xx = 1... 32

WCM-EMFxx xx = 1... 64

WCM10GFxx xx = 1... 64

WCM10GMxx xx = 1... 64

WCM10GNxx xx = 1... 64

WCM10HMxx xx = 1... 64

WCM622Nxx xx = 1... 32

1. xx represents the specific lambda wavelength as 
configured on the line card.

Table 2-37 CTM-Supported ONS 15800 and ONS 15801 Equipment (continued)

Equipment1 Lambda

Table 2-38 CTM-Supported ONS 15808 Equipment

Equipment1 Lambda

20MD-LE--D —

20MD-LE--M —

20MD-LO--D —

20MD-LO--M —

40MD-CE--D —

40MD-CE--M —

40MD-CO--D —

40MD-CO--M —

8MD-C —

AIU —

BCS-ELH —

BCS-LH —

BT10E-LCxx xx =1...80

BT10E-LLxx xx = 1...80

CISCO-808-NE —

CMP —

CMP-S —

EMPTY-SLOT —

LT-10G-Cxx xx = 1... 80

LT-25G-Cxx xx = 1... 80

LT10G-SCxx xx = 1... 80
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LT10G-SLxx xx = 1... 80

OA-ELH--L —

OA-ELH--OA —

OA-ELH--OD —

OA-ELH--OR —

OA-ELH--OT —

OA-ELH--RC —

OA-ELH--RE —

OA-ELH--RO —

OA-ELH--TX —

OAD-8-C —

OBA-C--ADL —

OBA-C--ATX —

OBA-C--DRX —

OBA-C--L —

OBA-C--RXE —

OBA-C--RXO —

OCP —

OECP-C —

OECP-C--P —

OECP-L —

OECP-L--P —

OEP-C--ADL —

OEP-C--L —

OEP-C--RXE —

OEP-C--RXO —

OP-ELH--L —

OP-ELH--OA —

OP-ELH--OD —

OP-ELH--OR —

OP-ELH--OT —

OP-ELH--RC —

OP-ELH--RE —

OP-ELH--RO —

OP-ELH--TX —

OPA-C--ADL —

Table 2-38 CTM-Supported ONS 15808 Equipment (continued)

Equipment1 Lambda
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2.2.5.6.14 Unmanaged NE

Unmanaged NEs do not report any equipment.

OPA-C--ATX —

OPA-C--DRX —

OPA-C--LRX —

OPA-C--LTX —

ORP-ELHxx xx = 1... 2

OSCM —

PLF —

RT-10G-C —

RT-10G-Cxx xx = 1... 80

RT-25G-C —

RT-25G-Cxx xx = 1... 80

RT10G-SC —

RT10G-SCxx xx = 1... 80

RT10G-SL —

RT10G-SLxx xx = 1... 80

RT10G13C —

RT10G13Cxx xx = 1... 80

RT10G13L —

RT10G13Lxx xx = 1... 80

SCU —

SNH —

SNS —

TT-10G-Cxx xx = 1... 80

TT-25G-Cxx xx = 1... 80

TT10G-SCxx xx = 1... 80

TT10G-SLxx xx = 1... 80

UDC —

1. xx represents the specific lambda wavelength as 
configured on the line card.

Table 2-38 CTM-Supported ONS 15808 Equipment (continued)

Equipment1 Lambda
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2.2.5.7 Boolean Mapping

The following Boolean parameters apply:

• On = True

• Off = False

2.2.5.8 Resource Cleanup

Many TMF interfaces that CTM implements return iterator objects for large volumes of data. These 
iterators are allocated CTM resources. CTM supports a maximum of 128 iterators. If the iterator limit is 
reached, the NMS receives an EXCPT_TOO_MANY_OPEN_ITERATORS exception.

CTM, by default, cleans up all the iterator objects if they are not accessed in a time interval of six hours.

2.2.5.9 Development Environment

CTM GateWay/CORBA has been developed with Java Development Kit (JDK) 1.4.2 and JacORB object 
request broker (ORB) 1.4 on Sun Solaris 2.8. JacORB1.4 is portable object adapter (POA)-based and 
ORB-compliant with the CORBA 2.3 specification. You can use Java or the C++ IDL compiler to 
compile IDL files.

Note If you use Java and JacORB, the CTM server installation provides JAR files for notification and TMF 
IDLs.

2.2.5.10 Exception Handling

All interfaces implemented by CTM GateWay/CORBA raise the exception 
globaldefs::ProcessingFailureException. The following sections discuss each exception type in detail.

2.2.5.10.1 EXCPT_NOT_IMPLEMENTED

This exception indicates whether some IDL operations are optional or are not implemented in this 
release. If the operation itself is not supported, the errorReason is an empty string.

2.2.5.10.2 EXCPT_INTERNAL_ERROR

This exception indicates an internal EMS error and applies to all methods.

2.2.5.10.3 EXCPT_INVALID_INPUT

This exception indicates an incorrect parameter format, such as a three-level namingAttribute 
termination point (TP) name that is passed as a single-level name. If a parameter is out of range, this 
exception is also used. The reason field contains the incorrect parameter.

2.2.5.10.4 EXCPT_ENTITY_NOT_FOUND

This exception indicates that the NMS has supplied an object name as a parameter to an operation and 
the EMS cannot find the object with the given name. The reason field contains the name that was passed 
as a parameter.
2-54
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 2      NE- and CTM-Specific Details
CTM-Specific Details
2.2.5.10.5 EXCPT_UNABLE_TO_COMPLY

This exception is used as a generic value when a server cannot respond to the request.

2.2.5.10.6 EXCPT_NE_COMM_LOSS

This exception is used as a generic value when a server cannot communicate with the NE, preventing the 
successful completion of the operation. All operations that involve communication with the NE might 
return this exception type.

2.2.5.10.7 EXCPT_ACCESS_DENIED 

This exception indicates that an operation has resulted in a security violation. Verify that you have the 
required access to invoke the operation.

2.2.5.10.8 EXCPT_TOO_MANY_OPEN_ITERATORS 

This exception indicates that the EMS has exceeded the number of iterators it can support. CTM supports 
128 iterators. If you receive this exception, it is possible that other sessions are retrieving data in large 
volume. Wait several minutes; then, retry. Alternately, close other sessions. To avoid this exception, the 
NMS must invoke the destroy method on iterators.

2.2.5.10.9 EXCPT_USERLABEL_IN_USE 

This exception indicates that the userLabel uniqueness constraint cannot be met.

2.2.6 EquipmentHolder
The TMF defines the EquipmentHolder naming convention. Numbering is done from left to right and 
from top to bottom. For example, slot 15 is named /rack=1/shelf=1/slot=15.

For ONS 15501, ONS 15540, and ONS 15530 NEs, the numbering for equipmentHolders starts from 0 
in the NE. The TMF convention is to start numbering from 1 for equipmentHolders. CTM does 
translation when reporting EquipmentHolder names.

For example, subslot 1 in slot 0 in the NE is named /rack=1/shelf=1/slot=1/sub_slot=2.

For the ONS 15501, ONS 15540, and ONS 15530, there is a new equipment holder called a port_holder. 
The port_holder holds the transceiver modules that contain PTPs. A port_holder in subslot 1, slot 0 in 
the NE is named /rack=1/shelf=1/slot=1/sub_slot=2/port_holder=1.

A port_holder in slot 1 in the NE is named rack=1/shelf=1/slot=2/port_holder=1.

For ONS 15600 NE and ASAP cards, PIM present in slot 3 will be named 
rack=1/shelf=1/slot=3/sub_slot=1 and PPM present in PIM 3 in slot 2 will be named 
rack=1/shelf=1/slot=2/sub_slot=3/ppm_holder=1.

For AdditionalHolder, the naming convention is defined as /additionalHolder=1. There is no subholder 
for additionalHolder.

2.2.6.1 TopologicalLink

CTM discovers topological links and assigns a name with the following default format:

MENameA:slot number/port number-MENameB: slot number/port number
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Integer values are used for slot and port number. You can use the CTM client to change the link name.

For the ONS 15501, ONS 15530 and ONS 15540, the TopologicalLink name has the following format:

MENameA:InterfaceType/slot number/subslot number [/port number]-MENameB:InterfaceType/slot 
number/subslot number[/port number]

The port number is optional.

For example:

NE540A:Wdm0/0--NE540B:Wdm1/0
NE540A:Wavepatch10/1/0--NE540A:Filter0/3/1

CTM reports two TopologicalLinks for a Y-Cable link. Both TopologicalLinks have the same 
nativeEMSName, but different values in the second tuple of the TopologicalLink name. The names 
“<nativeEMSName>:::1” and “<nativeEMSName>:::2” identify the two legs of the Y-Cable link.

2.2.6.2 Protection Group

The protection group name reported by the NE is used as the PGP native name for 1_FOR_N and 
1_PLUS_1 protection groups. The Ring ID is used as the PGP native name for 2_FIBER_BLSR and 
4_FIBER_BLSR protection groups. The Ring Name is used instead of the Ring ID in this release. 
“-EAST” and “-WEST” are used as the native names for the two component groups of 4_FIBER_BLSR 
PGP.

2.2.6.3 L2 Topology

L2 topology represents a point-to-point, hub-and-spoke, or Resilient Packet Ring (RPR) Layer 2 network 
topology. These topologies exist over the underlying Layer 1 topology, which are formed by physical 
Topological Links. Each L2 topology name is identified in the context of a EMS and has two tuples. The 
first tuple represents the EMS name, and the second tuple represents the nativeEMSName of the 
L2Topology. The L2Topology name is unique within an EMS. Each L2 Topology can be associated with 
multiple MLVlans.

2.2.6.4 MLVLAN

Each MLVlan is associated with a L2Topology and is unique for a given L2Topology. The fully qualified 
MLVlan name is identified by three tuples. The first tuple represents the EMS name, the second tuple 
represents the L2Topology name, and the last tuple represents the nativeEMSName of the MLVlan 
(which is the VLAN ID). A maximum of 255 MLVlans can be created per L2Topology, ranging from 1 
to 4095.

2.2.6.5 QoS Template

QoS template is defined in the scope of the EMS domain. The fully qualified QoS template name is 
identified by two tuples. The first tuple represents the EMS name and the second tuple represents the 
QoS template name.

2.2.6.6 VCAT

The fully qualified VCAT name is identified by two tuples. The first tuple represents the EMS name and 
the second tuple represents the VCAT name, which is the same as the nativeEMSName of the VCAT.
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2.2.7 Provisioning Subnetwork Connections
SNC provisioning must be within a MultiLayerSubnetwork scope, which means the aEnd and the zEnd 
of an SNC must be in the same MultiLayerSubnetwork.

CTM defines the method 
multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createAndActivateSNCFromUserLabel for 
SNC provisioning.

See the “2.2.5 Naming Conventions” section on page 2-34 for naming convention information.

2.2.7.1 SNC Provisioning on OC-N or DC-N Equipment

CTM supports SNC provisioning on OC-N and DC-N cards for ONS 15310, ONS15327, ONS15454 
SONET, ONS15454 SDH, ONS 15600 SONET, and ONS15600 SDH NEs. CTPs are used as the end 
points to create the SNC. 

2.2.7.2 SNC Provisioning on Ethernet Equipment

The ONS 15310, ONS 15327, ONS 15454 SONET, and ONS 15454 SDH network elements support 
Ethernet equipment. SNC can be created on these NEs to carry Ethernet traffic. The TMF standard 
supports only SONET, SDH, DWDM, and ATM; it does not support Ethernet at this time. 

Creating SNC provisioning on E-series, G-series, and ML-series equipment supported by ONS 15454 
SONET, ONS 15454 SDH, and ONS 15327 is different from creating SNC on SONET or PDH 
equipment. For SNCs on Ethernet equipment, CTM uses FTP to model the end point. 

The three modes supported for SNC provisioning on Ethernet equipment are:

• Single-card mode: E-series cards; VLANs can be associated during creation.

• Multi-card mode: E-series cards; VLANs can be associated during creation.

• Linear-card mode: E-series, G-series, and ML-series cards.

To get available source and destination FTPs for SNC provisioning, use the methods 
managedElementManager::ManagedElementManager_I::getAllSrcFTPsForSNCProvisioning and 
managedElementManager::ManagedElementManager_I::getAllDestFTPsForSNCProvisioning.

2.2.7.2.1 Single-Card and Multi-Card Modes

By default, all E-series cards are in the multi-card mode EtherSwitch group. Each node has only one 
multi-card mode EtherSwitch group; the group exists even if the node has no Ethernet cards. To create 
SNC in multi-card mode, both aEnd and zEnd must be in the multi-card EtherSwitch group.

A single-card EtherSwitch group can exist only if a node has at least one Ethernet card. To create SNC 
in single-card mode, one end can be OCn CTP. You must create bidirectional SNC.
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The following table shows the maximum bandwidth allowed for single-card EtherSwitches and 
multi-card EtherSwitches:

2.2.7.2.2 Linear-Card Mode

You can apply linear-card mode SNC provisioning to all types of Ethernet cards. One end of the SNC 
must be an FTP; the other end can be a CTP on any OCn port, or an FTP. The FTPs must use linear-mode 
naming conventions. 

Only single source and single destination are supported for the SNC creation, and the SNC must be 
bidirectional.

For E-series and G-series cards, the port number in the FTP name is the number of the front Ethernet 
port. For ML-series cards, the port number is the number of the virtual back-end port. 

2.2.7.2.3 Layer Rates

CTM supports the following layer rates for E-series cards:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS6c_and_VC4_2c

• LR_STS12c_and_VC4_4c

CTM supports the following layer rates for G-series cards:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c

• LR_STS12c_and_VC4_4c

Device

Maximum Bandwidth Allowed

Single-Card Multi-Card

ONS 15327 • 6 STS1s

• 2 STS3c

• 1 STS6c

• 1 STS12c

• 3 STS1s

• 1 STS3c

ONSONS 15454 
(SONET/SDH)

• 6 STS1s and 2 STS3c 
(SONET only)

• 4 STS3c (VC4)

• 1 STS6c (VC4_2c) and 
6 STS1s (SONET only)

• 1 STS6c (VC4_2c) and 
2 STS3c(VC4)

• 2 STS6c (VC4_2c) 

• 1 STS12c (VC4_4c)

• 6 STS1s (SONET 
only)

• 2 STS3c (VC4)

• 1 STS6c (VC4_2c)
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• LR_STS24c_and_VC4_8c

• LR_STS48c_and_VC4_16c

CTM supports the following layer rates for ML-series cards:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c

• LR_STS12c_and_VC4_4c

• LR_STS24c_and_VC4_8c

CTM supports the following layer rates for FC_MR-4 cards:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

CTM supports the following layer rates for the CE-100T-8 and ML-100T-8 cards

• LR_STS1_and_AU3_High_Order_VC3

2.2.7.3 Tunnel SNC Provisioning

CTM supports tunnel SNC provisioning on ONS 15327, ONS 15454 SONET, and ONS 15454 SDH NEs. 
The tunnel circuit must be bidirectional.

The tunnel SNC for the ONS 15310, ONS 15327, and ONS15454 SONET is called VTTunnel, and the 
layer rate must be 14 (LR_STS1_and_AU3_High_Order_VC3). The tunnel SNC for the ONS 15454 
SDH is called VCTunnel, and the layer rate must be 15 (LR_STS3c_and_AU4_VC4). The 
TerminationPoints used in the provisioning are modeled as TunnelCircuitTP, which is a subclass of FTP. 
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The following table shows tunnel SNC provisioning details for ONS 15327, ONS 15454 SONET, and 
ONS 15454 SDH NEs:

Note Only one aEnd and zEnd can be specified for VT/VC tunnel SNC provisioning.

Note Only fully automatically routed tunnel circuits are supported. Manually routed and constraint-based 
automatically routed tunnel circuits are not supported.

For VCTunnel for VC3 port grouping SNC provisioning, if the source or destination end is an STM-N 
card, it is modeled as CTP, and if the source or destination end is on an E3, DS3I, or DS3IN card, it is 
modeled as FTP.

The following table shows the combinations of cards you can select for creating the VC4 Tunnel for VC3 
Port Grouping circuits:

When VCTunnel for VC3 port grouping SNC provisioning is complete:

• One VC4 Tunnel SNC is created with the SNC name <name>:PGT1 

• Three VC3 SNCs are created with the SNC names <name>:PGC1, <name>:PGC2, and 
<name>:PGC3 

NE Tunnel SNC Layer Rate FTP

ONS 15327 VTTunnel 14 
(LR_STS1_and_AU3_High
_Order_VC3)

The naming convention for 
TunnelCircuitTP to create and report 
VTTunnel is /VTTunnel. /VCTunnel is 
used to create and report VCTunnel. 

ONS 15454 
SONET

VTTunnel 14 
(LR_STS1_and_AU3_High
_Order_VC3)

The naming convention for 
TunnelCircuitTP to create and report 
VTTunnel is /VTTunnel. /VCTunnel is 
used to create and report VCTunnel. 

ONS 15454 
SDH

VCTunnel 15 /VCTunnel

ONS 15454 
SDH

VCTunnel (for 
VC3 port 
grouping)

15 
(LR_STS3c_and_AU4_VC
4)

CTP if the source or destination end is 
on an STM-N card and FTP if the 
source or destination end is on an E3, 
DS3I, or DS3IN card with naming 
convention 
/rack=1/shelf=1/slot=n/vc4=m, where n 
is 1 – 17 and m is 1- 4. 

Note Do not specify secondary 
source and destination.

A-End Z-End

DS3I or DS3IN DS3I, DS3IN, or STMn

E3 E3 or STMn

STMn DS3I, DS3IN, or E3
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Deleting one PGC SNC results in the deletion of all four SNCs. You cannot delete a PGT SNC if any 
PGC SNCs exist.

2.2.7.4 SNC Provisioning on WDM Equipment

CTM supports Optical Channel Network Connection (OCHNC) circuit provisioning on some of the 
WDM cards for ONS 15454 SONET and ONS 15454 SDH NEs. We will refer to them as WDM SNC. 
The WDM SNC is created on a particular wavelength channel with a direction of either east-to-west or 
west-to-east. The WDM SNCs are basically unidirectional. CTM GateWay/CORBA supports the 
creation of bidirectional OCHNC circuits on NE releases 5.0 and later. You can also create two 
unidirectional OCHNC circuits on the same frequency, one west-to-east and one east-to-west. 

The CTPs used in the WDM SNC are different from the CTPs used in SONET/SDH SNCs in terms of 
naming and nature. See 2.2.5.4 Connection Termination Point, page 2-35 for the CTP naming 
conventions. The layer rate for the CTPs and WDM SNC must be LR_Optical_Channel. 

The OCHNC size is “Equipped not specific.”

To create a bidirectional OCHNC you must specify all four CTPs (which are source, destination, 
secondary source, and secondary destination in the API). The secondary source/destination must be the 
CTPs in the opposite direction: If the circuit is from node A to B, the secondary source is on node B, and 
the secondary destination is on node A. You can specify four possible directions: 

• East-to-west unidirectional 

• East-to-west bidirectional 

• West-to-east unidirectional 

• West-to-east bidirectional

2.2.7.5 Low Order Circuit Provisioning using VAP/LAP

CTM supports low-order circuit provisioning using VAP circuits on ONS 15310, ONS 15327, and 
ONS 15454 SONET NEs and LAP circuits on ONS 15454 SDH NEs. The VAP/LAP circuits have to be 
bidirectional.

When provisioning VAP/LAP circuits, the source will be treated as STS grooming end and the 
destination will be treated as VT grooming end and will be later used to hook up VT circuits. 

The source is a CTP and the destination is an FTP. For information about the CTP and FTP naming 
conventions, see the “2.2.5.4 Connection Termination Point” section on page 2-35 and 
“2.2.5.5 Floating Termination Point” section on page 2-41.
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C H A P T E R 3

Using CTM GateWay/CORBA Interfaces

The following sections describe each interface that CTM supports, including TeleManagement Forum 
(TMF)-specific and Cisco-proprietary interfaces. These interfaces are:

• 3.1 common::Common_I, page 3-1

• 3.2 emsMgr::EMSMgr_I, page 3-3

• 3.3 emsSession::EmsSession_I, page 3-26

• 3.4 emsSessionFactory::EmsSessionFactory_I, page 3-28

• 3.5 equipment::EquipmentInventoryMgr_I, page 3-31

• 3.6 maintenanceOps::MaintenanceManager_I, page 3-59

• 3.7 managedElementManager::ManagedElementManager_I, page 3-63

• 3.8 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I, page 3-108

• 3.9 nmsSession::NmsSession_I, page 3-164

• 3.10 performance::PerformanceManagementMgr_I, page 3-166

• 3.11 protection::ProtectionMgr_I, page 3-197

• 3.12 session::Session_I, page 3-208

• 3.13 mtnmVersion::Version_I, page 3-209

• 3.14 L2 Topology and MLVLAN for ML-Series Ethernet Cards, page 3-210

• 3.15 E-Series and G-Series VLAN Interfaces, page 3-239

Note Iterator interfaces defined by the TMF are not listed. CTM implements iterator interfaces according to 
the TMF definition.

3.1 common::Common_I
The Common_I interface is a set of services and utilities that each manager interface inherits. CTM 
supports only one method from this interface.
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3.1.1 common::Common_I::getCapabilities
Synopsis

void getCapabilities(out CapabilityList_T capabilities)
    raises(globaldefs::ProcessingFailureException);

Description

This service retrieves the capabilities of the manager. All nonspecified capabilities are assumed to be 
unsupported.

Parameters

A Capability_T value is used to identify a functionality supported by the EMS across the NML-EML 
interface. It is a name-value pair, where the name represents the feature or capability and the value 
represents the support or nonsupport of the specified feature or capability.

The EMS capabilities for this release include individual Interface Definition Language (IDL) operation 
support. The feature or capability name uses the following convention to identify an IDL operation:

module_name::interface_name::operation_name

The currently defined values are:

• Supported—The specified feature or capability is fully or partially supported across the network 
management layer-element management layer (NML-EML) interface. An operation might be 
partially supported if not all values of the parameters are supported.

• Unsupported—The specified feature or capability is not supported across the NML-EML interface. 

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal Element Management System (EMS) failure.

Compliance

TMF-defined.

Name Type Input/Output Description

capabilities CapabilityList_T out List of capabilities of this manager object. It is a 
name-value pair, where the name represents the 
feature or capability and the value represents the 
support or nonsupport of the specified feature or 
capability. 
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3.2 emsMgr::EMSMgr_I
The EMSMgr_I interface accesses operations that deal with the EMS itself. A handle to an instance of 
this interface is gained through the emsSession::EmsSession_I::getManager operation in emsSession. 
This interface is inherited from common::Common_I.

interface EMSMgr_I:common::Common_I

This interface implements the getCapabilities method. Operations described in the following sections are 
returned to the network management system (NMS) when it invokes getCapabilities.

3.2.1 emsMgr::EMSMgr_I::getAllEMSAndMEActiveAlarms
Synopsis

void getAllEMSAndMEActiveAlarms(
         in notifications::ProbableCauseList_T excludeProbCauseList,
         in notifications::PerceivedSeverityList_T excludeSeverityList,
         in unsigned long how_many,
         out notifications::EventList_T eventList,
         out notifications::EventIterator_I eventIt) 
        raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request active alarms that are under the control of the EMS (alarms 
raised by the NEs and alarms raised by the EMS itself). Some alarms might be filtered out (excluded) by 
specifying their probable cause or severity. 

The ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15600 SONET, and 
ONS 15600 SDH do not send clear for threshold crossing alert (TCA) events. TCAs are not reported in 
the eventList that is returned by this method. The ONS 15501, ONS 15530, and 15540 do send clear for 
threshold crossing alerts. TCAs are reported in the eventList that is returned by this method.

Due to performance concerns, only one OSS client is allowed to invoke this operation at a time. 
Otherwise, CTM throws an EXCPT_UNABLE_TO_COMPLY exception.

The result of this operation is independent of the filtering set up by the NMS for the notification service.

Parameters

Name Type Input/Output Description

excludePro
bCauseList

notifications::Pr
obableCauseList
_T

In List of probable causes to exclude (for which events 
should not be reported)

excludeSev
erityList

notifications::Pe
rceivedSeverity
List_T

In List of severities to exclude from the output event list

how_many unsigned long In Maximum number of alarms to report in the first batch

eventList notifications::Ev
entList_T

Out First batch of alarms

eventIt notifications::Ev
entIterator_I

Out Iterator to retrieve the remaining alarms
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Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.2.2 emsMgr::EMSMgr_I::getAllEMSSystemActiveAlarms
Synopsis

void getAllEMSSystemActiveAlarms(
in notifications::PerceivedSeverityList_T excludeSeverityList,
in unsigned long how_many,
out notifications::EventList_T eventList,
out notifications::EventIterator_I eventIt) 

   raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request all active alarms for the EMS. Some alarms can be filtered out 
(excluded) by specifying their severities.

The result of this operation is independent of the filtering set up by the NMS for the notification service.

Parameters

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Name Type Input/Output Description

excludeSev
erityList

notifications::Perc
eivedSeverityList_
T

In List of severities to exclude from the output event 
list

how_many unsigned long In Maximum number of alarms to report in the first 
batch

eventList notifications::Eve
ntList_T

Out First batch of alarms

eventIt notifications::Eve
ntIterator_I

Out Iterator to retrieve the remaining alarms
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EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.2.3 emsMgr::EMSMgr_I::getAllTopLevelSubnetworks 
Synopsis

void getAllTopLevelSubnetworks(
         in unsigned long how_many,
         out multiLayerSubnetwork::SubnetworkList_T sList,
         out multiLayerSubnetwork::SubnetworkIterator_I sIt) 
         raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request all subnetworks that are under the control of the EMS.

Parameters

CTM supports MultiLayerSubnetwork_T as follows:

• globaldefs::NamingAttributes_T name

– Supported. This field contains two tuples. The first tuple identifies the EMS; the second tuple 
is the same as nativeEMSName. The name is defined by the user in the CTM client.

• string userLabel

– Not supported.

• string nativeEMSName

– Supported.

• string owner

– Not supported.

• Topology_T subnetworkType

– Supports TOPO_MESH.

• transmissionParameters::LayerRateList_T supportedRates

– Not supported.

Name Type Input/Output Description

how_many unsigned long In Maximum number of subnetworks to return in 
the first batch

sList multiLayerSubnetwork:
:SubnetworkList_T

Out First batch of subnetworks

sIt multiLayerSubnetwork:
:SubnetworkIterator_I

Out Iterator to retrieve the remaining subnetworks
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• globaldefs::NVSList_T additionalInfo

– Not supported.

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.2.4 emsMgr::EMSMgr_I::getAllTopLevelSubnetworkNames
Synopsis

void getAllTopLevelSubnetworkNames(
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the “3.2.3 emsMgr::EMSMgr_I::getAllTopLevelSubnetworks” 
section on page 3-5, but instead of returning the entire object structures, this operation returns their 
names.

Parameters

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Name Type Input/Output Description

how_many unsigned long In Maximum number of subnetworks to return 
in the first batch

sList globaldefs::NamingAttr
ibutesList_T

Out First batch of subnetwork names

sIt globaldefs::NamingAttr
ibutesIterator_I

Out Iterator to retrieve the remaining subnetwork 
names
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EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.2.5 emsMgr::EMSMgr_I::getAllTopLevelTopologicalLinks 
Synopsis

void getAllTopLevelTopologicalLinks(
         in unsigned long how_many,
         out topologicalLink::TopologicalLinkList_T topoList,
         out topologicalLink::TopologicalLinkIterator_I topoIt) 
         raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request all of the top-level topological links that are under the control 
of the EMS. Top-level topological link is a topological link in which the end points of the topological 
link exists in two different multilayer subnetworks.

Parameters

CTM support for TopologicalLink_T structure is described in the following list:

• globaldefs::NamingAttributes_T name

– Supported. This field has two tuples. The first tuple is for the EMS. The second is for the 
topological link. The value in the second tuple is the same as the nativeEMSName field except 
for Y-cable links, which will have “::1” and “::2” appended to the nativeEMSName to identify 
the two legs of the Y-cable link.

• string userLabel

– Not supported.

• string nativeEMSName

– Supported. For naming conventions, see the “2.2.5 Naming Conventions” section on page 2-34. 

• string owner

– Not supported.

Name Type Input/Output Description

how_many unsigned long In Maximum number of top-level topological links 
to return in the first batch

topoList topologicalLink::T
opologicalLinkLis
t_T

Out First batch of top-level topological links

topoIt topologicalLink::T
opologicalLinkIter
ator_I

Out Iterator to retrieve the remaining top-level 
topological links
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• globaldefs::ConnectionDirection_T direction. CTM supports:

– CD_BI for bidirectional links

– CD_BI_EW for bidirectional East to West links

– CD_BI_WE for bidirectional West to East links

– CD_UNI for unidirectional links

– CD_UNI_EW for unidirectional East to West links

– CD_UNI_WE for unidirectional West to East links

• transmissionParameters::LayerRate_T rate. Supported. Possible values are:

– LR_DSR_OC3_STM1 (for physical link)

– LR_DSR_OC12_STM4 (for physical link)

– LR_DSR_OC48_STM16 (for physical link)

– LR_DSR_OC192_STM64 (for physical link)

– LR_Physical_2_5_Gigabit_ITU (for WDM physical link)

– LR_Physical_10_Gigabit_ITU (for WDM physical link)

– LR_Line_OC3_STS3_and_MS_STM1 (for SONET/SDH link)

– LR_Line_OC12_STS12_and_MS_STM4 (for SONET/SDH link)

– LR_Line_OC48_STS48_and_MS_STM16 (for SONET/SDH link)

– LR_Line_OC192_STS192_and_MS_STM64 (for SONET/SDH link)

– LR_OCH_2_5_Gigabit_ITU (for WDM OCH link)

– LR_OCH_10_Gigabit_ITU (for WDM OCH link)

– LR_Optical_Transmission_Section (for OTS link)

– LR_Optical_Multiplex_Section (for OMS link)

– LR_Not_Applicable (for CTM layer 2 link)

• globaldefs::NamingAttributes_T aEndTP

– Supported.

• globaldefs::NamingAttributes_T zEndTP

– Supported.

• globaldefs::NVSList_T additionalInfo

– Supported parameters are listed in the following table.

Managed Element Type Parameter Name Supported Parameter Values

All ManagedElements that 
support topological links

provType AUTODISCOVERED
MANUAL
UNMANAGED

All ManagedElements that 
support topological links

linkStatus LINK_VALID
LINK_INVALID
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Throws

globaldefs::ProcessingFailureException:

EXCPT_NOT_IMPLEMENTED

This exception is raised if EMS cannot support this service.

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.2.6 emsMgr::EMSMgr_I::getAllTopLevelTopologicalLinkNames
Synopsis

void getAllTopLevelTopologicalLinkNames(
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt) 
raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the 
“3.2.5 emsMgr::EMSMgr_I::getAllTopLevelTopologicalLinks” section on page 3-7, but instead of 
returning the entire object structures, this operation returns their names.

All ManagedElements that 
support topological links

linkProtectionType PROT_ONE_PLUS_ONE
PROT_BLSR_2F
PROT_BLSR_4F
PROT_BLSR_2F_PCA
PROT_BLSR_4F_PCA
PROT_PCA
PROT_TUNNEL
PROT_UNPROTECTED
PROT_UNKNOWN
PROT_NOT_APPLICABLE
PROT_PARTIALLY_PROTECTED
PROT_YCABLE

All ManagedElements that 
support topological links

linkCost int, 0 to 1024

ONS 15530 and ONS 15540 connectionType Inter-NE
Intra-NE

Managed Element Type Parameter Name Supported Parameter Values
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Parameters

Throws

globaldefs::ProcessingFailureException:

EXCPT_NOT_IMPLEMENTED 

This exception is raised if EMS cannot support this service.

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.2.7 emsMgr::EMSMgr_I::getTopLevelTopologicalLink
Synopsis

void getTopLevelTopologicalLink(
         in globaldefs::NamingAttributes_T topoLinkName,
         out topologicalLink::TopologicalLink_T topoLink) 
         raises(globaldefs::ProcessingFailureException);

Description

This interface allows an NMS to request the top-level topological link given that its name is under the 
control of the EMS. 

If the link is under the control of the EMS and then removed from the NE, the“ProvType” parameter is 
reported as INVALID.

Parameters

Name Type Input/Output Description

how_many unsigned long In Maximum number of top-level topological 
links to return in the first batch

nameList globaldefs::NamingAt
tributesList_T

Out First batch of top-level topological link names

nameIt globaldefs::NamingAt
tributesIterator_I

Out Iterator to retrieve the remaining top-level 
topological link names

Name Type Input/Output Description

topoLinkName globaldefs::NamingAttributes_T In Name of the topological link

topoLink TopologicalLink::TopologicalLink_T Out Top-level topological link
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Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when topoLinkName does not reference a top level topological link object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when topoLinkName references a top level topological link object that does not 
exist in the EMS. 

Compliance

TMF-defined.

3.2.8 emsMgr::EMSMgr_I::createTopologicalLink 
Synopsis

void createTopologicalLink(
         in topologicalLink::TLCreateData_T createData,
         out topologicalLink::TopologicalLink_T topologicalLink) 
         raises(globaldefs::ProcessingFailureException);

Description

This interface allows an NMS to create a topological link manually between two MEs. CTM supports 
topological link creation between MEs belonging to the same MultiLayerSubnetwork. If CTM auto 
discovers a topological link between two end points on which a manually created link exists, then CTM 
overwrites the manually-created topological link information with the autodiscovered topological link 
information.CTM generates an AttributeValueChange event when a manually created link is overwritten 
with auto discovered topological link information. CTM supports topological link creation between two 
unmanaged NEs, and also between a managed NE and an unmanaged NE. CTM ignores the topological 
link layer rate if the topological link creation is between two unmanaged NEs.

CTM generates a ObjectCreation event notification when a new topological link is created.

Note TLCreateData_T is a CTM-defined data structure. 

Note CTM creates topological links between two PTPs even if there are no existing physical link connection 
in the network. To actually enable traffic through the link, the NMS has to ensure physical link 
connectivity and enable SDCC on the topological link.

This interface is supported for ONS 15454 SONET, ONS 15454 SDH, ONS 15327 SONET, ONS 15600 
SONET, ONS 15600 SDH, and for unmanaged NEs.
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Parameters

CTM support for TLCreateData_T structure is described below:

• string userLabel

– Supported. Value of this field will be assigned to name of newly created topological link.

• boolean forceUniqueness

– CTM will guarantee uniqueness of topological link names.

• string owner

– Not supported.

• globaldefs::ConnectionDirection_T direction. CTM supports:

– CD_BI for bidirectional links

– CD_BI_EW for bidirectional East to West links

– CD_BI_WE for bidirectional West to East links

– CD_UNI for unidirectional links

– CD_UNI_EW for unidirectional East to West links

– CD_UNI_WE for unidirectional West to East links

• transmissionParameters::LayerRate_T rate. Supported Layer Rates are:

– LR_DSR_OC3_STM1 (for physical link)

– LR_DSR_OC12_STM4 (for physical link)

– LR_DSR_OC48_STM16 (for physical link)

– LR_DSR_OC192_STM64 (for physical link)

– LR_Physical_2_5_Gigabit_ITU (for WDM physical link)

– LR_Physical_10_Gigabit_ITU (for WDM physical link)

– LR_Line_OC3_STS3_and_ MS_STM1 (for SONET/SDH link)

– LR_Line_OC12_STS12_and_ MS_STM4 (for SONET/SDH link)

– LR_Line_OC48_STS48_and_ MS_STM16 (for SONET/SDH link)

– LR_Line_OC192_STS192_and_ MS_STM64 (for SONET/SDH link)

– LR_OCH_2_5_Gigabit_ITU (for WDM OCH link)

– LR_OCH_10_Gigabit_ITU (for WDM OCH link)

– LR_Optical_Transmission_Section (for OTS link)

– LR_Optical_Multiplex_Section (for OMS link)

• globaldefs::NamingAttributes_T aEndTP

– Supported.

Name Type Input/Output Description

createData topologicalLink::T
LCreateData_T

In Data structure containing details for creating 
new topological links.

topological
Link

topologicalLink::T
opologicalLink_T

Out Created topological link information.
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• globaldefs::NamingAttributes_T zEndTP

– Supported.

• globaldefs::NVSList_T additionalCreationInfo

– Supported parameters are listed in the following table.

• globaldefs::sSrlgGroupList_T srlgGroupListValue

– Supported. This field holds the SRLG group values. This is an optional parameter. The user can 
include the SRLG group during link creation. A maximum of five SRLG groups are supported 
for a given link. SRLG groups are only supported for SONET/SDH topological links.

Throws

globaldefs::ProcessingFailureException:

EXCPT_NOT_IMPLEMENTED 

This exception is raised if EMS cannot support this service.

EXCPT_INVALID_INPUT

This exception is raised if input createData is not valid.

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

Compliance

CTM-defined.

3.2.9 emsMgr::EMSMgr_I::createTopologicalLinkWithYCableProtection 
Synopsis

void createTopologicalLinkWithYCableProtection(
         in topologicalLink::MTLCreateData_T createData,
         out topologicalLink::TopologicalLink_T topologicalLink) 
         raises(globaldefs::ProcessingFailureException);

Description

This interface allows an NMS to create a Y-Cable topological link manually between two MEs. Y-Cable 
links are bidirectional links from one source PTP to two destination PTPs. (TMF limits topological links 
to one source and one destination PTP.)

CTM reports two topological links for a Y-Cable link. Both links have the same nativeEMSName. See 
the “2.2.6.1 TopologicalLink” section on page 2-55.

Managed Element Type Parameter Name Supported Parameter Values

All ManagedElements that 
support topological links

linkProtectionType PROT_ONE_PLUS_ONE

All ManagedElements that 
support topological links

linkCost int, 1 to 2147483647
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The destination of the Y-Cable link must be on a DWDM card on either a ONS 15454 SONET, 
ONS 15454 SDH, or ONS155xx NE.

CTM generates two ObjectCreationEvent notifications when a new Y-Cable topological link is created. 
The topological link returned from this method is one leg of the Y-Cable.

This interface is supported for ONS 15454 SONET, ONS 15454 SDH, and ONS155xx NEs.

Parameters

CTM support for MTLCreateData_T structure is described below:

• string userLabel

– Supported. Value of this field will be assigned to nativeEMSName of the newly created 
topological link.

• boolean forceUniqueness

– CTM will guarantee uniqueness of topological link names.

• string owner

– Not supported.

• globaldefs::ConnectionDirection_T direction. CTM supports:

– CD_BI for bidirectional links

– CD_BI_EW for bidirectional East to West links

– CD_BI_WE for bidirectional West to East links

– CD_UNI for unidirectional links

– CD_UNI_EW for unidirectional East to West links

– CD_UNI_WE for unidirectional West to East links

• transmissionParameters::LayerRate_T rate. Supported Layer Rates are:

– LR_Physical_2_5_Gigabit_ITU

– LR_Physical_10_Gigabit_ITU

– LR_DSR_OC3_STM1

– LR_DSR_OC12_STM4

– LR_DSR_OC48_STM16

– LR_DSR_OC192_STM64

• globaldefs::NamingAttributesList_T aEndTPs

– Supported; should contain only one PTP.

• globaldefs::NamingAttributesList_T zEndTPs

– Supported; should contain two PTPs on the same ME.

Name Type Input/Output Description

createData topologicalLink:M
TLCreateData_T

In Data structure containing details for creating 
new Y-Cable topological link.

topological
Link

topologicalLink::T
opologicalLink_T

Out One leg of the created Y-Cable topological link 
information.
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• globaldefs::NVSList_T additionalInfo

– Supported parameters are listed in the following table.

• globaldefs::sSrlgGroupList_T srlgGroupListValue

– Supported. This field holds the SRLG group values. This is an optional parameter. The user can 
include the SRLG group during link creation. A maximum of five SRLG groups are supported 
for a given link. SRLG groups are only supported for SONET/SDH topological links.

Throws

globaldefs::ProcessingFailureException:

EXCPT_NOT_IMPLEMENTED 

This exception is raised if EMS cannot support this service.

EXCPT_INVALID_INPUT

This exception is raised if createData input is not valid.

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

Compliance

CTM-defined.

3.2.10 emsMgr::EMSMgr_I::deleteTopologicalLink 
Synopsis

void deleteTopologicalLink(
         in globaldefs::NamingAttributes_T topoLinkName) 
         raises(globaldefs::ProcessingFailureException);

Description

This interface allows an NMS to delete a topological link manually between two NEs. CTM throws the 
exception EXCPT_UNABLE_TO_COMPLY if an attempt is made to delete an autodiscovered 
topological link or if the topological link cannot be deleted in the current state. CTM generates a 
ObjectDeletion Event notification when a topological link is deleted.

Note CTM deletes topological links between two PTPs even if there is a physical link connection in the 
network. NMS has to ensure disabling of SDCC, deletion of all circuits carried through the link and 
removal of the physical link connectivity.

This interface is supported for ONS 15216, ONS 15310, ONS 15327 SONET, ONS 15454 SONET, ONS 
15454 SDH, ONS 155xx, ONS 15600 SONET, ONS 15600 SDH, and unmanaged NEs.

Managed Element Type Parameter Name Supported Parameter Values

All ManagedElements that 
support topological links

linkCost int, 1 to 2147483647
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Parameters

Throws

globaldefs::ProcessingFailureException:

EXCPT_INVALID_INPUT

This exception is raised if input createData is not valid.

EXCPT_ENTITY_NOT_FOUND 

Raised if the specified topological link name does not exist in CTM.

EXCPT_NOT_IMPLEMENTED 

This exception is raised if EMS cannot support this service.

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_UNABLE_TO_COMPLY

This exception is raised if an attempt is made to delete an autodiscovered topological link.

Compliance

CTM-defined.

3.2.11 emsMgr::EMSMgr_I::modifyTopologicalLink
Synopsis

void modifyTopologicalLink(
in topologicalLink::TLCreateData_T newTLCreateData,
out topologicalLink::TopologicalLink_T newTopologicalLink )
raises(globaldefs::ProcessingFailureException);

Description

This interface allows an NMS to modify some of the parameters of the existing topological link. The 
following parameters can be modified using modifyTopologicalLink API:

• Description of the topological link

• Cost attribute (can be modified for SONET and SDH links only)

• Shared Risk Link Group (SRLG) values (can be modified for SONET and SDH links only)

Name Type Input/Output Description

topoLinkName globaldefs::Namin
gAttributes_T

In The name of the topological link to be deleted
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Parameters

CTM support for TLCreateData_T structure is described below:

• string userLabel

– Supported. Value of this field will be assigned to the name of the newly created topological link.

• boolean forceUniqueness

– CTM will guarantee uniqueness of topological link names.

• string owner

– Not supported.

• globaldefs::ConnectionDirection_T direction. CTM supports:

– CD_BI for bidirectional links

– CD_UNI for unidirectional links

• transmissionParameters::LayerRate_T rate. Supported Layer Rates are:

– LR_Physical_2_5_Gigabit_ITU (for WDM physical link)

– LR_Physical_10_Gigabit_ITU (for WDM physical link)

– LR_DSR_OC3_STM1 (for physical link)

– LR_DSR_OC12_STM4 (for physical link)

– LR_DSR_OC48_STM16 (for physical link)

– LR_DSR_OC192_STM64 (for physical link)

– LR_Line_OC3_STS3_and_MS_STM1 (for SONET/SDH link)

– LR_Line_OC12_STS12_and_MS_STM4 (for SONET/SDH link)

– LR_Line_OC48_STS48_and_MS_STM16 (for SONET/SDH link)

– LR_Line_OC192_STS192_and_MS_STM64 (for SONET/SDH link)

– LR_OCH_2_5_Gigabit_ITU (for WDM OCH link)

– LR_OCH_10_Gigabit_ITU (for WDM OCH link)

– LR_Optical_Transmission_Section (for OTS link)

– LR_Optical_Multiplex_Section (for OMS link)

• globaldefs::NamingAttributesList_T aEndTPs

– Supported.

• globaldefs::NamingAttributesList_T zEndTPs

– Supported.

Name Type Input/Output Description

createData topologicalLink::TL
CreateData_T

In Data structure containing details for 
creating a new topological link.

topologicalLink topologicalLink::Top
ologicalLink_T

Out Information on the created topological link.
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• globaldefs::NVSList_T additionalCreationInfo

– Supported parameters are listed in the following table.

• globaldefs::sSrlgGroupList_T srlgGroupListValue

– Supported. This field holds the SRLG group values. This is an optional parameter. The user can 
include the SRLG group during link creation. A maximum of five SRLG groups are supported 
for a given link. SRLG groups are only supported for SONET/SDH topological links.

Throws

globaldefs::ProcessingFailureException:

EXCPT_NOT_IMPLEMENTED 

This exception is raised if EMS cannot support this service.

EXCPT_INVALID_INPUT

This exception is raised if createData input is not valid.

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

Compliance

CTM-defined.

3.2.12 emsMgr::EMSMgr_I::getEMS
Synopsis

void getEMS(out EMS_T emsInfo) raises(globaldefs::ProcessingFailureException);

Description

This interface allows an NMS to request EMS information.

Parameters

CTM supports EMS_T as follows:

• globaldefs::NamingAttributes_T name

– EMS ID is returned as the same name that is displayed on the CTM client EMS property sheet.

Managed Element Type Parameter Name Supported Parameter Values

All ManagedElements that 
support topological links

linkProtectionType PROT_ONE_PLUS_ONE

All ManagedElements that 
support topological links

linkCost int, 1 to 2147483647

Name Type Input/Output Description

emsInfo EMS_T Out EMS information
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• string userLabel

– Not supported.

• string nativeEMSName

– CTM returns the EMS ID that is displayed on the CTM client EMS property sheet.

• string owner

– Not supported.

• string emsVersion

– CTM returns “5.0.”

• string type

– CTM returns “Cisco Systems/Cisco Transport Manager.”

• globaldefs::NVSList_T additionalInfo

– Not supported.

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Compliance

TMF-defined.

3.2.13 emsMgr::EMSMgr_I::getAllL2Topologies
Synopsis

void getAllL2Topologies(in multiLayerSubnetwork::L2TopoType_T l2TopoType,
in unsigned long how_many,
out multiLayerSubnetwork::L2TopologyList_T l2TopoList,
out multiLayerSubnetwork::L2TopologyIterator_I l2TopoIt)
raises(globaldefs::ProcessingFailureException);

Description

This interface lists all L2 topologies of a particular topology type in the EMS. The L2 topology has a 
scope in EMS. CTM supports only Resilient Packet Ring (RPR) and point-to-point L2 topology types.

CTM supports this operation only for ONS 15454 SONET and ONS 15454 SDH NEs.

Parameters

Name Type Input/Output Description

l2TopoType MultiLayerSubnetwork::
L2TopoType_T

In The type of L2 topologies to be returned.

how_many unsigned long In Maximum number of L2 topologies to be 
returned in the first batch.
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CTM provides the following support for the L2Topology_T structure:

• globaldefs::NamingAttributes_T name

– Supported. The field contains two tuples. The first tuple contains value for EMS. The second 
tuple contains the L2 topology name.

• string userLabel

– Not supported.

• string nativeEMSName

– Supported. L2 topology name is reported.

• string owner

– Not supported.

• L2TopoLayerRate_T layerRate

Supported. This represents the total capacity of the L2 topology. L2TopoLayerRate_T contains the 
following information:

– LayerRate_T layerRate—This represents the layer rate of the SNCs. In case of VCAT, it 
represents the layer rate of the member SNCs.

– Unsigned long number of VCAT members—This represents the number of members in each 
SNC of an L2 topology consisting of all VCAT SNCs. It will contain a value less than one in all 
other cases and should be ignored in such cases.

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c

– LR_STS12c_and_VC4_4c

– LR_STS24c_and_VC4_8c

– LR_Not_Applicable (if the L2 topology contains L1 SNCs with different layer rates or if the L2 
topology contains a mix of CCAT and VCAT L1 SNCs.)

• multiLayerSubnetwork::L2TopoType l2TopoType

– The type of L2 topology. Valid values are L2TopoType.PT2PT and L2TopoType.RPR.

• multiLayerSubnetwork::L2TopoState topoState

– The state of the L2 topology. Valid values are L2TopoState.COMPLETE and 
L2TopoState.INCOMPLETE.

• multiLayerSubnetwork::L2TopoOperState

– The operational state of the L2 topology. Valid values are L2TopoOperState.IS, 
L2TopoOperState.ISPARTIAL, L2TopoOperState.OOS.

l2TopoList multiLayerSubnetwork::
L2TopologyList_T

Out List of available L2 topologies in this 
MultiLayerSubnetwork.

l2TopoIt multiLayerSubnetwork::
L2TopologyIterator_I

Out The iterator used to retrieve the remaining 
L2 topologies.

Name Type Input/Output Description
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• multiLayerSubnetwork::L2TopoSyncState topoSyncState

– Indicates the current L2Topology Synchronization State. Valid values are for the 
L2TopoSyncState are L2TopoSyncState.NEEDED, L2TopoSyncState.INPROGRESS, 
L2TopoSyncState.COMPLETED, L2TopoSyncState.PARTIAL_COMPLETED, 
L2TopoSyncState.FAILED, and L2TopoSyncState.L2NOTREADY.

• globaldefs::NVSList_T additionalInfo

– Supports the bandwidth parameters SpMgmtBandwidth, CommittedBandwidth, 
BestEffortBandwidth, AvvidControlBandwidth, SpMgmtCoS, CommittedCoS, 
AvvidVoiceVideoCoS, AvvidControlCoS, and cos value CoSCommit. All or none of these 
parameters should be passed. Each of the bandwidth parameters (SpMgmtBandwidth, 
CommittedBandwidth, BestEffortBandwidth, AvvidControlBandwidth) should be between 1 
and 99 and the sum of all four bandwidth parameters should be between 1 and 99. CoS commit 
value should be in the range of 0 to 7. If none of these parameters are passed, CTM will take the 
following default values: SpMgmtBandwidth (5), CommittedBandwidth (80), 
BestEffortBandwidth (10), AvvidControlBandwidth (4), SpMgmtCoS (6, 7), CommittedCoS 
(1, 2), AvvidVoiceVideoCoS (5), AvvidControlCoS (3), and CoSCommit (2).

Throws

globaldefs::ProcessingFailureException:

EXCPT_INVALID_INPUT

This exception is raised if input L2TopoType is not valid.

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_TOO_MANY_OPEN_ITERATORS 

This exception is raised when the maximum number of iterators that the EMS can support has been 
reached.

Compliance

CTM-defined.

3.2.14 emsMgr::EMSMgr_I::getAllQoSTemplateNames
Synopsis

void getAllQoSTemplateNames ( in unsigned long how_many,
out globaldefs::NamingAttributesList_T qosTempNameList,
out globaldefs::NamingAttributesIterator_I qosTempNameIt)
raises (globaldefs::ProcessingFailureException);

Description

This interface lists all QoS template names in the EMS. The QoS template has a scope in EMS.

CTM supports this operation only for ONS 15454 SONET and ONS 15454 SDH NEs.
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Parameters

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_TOO_MANY_OPEN_ITERATORS 

This exception is raised when the maximum number of iterators that the EMS can support has been 
reached.

Compliance

CTM-defined.

3.2.15 emsMgr::EMSMgr_I::getAllQoSTemplates
Synopsis

void getAllQoSTemplates
in unsigned long how_many,
out QoSTemplateList_T qosTempList
out QoSTemplateIterator_I qosTempIt)
raises (globaldefs::ProcessingFailureException);

Description

This interface lists all QoS template in the EMS. The QoS template has a scope in EMS.

CTM supports this operation only for ONS 15454 SONET and ONS 15454 SDH NEs.

Parameters

Name Type Input/Output Description

how_many unsigned long In Maximum number of qosTempNames to be 
returned in the first batch

qosTempNa
meList

globaldefs::Namin
gAttributesList_T

Out First batch of names

qosTempNa
meIt

globaldefs::Namin
gAttributesIterator
_I

Out The iterator used to retrieve the remaining names

Name Type Input/Output Description

how_many unsigned long In Maximum number of qosTempNames 
to be returned in the first batch

qosTempList QoSTemplateList_T Out First batch of QoSTemplates

qosTempIt QoSTemplateIterator_I Out The iterator used to retrieve the 
remaining QoSTemplates
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The structure that CTM supports for the QoSTemplate is described below:

enum TemplateType_T{ UNKNOWN, BEST_EFFORT, CIR_PIR, ADVANCED};
struct QoSTemplate_T {
//It will contain two tuples. First tuple will contain value for EMS. Second tuple will
//contain QoSTemplate_T {

globaldefs::NamingAttributes_T templateName;
string qos_template_description;
TemplateType_T templateType;
QOSPolicy_T policy;

};

typedef sequence< QoSTemplate_T> QoSTemplateList_T;
interface QoSTemplateIterator_I

{
boolean next_n(in unsigned long how_many,
outQosTemplateList_T qosTempList)
raises (globaldefs::ProcessingFailureException);
unsigned long getLength()
raises (globaldefs::ProcessingFailureException);
void destroy()
raises (globaldefs::ProcessingFailureException);

};

enum COSMarking_T{COSMARKING_UNKNOWN, COSMARKING_MARK_COS, COSMARKING_TRUST};
enum ExcessAction_T{EXCESS_ACTION_UNKNOWN, EXCESS_ACTION_DISCARD, EXCESS_ACTION_ALLOW};
enum ViolateAction_T{VIOLATE_ACTION_UNKNOWN, VIOLATE_ACTION_DISCARD, 
VIOLATE_ACTION_ALLOW};
enum MatchOption_T{MATCH_OPTION_OR, MATCH_OPTION_AND};
enum Classification{MATCH_ANY, MATCH_DSCP, MATCH_IP, MATCH_COS};
enum BestEffortType_T{BEST_EFFORT_UNKNOWN, BEST_EFFORT_RATE, BEST_EFFORT_LINE};
enum CIRType_T{CIR_UNKNOWN, CIR_RATE, CIR_LINE}

struct QoSPolicer_T {
CIRType_T cir_type;
long cir;
long cir_burst;
COSMarking_T cir_cos;
long cir_cos_val;
ExcessAction_T excess_act;
long pir;
long pir_burst;
COSMarking_T pir_cos;
long pir_cos_val;
ViolateAction_T violate_act;
long violate_cos_val;
BestEffortType_T beff_type;
long beff_rate;
long beff_burst;

};

struct MatchProtocol_T (
Classification_T matchTraffic;
string value;

};

typedef sequence<MatchProtocol_T>MatchProtocolList_T;

struct QoSClass_T {
MatchProtocolList_T classification;
string class_name;
QoSPolicer_T policer;
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MatchOption_T operator;
}
typedef sequence<QoSClass_T>QoSClassList_T
enum QoSPolicing_T{QOSP_UNKNOWN, QOSP_DEFAULT, QOSP_DEFINED, QOSP_CIRPIR, QOSP_ADVANCED}

The existing QOSPolicy_T structure will be changed to the following:

struct QOSPolicy_T{
string policy_name;
QoSClassList_T qosClasses;
QosPolicing_T policing

}

enum QoSProvisioning Type_T{PROV_QoSPolicy, PROV_QoSTemplate};

/**This union data structure will be used in MLVLANTPQOSPolicy_T and MLVLANTPData_T.OSS
user can either pass a template or the entire QoSPolicy in the provisioning request**/

union QoSPolicyData_T switch (QoSProvisioningType_T){

case PROV_QoSPolicy:
QOSPolicy_T qosPolicy;
case PROV_QoSTemplate:
globaldefs::NamingAttributes_T templateName;}

typedef sequence<QoSPolicyData_T>QoSPolicyDataList_T;

The existing MLVLANTPQOSPolicy_T structure will be changed to the following:

struct MLVLANTPQOSPolicy_T{
globaldefs::NamingAttributes_T tpName;

// QOSPolicy_T qosPolicy;
QOSPolicyData_T qosPolicyData;

}

typedef sequence<MLVLANTPQOSPolicy_T>MLVLANTPQOSPolicyList_T;

The existing MLVLANTPData_T structure will be changed to the following:

struct MLVLANTPData_T{
globaldefs::NamingAttributes_T tpName;
L2PortType_T portType;
L2ConnectionType_T connectionType;
L2PortState_T portState;

// QOSPolicy_T qosPolicy;
QOSPolicyData_T qosPolicy;
long portVlan;

}
typedef sequence<MLVLANTPData_T> MLVLANTPDataList_T;

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_TOO_MANY_OPEN_ITERATORS 

This exception is raised when the maximum number of iterators that the EMS can support has been 
reached.
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Compliance

CTM-defined.

3.2.16 emsMgr::EMSMgr_I::getQoSTemplate
Synopsis

void getAllQoSTemplates
in globaldefs::NamingAttribute_T QoSTemplateName,
out QoSTemplate_T qosTemp
raises (globaldefs::ProcessingFailureException);

Description

This interface reports the complete QoS template information given the QoS template name. The QoS 
template has a scope in EMS.

CTM supports this operation only for ONS 15454 SONET and ONS 15454 SDH NEs.

Parameters

For more information on the QoSTemplate_T structure, see the 
“3.2.14 emsMgr::EMSMgr_I::getAllQoSTemplateNames” section on page 3-21.

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR 

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the QoS template name is not valid.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the QoS template name does not exist on the EMS.

Name Type Input/Output Description

qosTemplateName globaldefs::Naming
Attributes_T

In QoSTemplate name

qosTemp QoSTemplate_T Out QoSTemplate giving the complete 
information
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Compliance

CTM-defined.

3.3 emsSession::EmsSession_I
The emsSession module allows the client to interrogate the EMS to determine which manager interfaces 
it supports. The NMS retrieves an instance of the manager interface objects it requires. This interface is 
inherited from session::Session_I.

interface EmsSession_I:session::Session_I

3.3.1 emsSession::EmsSession_I::getEventChannel
Synopsis

void getEventChannel(
out CosNotifyChannelAdmin::EventChannel eventChannel)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to access the event channel to receive notifications. CTM publishes the 
name of the notification channel through the naming service. You can use the naming service to get the 
corresponding object reference.

Parameters

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Compliance

TMF-defined.

3.3.2 emsSession::EmsSession_I::getManager
Synopsis

void getManager(
in string managerName,
out common::Common_I managerInterface)
raises(globaldefs::ProcessingFailureException);

Name Type Input/Output Description

eventChannel CosNotifyChannelAdmin:
:EventChannel

Out Event channel that the NMS uses
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Description

This operation allows an NMS to access the specified manager interface.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_NOT_IMPLEMENTED

This exception indicates that the EMS does not support the manager.

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Compliance

TMF-defined.

3.3.3 emsSession::EmsSession_I::getSupportedManagers
Synopsis

void getSupportedManagers(out managerNames_T supportedManagerList)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request the manager interfaces that the EMS implements.

Name Type Input/Output Description

managerName string In Class or type of manager object that the 
client wants.

managerInterface common::Common_I Out The actual object returned implements the 
specified manager interface. However, it is 
returned as a Common_I object so the 
operation can be generic. The client should 
narrow the returned object to the correct 
object type.
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Parameters

Throws

None.

Compliance

TMF-defined.

3.4 emsSessionFactory::EmsSessionFactory_I
A single instance of the EmsSessionFactory_I is the entry point to the EMS. The NMS uses this object 
reference to connect to CTM. This interface implements the version interface and returns the server IDL 
version. It is inherited from mtnmVersion::Version_I.

interface EmsSessionFactory_I:mtnmVersion::Version_I

3.4.1 emsSessionFactory::EmsSessionFactory_I::getEmsPublicKey
Synopsis

void getEmsPublicKey(out string publicKey)
raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to obtain the string representation of the RSA Public Key from CTM for 
encrypting the username and password. Encoding uses Base64 encoding scheme.

The OSS client should use Base64 decoder to decode the Public Key and get the byte array of the key 
from the decoded Public Key string. The byte array corresponding to the Public Key represents the key 
in its primary encoded format; in this case, X.509 SubjectPublicKeyInfo.

You can create the RSAPublic Key using this byte array and cryptographic libraries. Use this key to 
encrypt the username and password.

Name Type Input/Output Description

supportedManag
erList

managerNames_T Out List of manager names supported in the form 
“managerName,” where managerName is one 
of the following defined manager strings for 
CTM:

• EMS

• ManagedElement

• MultiLayerSubnetwork

• EquipmentInventory

• PerformanceManagement

• Maintenance

• Protection
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Before passing the encrypted password to CTM for login, the OSS client must use Base64 encoder to 
encode the encrypted username and password. This provides the string equivalent of the encrypted data.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Compliance

CTM-defined.

3.4.2 emsSessionFactory::EmsSessionFactory_I::getEmsPublicKeyPair
Synopsis

void getEmsPublicKeyPair(out string publicKeyModulus,
out string publicKeyExponent)
raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to obtain the string representation of the RSA Public Key Pair (in the 
Modulus and Exponent forms) from CTM for encrypting the username and password. 

The OSS client should convert the string representation of the Public Key Modulus and Public Key 
Exponent into a nonnegative integer and create an RSA Public Key using cryptographic libraries. The 
OSS client uses this key to encrypt the username and password.

Before passing the encrypted password to CTM for login, the OSS client must use Base64 encoder to 
encode the encrypted username and password. This provides the string equivalent of the encrypted data.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Name Type Input/Output Description

publicKey string Out The Public Key string returned by CTM.

Name Type Input/Output Description

publicKeyModulus string Out The Public Key Modulus string returned by CTM.

publicKeyExponent string Out The Public Key Exponent string returned by CTM.
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Compliance

CTM-defined.

3.4.3 emsSessionFactory::EmsSessionFactory_I::getEmsSession
Synopsis

void getEmsSession(in string user,
      in string password,
      in nmsSession::NmsSession_I client,
      out emsSession::EmsSession_I emsSessionInterface)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to obtain the EmsSession_I object, which contains all managers of the 
EMS.

CTM R5.0 allows four to 25 concurrent login sessions and as many user profiles as required.

The username and password must contain between one and 53 characters. 

This operation can also accept encrypted username and password. See the “B.2 Encryption Between 
CTM and GateWay/CORBA” section on page B-3 for information on how to enable this feature.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that the client is invalid.

EXCPT_ACCESS_DENIED

This exception indicates a security violation.

Name Type Input/Output Description

user string In The user or application that is trying to 
access the server. This user must have a 
profile created in CTM.

password string In Password for the user application.

client nmsSession::NmsSessi
on_I

In Handle to the NMS NmsSession_I object, 
to which the returned EmsSession_I object 
must be associated.

emsSessionIn
terface

emsSession::EmsSessio
n_I

Out CORBA Interoperable Object Reference 
(IOR) for the EmsSession_I interface.
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Compliance

TMF-defined.

3.5 equipment::EquipmentInventoryMgr_I
This interface accesses operations that deal with equipment. A handle to an instance of this interface is 
gained through the getManager operation in emsSession. This interface is inherited from 
common::Common_I.

interface EquipmentInventoryMgr_I:common::Common_I

This interface implements the getCapabilities method. Operations described in the following sections are 
returned to the NMS when it invokes getCapabilities.

3.5.1 equipment::EquipmentInventoryMgr_I::getAllEquipment 
Synopsis

void getAllEquipment(in globaldefs::NamingAttributes_T meOrHolderName,
      in unsigned long how_many,
      out EquipmentOrHolderList_T eqList,
      out EquipmentOrHolderIterator_I eqIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request all the equipment and equipment holders contained in an ME 
or equipment holder.

Parameters

The EqList parameter contains a sequence of the EquipmentOrHolder_T data type, which is defined as 
the union of Equipment_T and EquipmentHolder_T. 

Name Type Input/Output Description

meOrHolder
Name

globaldefs::NamingAttributes_T In Name of the ME or equipment 
holder for which to retrieve 
contained equipment and 
equipment holders

how_many unsigned long In Maximum number of 
EquipmentOrHolder_Ts to return 
in the first batch

eqList EquipmentOrHolderList_T Out First batch of 
EquipmentOrHolder_Ts

eqIt EquipmentOrHolderIterator_I Out Iterator used to retrieve the 
remaining EquipmentOrHolder_Ts
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CTM supports Equipment_T as follows:

• globaldefs::NamingAttributes_T name

– Supported. This field has four tuples. The first tuple is for EMS, the second is for 
ManagedElement, the third is for EquipmentHolder, and the fourth contains Equipment. The 
value of the fourth tuple is the same as the nativeEMSName field.

• string userLabel

– Not supported.

• string nativeEMSName

– Supported. The naming convention is described in the “2.2.5 Naming Conventions” section on 
page 2-34.

• string owner

– Not supported.

• boolean alarmReportingIndicator

– Supported for ONS 15454 SONET and ONS 15327 only.

• ServiceState_T serviceState

– Not supported.

• EquipmentObjectType_T expectedEquipmentObjectType

– For a list of supported values for the ONS 15200, see Table 2-26 on page 2-42.

– For a list of supported values for the ONS 15216, see Table 2-27 on page 2-42 and Table 2-28 
on page 2-42.

– For a list of supported values for the ONS 15302, see Table 2-29 on page 2-43.

– For a list of supported values for the ONS 15305, see Table 2-30 on page 2-43.

– For a list of supported values for the ONS 15310 CL, see Table 2-31 on page 2-44.

– For a list of supported values for the ONS 15327, see Table 2-32 on page 2-44.

– For a list of supported values for the ONS 15454 SONET, see Table 2-33 on page 2-45.

– For a list of supported values for the ONS 15454 SDH, see Table 2-34 on page 2-46.

– For a list of supported values for the ONS 15501, ONS 15530, and ONS 15540, see Appendix D, 
“ONS 15501, ONS 15530, and ONS 15540 Equipment List.”

– For a list of supported values for the ONS 15600 SONET, see Table 2-35 on page 2-48.

– For a list of supported values for the ONS 15600 SDH, see Table 2-36 on page 2-49.

– For a list of supported values for the ONS 15800 and ONS 15801, see Table 2-37 on page 2-49.

– For a list of supported values for the ONS 15808, see Table 2-38 on page 2-51.

• EquipmentObjectType_T installedEquipmentObjectType

– Supported. The value reported by the NE is inserted in this field.

• string installedPartNumber

– Supported when equipment is installed.

• string installedVersion

– Supported when equipment is installed.
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• string installedSerialNumber

– Supported when equipment is installed.

• globaldefs::NVSList_T additionalInfo

– Supported when equipment is installed. Common Language Equipment Identification (CLEI) 
code is available.

CTM supports EquipmentHolder_T as follows:

• globaldefs::NamingAttributes_T name

– Supported. This field has three tuples: one for EMS, one for ManagedElement, and one for 
EquipmentHolder name. 

• string userLabel

– Not supported.

• string nativeEMSName

– Supported. The naming convention is defined in the “2.2.5 Naming Conventions” section on 
page 2-34.

• string owner

– Not supported.

•  boolean alarmReportingIndicator

– Not supported.

•  EquipmentHolderType_T holderType

– Supported. Valid values are additionalHolder, rack, shelf, and slot. 
For ONS 15530 and ONS 15540, valid values are “rack,” “shelf,” “slot,” “subslot,” and 
“ppm_holder.” For ONS 15501, valid values are “rack” and “shelf.” For ONS 15310 and 
ONS 15600, valid values are “rack,” “shelf,” “slot,” “subslot,” and “port_holder.” For all 
equipment supporting SFP modules, valid values are “rack,” “shelf,” “slot,” “subslot,” and 
“port_holder.”

•  globaldefs::NamingAttributes_T expectedOrInstalledEquipment

– Supported. If the slot is empty and not preprovisioned for any equipment, this field is empty.

•  EquipmentObjectTypeList_T acceptableEquipmentTypeList

– Supported for all systems except the ONS 15501, ONS 15530, or ONS 15540. The following 
tables list the equipment types for all supported NEs.

ONS 15200 Slot Number Acceptable Equipment

All slots CLIP-0-UNP-xx1

1. xx represents the specific lambda wavelength as configured on the CLIP.

CLIP-7-UNP-xx

ONS 15216 DCU 
Slot Number Acceptable Equipment

1, 2 DCU-100 (100 ps/nm)

1, 2 DCU-350 (350 ps/nm)

1, 2 DCU-450 (450 ps/nm)
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1, 2 DCU-550 (550 ps/nm)

1, 2 DCU-750 (750 ps/nm)

1, 2 DCU-950 (950 ps/nm)

1, 2 DCU-1150 (1150 ps/nm)

ONS 15216 FlexLayer 
Slot Number Acceptable Equipment

1, 2, 3, 4 FLA-8-<Channel ID>

Channel ID=36.6, 44.5, 52.5, 60.6

1, 2, 3, 4 FLB-2-<Channel ID>

Channel ID=31.1, 32.6, 35.0, 36.6, 38.9, 40.5, 42.9, 44.5, 
46.9, 48.5, 50.9, 52.5, 54.9, 56.5, 58.9, 60.6

1, 2, 3, 4 CS-2

1, 2, 3, 4 CS-3

1, 2, 3, 4 CS-4

1, 2, 3, 4 CS-SM-Y

1, 2, 3, 4 CS-MM-Y

1, 2, 3, 4 SC-4B

1, 2, 3 VOA-4

ONS 15302 
Slot Number Acceptable Equipment

1 E1-12

2 S1.1-2-SC

3 E100-4

4 WAN-4 and WAN-1

ONS 15305 
Slot Number Acceptable Equipment

1, 2, 3, 4 All equipment list in Table 2-30 on page 2-43.

ONS 15327 
Slot Number Acceptable Equipment

7, 8 MIC

5, 6 XTC

1, 2, 3, 4 ETH100, OC12, OC48

ONS 15216 DCU 
Slot Number Acceptable Equipment
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ONS 15327 Release 3.3 supports the following values in addition to those listed in the preceding tables:

ONS 15327 Release 3.4 supports the following values in addition to those listed in the preceding tables:

ONS 15454 SONET Release 3.1 supports the following values in addition to those listed in the preceding 
tables:

ONS 15454 SONET Release 3.2 supports the following values in addition to those listed in the preceding 
tables:

ONS 15454 SONET Release 3.3 supports the following values in addition to those listed in the preceding 
tables:

ONS 15327 R3.3 
Slot Number Acceptable Equipment

1, 2, 3, 4 OC3

ONS 15327 R3.4 
Slot Number Acceptable Equipment

1, 2, 3, 4 G1000_2

ONS 15454 SONET 
Slot Number Acceptable Equipment

9 AIC

8, 10 XC, XCVT

7, 11 TCC

3, 15 DS1, DS1N, DS3, DS3N, DS3E, DS3NE, DS3XM, ETH100, ETH1000, OC3, 
OC12, EC1

1, 2, 4, 14, 16, 17 DS1, DS3, DS3E, DS3XM, ETH100, ETH1000, OC3, OC12, EC1

5, 6, 12, 13 DS1, DS3, DS3E, DS3XM, ETH100, ETH1000, OC3, OC12, EC1, OC48

ONS 15454 SONET R3.1 Slot Number Acceptable Equipment

8, 10 XC10G

5, 6, 12, 13 OC192 (only when XC10G is installed in slot 8 or 10)

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 OC48 (only when XC10G is installed in slot 8 or 10)

ONS 15454 SONET R3.2 Slot Number Acceptable Equipment

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16,17 G1000_4 (Only when XC10G is installed in slot 8 or 10)

ONS 15454 SONET R3.3 Slot Number Acceptable Equipment

1, 2, 3, 4, 14, 15, 16,17 OC12_4 (Only when XC10G is installed in slot 8 or 10)
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ONS 15454 SONET Release 3.4 supports the following values in addition to those listed in the preceding 
tables:

ONS 15454 Release 4.0 supports the following values in addition to those listed above:

ONS 15454 Release 4.1 supports the following values in addition to those listed above:

ONS 15454 Release 4.6 supports the following values in addition to those listed above:

ONS 15454 SONET R3.4 Slot Number Acceptable Equipment

9 AICI

ONS 15454 SONET R4.0 Slot Number Acceptable Equipment

5, 6, 12, 13 G1000_4 (when XC/XCVT is installed in slot 8 or 10)

7,11 TCC2

1, 2, 3, 4, 14, 15, 16, 17 OC3_8 (only when XC10G in installed in slot 8 or 10)

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 MXP_2.5G_10G, TXP_MR_10G

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 ML1000, ML100T (only when XC10G is installed in slot 8 or 
slot 10)

5, 6, 12, 13 ML1000, ML100T (only when XCVT is installed in slot 8 or 
slot 10)

ONS 15454 SONET R4.1 Slot Number Acceptable Equipment

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 TXP_MR_10G, G1000_4

(Same physical card as supported in previous releases, but with 
a different software image)

ONS 15454 SONET R4.6 Slot Number Acceptable Equipment

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 FCMR, OSC_CSM, OPT_BST, OPT_PRE, MUX_DMX4, 
AD_1B, AD_1C, AD_2C, AD_4B, AD_4C, TXPP_MR_2.5G, 
TXP_MR_2.5G, G1000_4

1, 2, 3, 4, 5, 12, 13, 14, 15, 16 MUX32_O, DMX32_O

Note These cards occupy two slots, hence they can be 
provisioned only when the two subsequent slots are 
empty. Among the two subsequent slots, the first slot 
should be mentioned for provisioning these cards.

8, 10 OSCM

1, 2, 4, 5, 6, 12, 13, 14, 16, 17 DS3I

3, 15 DS3I, DS3IN
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ONS 15454 Release 5.0 supports the following values in addition to those listed above:

ONS 15454 SDH R3.4 supports the following values in addition to those listed in the preceding tables:

ONS 15454 SDH Release 4.0 supports the following values in addition to those listed above:

ONS 15454 SONET R5.0 Slot Number Acceptable Equipment

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 FCMR, OSC_CSM, OPT_BST, OPT_PRE, MUX_DMX4, 
AD_1B, AD_1C, AD_2C, AD_4B, AD_4C, TXPP_MR_2.5G, 
TXP_MR_2.5G, 2.5G SP-Datamux xx.xx, 2.5G UP-Datamux 
xx.xx, DS3XM_12, DS3EC1_48, ML2_EXIGE, 
TXP_MR_10E, MXP_2.5G_10E, 2.5G_DM, 2.5G_DMP

1, 2, 3, 4, 5, 12, 13, 14, 15, 16 MUX32_O, DMX32_O, WSS_32, DMX32_R

Note These cards occupy two slots, hence they can be 
provisioned only when the two subsequent slots are 
empty. Among the two subsequent slots, the first slot 
should be mentioned for provisioning these cards.

8, 10 OSCM

7, 11 TCC2P

ONS 15454 SDH 
Slot Number Acceptable Equipment

9 AIC

8,10 XC10G 

7, 11 TCCI

1, 2, 4, 14, 16, 17 E1, DS3I, E3, STM1, STM4, STM16, ETH100, ETH1000, G1000_4

3, 15 E1, E1N, DS3I, DS3IN, E3, STM1, STM4, STM16, ETH100, ETH1000, 
G1000_4

6, 12 ETH100, ETH1000, G1000_4, STM1, STM4, STM16, STM64

5, 13 E1, E3, DS3I, ETH100, ETH1000, G1000_4, STM1, STM4, STM16, STM64

23 ALM_PWR

24 CRFT_TMG

18, 19, 20, 21, 22, 
25, 26, 27, 28, 29

FMEC_SMZ_E1, FMEC_SMZ_E3, FMEC_DB

ONS 15454 SDH R3.4 Slot Number Acceptable Equipment

9 AICI

1, 2, 3, 4, 14, 15, 16, 17 STM4_4

ONS 15454 SDH R4.0 
Slot Number Acceptable Equipment

7,11 TCC2

8, 10 XCVXL_10G, XCVXL_2.5G
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ONS 15454 SDH Release 4.1 supports the following values in addition to those listed above:

ONS 15454 SDH Release 4.6 supports the following values in addition to those listed above:

ONS 15454 SDH Release 5.0 supports the following values in addition to those listed above:

1, 2, 3, 4, 5, 6, 12, 13, 14, 
15, 16, 17

ML1000, ML100T, MXP_2.5G_10G, TXP_MR_10G, G1000_4

1, 2, 3, 4, 14, 15, 16, 17 E1_42, STM1_8, STM1E_12

ONS 15454 SDH R4.0 
Slot Number Acceptable Equipment

ONS 15454 SDH R4.1 Slot Number Acceptable Equipment

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 G1000_4 (Same physical card as supported in 
R4.0, but with different software image)

ONS 15454 SDH R4.6 Slot Number Acceptable Equipment

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 FCMR, OSCM_CSM, OPT_BST, OPT_PRE, 
MUX_DMX4, AD_1B, AD_1C, AD_2C, 
AD_4B, AD_4C, TXPP_MR_2.5G, 
TXP_MR_2.5G

1, 2, 3, 4, 5, 12, 13, 14, 15, 16 MUX32_O, DMX32_O

Note These cards occupy two slots, hence they 
can be provisioned only when the two 
subsequent slots are empty. Among the 
two subsequent slots, the first slot should 
be mentioned for provisioning these 
cards.

8, 10 OSCM

ONS 15454 SDH R5.0 Slot Number Acceptable Equipment

1, 2, 3, 4, 5, 6, 12, 13, 14, 15, 16, 17 FCMR, OSCM_CSM, OPT_BST, OPT_PRE, MUX_DMX4, 
AD_1B, AD_1C, AD_2C, AD_4B, AD_4C, 
TXPP_MR_2.5G, TXP_MR_2.5G, SP-Datamux xx.xx, 2.5G 
UP-Datamux xx.xx, TXP_MR_10E, MXP_2.5G_10E, 
2.5G_DM, 2.5G_DMP

1, 2, 3, 4, 5, 12, 13, 14, 15, 16 MUX32_O, DMX32_O, WSS_32, DMX32_R

Note These cards occupy two slots, hence they can be 
provisioned only when the two subsequent slots are 
empty. Among the two subsequent slots, the first slot 
should be mentioned for provisioning these cards.

8, 10 OSCM

ONS 15600 SONET Slot Number Acceptable Equipment

5, 10 TXC
3-38
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
equipment::EquipmentInventoryMgr_I
6/7, 8/9 CXC

1, 2, 3, 4, 11, 12, 13, 14 OC48_16 (for the ONS 15600 SONET), OC192_4 (for the ONS 
15600 SONET), STM16_16 (for the ONS 15600 SDH), and 
STM64_4 (for the ONS 15600 SDH)

ONS 15600 SONET R5.0 Slot Number Acceptable Equipment

5, 10 TXC

6/7, 8/9 SSXC

1, 2, 3, 4, 11, 12, 13, 14 OC48_16, OC192_4

1, 2, 3, 4, 11, 12, 13, 14 ASAP_4/MeRC

ONS 15600 SDH Slot Number Acceptable Equipment

5, 10 TXC

6/7, 8/9 CXC

1, 2, 3, 4, 11, 12, 13, 14 STM16_16, STM64_4

1, 2, 3, 4, 11, 12, 13, 14 All equipment listed in Table 2-36 on page 2-49.

ONS 15800 Slot Number Acceptable Equipment

13-141 LSM-W

151 CMP-W, CMP-W-S, CMP-W-2E, CMP-W-2E-S

161 IOC-W

17 SCF-W, BAT

1, 2, 3, 4, 5, 6, 7, 8, 9, 10, 11, 12 Any other supported module. (See Table 2-37 on page 2-49.)

1. This constraint applies if the shelf contains a module of the specified kind. If the shelf does not contain such a module, any 
other supported module can be inserted into the slot. See Table 2-37 on page 2-49.

ONS 15801 Slot Number Acceptable Equipment

11-121 LSM-W

131 CMP-W, CMP-W-S, CMP-W-2E, CMP-W-2E-S

141 IOC-W

15 SCF-W, BAT

1, 2, 3, 4, 5, 6, 7, 8, 9, 10 Any other supported module. (See Table 2-37 on 
page 2-49.)

1. This constraint applies if the shelf contains a module of the specified kind. If the shelf does not contain such a module, any 
other supported module can be inserted into the slot. See Table 2-37 on page 2-49.

ONS 15808 Slot Number Acceptable Equipment

11-121 OSCM

131 CMP, CMP-S

ONS 15600 SONET Slot Number Acceptable Equipment
3-39
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
equipment::EquipmentInventoryMgr_I
• HolderState_T holderState

– Supported.

• globaldefs::NVSList_T additionalInfo

– Not supported.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that managedElementOrEquipmentName does not reference an ME or an 
equipment holder.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that managedElementOrEquipmentName references an object that does not 
exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.5.2 equipment::EquipmentInventoryMgr_I::getAllEquipmentNames
Synopsis

void getAllEquipmentNames(in globaldefs::NamingAttributes_T meOrHolderName,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
    raises(globaldefs::ProcessingFailureException);

141 AIU

15 SCU, PLF

1, 2, 3, 4, 5, 6, 7, 8, 9, 10 Any other supported module. (See Table 2-38 on 
page 2-51.)

1. This constraint applies if the shelf contains a module of the specified kind. If the shelf does not contain such a module, any 
other supported module can be inserted into the slot. See Table 2-38 on page 2-51.

ONS 15808 Slot Number Acceptable Equipment
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Description

This operation has the same behavior as the 
“3.5.1 equipment::EquipmentInventoryMgr_I::getAllEquipment” section on page 3-31, but returns the 
object names instead of returning the entire object.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when meOrHolderName does not reference an ME or an equipment holder.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when managedElementOrEquipmentName references object which does not 
exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communications to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

Name Type Input/Output Description

meOrHolderName globaldefs::NamingAttr
ibutes_T

In The name of the ME or equipment 
holder for which to retrieve contained 
equipment and equipment holders

how_many unsigned long In The maximum number of 
EquipmentOrHolder_Ts to return in 
the first batch

nameList globaldefs::NamingAttr
ibutesList_T

Out The first batch of names

nameIt globaldefs::NamingAttr
ibutesIterator_I

Out The iterator to retrieve the remaining 
names
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3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs 
Synopsis

void getAllSupportedPTPs(
in globaldefs::NamingAttributes_T equipmentName,
      in unsigned long how_many,
      out terminationPoint::TerminationPointList_T tpList,
      out terminationPoint::TerminationPointIterator_I tpIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request the PTPs that are directly supported by specific equipment. The 
PTPs that are returned are those that share their physical layer with the primary equipment (that is, they 
represent a port on the equipment or are connected by a fiber, wire, and so on).

If the equipment is a protecting equipment in a 1_FOR_N protection group, CTM reports only the 
AlarmReporting for the LayeredParameters of the supported PTPs.

When there is equipment protection, this operation reports PTPs for the primary equipment only. That 
is, when called on a protecting equipment (as opposed to the primary equipment), this operation returns 
an empty list, regardless of the current switch status.

• ONS 15200: There is no PTP support.

• ONS 15216: CTM returns all the supported PTPs for ONS 15216 if there are topological links 
associated with the NE. 

• ONS 15302, ONS 15305: CTM returns WAN, SDH, and PDH ports.

• ONS 15310: CTM returns OC-N, DS1, DS3, and Ethernet ports.

• ONS 15327: CTM returns OC-N, DS-1, DS-3, and Ethernet ports.

• ONS 15454 SONET: CTM returns OC-N, DS-1, DS-3, EC-1, and Ethernet ports.

• ONS 15454 SDH: CTM returns STM-N (OC-N), E1, E3, DS3I, STM1E, and Ethernet ports.

• ONS 15501: CTM returns the In-Port as well as the Out-Port.

• ONS 15530: CTM returns all of the supported PTPs for ONS 15530.

• ONS 15540: CTM returns all of the client, wave, wavepatch, filter, WDM, filterband, filtergroup, 
oscfilter, wavepassthrough, fastEthernet, TenGigEthernetPhy, and SONET-SDH as potential PTPs.

• ONS 15600 SONET: CTM returns OC-N ports.

• ONS 15600 SDH: CTM returns STM-N ports.

• ONS 15800, ONS 15801, ONS 15808: CTM returns all the supported PTPs for a given ONS 15800, 
ONS 15801, or ONS 15808 equipment.

• Unmanaged NE: CTM returns PTPs only when a topological link exists and only for those PTPs that 
are participating in the topological link.
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CTM supports TerminationPoint_T as follows:

• globaldefs::NamingAttributes_T name

– Supported. This field contains three tuples for PTP and four tuples for CTP as defined by the 
TMF. The third tuple contains positional information for the PTP. The naming convention is 
described in the “2.2.5.3 Physical Termination Point” section on page 2-35 and in the 
“2.2.5.4 Connection Termination Point” section on page 2-35.

• string userLabel

– Not supported.

• string nativeEMSName

– Supported. 

• string owner

– Not supported.

• globaldefs::NamingAttributes_T ingressTrafficDescriptorName

– Not supported.

• globaldefs::NamingAttributes_T egressTrafficDescriptorName

– Not supported.

• TPType_T type

– Supported. CTM supports TPT_PTP, TPT_CTP, and TPT_FTP.

• TPConnectionState_T connectionState

– Supported. For PTP it is TPCS_NA; for CTP and FTP it is TPCS_BI_CONNECTED.

• TerminationMode_T tpMappingMode

– Not supported.

• Directionality_T direction

– Supported. PTPs always report D_BIDIRECTIONAL. For the ONS 155xx, D_SOURCE and 
D_SINK are also supported.

• transmissionParameters::LayeredParameterList_T transmissionParams

– Supported. LayerRate is supported for both PTP, CTP, and FTP. 

Name Type Input/Output Description

equipmentName globaldefs::NamingAttr
ibutes_T

In Name of the equipment for which to 
retrieve supported PTPs

how_many unsigned long In Maximum number of PTPs to be reported 
in the first batch

tpList terminationPoint::Term
inationPointList_T

Out First batch of PTPs

tpIt terminationPoint::Term
inationPointIterator_I

Out Iterator used to retrieve the remaining 
PTPs
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CTM supports the following parameters for PTP on ONS 15454 SONET:

Name
TP 
Type NE Type Valid Value Supporting Equipment and Restriction

AlarmReporting PTP ONS 15310, 
ONS 15327, 
ONS 15454 
SONET, 
ONS 15454 SDH, 
ONS 15600 
SONET, and 
ONS 15600 SDH

On, Off All equipment, except equipment that 
does not have PTP, such as XC, XCVT, 
TCC2, CXC, and so on.

ServiceState PTP ONS 15310, 
ONS 15327, 
ONS 15454 
SONET, 
ONS 15454 SDH, 
ONS 15600 
SONET, and 
ONS 15600 SDH

— All equipment, except ML100T, 
ML1000, FCMR, ML-100T-8, 
ML2_Mapper, CE-100T-8, and 
equipment that does not have PTP, such 
as XC, XCVT, TCC2, and so on. 

AdminState PTP ONS 15310, 
ONS 15327, 
ONS 15454 
SONET

IN_SERVICE, 
OUT_OF_SERVICE, 
OUT_OF_SERVICE_B
Y_MAINTENANCE 
(NE release 3.4.1 or 
later), 
AUTO_IN_SERVICE 
(for NE release 3.4.1 or 
later)

All equipment, except ML100T, 
ML1000, and equipment that does not 
have PTP, such as XC, XCVT, TCC2 
and so on. G1000_4, G1000_2, and 
FCMR do not support 
AUTO_IN_SERVICE value.

ONS 15600 
SONET

IN_SERVICE, 
OUT_OF_SERVICE_B
Y_MAINTENANCE, 
OUT_OF_SERVICE 
(NE release 5.0 or 
later), 
AUTO_IN_SERVICE 
(for NE release 5.0 or 
later)

All equipment except equipment that 
does not have PTP, such as CXC and so 
on.

ONS 15454 SDH 
and ONS 15600 
SDH

UNLOCKED, 
LOCKED, DISABLED, 
LOCKED, 
MAINTENANCE, 
UNLOCKED, 
AUTO_IN_SERVICE

All equipment, except ML100T, 
ML1000, and equipment that does not 
have PTP, such as XC, XCVT, TCC2, 
and so on. FCMR does not support 
UNLOCKED and 
AUTO_IN_SERVICE value.

LOCKED, DISABLED, UNLOCKED, 
AUTO_IN_SERVICE are not 
supported by ONS 15600 SDH.
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LineCode PTP ONS 15310 and 
ONS 15327

ami, b8zs DS1 port on XTC card

ONS 15454 
SONET

ami, b8zs DS1, DS1N

ONS 15310 and 
ONS 15454 
SONET

b3zs DS3E, DS3NE, DS3XM, DS3I, 
DS31N, DS3 ports on CTX cards

ONS 15454 SDH hdb3 E1, E1N, E1_42

ONS 15454 SDH b3zs DS3I, DS31N

FrameFormat PTP ONS 15310 and 
ONS 15327

esf, d4, unframed DS1 port on XTC card

ONS 15454 
SONET

esf, d4, unframed DS1, DS1N

ONS 15454 
SONET

m13 (for NE releases 
4.0 and later), m23 (for 
NE releases 3.4.1 and 
earlier), cbit, unframed, 
auto provision fmt

DS3E, DS3NE, DS3I, DS31N

ONS 15454 
SONET

m13 (for NE releases 
4.0 and later), m23 (for 
NE releases 3.4.1 and 
earlier), cbit

DS3XM

ONS 15454 SDH e1_mf, e1_crcmf, 
e1_unframed

E1, E1N, E1_42

ONS 15454 SDH m13 (for NE releases 
4.0 and later), m23 (for 
NE releases 3.4.1), cbit, 
unframed, auto 
provision fmt

DS3I, DS31N

SDH_SONET_SS_BITS PTP ONS 15454 
SONET

SDH, SONET OCn equipment

ONS 15454 SDH SDH STMn equipment

EnableSyncMsg PTP ONS 15310, 
ONS 15327, 
ONS 15454 
SONET, and 
ONS 15600 
SONET

On, Off OCn equipment

ONS 15454 SDH 
and ONS 15600 
SDH

On, Off STMn equipment

Name
TP 
Type NE Type Valid Value Supporting Equipment and Restriction
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ALSMode PTP ONS 15454 
SONET

DISABLED, AUTO, 
MANUAL, 
MANUAL_RESTART_
FOR_TEST

OC3_8, OC48 ELR, OC192 equipment

ONS 15454 SDH DISABLED, AUTO, 
MANUAL, 
MANUAL_RESTART_
FOR_TEST

STM1_8, STM16 ELR, STM64 
equipment

PulseWidth PTP ONS 15454 
SONET

Float value between 2.0 
and 100.0

OC3_8, OC48 ELR, OC192 equipment

ONS 15454 SDH Float value between 2.0 
and 100.0

STM1_8, STM16 ELR, STM64 
equipment

RecoveryInterval PTP ONS 15454 
SONET

Integer value between 
100 and 300.

OC3_8, OC48 ELR, OC192 equipment

ONS 15454 SDH Integer value between 
100 and 300.

STM1_8, STM16 ELR, STM64 
equipment

HasLaserBeenShutdown PTP ONS 15454 
SONET

true, false (read-only 
value)

OC3_8, OC48 ELR, OC192 equipment

ONS 15454 SDH true, false (read-only 
value)

STM1_8, STM16 ELR, STM64 
equipment

RestartLaser PTP ONS 15454 
SONET

true, false (write-only 
value)

OC3_8, OC48 ELR, OC192 equipment

ONS 15454 SDH true, false (write-only 
value)

STM1_8, STM16 ELR, STM64 
equipment

IPPMMonitor CTP ONS 15310, 
ONS 15327, 
ONS 15454 
SONET, 
ONS 15600 
SONET, and 
ONS 15600 SDH

On, Off STS CTPs on OCn card

ONS 15454 SDH On, Off VC4 CTPs on STMn card

TrailTraceActualTx CTP ONS 15454 
SONET

Free format string DS3E, DS3NE, DS3XM, DS3I, DS31N

ONS 15454 SDH Free format string E3, DS3I, DS3IN, STM1E_12

Name
TP 
Type NE Type Valid Value Supporting Equipment and Restriction
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TrailTraceExpectedRx CTP ONS 15310 and 
ONS 15327 
SONET

Free format string OC3

ONS 15454 
SONET

Free format string DS3E, DS3NE, DS3XM, DS3I, 
DS3IN, EC1, OC3, OC3_8, OC12_4, 
OC48AS, OC192

ONS 15454 SDH Free format string E3, DS3I, DS3IN, STM1E_12, OC3, 
OC3_8, OC12_4, OC48AS, OC192

ONS 15600 
SONET and 
ONS 15600 SDH

Free format string OC48_16, OC192_4

FTP ONS 15310 and 
ONS 15327

Free format string G1000_2

ONS 15454 
SONET, 
ONS 15454 SDH

Free format string G1000_4

TrailTraceMonitor CTP ONS 15310 and 
ONS 15327 
SONET

On, Off OC3

ONS 15454 
SONET

On, Off DS3E, DS3NE, DS3XM, DS3I, 
DS3IN, EC1, OC3, OC3_8, OC12_4, 
OC48AS, OC192

ONS 15454 SDH On, Off E3, DS3I, DS3IN, STM1E_12, OC3, 
OC3_8, OC12_4, OC48AS, OC192

ONS 15600 
SONET and 
ONS 15600 SDH

On, Off OC48_16, OC192_4

FTP ONS 15310 and 
ONS 15327

On, Off G1000_2

ONS 15454 
SONET, 
ONS 15454 SDH

On, Off G1000_4

XCLoopBack CTP ONS 15327 
SONET, 
ONS 15454 
SONET, 
ONS 15600 
SONET and 
ONS 15600 SDH

On, Off STS CTPs on OCn card when line 
loopback is not set on the containing 
PTP

ONS 15454 SDH On, Off VC4 CTPs on STMn card when line 
loopback is not set on the containing 
PTP

Name
TP 
Type NE Type Valid Value Supporting Equipment and Restriction
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Note If TrailTraceMonitor is off for a given CTP or FTP, CTM will not return TrailTraceActualRx in 
transmissionParams.

PortMediaType PTP ONS 15454 
SONET and 
ONS 15454 SDH

Undefined, 
FibreChannel-1Gbps, 
FibreChannel-2Gbps, 
FICON-1Gbps, and 
FICON-2Gbps

FCMR (For NE release 5.0 and later)

Link Recovery PTP ONS 15454 
SONET and 
ONS 15454 SDH

On, Off FCMR (For NE release 5.0 and later)

No. of Superblocks PTP ONS 15454 
SONET and 
ONS 15454 SDH

Between 4 and 32 FCMR (For NE release 5.0 and later)

Enable Distance Extension PTP ONS 15454 
SONET and 
ONS 15454 SDH

On, Off FCMR (Only in distance extension 
mode and for NE release 5.0 and later)

Auto Detect Credits PTP ONS 15454 
SONET and 
ONS 15454 SDH

On, Off FCMR (Only in distance extension 
mode and for NE release 5.0 and later)

Number Credits PTP ONS 15454 
SONET and 
ONS 15454 SDH

Between 2 and 256, in 
multiples of 2

FCMR (Only in distance extension 
mode and for NE release 5.0 and later)

Autoadjust GFP Buffer 
Threshold

PTP ONS 15454 
SONET and 
ONS 15454 SDH

On, Off FCMR (Only in distance extension 
mode and for NE release 5.0 and later)

GFP Buffers Available PTP ONS 15454 
SONET and 
ONS 15454 SDH

Between 16 and 1200 
(in multiples of 16)

FCMR (Only in distance extension 
mode and for NE release 5.0 and later)

Ingress Idle Filtering PTP ONS 15454 
SONET and 
ONS 15454 SDH

On, Off FCMR (Only in distance extension 
mode and for NE release 5.0 and later)

MaxFrameSize PTP ONS 15454 
SONET and 
ONS 15454 SDH

Between 2148 and 2172 FCMR (Only in distance extension 
mode)

FrameFormat CTP ONS 15454 
SONET and 
ONS 15454 SDH

Auto provision fmt, esf, 
d4, and unframed

DS3XM_12

FDLMode CTP ONS 15454 
SONET and 
ONS 15454 SDH

TL403 and BFDL DS3XM_12

Name
TP 
Type NE Type Valid Value Supporting Equipment and Restriction
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• TPProtectionAssociation_T tpProtectionAssociation

– Not supported.

• boolean edgePoint

– Supported.

• globaldefs::NVSList_T additionalInfo

– Not supported.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that equipmentName does not reference an equipment object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that equipmentName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.5.4 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPNames
Synopsis

void getAllSupportedPTPNames(
in globaldefs::NamingAttributes_T equipmentName,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42, but returns 
the object names instead of returning the entire objects.
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Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when equipmentName does not reference an equipment object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when equipmentName references object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communications to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.5.5 equipment::EquipmentInventoryMgr_I::getAllSupportingEquipment 
Synopsis

void getAllSupportingEquipment(
in globaldefs::NamingAttributes_T ptpName,
      out EquipmentOrHolderList_T eqList)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request the equipment that contains this PTP.

Name Type Input/Output Description

equipmentName globaldefs::NamingAttr
ibutes_T

In The name of the equipment for which to 
retrieve supported PTPs

how_many unsigned long In The maximum number of PTPs to be 
reported in the first batch

nameList obaldefs::NamingAttrib
utesList_T

Out The first batch of PTP names

nameIt globaldefs::NamingAttr
ibutesIterator_I

Out The iterator to retrieve the remaining PTP 
names
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EquipmentOrHolderList_T is a list of EquipmentOrHolder_T, which is defined as the union of 
Equipment_T and EquipmentHolder_T structures. For more information about both structures, see the 
“3.5.1 equipment::EquipmentInventoryMgr_I::getAllEquipment” section on page 3-31.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that ptpName does not reference a PTP object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that ptpName references a PTP object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.5.6 equipment::EquipmentInventoryMgr_I::getAllSupportingEquipment
Names

Synopsis

void getAllSupportingEquipmentNames(
in globaldefs::NamingAttributes_T ptpName,
out globaldefs::NamingAttributesList_T nameList)
raises(globaldefs::ProcessingFailureException);

Description

This operation performs the same function as the 
“3.5.5 equipment::EquipmentInventoryMgr_I::getAllSupportingEquipment” section on page 3-50, but 
returns the object names instead of returning the entire objects. 

Name Type Input/Output Description

ptpName globaldefs::NamingAttributes_T In Name of the PTP for which to retrieve 
supporting equipment

eqList EquipmentOrHolderList_T Out List of equipment (not equipment 
holders) that directly implements the 
PTP
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when ptpName does not reference a PTP object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when ptpName references a PTP object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.5.7 equipment::EquipmentInventoryMgr_I::getContainedEquipment 
Synopsis

void getContainedEquipment(
in globaldefs::NamingAttributes_T equipmentHolderName,
      out EquipmentOrHolderList_T equipmentOrHolderList)
    raises(globaldefs::ProcessingFailureException);

Description

This operation returns the equipment and equipment holders that a specific equipment holder contains. 
This method differs from getAllEquipment in that it looks only at the next level of the containment 
hierarchy.

Name Type Input/Output Description

ptpName globaldefs::NamingAttr
ibutes_T

In The name of the PTP for which to retrieve 
the supporting equipment

nameList globaldefs::NamingAttr
ibutesList_T

Out The list of equipment names (not 
equipment holders) directly implementing 
the PTP
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EquipmentOrHolderList_T is a list of EquipmentOrHolder_T, which is defined as the union of 
Equipment_T and EquipmentHolder_T structures. For information about both structures, see the 
“3.5.1 equipment::EquipmentInventoryMgr_I::getAllEquipment” section on page 3-31.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that equipmentHolderName does not reference an equipment holder object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that equipmentHolderName references an equipment holder that does not exist.

EXCPT_NE_COMM_LOSS 

This exception indicates a loss of communication with the NE.

Compliance

TMF-defined.

3.5.8 equipment::EquipmentInventoryMgr_I::getEquipment
Synopsis

void getEquipment
(in globaldefs::NamingAttributes_T equipmentOrHolderName,
 out EquipmentOrHolder_T equip)
    raises(globaldefs::ProcessingFailureException);

Description

This service returns the equipment or equipment holder for the given equipment or equipment holder 
name.

Name Type Input/Output Description

equipmentHo
lderName

globaldefs::NamingAttribu
tes_T

In Name of the equipment holder for which 
to retrieve the directly contained 
equipment and equipment holders. CTM 
also accepts the ME name as a value for 
this parameter.

equipmentOr
HolderList

EquipmentOrHolderList_T Out Directly contained equipment and 
equipment holders.
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

Raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT 

Raised when equipmentOrHolderName does not reference an equipment or an equipment holder.

EXCPT_ENTITY_NOT_FOUND

Raised when equipmentOrHolderName references an equipment or equipment holder that does not exist.

EXCPT_NE_COMM_LOSS

Raised when communication to managedElement is lost.

Compliance

TMF-defined.

3.5.9 equipment::EquipmentInventoryMgr_I::provisionEquipment
Synopsis

void provisionEquipment(
in EQTCreateData_T equipmentCreateData,
      out Equipment_T createdEquipment)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to permanently provision an equipment in an equipment holder in an ME. 
The result of this operation is the creation of the equipment object and all its related objects such as TPs. 
The resulting object is returned.

The equipment holder that contains the equipment must exist. The equipment object can already exist, 
but the equipment holder must not have an expected equipment already provisioned.

If the equipment is provisioned successfully, CTM generates a StateChangeEvent on the holder state 
change and an ObjectCreationEvent for the equipment, and pushes them to the event channel.

It is important to note that Cisco ONS 15454 SONET detects new equipment and provisions it 
automatically provided that the equipmentholder (slot) is empty and not preprovisioned for another 
module type.

Name Type Input/Output Description

equipmentOrHold
erName

globaldefs::NamingAttr
ibutes_T

In Name of the equipment or equipment 
holder to retrieve

equip EquipmentOrHolder_T Out The returned equipment or equipment 
holder
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In ONS 15600 SONET and ONS 15600 SDH, each CXC or SSXC card occupies two slots (slots 6 and 
7 or slots 8 and 9), and the NMS can specify any one of the slots to provision a CXC or SSXC card.

The equipment must be from the acceptableEquipmentTypeList of the slots. If these slots are selected to 
provision any other type of card, CTM returns the exception EXCPT_UNABLE_TO_COMPLY.

It is not necessary to know subtypes of OC-N card at the time of provisioning. When equipment is 
actually installed, CTM reports subtype in the name field of the equipment.

This operation is supported only for ONS 15310, ONS 15327, ONS 15454 SDH, ONS 15454 SONET, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

CTM provides the following support for EQTCreateData_T structure:

• string userLabel

– Not supported.

• boolean forceUniqueness

– Not supported.

• string owner

– Not supported.

• EquipmentObjectType_T expectedEquipmentObjectType

– This parameter must take one of the values for equipment.

• globaldefs::NamingAttributes_T equipmentHolderName

– Supported. 

• globaldefs::NVSList_T additionalInfo

– Not supported.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_OBJECT_IN_USE

This exception is raised when the equipment holder already has an expected equipment.

EXCPT_INVALID_INPUT

This exception is raised when equipmentHolder does not reference an equipmentHolder object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when equipmentHolder references object that does not exist.

Name Type Input/Output Description

equipmentCreateData EQTCreateData_T In Data that describes the equipment to 
create

createdEquipment Equipment_T Out The resulting created equipment
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EXCPT_UNABLE_TO_COMPLY

This exception is raised when the equipment cannot be created at the NE.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.

3.5.10 equipment::EquipmentInventoryMgr_I::setAlarmReportingOff
Synopsis

void setAlarmReportingOff(
in globaldefs::NamingAttributes_T equipmentOrHolderName)
    raises(globaldefs::ProcessingFailureException);

Description

This operation disables alarm reporting on an equipment. The CTM sends a warning alarm notification 
in case of success. This operation is supported for the ONS 15310, ONS 15327, ONS 15454 SONET, 
ONS 15454 SDH, ONS 15600 SONET, and ONS 15600 SDH. 

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when equipmentOrHolderName does not reference an equipment or holder.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when equipmentOrHolderName references an object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when alarm reporting cannot be disabled for the equipment or holder.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Name Type Input/Output Description

equipmentOrHol
derName

Globaldefs::NamingAtt
ributes_T

In The equipment on which to deactivate 
alarm reporting
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Compliance

TMF-defined.

3.5.11 equipment::EquipmentInventoryMgr_I::setAlarmReportingOn
Synopsis

void setAlarmReportingOn(
in globaldefs::NamingAttributes_T equipmentOrHolderName)
    raises(globaldefs::ProcessingFailureException);

Description

This operation enables alarm reporting on an equipment. The default setting for alarmReporting is on. 
If the alarmReporting status is off, it indicates that a warning alarm has been raised for it. CTM generates 
a cleared warning alarm in case of success. This operation is only supported for the ONS 15310, 
ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15600 SONET, and ONS 15600 SDH.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when equipmentOrHolderName does not reference an equipment or holder.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when equipmentOrHolderName references an object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when alarm reporting cannot be disabled for the equipment or holder.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.

Name Type Input/Output Description

equipmentOrHol
derName

globaldefs::NamingAttr
ibutes_T

In The equipment on which to activate 
alarm reporting
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3.5.12 equipment::EquipmentInventoryMgr_I::unprovisionEquipment
Synopsis

void unprovisionEquipment(
in globaldefs::NamingAttributes_T equipmentName)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to permanently unprovision an equipment from the ME. The successful 
result of this operation is the potential deletion of the equipment object and all of its related objects, such 
as TPs.

ONS 15454 SONET does not allow a user to unprovision an equipment which is in use (SNC is created 
on this equipment). However, if the equipment is present in the slot and not in use, it can be 
unprovisioned. If the equipment is not physically removed from the slot and new equipment is not 
provisioned in the same slot, the NE redetects the equipment in approximately one minute. If the 
equipment is not physically removed from the slot and new equipment of different type is provisioned 
in the same slot, the NE generates an equipment mismatch alarm.

If the equipment is unprovisioned successfully, CTM generates a StateChangeEvent on the holder state 
change and an ObjectDeletionEvent for the equipment, and pushes them to the event channel.

ONS 15454 SONET reserves slots 7 and 11 for TCC cards. One of these slots has an IN_SERVICE 
Timing Communications and Control Card (TCC+ and TCC-I). If the NMS invokes 
unprovisionEquipment on this equipment, CTM throws the exception 
EXCPT_UNABLE_TO_COMPLY.

This operation is supported only for the ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 
SDH, ONS 15600 SONET, and ONS 15600 SDH.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when equipmentName does not reference an equipment object.

EXCPT_OBJECT_IN_USE

Deletion is rejected because equipment resources are in use.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when equipmentName references an object that does not exist.

Name Type Input/Output Description

equipmentName globaldefs::NamingAttr
ibutes_T

In The name of equipment to be 
unprovisioned
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EXCPT_UNABLE_TO_COMPLY

This exception is raised when the equipment cannot be unprovisioned at the NE.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.

3.6 maintenanceOps::MaintenanceManager_I
The MaintenanceMgr_I is used as a handle to gain access to the maintenance operation. A handle to an 
instance of this interface is gained through the getManager operation in emsSession. This interface is 
inherited from the “3.1 common::Common_I” section on page 3-1.

interface MaintenanceMgr_I:common::Common_I

It also implements the getCapabilities method. Operations described in the following subsections are 
returned to the NMS when it invokes getCapabilities.

3.6.1 maintenanceOps::MaintenanceMgr_I::getActiveMaintenanceOperations
Synopsis

void getActiveMaintenanceOperations(
in globaldefs::NamingAttributes_T tpOrMeName,
      in unsigned long how_many,
out CurrentMaintenanceOperationList_T 
     currentMaintenanceOpeationList,
      out CurrentMaintenanceOperationIterator_I cmoIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to query the EMS to determine if any persistent maintenance commands 
have been invoked. This query is supported for the PTP, CTP or ME object.

This operation is supported only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH.

Parameters

Name Type Input/Output Description

tpOrMeName globaldefs::NamingAttr
ibutes_T

In The name of the PTP, CTP or ME

how_many unsigned long In Maximum number of maintenance 
operations to return in the first batch
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CTM provides the following support for CurrentMaintenanceOperation structure:

• globaldefs::NamingAttributes_T tpName

– Supported.

• MaintenanceOperation_T maintenanceOperation

– CTM only supports FACILITY_LOOPBACK, TERMINAL_LOOPBACK, and 
PAYLOAD_LOOPBACK.

• transmissionParameters::LayerRate_T layerRate

– Supported for CTPs only.

• globaldefs::NVSList_T additionalInfo

– Not supported.

Throws

globaldefs::ProcessingFailureException

EXCPT_NOT_IMPLEMENTED

This exception is raised if EMS does not support this service.

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when tpOrMeName does not reference a valid object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when tpOrMeName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to the ME is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

currentMaintena
nceOpeationList

CurrentMaintenanceOp
erationList_T

Out First batch of maintenance operations

cmoIt CurrentMaintenanceOp
erationIterator_I

Out Iterator to access the remaining 
maintenance operations

Name Type Input/Output Description
3-60
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
maintenanceOps::MaintenanceManager_I
3.6.2 maintenanceOps::MaintenanceMgr_I::performMaintenanceOperation
Synopsis

void performMaintenanceOperation(
in CurrentMaintenanceOperation_T maintenanceOperation,
      in MaintenanceOperationMode_T maintenanceOperationMode)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to operate and release the maintenance commands that are supported by 
a TP. 

• ONS 15310

– Only Terminal and Facility loopback operations are supported by CTM for electrical and OC-N 
PTPs. No loopback operations are supported by CTM for CTPs.

• ONS 15327

– Only Terminal and Facility loopback operations are supported by CTM for the DS-N and OC-N 
PTPs.

– No loopback operations are supported by CTM for CTPs. 

• ONS 15454 SONET

– Only Terminal and Facility loopback operations are supported by CTM for the DS-N, OC-N, 
EC-1 and 10G-Transponder, 10G-Muxponder, and G1000_4 (NE version 4.1 or later) PTPs.

– Only Facility loopback is supported for the DS1 CTP on DS3XM. 

– Only Terminal loopback is supported on G1000_4 for NE versions earlier than R4.1.

• ONS 15454 SDH

– Only Terminal and Facility loopback operations are supported by CTM for PTPs.

– No loopback operations are supported by CTM for CTPs. 

• ONS 15600 SONET and ONS 15600 SDH

– Only Facility and PayLoad loopback operations are supported by CTM for PTPs.

– No loopback operations are supported by CTM for CTPs. 

Note For the ONS 15327, ONS 15454 SONET, and ONS 15454 SDH R3.4 or later NEs, the loopback state 
can be set only if the TP state is either OUT_OF_SERVICE_MAINTENANCE or AUTO_IN_SERVICE.

CTM ignores the MaintenanceOperation_T value in the CurrentMaintenanceOperation_T structure if 
MaintenanceOperationMode_T is set to MOM_RELEASE.
3-61
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
maintenanceOps::MaintenanceManager_I
Parameters

CTM provides the following support for CurrentMaintenanceOperation_T structure:

• globaldefs::NamingAttributes_T tpName

– Supported.

• MaintenanceOperation_T maintenanceOperation

– Only FACILITY_LOOPBACK, TERMINAL_LOOPBACK, and PAYLOAD_LOOPBACK are 
supported.

• transmissionParameters::LayerRate_T layerRate

– Supported for CTPs only.

• globaldefs::NVSList_T additionalInfo

– Not supported.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when tpName does not reference a TP.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when tpName references an object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the operation is denied by the ME.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.

Name Type Input/Output Description

maintenanceOpe
ration

CurrentMaintenanceOp
eration_T

In Information on the maintenance operation 
to perform. This structure contains the 
field maintenanceOperation. Valid values 
for this field are:

• FACILITY_LOOPBACK

• TERMINAL_LOOPBACK

• PAYLOAD_LOOPBACK

maintenanceOpe
rationMode

MaintenanceOperation
Mode_T

In Indicates whether the maintenance 
operation should be operated or released
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3.7 managedElementManager::ManagedElementManager_I
This interface accesses operations that deal with MEs and TPs. A handle to an instance of this interface 
is gained through the getManager operation in emsSession. This interface is inherited from the 
“3.1 common::Common_I” section on page 3-1.

interface ManagedElementManager_I:common::Common_I

This interface also implements the getCapabilities method. Operations described in the following 
sections are returned to the NMS when it invokes getCapabilities. 

3.7.1 managedElementManager::ManagedElementManager_I::getAllActiveAl
arms 

Synopsis

void getAllActiveAlarms(
in globaldefs::NamingAttributes_T meName,
      in notifications::ProbableCauseList_T excludeProbCauseList,
      in notifications::PerceivedSeverityList_T excludeSeverityList,
      in unsigned long how_many,
      out notifications::EventList_T eventList,
      out notifications::EventIterator_I eventIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request all active alarms for the specified ME, excluding alarms that 
the ME does not report to CTM. Some alarms can be filtered out (excluded) by specifying their probable 
causes or severities. The result of this operation is independent of the filtering set up by the NMS for the 
notification service.

The ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15600 SONET, and ONS 
15600 SDH do not send a clear for TCA events. TCAs are not reported in the eventList that is returned 
by this method. The ONS 15501, ONS 15530, and ONS 15540 do send a clear for TCA events. TCAs 
are reported in the eventList.

Parameters

Name Type Input/Output Description

meName globaldefs::Namin
gAttributes_T

In Name of ME for which to retrieve alarms

excludeProbCauseList notifications::Prob
ableCauseList_T

In List of probable causes to exclude (for 
which events should not be reported)

excludeSeverityList notifications::Perc
eivedSeverityList_
T

In List of severities to exclude from the 
output event list

how_many unsigned long In Maximum number of alarms to report in 
the first batch
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that meName does not reference an ME object or that excludeProbCauseList 
contains undefined values.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that meName references an ME object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs
Synopsis

void getAllSNCs(
     in globaldefs::NamingAttributes_T managedElementName,
     in transmissionParameters::LayerRateList_T connectionRateList,
      in unsigned long how_many,
      out subnetworkConnection::SubnetworkConnectionList_T sncList,
      out subnetworkConnection::SNCIterator_I sncIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request all SNCs that originate on, terminate on, or transit through, a 
specific ME. 

• ONS 15310: This method does not support STS1 SNC on CTX using DS1 ports. 

• ONS 15327: This method does not support STS1 SNC on XTC using DS1 ports. 

• ONS 15454 SONET: This method does not support STS1 SNC on DS1 equipment. 

• ONS 15454 SDH NE: This method does not support VC4 SNC on E1 and E1_42 equipment. 

eventList notifications::Eve
ntList_T

out First batch of alarms

eventIt notifications::Eve
ntIterator_I

out Iterator to retrieve the remaining alarms

Name Type Input/Output Description
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This method does not report VCAT SNCs.

CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Note This operation is CTM-specific and is not defined by the TMF. In the future, if the TMF defines the same 
method with a different behavior, the name of this method might change.

Parameters

CTM supports SubnetworkConnection_T as follows:

• globaldefs::NamingAttributes_T name

– Supported. This field contains two tuples. The first tuple contains values for the EMS. The 
second tuple contains the SNC name, which is the same as nativeEMSName.

• string userLabel

– Supported.

• string nativeEMSName

– Supported. The name that the user provides at creation time is reported.

• string owner

– Not supported.

• SNCState_T sncState

– CTM supports SNCS_NONEXISTENT, SNCS_ACTIVE, SNCS_DELETING, and 
SNCS_PARTIAL.

Name Type Input/Output Description

managedElementName globaldefs::Naming
Attributes_T

In Name of the ME whose SNCs are 
required.

connectionLayerRateL
ist

transmissionParame
ters::LayerRateList_
T

In List of rates of the SNCs to be reported. 
If an empty list is specified, then all 
SNCs of all rates are reported.

how_many unsigned long In Maximum number of SNCs to be 
reported in the first batch.

sncList subnetworkConnecti
on::SubnetworkCon
nectionList_T

Out The first batch of SNCs.

sncIt subnetworkConnecti
on::SNCIterator_I

Out Iterator to retrieve the remaining SNCs.
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Note When SNC is not in SNCS_ACTIVE, this structure might not have complete 
information about the SNC. For example, transmissionParameters for TPs reported 
might not be initialized. When SNC goes into SNCS_ACTIVE state, a State Change 
Event is generated. (See the “A.3.4 State Change Event” section on page A-6.) Then, 
the NMS should invoke the 
multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getSNC method to retrieve 
complete information about the SNC.

• globaldefs::ConnectionDirection_T direction

– Supported.

• transmissionParameters::LayerRate_T rate

– Supported.

• StaticProtectionLevel_T staticProtectionLevel

– Supported. PCA circuits have this value set to PREEMPTIBLE. 

• SNCType_T sncType

– Not supported.

• TPDataList_T aEnd

– Supported.

• TPDataList_T zEnd

– Supported.

• Reroute_T rerouteAllowed

– Not supported.

• NetworkRouted_T networkRouted

– Not supported.

• globaldefs::NVSList_T additionalInfo

– Supported. Customer ID and Service ID are reported if they are available. For SNC on Ethernet 
Equipment, CTM reports all associated VLAN IDs. For WDM SNC, the sncSize is reported.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that managedElementName does not reference an ME.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that meName references an ME object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.
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Compliance

CTM-defined.

3.7.3 managedElementManager::ManagedElementManager_I::
getAllManagedElements 

Synopsis

void getAllManagedElements(
in unsigned long how_many,
      out managedElement::ManagedElementList_T meList,
      out managedElement::ManagedElementIterator_I meIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request details about all MEs that are under the control of 
ManagedElementMgr_I.

Parameters

CTM supports ManagedElement_T as follows:

• globaldefs::NamingAttributes_T name

– Supported.

• string userLabel

– Not supported.

• string nativeEMSName

– Supported. The NE reports the name.

• string owner

– Not supported.

• string location

– Supported.

• string version

– Supported.

• string productName

– Supported.

Name Type Input/Output Description

how_many unsigned long In Maximum number of MEs to report in the 
first batch

meList managedElement::Manage
dElementList_T

Out First batch of MEs

meIt managedElement::Manage
dElementIterator_I

Out Iterator to retrieve the remaining MEs
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• CommunicationState_T communicationState

– Supported.

• boolean emsInSyncState

– Supported.

• transmissionParameters::LayerRateList_T supportedRates

CTM supports the following layer rates:

– ONS 15216 supports the following layer rates:

LR_PHYSICAL_OPTICAL

– ONS 15310/ONS 15327/ONS 15454 SONET

LR_T1_and_DS1_1_5M

LR_T3_and_DS3_45M

LR_VT1_5_and_TU11_VC11

LR_STS1_and_AU3_High_Order_VC3

LR_STS3c_and_AU4_VC4

LR_STS6c_and_VC4_2c

LR_STS12c_and_VC4_4c

LR_STS48c_and_VC4_16c

LR_STS192c_and_VC4_64c (Supported on ONS 15454 Release 3.1 or later)

LR_STS9c_and_VC4_3c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 
Release 3.3 or later)

LR_STS24c_and_VC4_8c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 
Release 3.3 or later)

LR_STS18c_and_VC4_6c (Supported in ONS 15454 SONET, ONS 15327 Release 5.0 or later)

LR_STS36c_and_VC4_12c (Supported in ONS 15454 SONET, ONS 15327 Release 5.0 or 
later)

– ONS 15454 SDH supports the following layer rates:

LR_E1_2M (supported on the ONS 15454 SDH Release 4.0 or later)

LR_E3_34M (supported on the ONS 15454 SDH Release 4.0 or later)

LR_T3_and_DS3_45M (supported on the ONS 15454 SDH Release 4.0 or later)

LR_VT2_and_TU12_VC12 (supported on the ONS 15454 SDH Release 4.0 or later)

LR_Low_Order_TU3_VC3 (supported on the ONS 15454 SDH Release 4.0 or later)

LR_STS3c_and_AU4_VC4

LR_STS12c_and_VC4_4c

LR_STS48c_and_VC4_16c

LR_STS192c_and_VC4_64c 

LR_STS6c_and_VC4_2c

LR_STS9c_and_VC4_3c

LR_STS24c_and_VC4_8c
3-68
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
managedElementManager::ManagedElementManager_I
LR_STS18c_and_VC4_6c (Supported in ONS 15454 SDH Release 5.0 or later)

LR_STS36c_and_VC4_12c (Supported in ONS 15454 SDH Release 5.0 or later)

– ONS 15501 supports the following layer rates;

LR_Optical_Channel

LR_Optical_Multiplex_Section

LR_Optical_Transmission_Section

LR_PHYSICAL_OPTICAL

– ONS 15540 supports the following layer rates:

LR_Section_OC3_STS3_and_RS_STM1

LR_Section_OC12_STS12_and_RS_STM4

LR_Section_OC48_STS48_and_RS_STM16

LR_Line_OC3_STS3_and_MS_STM1

LR_Line_OC12_STS12_and_MS_STM4

LR_Line_OC48_STS48_and_MS_STM16

LR_Optical_Channel

LR_Optical_Multiplex_Section

LR_Optical_Transmission_Section

LR_ESCON

LR_Fast_Ethernet

LR_FC_100_1063M

LR_FDDI

LR_FICON

LR_Gigabit_Ethernet

LR_SYSPLEX_ISC_COMP 

LR_SYSPLEX_ISC_PEER

LR_SYSPLEX_TIMER_ETR

LR_SYSPLEX_TIMER_CLO

LR_Ten_Gigabit_Ethernet

LR_PHYSICAL_OPTICAL

– ONS 15530 supports the following layer rates:

All layer rates supported by ONS 15540 

LR_PHYSICAL_ELECTRICAL

– ONS 15600 SONET and ONS 15600 SDH support the following layer rates:

LR_STS1_and_AU3_High_Order_VC3

LR_STS3c_and_AU4_VC4

LR_STS12c_and_VC4_4c

LR_STS24c_and_VC4_8c

LR_STS48c_and_VC4_16c
3-69
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
managedElementManager::ManagedElementManager_I
LR_STS192c_and_VC4_64c

– Unmanaged NE:

Not supported.

• globaldefs::NVSList_T additionalInfo

– Supported. There is a Name-Value-Pair for IPAddress with the name “IPAddress.” There is a 
Name-Value-Pair for Operational State with the name “OperationalState” with following 
values. The emsInSyncState value is determined by the OperationalState value. A 
StateChangeEvent is generated whenever the state of emsInSyncState changes.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.7.4 managedElementManager::ManagedElementManager_I::
getAllManagedElementNames

Synopsis

void getAllManagedElementNames(
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the 
“3.7.3 managedElementManager::ManagedElementManager_I:: getAllManagedElements” section on 
page 3-67, but instead of returning the entire object structures, this operation returns their names.

OperationStates EmsInSyncState

PreProvisioned false

InServiceSyncConfiguration false

OutOfService false

UnderMaintenance false

InServiceIntializing false

InService true
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Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.7.5 managedElementManager::ManagedElementManager_I::getAllPTPs
Synopsis

void getAllPTPs(
in globaldefs::NamingAttributes_T managedElementName,
      in transmissionParameters::LayerRateList_T tpLayerRateList,
      in transmissionParameters::LayerRateList_T connectionLayerRateList,
      in unsigned long how_many,
      out terminationPoint::TerminationPointList_T tpList,
      out terminationPoint::TerminationPointIterator_I tpIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request all PTPs on a specific ME that contain one or more 
NMS-specified PTP layer rates, and that are capable of supporting one or more NMS-specified 
connection layer rates. If no PTPs match the layer constraints, an empty list is returned. A PTP is 
returned regardless of connectivity to other MEs or position in the subnetwork. (Both PTPs at the 
subnetwork edge and PTPs that are internal to the subnetwork are reported.)

For PTPs on a protecting equipment in a 1_FOR_N protection group, CTM reports only the 
AlarmReporting for the LayeredParameters of the PTPs. 

• ONS 15200: There is no PTP support.

• ONS 15216: CTM returns all the supported PTPs for the ONS 15216.

• ONS 15302 and ONS 15305: CTM returns WAN, SDH, and PDH ports.

• ONS 15310: CTM returns OC-N, DS-1, DS3, and Ethernet ports.

Name Type Input/Output Description

how_many unsigned long In Maximum number of MEs to report in the 
first batch

nameList globaldefs::NamingAttr
ibutesList_T

Out First batch of MEs

nameIt globaldefs::NamingAttr
ibutesIterator_I

Out Iterator to retrieve the remaining MEs
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• ONS 15327: CTM returns OC-N, DS1, DS3, and Ethernet ports.

• ONS 15454 SONET: CTM returns OC-N, DS1, DS3, EC-1, fiber channel, and Ethernet ports.

• ONS 15454 SDH: CTM returns STM-N (OC-N), E1, E3, DS3I, STM1E, fiber channel, and Ethernet 
ports.

• ONS 15501: CTM returns In-Port as well as Out-Port.

• ONS 15530: CTM returns all the supported PTPs for ONS 15530.

• ONS 15540: CTM returns all the client, wave, wavepatch, filter, wdm, filterband, filtergroup, 
oscfilter, wavepassthrough, fastEthernet, TenGigEthernetPhy, and sonet-sdh as potential PTPs.

• ONS 15600 SONET: CTM returns OC-N ports.

• ONS 15600 SDH: CTM returns STM-N ports.

• ONS 15800, ONS 15801, ONS 15808: CTM returns all the supported PTPs for a given ONS 158xx.

• Unmanaged NE: CTM will return PTPs only when topological link exists and only to those PTPs 
that are participating in the topological link.

Parameters

For information about the TerminationPoint_T structure, see the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

• CTM supports the following the ONS 15302 layer rates:

– LR_Section_OC3_STS3_and_RS_STM1

– LR_Line_OC3_STS3_and_MS_STM1

• CTM supports the following the ONS 15305 layer rates:

– LR_Section_OC3_STS3_and_RS_STM1

– LR_Line_OC3_STS3_and_MS_STM1

– LR_Section_OC12_STS12_and_RS_STM4

Name Type Input/Output Description

managedElement
Name

globaldefs::NamingAttrib
utes_T

In Name of the ME for which to 
retrieve PTPs

tpLayerRateList transmissionParameters::
LayerRateList_T

In List of PTP layer rates for which the 
PTPs are retrieved. To be reported, a 
PTP must contain at least one of the 
layer rates specified. If the list is 
empty, all PTPs (of all rates) are 
returned

connectionLayer
RateList

transmissionParameters::
LayerRateList_T

In CTM does not use this parameter

how_many unsigned long In Maximum number of PTPs to report 
in the first batch

tpList terminationPoint::Termin
ationPointList_T

Out First batch of PTPs

tpIt terminationPoint::Termin
ationPointIterator_I

Out Iterator to retrieve remaining PTPs
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– LR_Line_OC12_STS12_and_MS_STM4

– LR_Section_OC48_STS12_and_RS_STM16

– LR_Line_OC48_STS12_and_MS_STM16

• CTM supports the following ONS 15310 and ONS 15327 layer rates:

– LR_T1_and_DS1_1_5M

– LR_T3_and_DS3_45M

– LR_Section_OC48_STS48_and_RS_STM16

– LR_Line_OC48_STS48_and_MS_STM16

– LR_Section_OC12_STS12_and_RS_STM4

– LR_Line_OC12_STS12_and_MS_STM4

– LR_Section_OC3_STS3_and_RS_STM1

– LR_Line_OC3_STS3_and_MS_STM1

– LR_Fast_Ethernet

– LR_DSR_1_5M

– LR_DSR_45M

– LR_DSR_OC3_STM4

– LR_DSR_OC12_STM4

– LR_DSR_OC48_STM16

– LR_OPTICAL_SECTION

– LR_PHYSICAL_OPTICAL

– LR_PHYSICAL_ELECTRICAL

• CTM supports the following ONS 15454 SONET layer rates:

– LR_Gigabit_Ethernet 

– LR_T1_and_DS1_1_5M

– LR_T3_and_DS3_45M

– LR_Section_OC48_STS48_and_RS_STM16

– LR_Line_OC48_STS48_and_MS_STM16

– LR_Section_OC12_STS12_and_RS_STM4

– LR_Line_OC12_STS12_and_MS_STM4

– LR_Section_OC3_STS3_and_RS_STM1

– LR_Line_OC3_STS3_and_MS_STM1

– LR_Section_OC1_STS1_and_RS_STM0

– LR_Line_OC1_STS1_and_MS_STM0

– LR_Section_OC192_STS192_and_RS_STM64 

– LR_Line_OC192_STS192_and_MS_STM64 

– LR_Fast_Ethernet

– LR_DSR_1_5M

– LR_DSR_45M
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– LR_DSR_OC1_STM0

– LR_DSR_OC3_STM1

– LR_DSR_OC12_STM4

– LR_DSR_OC48_STM16

– LR_DSR_OC192_STM64 

– LR_DSR_Gigabit_Ethernet 

– LR_OPTICAL_SECTION

– LR_PHYSICAL_OPTICAL

– LR_PHYSICAL_ELECTRICAL

– LR_FC-100_1063M

– LR_FC_200_2125M

– LR_FICON_1G

– LR_FICON_2G

• CTM supports the following ONS 15454 SDH layer rates:

– LR_Gigabit_Ethernet 

– LR_E1_2M

– LR_E3_34M

– LR_T3_and_DS3_45M

– LR_Section_OC48_STS48_and_RS_STM16

– LR_Line_OC48_STS48_and_MS_STM16

– LR_Section_OC12_STS12_and_RS_STM4

– LR_Line_OC12_STS12_and_MS_STM4

– LR_Section_OC3_STS3_and_RS_STM1

– LR_Line_OC3_STS3_and_MS_STM1

– LR_Section_OC192_STS192_and_RS_STM64 

– LR_Line_OC192_STS192_and_MS_STM64 

– LR_Fast_Ethernet

– LR_DSR_2M

– LR_DSR_45M

– LR_DSR_34M

– LR_DSR_OC1_STM0

– LR_DSR_OC3_STM1

– LR_DSR_OC12_STM4

– LR_DSR_OC48_STM16

– LR_DSR_OC192_STM64 

– LR_DSR_Gigabit_Ethernet 

– LR_OPTICAL_SECTION

– LR_PHYSICAL_OPTICAL
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– LR_PHYSICAL_ELECTRICAL

– LR_FC-100_1063M

– LR_FC_200_2125M

– LR_FICON_1G

– LR_FICON_2G

• CTM supports the following ONS 15501 layer rates:

– LR_Optical_Channel

– LR_Optical_Multiplex_Section

– LR_Optical_Transmission_Section

– LR_PHYSICAL_OPTICAL

• CTM supports the following ONS 15530 layer rates:

– All the layer rates supported by ONS 15540

– LR_Physical_Electrical

• CTM supports the following ONS 15540 layer rates:

– LR_Section_OC1_STS1_and_RS_STM0

– LR_Section_OC3_STS3_and_RS_STM1

– LR_Section_OC12_STS12_and_RS_STM4

– LR_Section_OC48_STS48_and_RS_STM16

– LR_Line_OC3_STS3_and_MS_STM1

– LR_Line_OC12_STS12_and_MS_STM4

– LR_Line_OC48_STS48_and_MS_STM16

– LR_Optical_Channel

– LR_Optical_Multiplex_Section

– LR_Optical_Transmission_Section

– LR_OPTICAL_SECTION

– LR_ESCON

– LR_Fast_Ethernet

– LR_FC_100_1063M

– LR_FDDI

– LR_FICON

– LR_Gigabit_Ethernet

– LR_SYSPLEX_ISC_COMP 

– LR_SYSPLEX_ISC_PEER

– LR_SYSPLEX_TIMER_ETR

– LR_SYSPLEX_TIMER_CLO

– LR_Ten_Gigabit_Ethernet
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• CTM supports the following ONS 15600 SONET and ONS 15600 SDH layer rates:

– LR_Section_OC3_STS3_and_RS_STM1

– LR_Line_OC3_STS3_and_MS_STM1

– LR_Section_OC12_STS12_and_RS_STM4

– LR_Line_OC12_STS12_and_STM4

– LR_Section_OC48_STS48_and_RS_STM16

– LR_Line_OC48_STS48_and_MS_STM16

– LR_Section_OC192_STS192_and_RS_STM64

– LR_Line_OC192_STS192_and_MS_STM64

– LR_DSR_OC48_STM16

– LR_DSR_OC192_STM64

– LR_OPTICAL_SECTION

– LR_PHYSICAL_OPTICAL

• CTM supports the following ONS 15800, ONS 15801, and ONS 15808 layer rates:

• No one layer rate has to be specified as parameter for ONS 15800, ONS 15801, or ONS 15808 
equipment.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that managedElementName does not reference an ME object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that managedElementName references an ME object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.
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3.7.6 managedElementManager::ManagedElementManager_I::
getAllPTPNames

Synopsis

void getAllPTPNames(
in globaldefs::NamingAttributes_T managedElementName,
in transmissionParameters::LayerRateList_T tpLayerRateList,
in transmissionParameters::LayerRateList_T 
connectionLayerRateList,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the operation described in 
“3.7.5 managedElementManager::ManagedElementManager_I::getAllPTPs” section on page 3-71, but 
instead of returning the entire object structures, this operation returns their names.

CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15540, ONS 15600 SONET, ONS 15600 SDH, ONS 15800, ONS 15801, and ONS 15808 NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

Name Type Input/Output Description

managedElement
Name

globaldefs::NamingAttr
ibutes_T

In The name of the ME for which to 
retrieve PTPs

tpLayerRateList transmissionParameters
::LayerRateList_T

In List of PTP layer rates for which the 
PTPs are to be retrieved. A PTP must 
contain at least one of the layer rates 
specified to be reported. If the list is 
empty then all PTPs (of all rates) are 
returned

connectionLayer
RateList

transmissionParameters
::LayerRateList_T

In CTM does not use this parameter

how_many unsigned long In Maximum number of PTPs to report in 
the first batch

nameList globaldefs::NamingAttr
ibutesList_T

Out First batch of PTP names

nameIt globaldefs::NamingAttr
ibutesIterator_I

Out Iterator to retrieve remaining PTP 
names
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EXCPT_INVALID_INPUT

This exception is raised when managedElementName does not reference an ME object, or 
tpLayerRateList or connectionLayerRateList contains undefined rates.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when managedElementName references an ME object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.7.7 managedElementManager::ManagedElementManager_I::
getContainedInUseTPs 

Synopsis

void getContainedInUseTPs(
in globaldefs::NamingAttributes_T tpName,
      in transmissionParameters::LayerRateList_T layerRateList,
      in unsigned long how_many,
      out terminationPoint::TerminationPointList_T tpList,
      out terminationPoint::TerminationPointIterator_I tpIt)
    raises(globaldefs::ProcessingFailureException);

Description

This service retrieves the in-use CTPs contained in a specific PTP, at specific layer rates. An in-use CTP 
is a CTP that is used by an SNC in any state (including pending) or a CTP that is terminated and mapped.

Example for SONET: The NMS invokes this method on an OC3 PTP (and assumes that the NE does not 
have an XCVT card, so VT-level cross-connects are not possible) with an empty layerRateList.

• If there are no SNCs created, CTM returns zero CTPs

• If there is one SNC created at the STS1 level, CTM returns one CTP at the STS1 layer rate

Example for SDH: The NMS invokes this method on an STM1 PTP (and assumes that the NE does not 
have an XC10G card, so VC12-level cross-connects are not possible) with an empty layerRateList.

• If there are no SNCs created, CTM returns zero CTPs

• If there is one SNC created at the VC4 level, CTM returns one CTP at the VC4 layer rate

Note CTM supports this operation only for ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15600 
SONET, and ONS 15600 SDH NEs.
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Parameters

For information about the TerminationPoint_T structure, see the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

CTM supports the following layer rates for the layerRateList parameter:

• ONS 15310, ONS 15327 SONET, and ONS 15454 SONET supported layerRate list

– LR_T1_and_DS1_1_5M

– LR_T3_and_DS3_45M

– LR_VT1_5_and_TU11_VC11

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS48c_and_VC4_16c

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c (Supported on ONS 15454 SONET R3.2 and later, and on 
ONS 15327 R3.3 and later)

– LR_STS24c_and_VC4_8c (Supported on ONS 15454 SONET R3.2 and later, and on 
ONS 15327 R3.3 and later)

– LR_STS192c_and_VC4_64c (Supported on ONS 15454 SONET R3.1)

– LR_STS18c_and_VC4_6c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

– LR_STS36c_and_VC4_12c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

• ONS 15454 SDH Supported LayerRate List

– LR_E1_2M (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_E3_34M (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_T3_and_DS3_45M (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_VT2_and_TU12_VC12 (Supported on ONS 15454 SDH Release 4.0 or later)

Name Type Input/Output Description

tpName globaldefs::NamingAttrib
utes_T

In Name of the PTP

layerRateList transmissionParameters::
LayerRateList_T

In List of rates of the contained actual CTPs 
to return. An empty list tells the EMS to 
retrieve all contained actual CTPs (of all 
rates)

how_many unsigned long In Maximum number of CTPs to be returned 
in the first batch

tpList terminationPoint::Termin
ationPointList_T

Out First batch of contained in-use CTPs

tpIt terminationPoint::Termin
ationPointIterator_I

Out Iterator to retrieve the remaining 
contained in-use CTPs
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– LR_Low_Order_TU3_VC3 (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS48c_and_VC4_16c

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c

– LR_STS24c_and_VC4_8c

– LR_STS192c_and_VC4_64c

– LR_STS18c_and_VC4_6c (Supported on ONS 15454 SDH Release 5.0 or later)

– LR_STS36c_and_VC4_12c (Supported on ONS 15454 SDH Release 5.0 or later)

• ONS 15600 SONET and ONS 15600 SDH Supported LayerRate List

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS24c_and_VC4_8c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that tpName does not reference a PTP or CTP object or that layerRateList 
contains undefined rates.

EXCPT_TP_INVALID_ENDPOINT

This exception indicates that tpName refers to a PTP (and all contained potential CTPs) that is part of a 
topological link.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that tpName references a PTP or CTP object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.
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3.7.8 managedElementManager::ManagedElementManager_I::
getContainedInUseTPNames

Synopsis

void getContainedInUseTPNames(
in globaldefs::NamingAttributes_T tpName,
in transmissionParameters::LayerRateList_T layerRateList,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the 
“3.7.7 managedElementManager::ManagedElementManager_I:: getContainedInUseTPs” section on 
page 3-78, but instead of returning the entire object structures, this operation returns their names.

Parameters

For supported layer rates, see the “3.7.7 managedElementManager::ManagedElementManager_I:: 
getContainedInUseTPs” section on page 3-78.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when tpName does not reference a PTP object or layerRateList contains 
undefined rates.

Name Type Input/Output Description

tpName globaldefs::NamingAttr
ibutes_T

In The name of the PTP 

layerRateList transmissionParameters
::LayerRateList_T

In The list of rates of the contained actual 
CTPS to be returned. An empty list 
indicates to the EMS to get all contained 
actual CTPs (for all rates)

how_many unsigned long In The maximum number of CTPs to be 
returned in the first batch

nameList globaldefs::NamingAttr
ibutesList_T

Out First batch of contained in use CTP 
names

nameIt globaldefs::NamingAttr
ibutesIterator_I

Out Iterator to retrieve the remaining 
contained in use CTP names
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EXCPT_TP_INVALID_ENDPOINT

This exception is raised when tpName refers to a PTP (and all contained potential CTPs) that is part of 
a topological link.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when tpName references a PTP object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.7.9 managedElementManager::ManagedElementManager_I::
getContainedPotentialTPs

Synopsis

void getContainedPotentialTPs(
in globaldefs::NamingAttributes_T tpName,
      in transmissionParameters::LayerRateList_T layerRateList,
      in unsigned long how_many,
      out terminationPoint::TerminationPointList_T tpList,
      out terminationPoint::TerminationPointIterator_I tpIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request all the CTPs it can support in all possible mapping 
configurations, at specified rates and TPs. This service returns all potential contained CTPs for a specific 
TP. The TP might be a PTP or a CTP. If the layerRateList is empty, contained CTPs at all flexible and 
static LayerRates are returned.

For example, the NMS invokes this method on an OC-3 PTP (assuming that the NE does not have an 
XCVT card, so VT-level cross-connects are not possible) with an empty layerRateList. Regardless of the 
number of SNCs, CTM returns four CTPs: three at STS-1 layer rate and one at STS-3c layer rate.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.
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Parameters

For information about the TerminationPoint_T structure, see the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

CTM supports the following layer rates for the layerRateList parameter:

• ONS 15310, ONS 15327, and ONS 15454 SONET supported layerRate list

– LR_T1_and_DS1_1_5M

– LR_T3_and_DS3_45M

– LR_VT1_5_and_TU11_VC11

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS48c_and_VC4_16c

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c (supported on ONS 15454 SONET R3.2 and later, and on 
ONS 15327 R3.3 and later.)

– LR_STS24c_and_VC4_8c (supported on ONS 15454 SONET R3.2 and later, and on 
ONS 15327 R3.3 and later)

– LR_STS192c_and_VC4_64c (supported on ONS 15454 SONET R3.1 and later) 

• ONS 15454 SDH supported LayerRate list

– LR_E1_2M (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_E3_34M (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_T3_and_DS3_45M (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_VT2_and_TU12_VC12 (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_Low_Order_TU3_VC3 (Supported on ONS 15454 SDH Release 4.0 or later)

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS48c_and_VC4_16c

Name Type Input/Output Description

tpName globaldefs::NamingAttrib
utes_T

In Name of the PTP or CTP for which to 
retrieve contained CTPs

layerRateList transmissionParameters::
LayerRateList_T

In List of rates of the contained CTPs to 
report. An empty list tells the EMS to 
report all contained CTPs (of all rates)

how_many unsigned long In Maximum number of contained CTPs to 
report in the first batch

tpList terminationPoint::Termin
ationPointList_T

Out First batch of contained in-use CTPs

tpIt terminationPoint::Termin
ationPointIterator_I

Out Iterator to retrieve the remaining 
contained in-use CTPs
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– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c

– LR_STS24c_and_VC4_8c

– LR_STS192c_and_VC4_64c

• ONS 15600 SONET and ONS 15600 SDH supported layerRate list

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS24c_and_VC4_8c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that tpName does not reference a PTP or CTP object.

EXCPT_TP_INVALID_ENDPOINT

This exception indicates that tpName refers to a PTP (and all contained potential CTPs) that is part of a 
topological link.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that tpName references a PTP or CTP object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.
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3.7.10 managedElementManager::ManagedElementManager_I::
getContainedPotentialTPNames

Synopsis

void getContainedPotentialTPNames(
in globaldefs::NamingAttributes_T tpName,
in transmissionParameters::LayerRateList_T layerRateList,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the 
“3.7.9 managedElementManager::ManagedElementManager_I:: getContainedPotentialTPs” section on 
page 3-82, but instead of returning the entire object structures, this operation returns their names.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when tpName does not reference a PTP or CTP object.

EXCPT_TP_INVALID_ENDPOINT

This exception is raised when tpName refers to a PTP (and all contained potential CTPs) that is part of 
a topological link.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when tpName references a PTP or CTP object that does not exist.

Name Type Input/Output Description

tpName globaldefs::NamingAttr
ibutes_T

In The name of the PTP or CTP for which 
to get contained CTPs

layerRateList transmissionParameters
::LayerRateList_T

In The list of the rates the contained CTPs 
to report. An empty list indicates to the 
EMS to report all contained CTPs (of all 
rates)

how_many unsigned long In Maximum number of contained CTPs to 
report in the first batch

nameList globaldefs::NamingAttr
ibutesList_T

Out First batch of contained in-use CTP 
names

nameIt globaldefs::NamingAttr
ibutesIterator_I

Out Iterator to retrieve the remaining 
contained in-use CTP names
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EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.7.11 managedElementManager::ManagedElementManager_I::
getContainingSubnetworkNames 

Synopsis

void getContainingSubnetworkNames(
in globaldefs::NamingAttributes_T managedElementName,
      out globaldefs::NamingAttributesList_T subnetNames)
    raises(globaldefs::ProcessingFailureException);

Description

This operation returns a list of subnetwork names to which the ME (supplied as an input parameter) 
belongs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that managedElementName does not reference an ME object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that managedElementName references an ME object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

Name Type Input/Output Description

managedEle
mentName

globaldefs::NamingAttrib
utes_T

In Name of the ME for which to retrieve the 
containing subnetwork names

subnetNames globaldefs::NamingAttrib
utesList_T

Out Names of the subnetworks to which the NE 
belongs
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Compliance

TMF-defined.

3.7.12 managedElementManager::ManagedElementManager_I::
getAllTopologicalLinksForME

Synopsis

void getAllTopologicalLinksForME(
in globaldefs::NamingAttributes_T meName,
      in unsigned long how_many,
      out topologicalLink::TopologicalLinkList_T topoList,
      out topologicalLink::TopologicalLinkIterator_I topoIt)
    raises(globaldefs::ProcessingFailureException);

Description

This interface returns a list of topological links originating or terminating on the specified ME.

Note CTM supports this operation only for ONS 15216, ONS 15310, ONS 15327, ONS 15454 SONET, 
ONS 15454 SDH, ONS 15600 SONET, ONS 15600 SDH, ONS 15501, ONS 15530, ONS 15540, 
ONS 1580x, and Unmanaged NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that managedElementName does not reference an ME object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that managedElementName references an ME object that does not exist.

Name Type Input/Output Description

meName globaldefs::NamingAttrib
utes_T

In Name of the ManagedElement.

how_many unsigned long In Maximum number of topological links to 
return in the first batch.

topoList topologicalLink::Topolog
icalLinkList_T

Out First batch of topological links.

tpIt topologicalLink::Topolog
icalLinkIterator_I

Out Iterator to retrieve the remaining 
topological links.
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EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators has been reached to 128.

Compliance

CTM-defined.

3.7.13 managedElementManager::ManagedElementManager_I::
getManagedElement 

Synopsis

void getManagedElement(
in globaldefs::NamingAttributes_T managedElementName,
      out managedElement::ManagedElement_T me)
    raises(globaldefs::ProcessingFailureException);

Description

This operation returns the ME for a specific ME name.

Parameters

For information about the ManagedElement_T structure, see the 
“3.7.3 managedElementManager::ManagedElementManager_I:: getAllManagedElements” section on 
page 3-67.

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that managedElementName does not reference an ME object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that managedElementName references an ME object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

Name Type Input/Output Description

managedElementName globaldefs::NamingAttributes_T In Name of the ME to retrieve

me managedElement::ManagedEle
ment_T

Out The retrieved ME
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Compliance

TMF-defined.

3.7.14 managedElementManager::ManagedElementManager_I::getTP 
Synopsis

void getTP(
in globaldefs::NamingAttributes_T tpName,
      out terminationPoint::TerminationPoint_T tp)
    raises(globaldefs::ProcessingFailureException);

Description

This operation returns the TP structure for a specific TP name.

For the PTP on a protecting equipment in a 1_FOR_N protection group, CTM reports only the 
AlarmReporting for the LayeredParameters of that PTP.

Parameters

For information about the TerminationPoint_T structure, see the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that tpName does not reference a TP object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that tpName references a TP object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

Compliance

TMF-defined.

Name Type Input/Output Description

tpName globaldefs::NamingAttributes_T In Name of the TP to retrieve

tp terminationPoint::TerminationPoint_T Out Retrieved TP
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3.7.15 managedElementManager::ManagedElementManager_I::
getAssociatedTopologicalLinks

Synopsis

void getAssociatedTopologicalLinks(
         in globaldefs::NamingAttributes_T ptpName,
         out topologicalLink::TopologicalLink_T topologicalLinks)
         raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to pass the TP name. CTM supports multilayer topological links and 
returns a list of topological links through the TP. CTM supports this operation only for ONS 15310, 
ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15540, ONS 15600 SONET, ONS 15600 
SDH, ONS 15800, ONS 15801, and ONS 15808 NEs. CTM reports all the physical optical and manual 
topological links.

Note This operation is CTM-specific and is not defined by the TMF. In the future, if the TMF defines the same 
method with a different behavior, the name of this method might change.

Parameters

For information about the TopologicalLink_T structure, see the 
“3.2.5 emsMgr::EMSMgr_I::getAllTopLevelTopologicalLinks” section on page 3-7.

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that ptpName does not reference a PTP object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that ptpName references a PTP object that does not exist.

EXCPT_NE_COMM_LOSS 

This exception indicates a loss of communication with the NE.

Name Type
Input/ 
Output Description

tpName globaldefs::NamingAttributes_T In Name of TP whose topological 
link is required

topologicalLinks topologicalLink::TopologicalLink_T Out Topological link structure 
whose end is a specific TP
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Compliance

CTM-defined.

3.7.16 managedElementManager::ManagedElementManager_I::setTPData
Synopsis

void setTPData(
in subnetworkConnection::TPData_T tpInfo,
      out terminationPoint::TerminationPoint_T modifiedTP)
    raises(globaldefs::ProcessingFailureException);

Description

This service allows the NMS to set parameters on a specific TP. The results tell the NMS which 
modifications succeeded. If the equipment is the protecting equipment in a 1_For_N protection group, 
CTM does not allow user to set parameters for TPs on that protecting equipment.

If the equipment is the protecting equipment in a 1_For_N protection group, CTM does not allow setting 
for “AlarmReporting” for the PTPs on the equipment. CTM supports the TrailTraceExpectedRx, 
TrailTraceActualTx, and TrailTraceMonitor parameters for FTPs. For valid values for each parameter, 
see the “3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

CTM supports the following parameters for CTPs:

• IPPMMonitor

• XCLoopback

• TrailTraceActualTx

• TrailTraceExpectedRx

• TrailTraceMonitor

Note For G1000 cards, the TrailTraceMonitor and TrailTaceExpectedRx parameters are supported.

If the NMS sends only TrailTraceExpectedRx, CTM sets TrailTraceMonitor to On and sets the value of 
the expected string. If TrailTraceExpectedRx contains an empty string as the only parameter in the call, 
CTM changes TrailTraceMonitor to On and sets the expected string to an empty string. To completely 
remove the path trace, the NMS must set TrailTraceMonitor to Off and set TrailTraceExpectedRx to an 
empty string in one call.

CTM supports the following parameters for PTPs:

• AlarmReporting

• ServiceState

• AdminState

• LineCode

• FrameFormat

• EnableSyncMsg

• SDH_SONET_SS_BITS
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Note Valid values for PTP parameters are listed in the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

Note The SDH_SONET_SS_BITS parameter can be modified only when EnableSyncMsg is Off. In 
addition, EnableSyncMsg can be set to On only if SDH_SONET_SS_BITS is set to “SONET.” 

Note SDH_SONET_SS_BITS and EnableSyncMsg parameters must be modified by invoking two 
separate method calls. Neither SDH_SONET_SS_BITS nor EnableSyncMsg can be modified in 
the same method invocation. CTM throws a ProcessingFailureException when such an attempt 
is made.

CTM also supports the following PTP parameters related to Automatic Laser Shutdown. These 
parameters are not defined by TMF:

• ALSMode

• PulseWidth

• RecoveryInterval

• RestartLaser

If the equipment is the protecting equipment in a 1:N protection group, CTM sets the PTPs on the 
equipment to “AlarmReporting.”

CTM supports the following parameters for FTPs:

• TrailTraceExpectedRx

• TrailTraceMonitor

Note Valid values for FTP parameters are listed in the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

Use the CTM client to set other parameters. CTM supports this operation only for ONS 15310, 
ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15600 SONET, and ONS 15600 SDH NEs. 
Invoking this method from the NMS is a synchronous call.

Parameters

For information about the TerminationPoint_T structure, see the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

Name Type Input/Output Description

tpInfo subnetworkConnection::TPData_T In Details about required 
modifications

modifiedTP terminationPoint::TerminationPoint_T Out Result of modification
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CTM supports TPData_T as follows:

• globaldefs::NamingAttributes_T tpName

– Supported.

• terminationPoint::TerminationMode_T tpMappingMode

– Not supported.

• transmissionParameters::LayeredParameterList_T transmissionParams

– Supported.

• globaldefs::NamingAttributes_T ingressTrafficDescriptorName

– Not supported.

• globaldefs::NamingAttributes_T egressTrafficDescriptorName

– Not supported.

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that the TP referred to in tpInfo does not exist.

EXCPT_INVALID_INPUT

This exception indicates that tpInfo does not reference a valid CTP object.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

Compliance

TMF-defined.

3.7.17 managedElementManager::ManagedElementManager_I::
getAllSrcPTPsForSNCProvisioning

Synopsis

void getAllSrcPTPsForSNCProvisioning(
in globaldefs::NamingAttributes_T managedElementName,
in transmissionParameters::LayerRate_T layerRate,
in globaldefs::ConnectionDirection_T direction,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T tpList,
out globaldefs::NamingAttributesIterator_I tpIt) 

raises(globaldefs::ProcessingFailureException);
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Description

This method returns a list of PTP names that can be used as the source of an SNC to create on a given 
ME. The NMS must specify the layer rate and the direction of the SNC to create. This method does not 
reserve resources for SNC creation; rather, this method returns a PTP name list based on current resource 
availability. The actual SNC creation might still fail.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

CTM supports layerRate for ONS 15310, ONS 15327, and ONS 15454 SONET as follows:

• LR_T1_and_DS1_1_5M

• LR_T3_and_DS3_45M

• LR_VT1_5_and_TU11_VC11

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c (Supported on ONS 15454 Release 3.1 or later) 

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 Release 
3.3 or later)

• LR_STS24c_and_VC4_8c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 
Release 3.3 or later)

Name Type Input/Output Description

managedEl
ementName

globaldefs::NamingAttributes_T In Name of the ME that is the 
source of the SNC to create

layerRate transmissionParameters::LayerRate_T In LayerRate at which the SNC is 
created. All PTP names 
available as the source of the 
SNC at this layer rate are 
returned

direction globaldefs::ConnectionDirection_T In CTM supports CD_UNI 
(unidirectional) or CD_BI 
(bidirectional)

how_many unsigned long In Maximum number of PTP 
names to report in the first batch

tpList globaldefs::NamingAttributesList_T Out First batch of PTP names

tpIt globaldefs::NamingAttributesIterator_I Out Iterator to retrieve remaining 
PTP names
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• LR_STS18c_and_VC4_6c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

• LR_STS36c_and_VC4_12c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

CTM supports layerRate for ONS 15454 SDH as follows:

• LR_E1_2M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_E3_34M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_T3_and_DS3_45M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_VT2_and_TU12_VC12 (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_Low_Order_TU3_VC3 (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c

• LR_STS24c_and_VC4_8c

• LR_STS192c_and_VC4_64c

• LR_STS18c_and_VC4_6c (Supported on ONS 15454 SDH Release 5.0 or later)

• LR_STS36c_and_VC4_12c (Supported on ONS 15454 SDH Release 5.0 or later)

CTM supports layerRate for ONS 15600 SONET and ONS 15600 SDH as follows:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS24c_and_VC4_8c

• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that the managedElement does not exist.

EXCPT_INVALID_INPUT

This exception indicates an invalid layerRate or direction.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication to the managedElement.
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Compliance

CTM-defined.

3.7.18 managedElementManager::ManagedElementManager_I::
getAllSrcCTPsForSNCProvisioning

Synopsis

void getAllSrcCTPsForSNCProvisioning(
in globaldefs::NamingAttributes_T ptpName,
in transmissionParameters::LayerRate_T layerRate,
in globaldefs::ConnectionDirection_T direction,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T tpList,
out globaldefs::NamingAttributesIterator_I tpIt) 

raises(globaldefs::ProcessingFailureException);

Description

This method returns a list of CTP names that can be used as the source of an SNC to create on a given 
ME. The NMS must specify the layer rate and the direction of the SNC to create. This method does not 
reserve resources for SNC creation; rather, this method returns a CTP name list based on current resource 
availability. The actual SNC creation might still fail. Values returned by this list can be used as aEnd in 
SNCCreateData_T parameter of the “3.8.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: 
createAndActivateSNCFromUserLabel” section on page 3-124. 

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

Name Type Input/Output Description

ptpName globaldefs::NamingAttributes_T In Name of the PTP that is the 
source of the SNC to create

layerRate transmissionParameters::LayerRate_T In LayerRate at which the SNC 
is created. All CTP names 
available at this layer rate are 
returned

direction globaldefs::ConnectionDirection_T In CTM supports CD_UNI 
(unidirectional) or CD_BI 
(bidirectional)

how_many unsigned long In Maximum number of CTP 
names to report in the first 
batch

tpList globaldefs::NamingAttributesList_T Out First batch of CTP names

tpIt globaldefs::NamingAttributesIterator_I Out Iterator to retrieve remaining 
CTP names
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CTM supports layerRate for the ONS 15310, ONS 15327, and ONS 15454 SONET as follows:

• LR_T1_and_DS1_1_5M

• LR_T3_and_DS3_45M

• LR_VT1_5_and_TU11_VC11

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c (Supported on ONS 15454 Release 3.1 or later)

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 Release 
3.3 or later)

• LR_STS24c_and_VC4_8c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 
Release 3.3 or later)

• LR_STS18c_and_VC4_6c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

• LR_STS36c_and_VC4_12c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

CTM supports layerRate for the ONS 15454 SDH as follows:

• LR_E1_2M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_E3_34M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_T3_and_DS3_45M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_VT2_and_TU12_VC12 (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_Low_Order_TU3_VC3 (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c

• LR_STS24c_and_VC4_8c

• LR_STS192c_and_VC4_64c

• LR_STS18c_and_VC4_6c (Supported on ONS 15454 SDH Release 5.0 or later)

• LR_STS36c_and_VC4_12c (Supported on ONS 15454 SDH Release 5.0 or later)

CTM supports layerRate for ONS 15600 SONET and ONS 15600 SDH as follows:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3C_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS24c_and_VC4_8c
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• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that the managedElement does not exist.

EXCPT_INVALID_INPUT

This exception indicates an invalid layerRate or direction.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication to the managedElement.

Compliance

CTM-defined.

3.7.19 managedElementManager::ManagedElementManager_I::
getAllDestPTPsForSNCProvisioning

Synopsis

void getAllDestPTP namesForSNCProvisioning(
in globaldefs::NamingAttributes_T managedElementName,
in globaldefs::NamingAttributes_T srcCTPName,
in transmissionParameters::LayerRate_T layerRate,
in globaldefs::ConnectionDirection_T direction,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T ptpList,
out globaldefs::NamingAttributesIterator_I tpIt) 

raises(globaldefs::ProcessingFailureException);

Description

This method returns a list of PTP names that can be used as the destination of an SNC to create on a 
given ME. The NMS must specify the source CTP name, layer rate, and the direction of the SNC to 
create. This method does not reserve resources for SNC creation; rather, this method returns a PTP name 
list based on current resource availability. The actual SNC creation might still fail.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.
3-98
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
managedElementManager::ManagedElementManager_I
Parameters

CTM supports layerRate for the ONS 15310, ONS 15327, and ONS 15454 SONET as follows:

• LR_T1_and_DS1_1_5M

• LR_T3_and_DS3_45M

• LR_VT1_5_and_TU11_VC11

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c (Supported on ONS 15454 Release 3.1 or later)

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 Release 
3.3 or later)

• LR_STS24c_and_VC4_8c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 
Release 3.3 or later)

• LR_STS18c_and_VC4_6c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

• LR_STS36c_and_VC4_12c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

Name Type Input/Output Description

managedEle
mentName

globaldefs::NamingAttributes_T In Name of the ME that is the 
destination of the SNC to 
create.

srcCTPName globaldefs::NamingAttributes_T In Name of the CTP selected as 
the source CTP name of the 
SNC to create.

layerRate transmissionParameters::LayerRate_T In LayerRate at which the SNC is 
created. This value must match 
the layerRate of srcCTP 
specified in the srcCTPName 
field. All PTP names available 
as the SNC destination at this 
layer rate are returned.

direction globaldefs::ConnectionDirection_T In CTM supports CD_UNI 
(unidirectional) or CD_BI 
(bidirectional).

how_many unsigned long In Maximum number of PTP 
names to report in the first 
batch.

tpList globaldefs::NamingAttributesList_T Out First batch of PTP names.

tpIt globaldefs::NamingAttributesIterator_I Out Iterator to retrieve remaining 
PTP names.
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CTM supports layerRate for the ONS 15454 SDH as follows:

• LR_E1_2M (supported on the ONS 15454 SDH Release 4.0 or later)

• LR_E3_34M (supported on the ONS 15454 SDH Release 4.0 or later)

• LR_T3_and_DS3_45M (supported on the ONS 15454 SDH Release 4.0 or later)

• LR_VT2_and_TU12_VC12 (supported on the ONS 15454 SDH Release 4.0 or later)

• LR_Low_Order_TU3_VC3 (supported on the ONS 15454 SDH Release 4.0 or later)

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c

• LR_STS24c_and_VC4_8c

• LR_STS192c_and_VC4_64c

• LR_STS18c_and_VC4_6c (Supported on ONS 15454 SDH Release 5.0 or later)

• LR_STS36c_and_VC4_12c (Supported on ONS 15454 SDH Release 5.0 or later)

CTM supports layerRate for ONS 15600 SONET as follows:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3C_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS24c_and_VC4_8c

• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c

CTM supports layerRate for ONS 15600 SDH as follows:

• LR_STS3C_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS24c_and_VC4_8c

• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that the PTP name does not exist.

EXCPT_INVALID_INPUT

This exception indicates an invalid layerRate or direction.
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EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication to the managedElement.

Compliance

CTM-defined.

3.7.20 managedElementManager::ManagedElementManager_I::
getAllDestCTPsForSNCProvisioning

Synopsis

void getAllDestCTP namesForSNCProvisioning(
in globaldefs::NamingAttributes_T ptpName,
in globaldefs::NamingAttributes_T srcCTPName,
in transmissionParameters::LayerRate_T layerRate,
in globaldefs::ConnectionDirection_T direction,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T ctpList,
out globaldefs::NamingAttributesIterator_I tpIt)

raises(globaldefs::ProcessingFailureException);

Description

This method returns a list of CTP names that can be used as the destination of an SNC to create on a 
given ME. The NMS must specify the PTP name, the source CTP name, layer rate, and the direction of 
the SNC to create. This method does not reserve resources for SNC creation; rather, this method returns 
a CTP list based on current resource availability. The actual SNC creation might still fail. Values 
returned by this list can be used as zEnd in SNCCreateData_T parameter of the 
“3.8.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: 
createAndActivateSNCFromUserLabel” section on page 3-124 

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

Name Type Input/Output Description

ptpName globaldefs::NamingAttributes_T In Name of the PTP.

srcCTPName globaldefs::NamingAttributes_T In Name of the CTP selected 
as the source CTP name of 
the SNC to create.

layerRate transmissionParameters::LayerRate_T In LayerRate at which the 
SNC is created. This value 
must match the layerRate 
of srcCTP specified in the 
srcCTPName field. All 
CTP names available at 
this layer rate are 
returned.
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CTM supports layerRate for the ONS 15310, ONS 15327, and ONS 15454 SONET as follows:

• LR_T1_and_DS1_1_5M

• LR_T3_and_DS3_45M

• LR_VT1_5_and_TU11_VC11

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c (Supported on ONS 15454 Release 3.1 or later)

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 Release 
3.3 or later)

• LR_STS24c_and_VC4_8c (Supported on ONS 15454 Release 3.2 or later and on ONS 15327 
Release 3.3 or later)

• LR_STS18c_and_VC4_6c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

• LR_STS36c_and_VC4_12c (Supported on ONS 15327 Release 5.0 or later and on ONS 15454 
Release 5.0 or later)

CTM supports layerRate for the ONS 15454 SDH as follows:

• LR_E1_2M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_E3_34M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_T3_and_DS3_45M (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_VT2_and_TU12_VC12 (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_Low_Order_TU3_VC3 (Supported on ONS 15454 SDH Release 4.0 or later)

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c

direction globaldefs::ConnectionDirection_T In CTM supports CD_UNI 
(unidirectional) or CD_BI 
(bidirectional).

how_many unsigned long In Maximum number of CTP 
names to report in the first 
batch.

tpList globaldefs::NamingAttributesList_T Out First batch of CTP names.

tpIt globaldefs::NamingAttributesIterator_I Out Iterator to retrieve 
remaining CTP names.

Name Type Input/Output Description
3-102
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
managedElementManager::ManagedElementManager_I
• LR_STS24c_and_VC4_8c

• LR_STS192c_and_VC4_64c

• LR_STS18c_and_VC4_6c (Supported on ONS 15454 SDH Release 5.0 or later)

• LR_STS36c_and_VC4_12c (Supported on ONS 15454 SDH Release 5.0 or later)

CTM supports layerRate for ONS 15600 SONET and ONS 15600 SDH as follows:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3C_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS24c_and_VC4_8c

• LR_STS48c_and_VC4_16c

• LR_STS192c_and_VC4_64c

Throws

globaldefs::ProcessingFailureException:

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that the PTP name does not exist.

EXCPT_INVALID_INPUT

This exception indicates an invalid layerRate or direction.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication to the managedElement.

Compliance

CTM-defined.

3.7.21 managedElementManager::ManagedElementManager_I::
getAllSrcFTPsForSNCProvisioning

Synopsis

void getAllSrcFTPsForSNCProvisioning(
in globaldefs::NamingAttributes_T meName,
in transmissionParameters::LayerRate_T layerRate,
in globaldefs::ConnectionDirection_T direction,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T tpList,
out globaldefs::NamingAttributesIterator_I tpIt)

raises(globaldefs::ProcessingFailureException)
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Description

This method returns list of FTP names which can be used as source of an SNC to be created on a given 
ME. The NMS must specify the SNC layer rate to create. This method does not reserve any resources 
for SNC creation; it only returns the FTP name list based on resource availability at that particular time. 
It is possible that the actual SNC creation can fail. Values returned by this list can be used as aEnd in 
SNCCreateData_T parameter of the “3.8.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: 
createAndActivateSNCFromUserLabel” section on page 3-124.

Note CTM only supports this method for the ONS 15310, ONS 15327, ONS 15454 SONET, and ONS 15454 
SDH.

Parameters

The following layerRate values are supported by CTM:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c

• LR_STS24c_and_VC4_8c

• LR_STS18c_and_VC4_6c

• LR_STS36c_and_VC4_12c

Name Type Input/Output Description

meName globaldefs::NamingAttributes_T In Name of the ME that is the 
source of the SNC to be 
created.

layerRate transmissionParameters::LayerRate_T In LayerRate at which the 
SNC is created. All FTPs 
available at this layer rate 
are returned.

direction globaldefs::ConnectionDirection_T In CTM supports CD_BI 
(bidirectional).

how_many unsigned long In Maximum number of FTP 
names to report in the first 
batch.

tpList globaldefs::NamingAttributesList_T Out First batch of FTP names.

tpIt globaldefs::NamingAttributesIterator_I Out Iterator to retrieve 
remaining FTP names.
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR 

Raised in case of nonspecific EMS internal failure.

EXCPT_ENTITY_NOT_FOUND

Raised if the managedElement does not exist.

EXCPT_INVALID_INPUT

Raised when layerRate or direction are invalid.

EXCPT_NE_COMM_LOSS

Raised when communications to managedElement is lost.

Compliance

CTM-defined.

3.7.22 managedElementManager::ManagedElementManager_I::
getAllDestFTPsForSNCProvisioning

Synopsis

void getAllDestFTPsForSNCProvisioning(
in globaldefs::NamingAttributes_T meName,
in globaldefs::NamingAttributes_T srcTPName,
in transmissionParameters::LayerRate_T layerRate,
in globaldefs::ConnectionDirection_T direction,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T tpList,
out globaldefs::NamingAttributesIterator_I tpIt)

raises(globaldefs::ProcessingFailureException);

This method returns a list of FTP names that can be used as a destination for an SNC to be created on a 
given ME. The NMS must specify the source TP name (which can be a CTP or FTP) and the layer rate 
of the SNC to create. This method does not reserve any resources for SNC creation; it only returns the 
FTP name list based on resource availability at that particular time. It is possible that actual SNC creation 
can fail. Values returned by this list can be used as zEnd in SNCCreateData_T parameter of the 
“3.8.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: 
createAndActivateSNCFromUserLabel” section on page 3-124.

Note CTM only supports this method for the ONS 15310, ONS 15327, ONS 15454 SONET, and ONS 15454 
SDH.
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Parameters

The following layerRate values are supported by CTM:

• LR_STS1_and_AU3_High_Order_VC3

• LR_STS3c_and_AU4_VC4

• LR_STS12c_and_VC4_4c

• LR_STS48c_and_VC4_16c

• LR_STS6c_and_VC4_2c

• LR_STS9c_and_VC4_3c

• LR_STS24c_and_VC4_8c

• LR_STS18c_and_VC4_6c

• LR_STS36c_and_VC4_12c

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

Raised in case of nonspecific EMS internal failure.

EXCPT_ENTITY_NOT_FOUND

Raised if the managedElement does not exist.

EXCPT_INVALID_INPUT

Raised when layerRate or direction are invalid.

Name Type Input/Output Description

meName globaldefs::NamingAttributes_T In Name of the ME that is the 
source of the SNC to be 
created.

srcTPName globaldefs::NamingAttributes_T In Name of the TP that is 
selected as source TP for 
SNC to be created.

layerRate transmissionParameters::LayerRate_T In LayerRate at which the 
SNC is created. All FTPs 
available at this layer rate 
are returned.

direction globaldefs::ConnectionDirection_T In CTM supports CD_BI 
(bidirectional).

how_many unsigned long In Maximum number of FTP 
names to report in the first 
batch.

tpList globaldefs::NamingAttributesList_T Out First batch of FTP names.

tpIt globaldefs::NamingAttributesIterator_I Out Iterator to retrieve 
remaining FTP names.
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EXCPT_NE_COMM_LOSS

Raised when communications to managedElement is lost.

Compliance

CTM-defined.

3.7.23 managedElementManager::ManagedElementManager_I::
forceNEResync

Synopsis

void forceNEResync(
in globaldefs::NamingAttributes_T meName
raises(globaldefs::ProcessingFailureException);

Description

This method forces CTM to resynchronize the inventory and alarms of the specified ME. This method 
returns after basic validation. The ME is then queued for resynchronization. CTM generates a 
StateChange event indicating that the emsInSyncState has changed to False. Upon successful completion 
of resynchronization, CTM generates a StateChange event indicating that the emsInSyncState attribute 
has changed to True. An entry is made into CTM error log if the resynchronization fails. 

Note In the future, if the TMF defines the same method with a different behavior, the name of this method 
might change. CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, 
ONS 15454 SDH, ONS 15501, ONS 15530, ONS 15540, ONS 15600 SONET, ONS 15600 SDH, 
ONS 15800, ONS 15801, and ONS 15808 NEs.

Parameters

Throws

globaldefs::ProcessingFailureException:

EXCPT_UNABLE_TO_COMPLY

This exception indicates that an ME is in the initial poll state, or that the ME is already in the 
resynchronization state.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that the ME does not exist.

EXCPT_INVALID_INPUT

This exception indicates an invalid ME name.

Name Type Input/Output Description

meName globaldefs::NamingAttributes_T In Name of the ManagedElement to 
be resynched
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EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication to the managedElement.

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Compliance

CTM-defined.

3.8 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I
This interface accesses subnetworks and their operations. A handle to an instance of this interface is 
gained through the getManager operation in emsSession. This interface is inherited from 
common::Common_I.

interface ManagedElementManager_I:common::Common_I

This interface also implements the getCapabilities method. Operations described in following sections 
are returned to the NMS when it invokes getCapabilities.

3.8.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllEdgePoints 
Synopsis

void getAllEdgePoints(
in globaldefs::NamingAttributes_T subnetName,
      in transmissionParameters::LayerRateList_T tpLayerRateList,
      in transmissionParameters::LayerRateList_T connectionLayerRateList,
      in unsigned long how_many,
      out terminationPoint::TerminationPointList_T tpList,
      out terminationPoint::TerminationPointIterator_I tpIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request a list of edge TPs for a specific subnetwork at one or more of 
the NMS-specified layers that are capable of containing CTPs that can be connected at one or more of 
the NMS-specified connection layer rates.

CTM does not include PTPs that are part of a topological link.

Note CTM supports this operation only for ONS 15301, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15501, ONS 15530, ONS 15540, ONS 15600 SONET, and ONS 15600 SDH NEs.
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Parameters

For information about the TerminationPoint_T structure, see the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that subnetName does not reference a multiLayerSubnetwork object, or that 
tpLayerRateList or connectionLayerRateList contains undefined values.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that subnetName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

Name Type Input/Output Description

subnetName globaldefs::NamingAttribut
es_T

In Name of the subnetwork

tpLayerList transmissionParameters::La
yerRateList_T

In List of TP layer rates for which 
edge points are retrieved. To be 
reported, an edge point must 
contain at least one of the layer 
rates specified. If the list is empty, 
edge points of all rates are 
returned

connectionLayer
RateList

transmissionParameters::La
yerRateList_T

In CTM does not use this parameter

how_many unsigned long In Maximum number of edge points 
to return in the first batch

tpList terminationPoint::Terminati
onPointList_T

Out First batch of edge points

tpIt terminationPoint::Terminati
onPointIterator_I

Out Iterator to retrieve the remaining 
edge points
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3.8.2 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAllManagedElements 

Synopsis

void getAllManagedElements(
in globaldefs::NamingAttributes_T subnetName,
in unsigned long how_many,
out managedElement::ManagedElementList_T meList,
out managedElement::ManagedElementIterator_I meIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request a list of MEs that are associated with a specific subnetwork.

Parameters

For information about the ManagedElement_T structure, see the 
“3.7.3 managedElementManager::ManagedElementManager_I:: getAllManagedElements” section on 
page 3-67.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that subnetName does not reference a multiLayerSubnetwork object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that subnetName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

Name Type Input/Output Description

subnetName globaldefs::NamingAttributes_T In Name of the subnetwork

how_many unsigned long In Maximum number of MEs to report in 
the first batch

MeList managedElement::ManagedEle
mentList_T

Out First batch of MEs

meIt managedElement::ManagedEle
mentIterator_I

Out Iterator to retrieve the remaining MEs
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3.8.3 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAllManagedElementNames

Synopsis

void getAllManagedElementNames(
in globaldefs::NamingAttributes_T subnetName,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the 
“3.8.2 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: getAllManagedElements” section on 
page 3-110, but instead of returning the entire object structures, this operation returns their names.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when subnetName does not reference a multiLayerSubnetwork object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when subnetName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

Name Type Input/Output Description

subnetName globaldefs::NamingAttributes_T In Name of the subnetwork

how_many unsigned long In Maximum number of MEs to report 
in the first batch

nameList globaldefs::NamingAttributesLi
st_T

Out First batch of ME names

nameIt globaldefs::NamingAttributesIte
rator_I

Out Iterator to retrieve the remaining ME 
names
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3.8.4 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllSubnetwork
Connections

Synopsis

void getAllSubnetworkConnections(
in globaldefs::NamingAttributes_T subnetName,
      in transmissionParameters::LayerRateList_T connectionRateList,
      in unsigned long how_many,
      out subnetworkConnection::SubnetworkConnectionList_T sncList,
      out subnetworkConnection::SNCIterator_I sncIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request a list of SNCs for a specific subnetwork at specific connection 
rates. 

• ONS 15327: This method does not support STS1 SNC on XTC using DS1 ports. 

• ONS 15454 SONET: This method does not report STS-1 SNC on DS-1 equipment. 

• ONS 15454 SDH: This method does not report VC4 SNC on E1, E1_42 equipment. This method 
does not report VCAT SNCs.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

For information about the SubnetworkConnection_T structure, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

Name Type Input/Output Description

subnetName globaldefs::NamingAttribute
s_T

In Name of the subnetwork

connectionL
ayerRateList

transmissionParameters::Lay
erRateList_T

In List of SNC rates to be reported. If an 
empty list is specified, all SNCs of all 
rates are reported

how_many unsigned long In Maximum number of SNCs to be 
reported in the first batch

sncList subnetworkConnection::Sub
networkConnectionList_T

Out First batch of SNCs

sncIt subnetworkConnection::SN
CIterator_I

Out Iterator to retrieve the remaining SNCs
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EXCPT_INVALID_INPUT

This exception indicates that subnetName does not reference a multiLayerSubnetwork object or that 
connectionRateList contains undefined values.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that subnetName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.8.5 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAllSubnetworkConnectionsWithTP 

Synopsis

void getAllSubnetworkConnectionsWithTP(
in globaldefs::NamingAttributes_T tpName,
      in transmissionParameters::LayerRateList_T connectionRateList,
      in unsigned long how_many,
      out subnetworkConnection::SubnetworkConnectionList_T sncList,
      out subnetworkConnection::SNCIterator_I sncIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request a list of SNCs that are using a specific TP at specific connection 
rates. A TP might be a PTP, which requires a full list of SNCs that are using any contained CTPs. A TP 
might be a CTP name, which requires only SNCs that are using that CTP name or any of its contained 
CTPs. Both end CTPs and intermediate CTPs at the same layer are considered. In all cases, only SNCs 
that also match the specified connection rate filter are returned. For ONS 15454 SONET, this method 
does not report STS-1 SNC on DS-1 equipment. For ONS 15454 SDH, this method does not report VC4 
SNC on E1, E1_42 equipment. This method does not report VCAT SNCs.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Note For the ONS 15600 SONET and ONS 15600 SDH, if bridge and roll is applied, one CTP may be 
associated with two SNCs during a transient phase. If CTM invokes this method in this phase, it will 
report both the SNCs.
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Parameters

For information about the SubnetworkConnection_T structure, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that tpName does not reference a TP object or that connectionRateList contains 
undefined values.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that tpName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

Name Type Input/Output Description

tpName globaldefs::NamingAttribute
s_T

In TP for which to report SNCs

connectionLayer
RateList

transmissionParameters::Lay
erRateList_T

In List of SNC rates to be reported. If 
an empty list is specified, all SNCs 
of all rates are reported

how_many unsigned long In Maximum number of SNCs to be 
reported in the first batch

sncList subnetworkConnection::Sub
networkConnectionList_T

Out First batch of SNCs

sncIt subnetworkConnection::SN
CIterator_I

Out Iterator to retrieve the remaining 
SNCs
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3.8.6 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAllSubnetworkConnectionNames

Synopsis

void getAllSubnetworkConnectionNames(
in globaldefs::NamingAttributes_T subnetName,
in transmissionParameters::LayerRateList_T connectionRateList,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)

raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the 
“3.8.5 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: getAllSubnetworkConnectionsWithTP” 
section on page 3-113, but instead of returning the entire object structures, this operation returns their 
names. 

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

For details of SubnetworkConnection_T structure, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

Raised in case of nonspecific EMS internal failure.

Name Type Input/Output Description

subnetName globaldefs::NamingAttribute
s_T

In Name of the subnetwork.

connectionL
ayerRateList

transmissionParameters::Lay
erRateList_T

In List of rates of the SNCs to be reported. 
If an empty list is specified, then all 
SNCs of all rates are to be reported.

how_many unsigned long In Maximum number of SNCs to be 
reported in the first batch.

nameList globaldefs::NamingAttribute
sList

Out First batch of SNC names.

nameIt globaldefs::NamingAttribute
sIterator_I

Out Iterator to retrieve the remaining SNC 
names.
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EXCPT_INVALID_INPUT

Raised when subnetName does not reference an multiLayerSubnetwork object or connectionRateList 
contains undefined values.

EXCPT_ENTITY_NOT_FOUND

Raised when subnetName references object which does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

Raised when the maximum number of iterators has been reached to 128.

Compliance

TMF-defined.

3.8.7 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAllSubnetworkConnectionNamesWithTP 

Synopsis

void getAllSubnetworkConnectionNamesWithTP(
in globaldefs::NamingAttributes_T tpName,
in transmissionParameters::LayerRateList_T connectionRateList,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)

raises(globaldefs::ProcessingFailureException);

Description

This operation allows an NMS to request a list of the SNCs using the specified termination point at the 
specified connection rates. A TP may be a PTP in which case a full list of SNCs using any of its contained 
CTPs is required. A TP may be a CTP, in which case only SNCs using that CTP or any of its contained 
CTPs are required. Both end CTPs and intermediate CTPs at the same layer are considered. In all cases, 
only SNCs that also match the specified connection rate filter are returned. CTM reports all SNCs on 
Ethernet equipment. CTM does not report VT/VC4 tunnel SNCs. 

• ONS 15454 SONET: This method does not report STS1 SNC on DS1 equipment. 

• ONS 15454 SDH: This method does not report VC4 SNC on E1 equipment. 

Note For the ONS 15600, if there is a bridge and roll applied, there exists a transient phase during which one 
CTP may be associated with two SNCs. In this time, if NMS invokes this method with the CTP that is 
involved in two SNCs, CTM reports both the SNCs.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.
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Parameters

For details of SubnetworkConnection_T structure, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

Raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

Raised if tpName does not reference a terminationPoint object or connectionRateList contains undefined 
values.

EXCPT_ENTITY_NOT_FOUND

Raised when tpName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

Raised when the maximum number of iterators has been reached to 128.

Compliance

TMF-defined.

3.8.8 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllTopological
Links 

Synopsis

void getAllTopologicalLinks(
in globaldefs::NamingAttributes_T subnetName,
      in unsigned long how_many,
      out topologicalLink::TopologicalLinkList_T topoList,
      out topologicalLink::TopologicalLinkIterator_I topoIt)
    raises(globaldefs::ProcessingFailureException);

Name Type Input/Output Description

tpName globaldefs::NamingAttributes_T In TP for which to report SNCs.

connectionLayer
RateList

transmissionParameters::LayerRa
teList_T

In List of rates of the SNCs to be 
reported. If an empty list is 
specified, then all SNCs of all 
rates are to be reported.

how_many unsigned long In Maximum number of SNCs to 
be reported in the first batch.

nameList globaldefs::NamingAttributesList Out First batch of SNC names.

nameIt globaldefs::NamingAttributesIter
ator_I

Out Iterator to retrieve the 
remaining SNC names.
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Description

This operation returns a list of topological links that exist inside the subnetwork and whose name is 
passed as a parameter.

Parameters

For information about the TopologicalLink_T structure, see the 
“3.7.15 managedElementManager::ManagedElementManager_I:: getAssociatedTopologicalLinks” 
section on page 3-90.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that subnetName does not reference a multiLayerSubnetwork object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that subnetName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception indicates that the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

Name Type Input/Output Description

subnetName globaldefs::NamingAttributes_T In Name of the subnetwork

how_many unsigned long In Maximum number of topological 
links to return in the first batch

topoList topologicalLink::TopologicalLin
kList_T

Out First batch of topological links

tpIt topologicalLink::TopologicalLin
kIterator_I

Out Iterator to retrieve the remaining 
topological links
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3.8.9 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllTopological
LinkNames

Synopsis

void getAllTopologicalLinkNames(
in globaldefs::NamingAttributes_T subnetName,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation has the same behavior as the 
“3.8.8 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllTopologicalLinks” section on 
page 3-117, but instead of returning the entire object structures, this operation returns their names.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when subnetName does not reference a multiLayerSubnetwork object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when subnetName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Name Type Input/Output Description

subnetName globaldefs::NamingAttr
ibutes_T

In Name of the subnetwork

how_many unsigned long In Maximum number of topological links to 
return in the first batch

nameList globaldefs::NamingAttr
ibutesList_T

Out First batch of topological link names

NameIt globaldefs::NamingAttr
ibutesIterator_I

Out Iterator to retrieve the remaining 
topological link names
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Compliance

TMF-defined.

3.8.10 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getMultiLayerSubnetwork 

Synopsis

void getMultiLayerSubnetwork(
in globaldefs::NamingAttributes_T subnetName,
out MultiLayerSubnetwork_T subnetwork)

raises(globaldefs::ProcessingFailureException);

Description

This operation returns the subnetwork for a specific subnetwork name.

Parameters

For information about the MultiLayerSubnetwork_T structure, see the 
“3.2.3 emsMgr::EMSMgr_I::getAllTopLevelSubnetworks” section on page 3-5.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that subnetName does not reference a multiLayerSubnetwork object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that subnetName references a multiLayerSubnetwork object that does not exist.

Compliance

TMF-defined.

Name Type Input/Output Description

subnetName globaldefs::NamingAttributes_T In Name of the subnetwork

subnetwork MultiLayerSubnetwork_T Out Subnetwork structure returned
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3.8.11 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getCTPsAndTopologicalLink

Synopsis

void getCTPsAndTopologicalLinks(
in globaldefs::NamingAttributes_T sncName,
out terminationPoint::TerminationPointList_T ctpList,
out topologicalLink::TopologicalLinkList_T topologicalLinkList)
raises(globaldefs::ProcessingFailureException);

Description

The NMS provides the SNC name, and CTM returns two unordered lists: one list for all CTPs/FTPs and 
another for all Topological links. CTM reports topological links and CTPs/FTPs of the working path for 
a 1+1, 2F-BLSR or 4F-BLSR protected SNC. CTM reports topological links and CTPs/FTPs of both the 
working and protect paths for a UPSR SNC. An SNC with the source or destination on Ethernet 
equipment is also supported.

• ONS 15310: This method does not support STS1 SNC on CTX using the DS1 ports.

• ONS 15327: This method does not support STS-1 SNC on XTC using DS-1 ports.

• ONS 15454 SONET: This method does not support STS-1 SNC on DS-1 equipment.

• ONS 15454 SDH: This method does not report VC-4 SNC on E1 equipment.

The ProcessingFailureException is thrown with EXCPT_UNABLE_TO_COMPLY in all of the above 
listed conditions.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

For information about the TerminationPoint_T structure, see the 
“3.5.3 equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs” section on page 3-42.

For information about the TopologicalLink_T structure, see the 
“3.7.15 managedElementManager::ManagedElementManager_I:: getAssociatedTopologicalLinks” 
section on page 3-90.

Name Type Input/Output Description

sncName globaldefs::NamingAttributes_T In Name of the subnetwork connection

ctpList terminationPoint::TerminationP
ointList_T

Out Unordered list of CTPs for this SNC. 
The list includes working and protect 
CTPs

topoList topologicalLink::TopologicalLin
kList_T

Out Unordered topological links through 
which this SNC traverses
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that subnetName does not reference a multiLayerSubnetwork object.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the method is invoked on SNC on Ethernet equipment or STS-1 SNC on 
a DS-1 card.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that sncName references an SNC object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE.

Compliance

CTM-defined.

3.8.12 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getSNC 
Synopsis

void getSNC(in globaldefs::NamingAttributes_T sncName,
      out subnetworkConnection::SubnetworkConnection_T snc)
    raises(globaldefs::ProcessingFailureException);

Description

This operation returns the SubnetworkConnection structure for the SNC whose name is supplied as a 
parameter.

• ONS 15310: This method does not support STS1 SNC on CTX using DS1 ports.

• ONS 15327: This method does not support STS1 SNC on XTC using DS1 ports.

• ONS 15454 SONET: This method does not report STS-1 SNC on DS-1 equipment.

• ONS 15454 SDH: This method does not report VC4 SNC on E1, E1_42 equipment. This method 
does not support VCAT SNCs.

A ProcessingFailureException is thrown with EXCPT_UNABLE_TO_COMPLY.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.
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Parameters

For information about the SubnetworkConnection_T structure, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that sncName does not reference a subnetworkConnection object.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the method is invoked on SNC provisioning on Ethernet equipment or 
STS-1 SNC on a DS-1 card.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that sncName references an SNC object that does not exist.

EXCPT_NE_COMM_LOSS 

This exception indicates a loss of communication with the NE.

Compliance

TMF-defined.

3.8.13 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getTopologicalLink 

Synopsis

void getTopologicalLink(
in globaldefs::NamingAttributes_T topoLinkName,
out topologicalLink::TopologicalLink_T topoLink)

    raises(globaldefs::ProcessingFailureException);

Description

This operation returns a topological link given its name. CTM reports all autodiscovered and manual 
topological links.

Name Type Input/Output Description

sncName globaldefs::NamingAttributes_T In Name of the subnetwork 
connection

snc subnetworkConnection::Subnetwor
kConnection_T

Out SNC structure retrieved
3-123
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
multiLayerSubnetwork::MultiLayerSubnetworkMgr_I
Note CTM supports this operation for all NEs.

Parameters

For information about the TopologicalLink_T structure, see the 
“3.7.15 managedElementManager::ManagedElementManager_I:: getAssociatedTopologicalLinks” 
section on page 3-90.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that topoLinkName does not reference a subnetwork topological link object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that topoLinkName references a subnetwork topological link object that does 
not exist.

Compliance

TMF-defined.

3.8.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
createAndActivateSNCFromUserLabel

Synopsis

void createAndActivateSNCFromUserLabel(
in subnetworkConnection::SNCCreateData_T createData,
in subnetworkConnection::GradesOfImpact_T tolerableImpact,
in EMSFreedomLevel_T emsFreedomLevel,
inout subnetworkConnection::TPDataList_T tpsToModify,
out subnetworkConnection::SubnetworkConnection_T theSNC,
out string errorReason)

    raises(globaldefs::ProcessingFailureException);

Name Type Input/Output Description

topoLinkName globaldefs::NamingAttributes_T In Name of the subnetwork 
topological link to retrieve

topoLink topologicalLink::TopologicalLink_T Out Subnetwork topological link 
returned
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Description

This operation provides a way to create and activate a subnetwork connection in one command. It is 
CTM-specific and not TMF-defined. According to TMF, the SNC name is assigned by the EMS when it 
creates SNC. However, if the NMS wants to control the SNC name, it should use this method. The NMS 
provides the name of the SNC in the userLabel field of the SNCCreateData input parameter. CTM uses 
the userLabel value and assigns it to the name of the new SNC. CTM also verifies the uniqueness of the 
name. The operation fails if the SNC with the same name as the userLabel exists. This is an asynchronous 
operation. Successful completion of this operation only guarantees delivery of the creation request to 
CTM. Operation on CTPs of this SNC might still fail.

Optionally, you can also provide a description for the SNC by specifying the description in the 
additionalCreationInfo field. 

CTM cleans up resources if SNC creation fails. For example, if CTM fails to create the SNC on the 
destination node, CTM also cleans up resources on the source node. 

If the OC-N port is configured for SDH, CTM can create the SNC. CTM supports only those layer rates 
supported by the NE. However, IPPM and J1 path tracing are not supported for CTPs of this SNC.

FTPs can be used as A ends and Z ends of the SNCs to be created. Typical use of FTP is to create SNC 
on Ethernet equipment, to create tunnel SNC, or to create VAP/LAP circuit. See the “2.2.7.3 Tunnel 
SNC Provisioning” section on page 2-59 for information about SNC provisioning.

Creating SNCs between ONS 15327 nodes or ONS 15310 and between ONS 15600 nodes is identical to 
creating SNCs between ONS 15454 nodes. It is also possible to create SNCs among ONS 15327, ONS 
15454, and ONS 15600 nodes.

CTM supports PCA. PCA SNCs are unprotected. For information about PCA, refer to the NE 
documentation.

Users have the option to provide description for the SNC. Specify the description in the 
additionalCreationInfo field.

To create dual ring interconnect SNC, the staticProtectionLevel value in createData needs to be set to 
HIGHLY_PROTECTED. Use CTC or the CTM client to modify the Hold-off Timer attribute for this 
SNC.

The following types of circuit creation are not supported:

• Monitor circuits

• STS1 on DS1 cards and VC4 on E1 or E1_42 cards

• Dual-ring interconnect (DRI) circuits with routing constraints

In addition to specifying SNC creation parameters using SNCCreateData_T structure, the NMS can 
provide a partial or complete list of MEs or both end PTPs of a topological Link to be included or 
excluded in the SNC route during SNC creation. The NMS can specify only one type of object name list 
during the SNC creation. CTM throws a ProcessingFailureException if the NMS-specified list is not 
homogeneous. CTM throws a ProcessingFailureException with EXCPT_ENTITY_NOT_FOUND as the 
error reason if any one of the specified MEs or PTPs does not exist. If the NMS specifies a PTP list, CTM 
verifies whether PTPs are specified in pairs and each PTP of a PTP pair is associated to each end PTP 
of the same topological link. CTM uses the first PTP of a PTP pair as the aEnd of the topological link, 
and uses the second PTP of the same PTP pair as the zEnd of the topological link. CTM attempts to route 
the SNC from the aEnd PTP of a PTP pair to the zEnd PTP of the same pair on a topological link. CTM 
throws a ProcessingFailureException if the SNC cannot be routed from the specified aEnd PTP to the 
zEnd PTP of a topological link. The NMS then must interchange the aEnd PTP and zEnd PTP specified, 
or provide a different PTP pair, or delete the PTP pair from the include or exclude list. CTM throws a 
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ProcessingFailureException if at least one PTP is not associated to a topological link. The NMS must 
ensure that the sequence of the object name list conforms to the sequence of the objects existing in the 
network. CTM throws a ProcessingFailureException if the sequence is nonconforming.

In addition to specifying SNC creation parameters using SNCCreateData_T structure, the NMS can 
provide a complete list of CTP pairs representing the complete route of the SNC. Each CTP pair 
represents the two end points of one span in the SNC route. A span represents a partial route of an SNC 
with the end points specified on the end points of a topological link. CTM processes the input list in CTP 
pairs. CTM assumes each pair represents the two end points of a span, and the CTP native names are the 
same for the two end points (the STS numbers are the same for each CTP pair). The NMS must ensure 
that the sequence of spans represented by the CTP pairs conforms to the sequence existing in the 
network. CTM throws a ProcessingFailureException if the sequence is nonconforming. 

Note The input CTP list should represent only the end point pairs of each span, and should not include the 
aEnd and zEnd of the SNC to be created. DRI SNC creation is not supported when you specify the 
complete list of CTP pairs.

If you create an SNC with at least one end point on ML-series equipment, CTM identifies the SNC as 
the underlying SNC for a new Layer 2 point-to-point topology. CTM creates a new Layer 2 
point-to-point topology, and an ObjectCreationEvent is generated notifying the creation of a new L2 
point-to-point topology in CTM.

CTM provides support for creation of open-ended UPSR circuits. There are two types of SNC that can 
be created to create an open-ended UPSR circuit.

If there is one source point and two destination end points, the NMS must specify the source point in 
SNCCreateData_T.aEnd. The two destination end points must be in SNCCreateData_T.zEnd.

If there are two source points and one destination point, the NMS must specify two source points in 
SNCCreateData_T.aEnd. The destination end point must be in SNCCreateData_T.zEnd.

CTM supports optical channel SNC creation on WDM cards through this method. For more information, 
see the “2.2.7.4 SNC Provisioning on WDM Equipment” section on page 2-61. The sncSize field in 
additionalCreationInfo is used to specify the size for the optical channel SNC.

Note The sncSize field is not checked to make sure that it is supported by the NE version.

For the ONS 15454 SONET, this operation allows you to create an end-to-end STS1 circuit using the 
portless transmux interfaces of the transmux card as an intermediate connection point. Information about 
high-density portless transmux card (DS3XM-12) can be provided using “usePortlessTransmux,” 
“portlessTransmuxMeName,” “portlessTransmuxSlot,” and “isSourceDS3MappedSTS” attributes in the 
“additionalCreationInfo” field.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.
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Parameters

Note Locking is not supported.

For information about the SubnetworkConnection_T structure, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

CTM supports SNCCreateData_T as follows:

• string userLabel

– Supported. The value of this field is assigned to the name of the new SNC.

• boolean forceUniqueness

– CTM guarantees the uniqueness only if all SNCs are created by CTM. If another tool is used for 
SNC creation, CTM cannot guarantee uniqueness.

• string owner

– Not supported.

• globaldefs::ConnectionDirection_T direction. CTM supports:

– CD_UNI (unidirectional)

– CD_BI (bidirectional)

– CD_UNI_EW (unidirectional east to west)

– CD_UNI_WE (unidirectional west to east)

– CD_BI_EW (bidirectional east to west)

– CD_BI_WE (bidirectional west to east)

• StaticProtectionLevel_T staticProtectionLevel

– CTM supports UNPROTECTED, FULLY_PROTECTED, and HIGHLY_PROTECTED. Other 
values are not supported.

Name Type Input/Output Description

CreateData subnetworkConnection::SNC
CreateData_T

In Structure describing the SNC to 
create and activate.

tolerableImpact subnetworkConnection::Grad
esOfImpact_T

In Maximum tolerable impact 
allowed.

emsFreedomLevel EMSFreedomLevel_T In Maximum level of freedom that 
the EMS has to perform the 
creation and activation.

tpsToModify subnetworkConnection::TPD
ataList_T

In Out CTM ignores this parameter.

theSNC subnetworkConnection::Subn
etworkConnection_T

Out Resulting SNC. sncState and 
name are set. The name is set to 
the user label supplied in the 
createData structure.

errorReason String Out Specifies the creation or 
activation error(s), if any.
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• ProtectionEffort_T protectionEffort

– CTM supports all values defined by the TMF.

– If the NMS requests unprotected SNC on a BLSR ring, CTM creates an SNC. This also applies 
for unprotected SNCs on 1+1 protection.

– If the NMS specifies EFFORT_SAME_OR_WORSE or EFFORT_WHATEVER, CTM expects 
the value of the staticProtectionLevel to be UNPROTECTED. These values indicate that CTM 
must create PCA.

• Reroute_T rerouteAllowed

– Not supported.

• NetworkRouted_T networkRouted

– Not supported.

• SNCType_T sncType

– Not supported.

• transmissionParameters::LayerRate_T layerRate

CTM supports layerRate for the ONS 15310, ONS 15327, and ONS 15454 SONET as follows:

– LR_T1_and_DS1_1_5M

– LR_T3_and_DS3_45M

– LR_VT1_5_and_TU11_VC11

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c (supported on ONS 15454 Release 3.1 or later)

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c (supported on ONS 15454 Release 3.2 or later and on ONS 15327 
Release 3.3 or later)

– LR_STS24c_and_VC4_8c (supported on ONS 15454 Release 3.2 or later and on ONS 15327 
Release 3.3 or later)

– LR_STS18c_and_VC4_6c (supported on ONS 15454 Release 5.0 or later and on ONS 15327 
Release 5.0 or later)

– LR_STS36c_and_VC4_12c (supported on ONS 15454 Release 5.0 or later and on ONS 15327 
Release 5.0 or later)

– LR_Optical_Channel (for WDM SNC)

CTM supports layerRate for the ONS 15454 SDH as follows:

– LR_E1_2M (supported on ONS 15454 SDH Release 4.0 or later)

– LR_E3_34M (supported on ONS 15454 SDH Release 4.0 or later)

– LR_T3_and_DS3_45M (supported on ONS 15454 SDH Release 4.0 or later)

– LR_VT2_and_TU12_VC12 (supported on ONS 15454 SDH Release 4.0 or later)

– LR_Low_Order_TU3_VC3 (supported on ONS 15454 SDH Release 4.0 or later)

– LR_STS3c_and_AU4_VC4
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– LR_STS12c_and_VC4_4c

– LR_STS48c_and_VC4_16c

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c

– LR_STS24c_and_VC4_8c

– LR_STS18c_and_VC4_6c

– LR_STS36c_and_VC4_12c

– LR_STS192c_and_VC4_64c

– LR_Optical_Channel (for WDM SNC)

• CTM supports layerRate for ONS 15600 SONET and ONS 15600 SDH as follows:

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS24c_and_VC4_8c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c 

• CrossConnectList_T ccInclusions

– Not supported.

• ResourceList_T neTpInclusions

– Supported. CTM expects a list of ME names or any one PTP name of a topological link or the 
CTP name pair representing the end points of the span to be included in the 
SubnetworkConnection route.

• boolean fullRoute

– Not supported.

• ResourceList_T neTpSncExclusions

– Supported. CTM expects a list of ManagedElement name or any one PTP name of a topological 
link to be excluded in the SubnetworkConnection route.

• globaldefs::NamingAttributesList_T aEnd

– Supported. CTM expects at least one valid CTP name or FTP in this list. At most two valid CTPs 
can be in the list.

• globaldefs::NamingAttributesList_T zEnd

– Supported. CTM expects at least one valid CTP name or FTP in this list. At most two valid CTPs 
can be in the list.

• globaldefs::NVSList_T additionalCreationInfo

– Supported. Table 3-1 provides additional CTM-supported parameters for SNC creation. For 
more information, refer to the Cisco ONS 15454 SONET user documentation.
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Table 3-1 CTM-Supported Parameters for SNC Creation

Name Value Description

upsrRevertiveMode revertive or 
nonrevertive

If the value is set to revertive, traffic reverts back to the 
working path when the conditions that diverted it to the 
protect path are repaired. Otherwise, traffic remains on 
the protect path after the switch.

upsrRevertiveTime Valid float value 
between 0.5 to 12 
in increments of 12

If SNC is revertive, set this parameter. The value is the 
amount of time that elapses before the traffic reverts to 
the working path. The default value is 5 minutes. 

Note CTM does not validate this value.

upsrSfBerLevel 3, 4, or 5 Sets the unidirectional path switched ring (USPR) 
path-level signal failure bit error rate thresholds (for STS 
SNCs only).

Note CTM does not validate this value.

upsrSdBerLevel 5, 6, 7, 8, 9 Sets the UPSR path-level signal degrade bit error rate 
thresholds (for STS SNCs only).

Note CTM does not validate this value.

upsrSwitchOnPdiP true or false Set this value to true if you want traffic to switch when an 
STS payload defect indicator is received (for STS SNCs 
only).

goAndReturnRouting true or false Set this to true if you want to provision SNCP/UPSR 
protection routes in Go and Return manner (ITU-T 
G.841). Otherwise, SNCP/UPSR protection routes are 
provisioned in a unidirectional manner following the 
GR-1400.

sncDescription String The description for SubnetworkConnection. This value is 
represented in the userLabel field of the 
SubnetworkConnection_T structure.

VLAN Vlan ID NMS must provide one or more VLAN names. The value 
field provides the VLAN to be used by CTM for SNC 
creation on Ethernet equipment. An exception is thrown 
if the VLAN specified does not exist in the 
MultiLayerSubnetwork of the source TP.

CustomerID String User-specified string representing the customer ID.

ServiceID String User-specified string representing the service ID.

sncSize int

1=2.5Gb/s FEC

2=2.5Gb/s No FEC

3=10 Gb/s FEC

4=10 Gb/s No FEC

5=Multirate

6=Equipped not 
specific

User-specified size for WDM SNC. The default value is 
6.
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createTunnelOnTransi
tNode

true or false Applicable to VT and VC circuits with transit nodes that 
do not have a tunnel or the existing tunnel is full. This 
parameter specifies whether to create a tunnel on the 
transit nodes. For circuits without transit nodes or with an 
existing tunnel on a transit node that is not full, this value 
is ignored.

If the value specified is true, a tunnel is created and the 
circuit is routed through the tunnel. 

If the value specified is false, a new tunnel is not created. 
In this case, if a tunnel that is not full is available on the 
transit node, the circuit is routed through the tunnel. 
Otherwise, the circuit is not routed through a tunnel.

createVTAggregation true or false Applicable to VT and VC SNCs with one or more transit 
nodes that do not have a VAP circuit or the existing VAP 
circuit is exhausted. These parameters specify whether to 
create a new VAP circuit on the transit node(s). If the 
value specified is true, a VAP circuit is created and the 
SNC is routed using the new VAP circuit. If the value 
specified is false, then a new VAP circuit is created.

sourceIsSTSGroomin
g

true or false Applicable in case of “true” source drop point of the VT 
or VC circuit that is STS-groomed for the VAP circuit 
creation.

Note This attribute is valid only when the 
createVTAggregation value is set to true.

Note SourceIsSTSGrooming and 
destinationIsSTSGrooming cannot both be set to 
true.

destinationIsSTSGroo
ming

true or false Applicable in case of “true” destination drop point of the 
VT or VC circuit that is STS-groomed for the VAP circuit 
to be created.

Note This attribute is valid only when 
createVTAggregation value is set to true.

Note SourceIsSTSGrooming and 
destinationIsSTSGrooming cannot both be set to 
true.

vapDestination String User specifies the string (ME name) representing the 
VAP destination drop point.

usePortlessTransmux true or false When set to true, a portless Transmux card is used for the 
circuit. NMS shall provide information for 
portlessTransmuxMename, portlessTransmuxSlot, and 
isSourceDS3MappedSTS. Otherwise, an INVALID 
INPUT exception is thrown.

When set to false, a portless transmux card is not used as 
the intermediate point for the end-to-end STS-1 circuit.

Table 3-1 CTM-Supported Parameters for SNC Creation (continued)

Name Value Description
3-131
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
multiLayerSubnetwork::MultiLayerSubnetworkMgr_I
Note CTM does not support tolerableImpact (GradesOfImpact_T) because circuits created on the ONS 15327 
and ONS 15454 SONET do not impact existing traffic.

Note CTM does not support emsFreedomLevel (EMSFreedomLevel_T) because CTM always has full control 
of SNC creation.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR 

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that a createData field is invalid.

EXCPT_ENTITY_NOT_FOUND

This exception occurs when fields of createData reference objects that do not exist.

EXCPT_UNABLE_TO_COMPLY

This exception indicates that the SNC cannot be created or activated because the CTP name conflicts 
with another SNC or the NE does not support this SNC creation. This exception is also raised when CTM 
cannot meet the protection level or when there is no bandwidth available.

portlessTransmuxMe
Name

String This parameter will have an ME name containing a 
high-density portless transmux card, which needs to be 
used as the circuit constraint.

Note This attribute is applicable only if 
useportlessTransmux is true.

portlessTransmuxSlot /rack=1/shelf=1/sl
ot-[1..6][12..17]

NMS shall provide the physical location of the 
high-density portless transmux card.

Note Information is required up to slot level.

Note This attribute is applicable only if 
usePortlessTransmux is true.

isSourceDS3Mapped
STS

true or false Indicates whether source or destination is DS3-mapped.

Note This attribute is applicable only if 
usePortlessTransmux is true.

vcatmemeberID int, 1 to 256 Used for VCAT SNC creation, to identify every VCAT 
member L1 SNC uniquely. For normal CCAT circuits, 
this value is ignored, if specified.

Table 3-1 CTM-Supported Parameters for SNC Creation (continued)

Name Value Description
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EXCPT_NE_COMM_LOSS

This exception indicates that a loss of communication with the NE prevents SNC creation.

EXCPT_USERLABEL_IN_USE

This exception indicates that the userLabel uniqueness constraint is not met.

Compliance

CTM-defined.

Examples

Because SNC creation is an extremely complex configuration, sample configurations are provided in the 
following subsections.

3.8.14.1 Creating DS-3 SNC in a Single ONS 15454 SONET Node

As shown in Figure 3-1, the ONS 15454 SONET has a DS-3 card installed in slot 4 and an OC-48 card 
installed in slot 13. There are twelve DS-3 ports available on the DS-3 card and one OC-48 port available 
on the OC-48 card.

Figure 3-1 Creating DS-3 SNC Originating and Terminating on the Same Node

To create the SNC from port 1 on the DS-3 card and drop it to the first STS on the OC-48 card, the NMS 
writes code that is similar to the following example:

// Assuming that reference to MultiLayerSubnetworkMgr_I is already available
// in subnetworkMgr

SNCCreateData_T createData = new SNCCreateData_T();
createData.userLabel = new String("Test DS3 Circuit");
createData.forceUniqueness = true;

// createData.owner is not supported by CTM 

// Bidirectional SNC
createData.direction = ConnectionDirection.CD_BI;

// Unprotected SNC
createData.staticProtectionLevel = 
StaticProtectionLevel_T.UNPROTECTED;

DS3 card with
12 DS3 ports is

installed on Slot 4 OC48 card with
1 OC48 port is

installed on Slot 13

A End of SNC

Z End of SNC

ONS 15454 with DS3
and OC48 cards intalled

SNC with LayerRate DS3

Node name is "CTM-MSP-1" 67
57

3

3-133
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
multiLayerSubnetwork::MultiLayerSubnetworkMgr_I
// CTM does not support any other value
createData.protectionEffort = 
ProtectionEffort_T.EFFORT_SAME_OR_BETTER;

// createData.rerouteAllowed, createData.networkRouted and 
// createData.sndType are not supported by CTM

createData.layerRate = 4; // LR_T3_and_DS3_45M

// createData.ccInclusions, createData.neTpInclusions, 
// createData.fullRoute and createData.neTpSncExclusions
// are not supported by CTM

NameAndStringValue_T emsName = 
new NameAndStringValue_T("EMS","San Jose Site");
NameAndStringValue_T meName =
new NameAndStringValue_T("ManagedElement","CTM-MSP-1");
NameAndStringValue_T aEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=4/port=1");
NameAndStringValue_T aEndCTPName = 
new NameAndStringValue_T("CTP", 
"/ds3=1");

NameAndStringValue_T zEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=13/port=1");

//for STS slot 1 on OC48 port 
NameAndStringValue_T zEndCTPName = 
new NameAndStringValue_T("CTP", 
"/sts1_au3-j=1-k=1");

NameAndStringValue_T[][]createData.aEnd = 
new NameAndStringValue_T[1][];
createData.aEnd[0] = new NameAndStringValue_T[4];
createData.aEnd[0][0] = emsName;
createData.aEnd[0][1] = meName;
createData.aEnd[0][2] = aEndPTPName;
createData.aEnd[0][3] = zEndCTPName;

NameAndStringValue_T[][] createData.zEnd = 
new NameAndStringValue_T[1][];
createData.zEnd[0] = new NameAndStringValue_T[4];
createData.zEnd[0][0] = emsName;
createData.zEnd[0][1] = meName;
createData.zEnd[0][2] = zEndPTPName;
createData.zEnd[0][3] = zEndCTPName;

// CTM does not support this parameter
// but to avoid marshalling error, allocate array
// of zero length.
createData.additionalCreationInfo = new NameAndStringValue_T[0];

// Not supported by CTM but to avoid
// marshalling error, allocating object
GradesOfImpact_T tolerableImpact = new GradesOfImpact_T();
EMSFreedomLevel_T emsFreedomLevel = new EMSFreedomLevel_T();

// Not modifying any TPs
TPDataList_Tholder tpsToModify = new TPDataList_Tholder();
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SubnetworkConnection_Tholder theSNC =
new SubnetworkConnection_Tholder();

StringHolder errorReason = new StringHolder();

try {
subnetworkMgr.createAndActivateSNCFromUserLabel(
createData,
tolerableImpact,
emsFreedomLevel,
tpsToModify,
theSNC,
errorReason);
} catch (ProcessingFailureException) {
// Exception handling code
}

3.8.14.2 Creating DS-3 Protected SNC Through 2-Fiber BLSR and 1+1 Configuration

Figure 3-2 shows a configuration where Node 1, Node 2, and Node 3 form the 2-fiber BLSR ring. All 
nodes are ONS 15454 SONET nodes. Node 3 is connected to Node 4 through the OC-48 line, which has 
1+1 protection.

Figure 3-2 Creating SNC Through 2-Fiber BLSR and 1+1 Configuration

The NMS tries to create an SNC from Node 1 to Node 4. The DS-3 is dropped at source NE Node 1 on 
slot 4 and port 1. The SNC destination is the OC-12 port on Node 4.

// Assuming that reference to MultiLayerSubnetworkMgr_I is already available
// in subnetworkMgr

SNCCreateData_T createData = new SNCCreateData_T();
createData.userLabel = new String("Test DS3 Circuit");
createData.forceUniqueness = true;

// createData.owner is not supported by CTM 

// Bidirectional SNC
createData.direction = ConnectionDirection.CD_BI;

// Unprotected SNC
createData.staticProtectionLevel = 
StaticProtectionLevel_T.FULLY_PROTECTED;

Node 2

Node 3Node 1
has DS3 card

with 12 DS3 ports
installed in Slot 4

2 Fiber
OC12 BLSR

OC148 1+1
protection OC12

67
57

2

Node 4 Z End of SNC

A End of SNC
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// CTM does not support any other value
createData.protectionEffort = 
ProtectionEffort_T.EFFORT_SAME_OR_BETTER;

// createData.rerouteAllowed, createData.networkRouted and 
// createData.sndType are not supported by CTM

createData.layerRate = 4; // LR_T3_and_DS3_45M

// createData.ccInclusions, createData.neTpInclusions, 
// createData.fullRoute and createData.neTpSncExclusions
// are not supported by CTM

NameAndStringValue_T emsName = 
new NameAndStringValue_T("EMS","San Jose Site");
NameAndStringValue_T aEndMEName =
new NameAndStringValue_T("ManagedElement","NodeA");
NameAndStringValue_T aEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=4/port=1");
NameAndStringValue_T aEndCTPName = 
new NameAndStringValue_T("CTP", 
"/ds3=1");

NameAndStringValue_T zEndMEName =
new NameAndStringValue_T("ManagedElement","NodeD");
NameAndStringValue_T zEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=12/port=1");
//for STS slot 2 on OC12 port 
NameAndStringValue_T zEndCTPName = 
new NameAndStringValue_T("CTP", 
"/sts1_au3-j=1-k=2");

NameAndStringValue_T[][]createData.aEnd = 
new NameAndStringValue_T[1][];
createData.aEnd[0] = new NameAndStringValue_T[4];
createData.aEnd[0][0] = emsName;
createData.aEnd[0][1] = aEndMEName;
createData.aEnd[0][2] = aEndPTPName;
createData.aEnd[0][3] = aEndCTPName;

NameAndStringValue_T[][] createData.zEnd = 
new NameAndStringValue_T[1][];
createData.zEnd[0] = new NameAndStringValue_T[4];
createData.zEnd[0][0] = emsName;
createData.zEnd[0][1] = zEndMEName;
createData.zEnd[0][2] = zEndPTPName;
createData.zEnd[0][3] = zEndCTPName;

// CTM does not support this parameter
// but to avoid marshalling error, allocate array
// of zero length.
createData.additionalCreationInfo = new NameAndStringValue_T[0];

// Not supported by CTM but to avoid
// marshalling error, allocating object
GradesOfImpact_T tolerableImpact = new GradesOfImpact_T();
EMSFreedomLevel_T emsFreedomLevel = new EMSFreedomLevel_T();

// Not modifying any TPs
TPDataList_Tholder tpsToModify = new TPDataList_Tholder();
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SubnetworkConnection_Tholder theSNC =
new SubnetworkConnection_Tholder();

StringHolder errorReason = new StringHolder();

try {
subnetworkMgr.createAndActivateSNCFromUserLabel(
createData,
tolerableImpact,
emsFreedomLevel,
tpsToModify,
theSNC,
errorReason);
} catch (ProcessingFailureException) {
// Exception handling code
}

Figure 3-3 Topology Used for Manual Routing Examples

3.8.14.3 Creating Unprotected DS-3 SNC by Specifying ManagedElement(s) to Include/Exclude 

This example uses the topology specified in Figure 3-3. The NMS creates an SNC from San Jose to San 
Francisco. The DS-3 is dropped at source NE San Jose on slot 4, port 1. The SNC destination is an 
OC-12 port on San Francisco. The NMS routes the SNC through NE Fremont but does not use NE 
Livermore.

Slot 5, Port 1

Slot 6, Port 1

Slot 5, Port 1

Slot 6, Port 1

Slot 12, Port 1

Slot 5, Port 1

Slot 5, Port 1

Slot 5, Port 1

Slot 5, Port 1

Slot 5, Port 1 Slot 5, Port 1Slot 5
Port 1

Slot 5, Port 1

Slot 5,
Port 1

SanJose PaloAlto SanFrancisco

Fremont Oakland

Livermore

Source of SNC
(aEnd)

Destination of SNC
(zEnd)

10
53
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// Assuming that reference to MultiLayerSubnetworkMgr_I is already available in 
subnetworkMgr

SNCCreateData_T createData = new SNCCreateData_T();
createData.userLabel = new String("Test DS3 SNC Manual");
createData.forceUniqueness = true;

// createData.owner is not supported by CTM 

// Bidirectional SNC
createData.direction = ConnectionDirection.CD_BI;

// Unprotected SNC
createData.staticProtectionLevel = 
StaticProtectionLevel_T.FULLY_PROTECTED;

// CTM does not support any other value
createData.protectionEffort = 
ProtectionEffort_T.EFFORT_SAME_OR_BETTER;

// createData.rerouteAllowed, createData.networkRouted and 
// createData.sndType are not supported by CTM

createData.layerRate = 4; // LR_T3_and_DS3_45M

//createData.ccInclusions, createData.fullRoute
//not supported in CTM

//specify one of the intermediate NEs to be considered for
//inclusion in SNC route.
createData.neTpInclusions = new NameAndStringValue_T[1][];
createData.neTpInclusions[0] = new NameAndStringValue_T[2];
createData.neTpInclusions[0][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[0][1] =
 new NameAndStringValue_T("ManagedElement","Fremont");

//specify the list of intermediate NEs that should not be used
//as part of SNC route.
createData.neTpSncExclusions = new NameAndStringValue_T[1][];
createData.neTpSncExclusions[0] = new NameAndStringValue_T[2];
createData.neTpSncExclusions[0][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpSncExclusions[0][1] =
 new NameAndStringValue_T("ManagedElement","Livermore");

NameAndStringValue_T emsName = 
new NameAndStringValue_T("EMS","San Jose Site");
NameAndStringValue_T aEndMEName =
new NameAndStringValue_T("ManagedElement","SanJose");
NameAndStringValue_T aEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=4/port=1");
NameAndStringValue_T aEndCTPName = 
new NameAndStringValue_T("CTP", 
"/ds3=1");

NameAndStringValue_T zEndMEName =
new NameAndStringValue_T("ManagedElement","SanFrancisco");
NameAndStringValue_T zEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=12/port=1");
//for STS slot 2 on OC12 port 
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NameAndStringValue_T zEndCTPName = 
new NameAndStringValue_T("CTP", 
"/sts1_au3-j=1-k=2");

NameAndStringValue_T[][]createData.aEnd = 
new NameAndStringValue_T[1][];
createData.aEnd[0] = new NameAndStringValue_T[4];
createData.aEnd[0][0] = emsName;
createData.aEnd[0][1] = aEndMEName;
createData.aEnd[0][2] = aEndPTPName;
createData.aEnd[0][3] = aEndCTPName;

NameAndStringValue_T[][] createData.zEnd = 
new NameAndStringValue_T[1][];
createData.zEnd[0] = new NameAndStringValue_T[4];
createData.zEnd[0][0] = emsName;
createData.zEnd[0][1] = zEndMEName;
createData.zEnd[0][2] = zEndPTPName;
createData.zEnd[0][3] = zEndCTPName;

// CTM does not support this parameter
// but to avoid marshalling error, allocate array
// of zero length.
createData.additionalCreationInfo = new NameAndStringValue_T[0];

// Not supported by CTM but to avoid
// marshalling error, allocating object
GradesOfImpact_T tolerableImpact = new GradesOfImpact_T();
EMSFreedomLevel_T emsFreedomLevel = new EMSFreedomLevel_T();

// Not modifying any TPs
TPDataList_Tholder tpsToModify = new TPDataList_Tholder();

SubnetworkConnection_Tholder theSNC =
new SubnetworkConnection_Tholder();

StringHolder errorReason = new StringHolder();

try {
subnetworkMgr.createAndActivateSNCFromUserLabel(
createData,
tolerableImpact,
emsFreedomLevel,
tpsToModify,
theSNC,
errorReason);
} catch (ProcessingFailureException) {
// Exception handling code
}

3.8.14.4 Creating Unprotected DS-3 SNC by Specifying List of PTP Pairs Representing End Points of 
a TopologicalLink to Include/Exclude

This example uses the topology specified in Figure 3-3. The NMS creates an SNC from San Jose to San 
Francisco. A DS-3 is dropped at the source NE San Jose on slot 4, port 1. The SNC destination is an 
OC-12 port on San Francisco. The NMS routes the SNC to include the topological link between NE San 
Jose and NE Fremont (San Jose slot 6/port 1 and Fremont slot 5/port 1), but does not include the 
topological link between NE Fremont and NE Oakland (Fremont slot 5/port 1 and Oakland 
slot 5/port 1). 
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// Assuming that reference to MultiLayerSubnetworkMgr_I is already available in 
subnetworkMgr

SNCCreateData_T createData = new SNCCreateData_T();
createData.userLabel = new String("Test DS3 SNC Manual");
createData.forceUniqueness = true;

// createData.owner is not supported by CTM 

// Bidirectional SNC
createData.direction = ConnectionDirection.CD_BI;

// Unprotected SNC
createData.staticProtectionLevel = 
StaticProtectionLevel_T.FULLY_PROTECTED;

// CTM does not support any other value
createData.protectionEffort = 
ProtectionEffort_T.EFFORT_SAME_OR_BETTER;

// createData.rerouteAllowed, createData.networkRouted and 
// createData.sndType are not supported by CTM

createData.layerRate = 4; // LR_T3_and_DS3_45M

//createData.ccInclusions, createData.fullRoute
//not supported in CTM

//specify list of the intermediate ptp pairs representing the 
//topologicallinks to be considered for
//inclusion in SNC route.
//one link corresponds to two ports.
createData.neTpInclusions = new NameAndStringValue_T[2][];
createData.neTpInclusions[0] = new NameAndStringValue_T[3];
createData.neTpInclusions[0][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[0][1] =
 new NameAndStringValue_T("ManagedElement","SanJose");
createData.neTpInclusions[0][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=6/port=1");

createData.neTpInclusions[1] = new NameAndStringValue_T[3];
createData.neTpInclusions[1][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[1][1] =
 new NameAndStringValue_T("ManagedElement","Fremont");
createData.neTpInclusions[1][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");

//specify the list of intermediate ptp pairs representing 
//topologicallinks that should not be used
//as part of SNC route.
createData.neTpSncExclusions = new NameAndStringValue_T[2][];
createData.neTpSncExclusions[0] = new NameAndStringValue_T[3];
createData. neTpSncExclusions = new NameAndStringValue_T[2][];
createData. neTpSncExclusions [0] = new NameAndStringValue_T[3];
createData. neTpSncExclusions [0][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData. neTpSncExclusions [0][1] =
 new NameAndStringValue_T("ManagedElement","Fremont");
createData. neTpSncExclusions [0][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");
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createData. neTpSncExclusions[1] = new NameAndStringValue_T[3];
createData. neTpSncExclusions[1][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData. neTpSncExclusions[1][1] =
 new NameAndStringValue_T("ManagedElement","Oakland");
createData. neTpSncExclusions[1][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");

NameAndStringValue_T emsName = 
new NameAndStringValue_T("EMS","San Jose Site");
NameAndStringValue_T aEndMEName =
new NameAndStringValue_T("ManagedElement","SanJose");
NameAndStringValue_T aEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=4/port=1");
NameAndStringValue_T aEndCTPName = 
new NameAndStringValue_T("CTP", 
"/ds3=1");

NameAndStringValue_T zEndMEName =
new NameAndStringValue_T("ManagedElement","SanFrancisco");
NameAndStringValue_T zEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=12/port=1");
//for STS slot 2 on OC12 port 
NameAndStringValue_T zEndCTPName = 
new NameAndStringValue_T("CTP", 
"/sts1_au3-j=1-k=2");

NameAndStringValue_T[][]createData.aEnd = 
new NameAndStringValue_T[1][];
createData.aEnd[0] = new NameAndStringValue_T[4];
createData.aEnd[0][0] = emsName;
createData.aEnd[0][1] = aEndMEName;
createData.aEnd[0][2] = aEndPTPName;
createData.aEnd[0][3] = aEndCTPName;

NameAndStringValue_T[][] createData.zEnd = 
new NameAndStringValue_T[1][];
createData.zEnd[0] = new NameAndStringValue_T[4];
createData.zEnd[0][0] = emsName;
createData.zEnd[0][1] = zEndMEName;
createData.zEnd[0][2] = zEndPTPName;
createData.zEnd[0][3] = zEndCTPName;

// CTM does not support this parameter
// but to avoid marshalling error, allocate array
// of zero length.
createData.additionalCreationInfo = new NameAndStringValue_T[0];

// Not supported by CTM but to avoid
// marshalling error, allocating object
GradesOfImpact_T tolerableImpact = new GradesOfImpact_T();
EMSFreedomLevel_T emsFreedomLevel = new EMSFreedomLevel_T();

// Not modifying any TPs
TPDataList_Tholder tpsToModify = new TPDataList_Tholder();

SubnetworkConnection_Tholder theSNC =
new SubnetworkConnection_Tholder();

StringHolder errorReason = new StringHolder();

try {
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subnetworkMgr.createAndActivateSNCFromUserLabel(
createData,
tolerableImpact,
emsFreedomLevel,
tpsToModify,
theSNC,
errorReason);
} catch (ProcessingFailureException) {
// Exception handling code
}

3.8.14.5 Creating Unprotected DS-3 SNC by Specifying CTPs to Include

This example uses the topology specified in Figure 3-3. The NMS creates an SNC from San Jose to San 
Francisco. A DS-3 is dropped at the source NE San Jose on slot 4 and port 1. The SNC destination is an 
OC-12 port on San Francisco. The NMS specifies the complete route of the SNC. The NMS must specify 
all the CTP pairs to be included as part of SNC. Each CTP belongs to a PTP, which is one end point of 
the topological link through which the SNC is to be routed. The NMS must specify all the CTP pairs 
between San Jose to Fremont, Fremont to Livermore, Livermore to Oakland, and Oakland to San 
Francisco. The NMS uses “ctp=/sts1_au3-j=1-k=2” (sts=2) on all the intermediate end points. 

// Assuming that reference to MultiLayerSubnetworkMgr_I is already available in 
subnetworkMgr

SNCCreateData_T createData = new SNCCreateData_T();
createData.userLabel = new String("Test DS3 SNC Manual");
createData.forceUniqueness = true;

// createData.owner is not supported by CTM 

// Bidirectional SNC
createData.direction = ConnectionDirection.CD_BI;

// Unprotected SNC
createData.staticProtectionLevel = 
StaticProtectionLevel_T.FULLY_PROTECTED;

// CTM does not support any other value
createData.protectionEffort = 
ProtectionEffort_T.EFFORT_SAME_OR_BETTER;

// createData.rerouteAllowed, createData.networkRouted and 
// createData.sndType are not supported by CTM

createData.layerRate = 4; // LR_T3_and_DS3_45M

//createData.ccInclusions, createData.fullRoute
//not supported in CTM

//specify list of the intermediate ctp pairs at the end points of a topological link to be 
considered for
//inclusion in SNC route.
//PAIR #1
createData.neTpInclusions = new NameAndStringValue_T[8][];
createData.neTpInclusions[0] = new NameAndStringValue_T[2];
createData.neTpInclusions[0][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[0][1] =
 new NameAndStringValue_T("ManagedElement","SanJose");
createData.neTpInclusions[0][2] =
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 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=6/port=1");
createData.neTpInclusions[0][3] =
 new NameAndStringValue_T("CTP","/sts1_au3-j=1-k=2");
createData.neTpInclusions[1] = new NameAndStringValue_T[2];
createData.neTpInclusions[1][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[1][1] =
 new NameAndStringValue_T("ManagedElement","Fremont");
createData.neTpInclusions[1][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");
createData.neTpInclusions[1][3] =
 new NameAndStringValue_T("CTP","/sts1_au3-j=1-k=2");

//PAIR #2
createData.neTpInclusions[2] = new NameAndStringValue_T[2];
createData.neTpInclusions[2][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[2][1] =
 new NameAndStringValue_T("ManagedElement","Fremont");
createData.neTpInclusions[2][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");
createData.neTpInclusions[2][3] =
 new NameAndStringValue_T("CTP","/sts1_au3-j=1-k=2");
createData.neTpInclusions[3] = new NameAndStringValue_T[2];
createData.neTpInclusions[3][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[3][1] =
 new NameAndStringValue_T("ManagedElement","Livermore");
createData.neTpInclusions[3][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");
createData.neTpInclusions[3][3] =
 new NameAndStringValue_T("CTP","/sts1_au3-j=1-k=2");

//PAIR #3
createData.neTpInclusions[4] = new NameAndStringValue_T[2];
createData.neTpInclusions[4][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[4][1] =
 new NameAndStringValue_T("ManagedElement","Livermore");
createData.neTpInclusions[4][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");
createData.neTpInclusions[4][3] =
 new NameAndStringValue_T("CTP","/sts1_au3-j=1-k=2");
createData.neTpInclusions[5] = new NameAndStringValue_T[2];
createData.neTpInclusions[5][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[5][1] =
 new NameAndStringValue_T("ManagedElement","Oakland");
createData.neTpInclusions[5][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");
createData.neTpInclusions[5][3] =
 new NameAndStringValue_T("CTP","/sts1_au3-j=1-k=2");

//PAIR #4
createData.neTpInclusions[6] = new NameAndStringValue_T[2];
createData.neTpInclusions[6][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[6][1] =
 new NameAndStringValue_T("ManagedElement","Oakland");
createData.neTpInclusions[6][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");
createData.neTpInclusions[6][3] =
 new NameAndStringValue_T("CTP","/sts1_au3-j=1-k=2");
createData.neTpInclusions[7] = new NameAndStringValue_T[2];
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createData.neTpInclusions[7][0] =
 new NameAndStringValue_T("EMS","San Jose Site");
createData.neTpInclusions[7][1] =
 new NameAndStringValue_T("ManagedElement","SanFrancisco");
createData.neTpInclusions[7][2] =
 new NameAndStringValue_T("PTP","/rack=1/shelf=1/slot=5/port=1");
createData.neTpInclusions[7][3] =
 new NameAndStringValue_T("CTP","/sts1_au3-j=1-k=2");

//specify exclusion list not supported for specifying CTP pairs.
createData.neTpSncExclusions = new NameAndStringValue_T[0][];

NameAndStringValue_T emsName = 
new NameAndStringValue_T("EMS","San Jose Site");
NameAndStringValue_T aEndMEName =
new NameAndStringValue_T("ManagedElement","SanJose");
NameAndStringValue_T aEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=4/port=1");
NameAndStringValue_T aEndCTPName = 
new NameAndStringValue_T("CTP", 
"/ds3=1");

NameAndStringValue_T zEndMEName =
new NameAndStringValue_T("ManagedElement","SanFrancisco");
NameAndStringValue_T zEndPTPName = 
new NameAndStringValue_T("PTP",
"/rack=1/shelf=1/slot=12/port=1");
//for STS slot 2 on OC12 port 
NameAndStringValue_T zEndCTPName = 
new NameAndStringValue_T("CTP", 
"/sts1_au3-j=1-k=2");

NameAndStringValue_T[][]createData.aEnd = 
new NameAndStringValue_T[1][];
createData.aEnd[0] = new NameAndStringValue_T[4];
createData.aEnd[0][0] = emsName;
createData.aEnd[0][1] = aEndMEName;
createData.aEnd[0][2] = aEndPTPName;
createData.aEnd[0][3] = aEndCTPName;

NameAndStringValue_T[][] createData.zEnd = 
new NameAndStringValue_T[1][];
createData.zEnd[0] = new NameAndStringValue_T[4];
createData.zEnd[0][0] = emsName;
createData.zEnd[0][1] = zEndMEName;
createData.zEnd[0][2] = zEndPTPName;
createData.zEnd[0][3] = zEndCTPName;

// CTM does not support this parameter
// but to avoid marshalling error, allocate array
// of zero length.
createData.additionalCreationInfo = new NameAndStringValue_T[0];

// Not supported by CTM but to avoid
// marshalling error, allocating object
GradesOfImpact_T tolerableImpact = new GradesOfImpact_T();
EMSFreedomLevel_T emsFreedomLevel = new EMSFreedomLevel_T();

// Not modifying any TPs
TPDataList_Tholder tpsToModify = new TPDataList_Tholder();

SubnetworkConnection_Tholder theSNC =
new SubnetworkConnection_Tholder();
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StringHolder errorReason = new StringHolder();

try {
subnetworkMgr.createAndActivateSNCFromUserLabel(
createData,
tolerableImpact,
emsFreedomLevel,
tpsToModify,
theSNC,
errorReason);
} catch (ProcessingFailureException) {
// Exception handling code
}

3.8.15 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::addDrops
Synopsis

void addDrops(
in globaldefs::NamingAttributes_T sncName,
in globaldefs::NamingAttributesList_T zEnd)

raises(globaldefs::ProcessingFailureException);

Description

This proprietary interface supports SNCs with multiple drops for the ONS 15310, ONS 15327, and 
ONS 1545 SONET. There are two steps to creating an SNC with multiple drops:

1. Invoke the operation described in “3.8.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: 
createAndActivateSNCFromUserLabel” section on page 3-124 to create a unidirectional SNC 
between two nodes.

2. Add new drop points to existing an SNC.

The CTP layer rate must match the SNC layer rate. This method performs on a best-effort basis. If CTM 
fails to add one or more CTPs to the SNC, it throws an UNABLE_TO_COMPLY exception. The 
errorReason contains a list of CTPs that failed.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

Name Type Input/Output Description

sncName globaldefs::NamingAttributes
_T

In Name of the subnetwork connection to 
modify and add additional CTPs

zEnd globaldefs::NamingAttributes
List_T

In List of additional CTPs to add to the SNC
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EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that sncName does not refer to an SNC object or that the CTP layer rate does 
not match the SNC layer.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that sncName references an object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception indicates that a CTP is in use by another SNC or that no bandwidth is available.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication to the ME that prevents deactivation of the SNC.

Compliance

CTM-defined.

3.8.16 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
deactivateAndDeleteSNC 

Synopsis

void deactivateAndDeleteSNC(
in globaldefs::NamingAttributes_T sncName,
in subnetworkConnection::GradesOfImpact_T tolerableImpact,
in EMSFreedomLevel_T emsFreedomLevel,
inout subnetworkConnection::TPDataList_T tpsToModify,
out subnetworkConnection::SubnetworkConnection_T theSNC,
out string errorReason)

    raises(globaldefs::ProcessingFailureException);

Description

This operation provides a way to deactivate and delete a subnetwork connection with one command.

CTM removes resources allocated to the SNC from each node. Successful completion of this operation 
guarantees only delivery of the deletion request to CTM. The NMS should wait for an 
OBJECT_DELETION event for the SNC.

CTM performs this operation in two steps. The first step is validation, which is performed 
synchronously. If the validation is successful, this operation returns successfully. If the validation fails, 
the NMS receives an exception. After a successful validation, the second step is the actual deletion of 
resources from all NEs. This step is performed asynchronously. CTM changes the SNC state to 
SNCS_DELETING and sends a notification to the NMS. Upon successful completion, CTM generates 
an OBJECT_DELETION event. If CTM loses connectivity to one or more nodes on the SNC, it aborts 
the cleanup and generates an SNCS_PARTIAL state change event. The NMS must reinvoke this method 
when connectivity to the node is restored. If the deletion fails but the state remains SNCS_ACTIVE, 
CTM generates an AVC event. These SNC state change events are generated as part of the CTM 
operation only. If another interface is used, CTM cannot generate these events.
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CTM does not delete any SNC that has at least one TP on ML-series equipment. CTM will delete such 
an SNC as a clean-up operation when the L2 topology using the SNC is deleted. CTM throws 
ProcessingFailureException, EXCPT_UNABLE_TO_COMPLY you try to delete such SNCs.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

For information about the SubnetworkConnection_T structure, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that sncName does not refer to an SNC object, or that a tpsToModify field is 
invalid.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that sncName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication with the NE that prevents SNC deactivation.

Compliance

TMF-defined.

Name Type Input/Output Description

sncName globaldefs::NamingAttribu
tes_T

In Name of the subnetwork connection to 
deactivate and delete

tolerableImpact subnetworkConnection::Gr
adesOfImpact_T

In CTM ignores this parameter

emsFreedomLev
el

EMSFreedomLevel_T In CTM ignores this parameter

tpsToModify subnetworkConnection::TP
DataList_T

In Out CTM ignores this parameter

theSNC subnetworkConnection::Su
bnetworkConnection_T

Out Deactivated and deleted subnetwork 
connection

errorReason string Out Deactivation and deletion error(s), if 
any
3-147
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
multiLayerSubnetwork::MultiLayerSubnetworkMgr_I
3.8.17 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getVCATSNC
Synopsis

void MultiLayerSubnetworkMgr_I::getVCATSNC(
in globaldefs::NamingAttributes_T vcatName,
out subnetworkConnection::VCAT_T vcat)
raises(globaldefs::ProcessingFailureException);

Description

This operation returns the VCAT structure for the VCAT SNC whose name is supplied as an argument. 
The VCAT SNCs are supported on the following equipment types:

• ML equipment (ML1000 and ML100T)

• FC_MR-4

• CE-100T-8

• ML-100T-8

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

CTM supports VCAT_T as follows:

• globaldefs::namingAttributes_T vcatName

– Supported. This field will contain two tuples. The first tuple contains the value for the EMS. 
The second tuple contains the VCAT name, which is the same as the nativeEMSName. The 
value of the name field in the last tuple is VCATSubnetworkConnection.

• string userLabel

– Supported.

• string nativeEMSName

– Supported. The name supplied by the user at creation time will be reported.

• string owner

– Not supported.

• VCATState_T vcatState

Supported. The state of the VCAT circuit is derived from the states of the member circuits in the 
same way as it is derived for CCAT SNCs. The values supported are:

– VCATState_T.VCATS_NONEXISTENT

– VCATState_T.VCATS_PENDING

– VCATState_T.VCATS_ACTIVE

Name Type Input/Output Description

vcatName globaldefs::NamingAttributes_T In Name of VCAT SNC

vcat subnetworkConnection::VCAT_T Out VCAT structure
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– VCATState_T.VCATS_PARTIAL

– VCATState_T.VCATS_DELETING

• globaldefs::ConnectionDirection_T direction

Supported. This represents the direction of the VCAT and not the member L1 SNCs. CTM supports:

– CD_BI (bidirectional)

• boolean is Symmetrical

Supported. CTM supports symmetric VCAT SNCs. Values are:

– True if the rate or capacity is same in both directions.

– False if the rate or capacity is different in each direction.

• transmissionParameters::VCATLayerRate_T txRate

Supported. This represents the total capacity the VCAT SNC can carry in the forward direction. If 
the VCAT is symmetrical, then it represents the capacity in both the forward and backward 
directions. To represent the total capacity of a VCAT SNC, VCATLayerRate_T contains the 
following information:

– LayerRate_T memberRate—Represents the layer rate of the member SNCs

– Unsigned long number of members—Number of members for a given VCAT SNC.

The layer rates supported for the VCAT SNCs are:

– LR_VT1_5_and_TU11_VC11

– LR_Low_Order_TU3_VC3 (for the ONS 15454 SDH)

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

• transmissionParameters::VCATLayerRate_T rxRate

Supported. This represents the total capacity that the VCAT SNC can carry in the backward 
direction. If the VCAT is symmetrical, then the field should be ignored. The layer rates supported 
for the VCAT SNCs are:

– LR_VT1_5_and_TU11_VC11

– LR_Low_Order_TU3_VC3 (for the ONS 15454 SDH)

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

• transmissionParameters::LayerRate_T memberRate

– Supported. This represents the rate of each member circuit.

• globaldefs::NamingAttributes_T aEnd

– Supported. This is an FTP representing the port at the aEnd.

• globaldefs::NamingAttributes_T zEnd

– Supported. This is an FTP representing the port at the aEnd

• SNCType_T sncType
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– Not supported.

• subnetworkConnection::LCASMode_T mode

Supported. CTM supports the following:

– LCASMode_T.LCASMODE_NONE

– LCASMode_T.LCASMODE_SWLCAS

– LCASMode_T.LCASMODE_LCAS

• subnetworkConnection::RoutingMode_T routingMode

– RoutingMode_T.ROUTE_COMMONFIBER

– RoutingMode_T.Route_INDEPENDENTFIBER

• globaldefs::NVSList_T additional Info

– Supported. Customer ID and Service ID are reported if available.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that the VCAT name does not refer to a VCAT SNC object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that the VCAT name references an object that does not exist.

Compliance

CTM-defined.

3.8.18 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVCATSNCs
Synopsis

void MultiLayerSubnetworkMgr_I::getAllVCATSNCs(
in globaldefs::NamingAttributes_T subnetName,
in transmissionParameters::LayerRateList_T connectionRateList,
in unsigned long how_many,
out subnetworkConnection::VCATList_T vcatList,
out subnetworkConnection::VCATIterator_I vcatIt)
raises (globaldefs::ProcessingFailureException);

Description

This operation returns all the VCAT SNCs in the specified multilayer subnetwork. This operation returns 
VCAT SNCs only.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.
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Parameters

For more information on the VCAT_T structure, see the 
“3.8.17 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getVCATSNC” section on page 3-148.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that subnetName does not refer to a multiLayerSubnetwork object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that subnetName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

CTM-defined.

3.8.19 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVCATSNC
Names

Synopsis

void MultiLayerSubnetworkMgr_I::getAllVCATSNCNames(
in globaldefs::NamingAttributes_T subnetname,
in transmissionParameters::LayerrateList_T connectionrateList,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,

Name Type Input/Output Description

subnetName globaldefs::NamingAttribut
es_T

In Name of the subnetwork.

connectionLaye
rRateList

transmissionParameters::V
CATLayerRateList_T

In List of the VCAT SNCs that is 
reported with specified number of 
members and member rate. If an 
empty list is reported, all VCAT 
SNCs of bandwidths are reported.

how_many unsigned long In Maximum number of SNCs reported 
in the first batch.

vcatList subnetworkConnection::VC
ATList_T

Out First batch of VCAT SNCs.

vcatIt subnetworkConnectionVC
ATIterator_I

Out Iterator to retrieve the remaining 
VCAT SNCs.
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out globaldefs::NamingAttributesIterator_I nameIt)
raises (globaldefs::ProcessingFailureException);

Description

This operation returns all the VCAT SNCs in the specified multilayer subnetwork. This operation returns 
VCAT SNC names only.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that subnetName does not refer to a multiLayerSubnetwork object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that subnetName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Name Type Input/Output Description

subnetName globaldefs::NamingAttributes_T In Name of the subnetwork.

connectionLay
erRateList

transmissionParameters::VCATLayerR
ateList_T

In List of the VCAT SNCs that 
is reported with specified 
number of members and 
member rate. If an empty 
list is reported, all VCAT 
SNCs of bandwidth are 
reported.

how_many unsigned long In Maximum number of SNCs 
are reported in the first 
batch.

nameList globaldefs::NamingAttributesList_T Out First batch of VCAT SNC 
names.

nameIt globaldefs::NamingAttributesIterator_T Out Iterator to retrieve the 
remaining VCAT SNCs 
names.
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Compliance

CTM-defined.

3.8.20 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVCATMem
berSNCs

Synopsis

void MultiLayerSubnetworkMgr_I::getAllMemberVCATSNCs
in globaldefs::NamingAttributes_T vcatName,
in boolean isTransmit,
in unsigned long how_many
out subnetworkconnection::subnetworkconnectionList_T sncList,
out subnetworkconnection::subnetworkconnectionIterator_I sncIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation returns all the member SNCs for the VCAT SNC.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

Name Type Input/Output Description

vcatName globaldefs::NamingAtt
ributes_T

In Name of the VCAT SNC.

isTransmit boolean In IsTransmit boolean should be set to 
true if only the transmit-side member 
SNCs should be returned. If set to 
false, only receive-side member 
SNCs will be returned. If VCAT is 
symmetrical, then the isTransmit 
value is ignored and all bidirectional 
SNCs are returned.

how_many unsigned long In Maximum number of SNCs are 
reported in the first batch.

sncList subnetworkConnectio
n::subnetworkconnecti
onList_T

Out First batch of SNCs.

sncIt subnetworkConnectio
n::SNCIterator_I

Out Iterator to retrieve the remaining 
SNCs.
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This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that vcatName does not refer to a VCAT object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that vcatName references an object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

CTM-defined.

3.8.21 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAllVCATMemberSNCNames

Synopsis

void MultiLayerSubnetworkMgr_I::getAllVCATMemberSNCNames(
in globaldefs::NamingAttributes_T vcatName,
boolean isTransmit, in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)

raises(globaldefs::ProcessingFailureException);

Description

This operation returns the names of all the member SNCs for a given VCAT SNC.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Name Type Input/Output Description

vcatName globaldefs::NamingAttri
butes_T

In Name of the VCAT SNC.

isTransmit boolean In If set to true, only transmit-side 
member SNCs are returned. If set 
to false, receive-side member 
SNCs are returned. If VCAT is 
symmetrical, then the isTransmit 
value is ignored and the 
bidirectional SNCs are returned.

how_many unsigned long In Maximum number of member 
VCAT SNCs to be reported in the 
first batch.
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception is raised when a vcatName does not reference a VCAT object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that the vcatName reference objects do not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators has reached 128.

Compliance

CTM-defined.

3.8.22 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createVCAT
Synopsis

void MultiLayerSubnetworkMgr_I::createVCAT(
in subnetworkConnection::VCATSNCCreateData_T createData, 
out subnetworkConnection::VCAT_T vcat,
out string errorReason
raises(globaldefs::ProcessingFailureexception);

Description

This operation attempts to create a VCAT SNC. CTM generates an object creation event for the VCAT 
SNC that was created and for the individual Layer 1 SNCs.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

nameList globaldefs::NamingAttri
butesList_T

Out First batch of member VCAT SNC 
names.

nameIt globaldefs::NamingAttri
butesIterator_T

Out Iterator to retrieve the remaining 
member VCAT SNC names.

Name Type Input/Output Description
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Parameters

CTM supports VCATSNCCreateData_T as follows:

• string userLabel

– Supported. Value assigned to this field is the name of the new VCAT.

• boolean forceUniqueness

– CTM guarantees the uniqueness of all VCATs created by CTM. CTM does not guarantee 
uniqueness if any other tool is used for VCAT SNC creation.

• string owner

– Not supported.

• globaldefs::ConnectionDirection_T direction

– CTM R5.0 supports the CD_BI (bidirectional).

• boolean isSymmetrical

– Supported. In CTM R5.0, only symmetric VCAT SNCs are supported. If set to true, all members 
have to be bidirectional L1 SNCs, and the VCAT layer rate is the same for both directions. If 
set to false, all members are unidirectional L1 SNCs, and the supported VCAT layer rate on 
either direction can be different.

• subnetworkConnection::LCASMode_T mode

Supported. CTM supports the following:

– LCASMode_T.LCASMODE_NONE

– LCASMode_T.LCASMODE_SWLCAS

– LCASMode_T.LCASMODE_LCAS

• subnetworkConnection::RoutingMode_T routingMode

– RoutingMode_T.ROUTE_COMMONFIBER_ROUTED

– RoutingMode_T.Route_INDEPENDENTFIBER_ROUTED

• subnetworkconnection::TPData_T aEnd;

– Supported. CTM expects this field to be an FTP representing the information up to port level of 
the card involved in the VCAT SNC.

• subnetworkconnection::TPData_T zEnd

– Supported. CTM expects this field to be an FTP representing the information up to port level of 
the card involved in the VCAT SNC.

• subnetworkConnection::SNCCreateDataList sncCreateDataList

Name Type Input/Output Description

createData subnetworkConnection::
VCATSNCCreateData_T

In Structure that describes the VCAT 
SNC that will be created.

vcat subnetworkConnection::
VCAT_T

Out The VCAT SNC that was created.

errorReason string Out Error reason for failure.
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– Supported. At least one member L1 SNC should be created at the time of VCAT SNC creation. 
CTM expects you to specify the create data to create the L1 SNCs in this data structure. For 
more information on SNCCreateData_T structure, see 
the“3.8.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: 
createAndActivateSNCFromUserLabel” section on page 3-124. For every L1 SNC, you need to 
specify an additionalCreationParameter “vcatMemberID” that contains a unique value from 1 
to 256.

• globaldefs::NVSList_T additionalCreationInfo

– This can be used to provide additional parameters for VCAT creation. CTM supports the 
following values:

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates when CreateData field is invalid.

EXCPT_ENTITY_NOT_FOUND

This exception indicates the fields of Createdata reference objects that do not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised if the VCAT SNC cannot be created and activated because FTP conflicts with 
other VCAT SNC or the NE does not support this VCAT SNC creation. This is also raised when CTM 
cannot meet the protection level or there are not bandwidths available.

EXCPT_NE_COMM_LOSS

This exception indicates that communications with managedElement has been lost, preventing the 
creation of the VCAT SNC.

EXCPT_USER:ABEL_IN_USE

This exception indicates that the userLabel uniqueness constraints have not been met.

Compliance

CTM-defined.

Name Value description

vcatDescription string Description of the VCAT.

customerID string User-specified string 
representing the customer ID.

serviceID string User-specified string 
representing the service ID.
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3.8.23 multiLayerSubnetwork::MultiLayerSubnetwokMgr_I::deleteVCAT
Synopsis

void deleteVCAT(in globaldefs::NamingAttributes_T vcatname)
raises(globaldefs::ProcessingFailureException);

Description

This operation deletes the VCAT specified in the input. CTM generates an object deletion event for the 
VCAT SNC that was deleted and for the individual Layer 1 SNCs that were deleted.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that vcatName does not refer to a VCAT object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that vcatName references an object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the deletion of the VCAT SNC fails.

Compliance

CTM-defined.

3.8.24 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::addMemberSNC
sToVCAT

Synopsis

void addMemberSNCsToVCAT(
in globaldefs::NamingAttributes_T vcatName,
in subnetworkConnection::SNCCreateDataList_T sncData,
out subnetworkConnection::VCAT_T vcat)

Name Type Input/Output Description

vcatName globaldefs::NamingAttri
butes_T

In Name of the VCAT SNC.
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raises (globaldefs::ProcessingFailureException);

Description

This operation adds a member SNC to the VCAT that is specified in the input. CTM generates an 
attribute value change event for the VCAT SNC that was modified due to the addition of the new SNC(s), 
and an object creation event for the member L1 SNCs there were created.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that vcatName does not refer to a VCAT object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that vcatName references an object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the deletion of the VCAT SNC fails.

Compliance

CTM-defined.

3.8.25 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
deleteMemberSNCsFromVCAT

Synopsis

void deleteMemberSNCsFromVCAT(
in globaldefs::NamingAttributes_T vcatName,

Name Type Input/Output Description

vcat globaldefs::NamingA
ttributes_T

In Name of the VCAT SNC.

sncData subnetworkConnectio
n::SNCCreateDataLis
t_T

In Structure that describes the SNC(s) that 
will be created and added to the VCAT.

vcat subnetworkConnectio
n::VCAT_T

Out The augmented VCAT SNC.
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in globaldefs::NamingAttributesList_T sncName,
out subnetworkConnection::VCAT_T vcat)
raises(globaldefs::ProcessingFailureException);

Description

This operation deletes a member SNC from the VCAT specified in the input. CTM generates an attribute 
value change event for the VCAT SNC that was modified due to the deletion of the member SNC, and 
an object deletion event for the member L1 SNC that was deleted.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that vcatName or sncName does not refer to a VCAT/SNC object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that vcatName or sncName references an object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the deletion of member SNC(s) to the VCAT fails.

Compliance

CTM-defined.

Name Type Input/Output Description

vcatName globaldefs::NamingAttributes
_T

In Name of the VCAT SNC.

sncName globaldefs::NamingAttributes
List_T

In Name of the SNC(s) to be 
deleted and removed from 
the VCAT.

vcat subnetworkConnection::VCA
T_T

Out The modified VCAT SNC.
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3.8.26 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
deleteAllMemberSNCFromVCAT

Synopsis

void deleteAllMemberSNCFromVCAT(in globaldefs::NamingAttributes_T VCATName,
in boolean isForward)
raises(globaldefs::ProcessingFailureException);

Description

This operation deletes all member SNCs in the VCAT group that is specified during input. If boolean 
value is set to true, then all member SNCs in the transmit direction are deleted. If boolean value is set to 
false, then all member SNCs in the receive direction are deleted. For symmetrical VCAT, this value is 
ignored; all member circuits in both transmit and receive directions are deleted. CTM generates an 
attribute value change for the VCAT SNC modified due to the deletion of member SNC(s), and an object 
deletion event for the member L1 SNCs deleted.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific internal EMS failure.

EXCPT_INVALID_INPUT

This exception indicates that vcatName does not refer to a VCAT object.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that vcatName references an object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the deletion of member SNC(s) to the VCAT fails.

Compliance

CTM-defined.

Name Type Input/Output Description

vcatName globaldefs::NamingAttribute
s_T

In Name of the VCAT SNC.

isForward boolean In This boolean variable is used to 
ascertain the direction in which 
member SNCs of the VCAT are 
deleted.
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3.8.27 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getValidSubnetworkConnectionsForMerge

Synopsis

void getValidSubnetworkConnectionsForUpgrade(
in multiLayerSubnetwork::SncUpgradeInfo_T details,
in multiLayerSubnetwork::SncFilterCriteria_T filterCriteria,
in globaldefs::NamingAttributes_T masterSncName,
in globaldefs::NamingAttributesList_T candidateSncList,
in unsigned long how_many,
out subnetworkConnection::SubnetworkConnectionList_T mergeableSncList,
out subnetworkConnection::SNCIterator_I sncIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation is used to get the list of SNCs for the Merge operation. The SncFilterCriteria specifies 
the SNCs that are requested. These SNCs are lined up. The master SNC name specifies the name of the 
SNC with which the candidates are to be merged. The how_many parameter gives the list of SNCs that 
will be returned.

Note The valid SncUpgradeInfo value supported by CTM GateWay/CORBA is Merge. The valid 
SncFilterCriteria value supported by CTM GateWay/CORBA is LINED_UP. The available values that 
will be supported in the future are listed in the ENUM definitions below.

Parameters

Name Type Input/Output Description

details multiLayerSubnetwork::Snc
UpgradeInfo_T

In Upgrade info for which the list of 
SNCs is requested. Available 
values are:

• Merge

• Reconfigure

Note CTM GateWay/CORBA 
Release 5.0 supports only 
Merge.

filterCriteria multiLayerSubnetwork::Snc
FilterCriteria_T

In The filter criteria can be used to 
specify if the requested SNCs are 
LINED_UP or nonfiltered.

Note CTM GateWay/CORBA 
Release 5.0 supports only 
LINED_UP.

masterSncName globaldefs::NamingAttribut
es_T

In This parameter is used to specify 
the name of the SNC to which the 
following candidate SNCs are to be 
merged or upgraded.
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

ENUM Definition

enum SncUpgradeType_T {MERGE, RECONFIGURE};
enum SncOperationType_T {STRICT_MERGE, LOOSE_MERGE, NONE};
enum SncFilterCriteria_T {LINED_UP, NO_FILTER};
struct SncUpgradeInfo_T{SncUpgradeType_T upgradeType; SncOperationType_T operationType};

Compliance

CTM-defined.

3.8.28 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::upgrade
Synopsis

void upgrade(
in multiLayerSubnetwork::SncUpgradeInfo_T details,
in globaldefs::NamingAttributes_T masterSncName,
in globaldefs::NamingAttributesList_T upgradableSncNameList,
out string resultString)
raises(globaldefs::ProcessingFailureException);

Description

This operation is used to either merge or configure a list of SNCs to the SNC given in the 
masterSNCNAme. This operation supports STRICT MERGE and LOOSE MERGE as operation types 
from the OSS. The LOOSE MERGE option in SncUpgradeInfo_T is given only if a strict operation has 
failed and a processing failure exception with EXCPT_STRICT_MERGE_FAILED is received by the 
OSS.

There is no restriction in CTM GateWay/CORBA to prevent a LOOSE MERGE operation type from the 
OSS during a normal call.

candidateSncLis
t

globaldefs::NamingAttribut
esList_T

In This parameter gives a list of SNCs 
that needs to be merged with the 
master SNC.

how_many unsigned long In This parameter specifies the 
number of SNCs that needs to be 
passed and are valid for merge 
operation with the master SNC.

mergeableSncLi
st

subnetworkConnection::Sub
networkConnectionList_T

Out This parameter gives the list of 
SNCs that qualify for a merge.

sncIt subnetworkConnection::SN
CIterator_I

Out This parameter is used to iterate 
the list of SNCs returned by the 
API.

Name Type Input/Output Description
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Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_STRICT_MERGE_FAILED

This exception is raised when a strict merge operation from OSS has failed. The OSS should make use 
of this exception to issue a LOOSE MERGE call.

Compliance

CTM-defined.

3.9 nmsSession::NmsSession_I
This interface allows the EMS to inform the NMS of problems with notifications. When CTM fails to 
push an event, it notifies all connected NMSs by invoking the eventLossOccurred method on every active 
NmsSession_I. When the event loss period is over, CTM invokes the eventLossCleared method on 
NmsSession_I.

Both methods are implemented by the NMS.

NmsSession also implements all methods defined in the “3.12 session::Session_I” section on 
page 3-208.

CTM requires that NmsSession implement two new methods that are used by CTM to notify NmsSession 
that the call to getCTM HistoryPMData method has either failed or succeed.

Name Type Input/Output Description

details multiLayerSubnetwork::Snc
UpgradeInfo_T

In Upgrade info for which the list of 
SNCs are requested. Available 
values are:

• Merge

• Reconfigure

masterSncNam
e

globaldefs::NamingAttribute
s_T

In This parameter is used to specify the 
name of the SNC to which the 
following candidate SNCs are to be 
merged or reconfigured.

upgradableSnc
NameList

globaldefs::NamingAttribute
sList_T

In This parameter gives the list of SNCs 
that needs to be merged or 
reconfigured with the master SNC.

resultString string Out This parameter gives the result of the 
operation in human-readable form.
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3.9.1 nmsSession::NmsSession_I::historyPMDataCompleted
Synopsis

void historyPMDataCompleted(
in string fileName)

Description

When getCTMHistoryPMData completes successfully, CTM invokes this method on the NMS session. 
At that time, NMS can retrieve the performance monitoring (PM) file from the CTM server.

Parameters

Throws

None.

Compliance

CTM-defined.

3.9.2 nmsSession::NmsSession_I::historyPMDataFailed
Synopsis

void historyPMDataFailed(
out string errorReason)

Description

When getCTMHistoryPMData fails, CTM invokes this method on the NMS session. Errors encountered 
by CTM are included in the errorReason parameter.

Parameters

Throws

None.

Name Type Input/Output Description

fileName string In Name of the file created by CTM in 
response to the getCTMHistoryPMData 
call made by the NMS. This name is the 
absolute path on CTM server.

Name Type Input/Output Description

errorReason string Out Error string to indicate NMS the reason of 
the failure
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Compliance

CTM-defined.

3.10 performance::PerformanceManagementMgr_I
This interface accesses operations that deal with performance element monitoring. A handle to an 
instance of this interface is gained through the getManager operation in emsSession. This interface is 
inherited from the “3.1 common::Common_I” section on page 3-1.

interface PerformanceManagementMgr_I:common::Common_I

This interface also implements the getCapabilities method. Operations described in the following 
sections are returned to the NMS when it invokes getCapabilities.

3.10.1 performance::PerformanceManagementMgr_I::disablePMData
Synopsis

void disablePMData(
in PMTPSelectList_T pmTPSelectList,
out PMTPSelectList_T failedTPSelectList)
raises(globaldefs::ProcessingFailureException);

Description

This operation instructs the EMS to turn off PM data collection for a list of measurement points. 
Disabling is done on a best-effort basis. If PM could not be disabled for a subset of cases in the 
PMTPSelectList, a list identifying this subset is returned. PM collection involves collection of historical 
PM data. If this method is called between PM collection intervals, PM data for that interval is not 
collected. There are no incomplete collection periods. 

If PM collection was never started for this TP, the operation is considered successful.

Parameters

CTM provide the following support for the PMTPSelect_T structure for this method:

• globaldefs::NamingAttributes_T name

– The name of the object to which this selection applies. CTM only supports ManagedElement 
name in this field.

• transmissionParameters::LayerRateList_T layerRateList

– Not supported.

Name Type Input/Output Description

pmTPSelectList PMTPSelectList_T In This structure contains the relevant data 
for the disablePMData request. This must 
not be empty.

failedTPSelectList PMTPSelectList_T Out List of points that were not completely 
disabled. An empty list indicates that the 
total request was successful.
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• PMLocationList_T pMLocationList

– Not supported.

• GranularityList_T granularityList

– Supported only for enablePMData. Valid values are 15min and 24h. If the list is empty, both 
15min and 24h are considered.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised if pmTPSelectList is empty.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.

3.10.2 performance::PerformanceManagementMgr_I::enablePMData
Synopsis

void enablePMData(in PMTPSelectList_T pmTPSelectList,
out PMTPSelectList_T failedTPSelectList)
raises(globaldefs::ProcessingFailureException);

Description

This operation instructs the EMS to enable (turn on) PM data collection for a list of measurement points. 
Enabling is done on best-effort basis. If PM could not be enabled for a subset of cases in the 
pmTPSelectList, a list identifying this subset is returned. PM collection does not start immediately as 
required by TMF. There are no incomplete collection periods. If PM collection was already on for a TP, 
the operation is considered successful.

Parameters

Name Type Input/Output Description

pmTPSelectList PMTPSelectList_T In This structure contains the relevant data 
for the enablePMData request. This must 
not be empty.

failedTPSelectList PMTPSelectList_T Out List of points that were not completely 
enabled. An empty list indicates that the 
total request was successful.
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For details on PMTPSelect_T structure, see the 
“3.10.1 performance::PerformanceManagementMgr_I::disablePMData” section on page 3-166.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised if pmTPSelectList is empty.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.

3.10.3 performance::PerformanceManagementMgr_I::setTCATPParameter
Synopsis

void setTCATPParameter(in globaldefs::NamingAttributes_T tpName,
      inout TCAParameters_T tcaParameters)
    raises(globaldefs::ProcessingFailureException);

Description

This operation modifies the values of TCA thresholds on a TP-layerRate measurement point. This 
operation can be applied to a PTP or CTP. The NMS specifies the TP and layerRate, the granularity, and 
the values of one or more TCA thresholds to modify. The operation mode is best-effort. If no TCA value 
is set, a default value is active.

If CTM fails to set TCA parameters, an exception is thrown. A successful return of this operation 
guarantees that all values are set. If a parameter fails, the remaining parameters are unchanged. CTM 
does not send events or updates when TCA parameters are changed. It also does not validate the range 
of PM parameter values. 

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs. This method is synchronous.
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Parameters

CTM supports TCAParameters_T as follows:

• transmissionParameters::LayerRate_T layerRate

• CTM supports layerRate for the ONS 15310, ONS 15327, and ONS 15454 SONET as follows:

– LR_T1_and_DS1_1_5M

– LR_T3_and_DS3_45M

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c 

– LR_STS24c_and_VC4_8c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c (supported only on ONS 15454 SONET)

– LR_Section_OC1_STS1_and_RS_STM0

– LR_Section_OC1_STS1_and_MS_STM0

– LR_Section_OC3_STS3c_and_RS_STM1

– LR_Section_OC12_STS12c_and_RS_STM4

– LR_Section_OC48_STS48c_and_RS_STM16

– LR_Section_OC192_STS192c_and_RS_STM64 (supported only on ONS 15454 SONET)

– LR_Line_OC3_STS3c_and_MS_STM1

– LR_Line_OC12_STS12c_and_MS_STM4

– LR_Line_OC48_STS48c_and_MS_STM16

– LR_Section_OC192_STS192c_and_RS_STM64 (supported only on ONS 15454 SONET)

• CTM supports layerRate for the ONS 15454 SDH as follows:

– LR_E1_2M

– LR_E3_34M

– LR_T3_and_DS3_45M

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

Name Type Input/Output Description

TpName globaldefs::NamingAttrib
utes_T

In Identifies the TP for which TCA 
parameters values are set

TcaParameters TCAParameters_T In Out Lists TCA IDs and corresponding values 
to be applied to a specific layer rate. The 
settings that are actually applied are 
returned in this parameter
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– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c

– LR_STS24c_and_VC4_8c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c

– LR_Section_OC3_STS3c_and_RS_STM1

– LR_Section_OC12_STS12c_and_RS_STM4

– LR_Section_OC48_STS48c_and_RS_STM16

– LR_Section_OC192_STS192_and_RS_STM64

– LR_Line_OC3_STS3c_and_MS_STM1

– LR_Line_OC12_STS12c_and_MS_STM4

– LR_Line_OC48_STS48c_and_MS_STM16

– LR_Line_OC192_STS192c_and_MS_STM64

• CTM supports layerRate for the ONS 15600 SONET and ONS 15600 SDH as follows:

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS24c_and_VC4_8c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c

– LR_Section_OC48_STS48c_and_ RS_STM16

– LR_Section_OC192_STS192c_and_ RS_STM64

– LR_Line_OC48_STS48_and_ MS_STM16

– LR_Line_OC192_STS192_and_ MS_STM64

• Granularity_T granularity

– CTM supports 15 minute and 24 hour.

• PMThresholdValueList_T tcaTypeValues

– This is a sequence of PMThresholdValue_T. It contains the PMParameterName_T 
pmParameterName field.

CTM R5.0 supports the NE PM values listed in Table 3-2, Table 3-3, Table 3-4, and Table 3-5.

Table 3-2 ONS 15310 and ONS 15327 pmParameterName Values

Layer Rate

PTP 
or 
CTP pmParameterName Location Interval

LR_T1_and_DS1_1_5M PTP PMP_CV PML_LOC_NA 15min, 24hr

PMP_ES

PMP_SES

PMP_LSS
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LR_T3_and_DS3_45M PTP PMP_CV PML_LOC_NA 15min, 24hr

PMP_ES

PMP_SES

PMP_LSS

LR_T3_and_DS3_45M

LR_STS1_and_AU3_High_
Order_VC3

LR_STS3c_and_AU4_VC4

LR_STS12c_and_VC4_4c

LR_STS6c_and_VC4_2c

LR_STS9c_and_VC4_3c

LR_STS24c_and_VC4_8c

LR_STS48c_and_VC4_16c

CTP PMP_CV PML_NEAR_END_RX 15min, 24hr

PMP_FC

PMP_SES

PMP_ES

PMP_UAS

LR_Section_OC1_STS1_and
_RS_ST_M0

LR_Section_OC3_STS3c_an
d_RS_STM1

LR_Section_OC12_STS12c_
and_RS_STM4

LR_Section_OC48_STS48c_
and_RS_STM16

PTP PMP_CV PML_NEAR_END_Rx 15 min, 24hr

PMP_ES

PMP_SES

PMP_SEFS

LR_Section_OC1_STS1_and
_MS_ST_M0

LR_Line_OC3_STS3c_and_ 
RS_STM1

LR_Line_OC12_STS12c_an
d_ RS_STM4

LR_Line_OC48_STS48c_an
d_ RS_STM16

PTP PMP_CV PML_NEAR_END_Rx, 
PML_FAR_END_Rx

15min, 24hr

PMP_ES

PMP_SES

PMP_FC

PMP_UAS

PMP_PSC PML_NEAR_END_Rx

PMP_PSD

Table 3-2 ONS 15310 and ONS 15327 pmParameterName Values (continued)

Layer Rate

PTP 
or 
CTP pmParameterName Location Interval
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Table 3-3 ONS 15454 SONET TCA TP Parameter Values

Layer Rate

PTP 
or 
CTP pmParameterName Location Interval

LR_T1_and_DS1_1_5M PTP PMP_CV PML_NEAR_END_Rx 15min, 24hr

PMP_ES

PMP_SES

PMP_LSS

PMP_ES PML_FAR_END_Rx

LR_T3_and_DS3_45M PTP PMP_CV PML_LOC_NA 15min, 24hr

PMP_ES

PMP_SES

PMP_LSS

LR_T3_and_DS3_45M 
(on the DS3XM, DS3E, and 
DS3NE port when supported 
by the NE)

PTP PMP_CV_P PML_NEAR_END_Rx 15min, 24hr

PMP_ES_P

PMP_SES_P

PMP_SAS_P

PMP_AISS_P

PMP_UAS_P

PMP_CV_CP PML_NEAR_END_Rx, 
PML_FAR_END_RxPMP_ES_CP

PMP_SES_CP

PMP_SAS_CP

PMP_AISS_CP

PMP_UAS_CP

LR_T3_and_DS3_45M

LR_STS1_and_AU3_High_
Order_VC3

LR_STS3c_and_AU4_VC4

LR_STS12c_and_VC4_4c

LR_STS6c_and_VC4_2c

LR_STS9c_and_VC4_3c

LR_STS24c_and_VC4_8c

LR_STS48c_and_VC4_16c

LR_STS192c_and_VC4_64c

CTP PMP_CV PML_NEAR_END_Rx 15min, 24hr

PMP_FC

PMP_SES

PMP_ES

PMP_UAS
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LR_Section_OC3_STS3c_an
d_ RS_STM1

LR_Section_OC12_STS12c_
and_ RS_STM4

LR_Section_OC48_STS48c_
and_ RS_STM16

LR_Section_OC192_STS192
c_and_RS_STM64

PTP PMP_CV PML_NEAR_END_Rx 15min, 24hr

PMP_ES

PMP_SES

PMP_SEFS

LR_Line_OC3_STS3_and_ 
RS_STM1

LR_Line_OC12_STS12_and
_ RS_STM4

LR_Line_OC48_STS48_and
_ RS_STM16

LR_Line_OC192_STS192_a
nd_MS_STM64

PTP PMP_CV PML_NEAR_END_Rx, 
PML_FAR_END_Rx

15min, 24hr

PMP_ES

PMP_SES

PMP_FC

PMP_UAS

PMP_PSC

PMP_PSD

LR_Line_OC48_STS48_and
_MS_STM16

LR_Line_OC192_STS192_a
nd_MS_STM64

(Only for R4.0 and R4.1 
transponders and 
muxponders)

PTP PMP_CV PML_NEAR_END_Rx, 
PML_FAR_END_Rx

15 min, 24 hr

PMP_ES

PMP_SES

PMP_FC

PMP_UAS

Table 3-4 ONS 15454 SDH TCA TP Parameter Values

Layer Rate

PTP 
or 
CTP pmParameterName Location Interval

LR_E1_2M PTP PMP_CV PML_LOC_NA 15min, 24hr

PMP_ES

PMP_SES

LR_T3_and_DS3_45M,

LR_E3_34M

PTP PMP_CV PML_LOC_NA 15min, 24hr

PMP_ES

PMP_SES

PMP_LSS

Table 3-3 ONS 15454 SONET TCA TP Parameter Values (continued)

Layer Rate

PTP 
or 
CTP pmParameterName Location Interval
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LR_T3_and_DS3_45M PTP PMP_CV_P PML_NEAR_END_Rx 15min, 24hr

PMP_ES_P

PMP_SES_P

PMP_SAS_P

PMP_AISS_P

PMP_UAS_P

PMP_CV_P PML_NEAR_END_Rx

PML_FAR_END_RxPMP_ES_P

PMP_SES_P

PMP_SAS_P

PMP_UAS_P

LR_E1_2M (Supported only 
if the SNC involved is of 
LR_E1_2M layer rate), 
LR_E3_34M, 
LR_T3_and_DS3_45M

CTP PMP_ES PML_NEAR_END_Rx, 
PML_FAR_END_Rx

15min, 24hr

PMP_EB

PMP_SES

PMP_UAS

PMP_BBE

PMP_UAS

LR_STS3c_and_AU4_VC4

LR_STS12c_and_VC4_4c

LR_STS6c_and_VC4_2c

LR_STS9c_and_VC4_3c

LR_STS24c_and_VC4_8c

LR_STS48c_and_VC4_16c

LR_STS192c_and_VC4_64
c

CTP PMP_EB PML_NEAR_END_Rx 15min, 24hr

PMP_BBE

PMP_SES

PMP_ES

PMP_UAS

LR_Section_OC3c_STS3c_
and_ RS_STM1

LR_Section_OC12c_STS12
c_and_ RS_STM4

LR_Section_OC48c_STS48
c_and_ RS_STM16

LR_Section_OC192c_STS1
92c_and_RS_STM64

PTP PMP_UAS PML_NEAR_END_Rx 15min, 24hr

PMP_ES

PMP_SES

PMP_BBE

Table 3-4 ONS 15454 SDH TCA TP Parameter Values (continued)

Layer Rate

PTP 
or 
CTP pmParameterName Location Interval
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LR_Line_OC3_STS3_and_ 
MS_STM1

LR_Line_OC12_STS12_an
d_ MS_STM4

LR_Line_OC48_STS48_an
d_ MS_STM16

LR_Line_OC192_STS192_
and_MS_STM64

PTP PMP_EB PML_NEAR_END_Rx, 
PML_FAR_END_Rx

15min, 24hr

PMP_ES

PMP_SES

PMP_BBE

PMP_UAS

PMP_PSC PML_NEAR_END_Rx

PMP_PSD

LR_Line_OC48_STS48c_a
nd_ MS_STM16

LR_Line_OC192_STS192c
_and_ MS_STM64 

(Only on Transponder and 
MuxPonder cards for NE 
versions 4.0 and later)

PTP PMP_EB PML_NEAR_END_Rx, 
PML_FAR_END_Rx

15min, 24hr

PMP_ES

PMP_SES

PMP_BBE

PMP_UAS

Table 3-5 ONS 15600 SONET and ONS 15600 SDH TCA TP Parameter Values

Layer Rate
PTP or 
CTP pmParameterName Location Interval

LR_STS1_and_AU3_High
_Order_VC3

LR_STS3c_and_AU4_VC
4

LR_STS12c_and_VC4_4c

LR_STS24c_and_VC4_8c

LR_STS48c_and_VC4_16
c

LR_STS192c_and_VC4_6
4c

CTP PMP_CV PML_NEAR_END_Rx 15 min, 24 
hourPMP_FC

PMP_SES

PMP_ES

PMP_UAS

LR_Section_OC48_STS48
c_and_RS_STM16

LR_Section_OC192_STS1
92c_and_RS_STM64

PTP PMP_CV PML_NEAR_END_Rx 15 min, 24 
hourPMP_ES

PMP_SES

PMP_SEFS

Table 3-4 ONS 15454 SDH TCA TP Parameter Values (continued)

Layer Rate

PTP 
or 
CTP pmParameterName Location Interval
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• PMLocation_T pmLocation

– CTM supports PML_LOC_NA, PML_NEAR_END_Rx, and PML_FAR_END_Rx.

• PMThresholdType_T thresholdType

– CTM supports only TWM_HIGH.

• boolean triggerFlag

– Not supported.

• float value

– Supported. The NE accepts only integer values. Therefore, CTM rounds off floating point 
values to the biggest lower integer. The maximum value supported is 9999999.

• string unit

– Not supported.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception indicates a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception indicates that tpName does not reference a terminationPoint object or that at least one 
tcaParameters field is invalid.

EXCPT_ENTITY_NOT_FOUND

This exception indicates that tpName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception indicates a loss of communication to the ME.

Compliance

TMF-defined.

LR_Line_OC48_STS48_a
nd_MS_STM16

LR_Line_OC192_and_MS
_STM64

PTP PMP-CV PML_NEAR_END_Rx

PML_FAR_END_Rx

15 min, 24 
hourPMP_ES

PMP_SES

PMP_FC

PMP_UAS

PMP_PSC PML_NEAR_END_Rx

PMP_PSD

Table 3-5 ONS 15600 SONET and ONS 15600 SDH TCA TP Parameter Values (continued)

Layer Rate
PTP or 
CTP pmParameterName Location Interval
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3.10.4 performance::PerformanceManagementMgr_I::getTCATPParameter
Synopsis

void getTCATPParameter(
in globaldefs::NamingAttributes_T tpName,
in transmissionParameters::LayerRate_T layerRate,
in Granularity_T granularity,
out TCAParameters_T tcaParameter)
raises(globaldefs::ProcessingFailureException);

Description

The purpose of this operation is to retrieve the values of 15 minute or 24 hour PM thresholds on a 
TP/layerRate measurement point. The operation is best-effort. Results are returned in the out parameter 
of this operation. The operation can be applied to either a PTP or CTP. The NMS requests the TCA 
parameters for the particular TP and granularity specified.

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

For a list of supported layer rates and parameter values, see the 
“3.10.3 performance::PerformanceManagementMgr_I::setTCATPParameter” section on page 3-168

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when tpName does not reference an terminationPoint object or layerRateList 
contains undefined rates or Granularity contains an undefined value.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when tpName references an object that does not exist.

Name Type Input/Output Description

tpName globaldefs::NamingAttr
ibutes_T

In Identification of the TP for which the 
values of the TCA parameters are to be 
retrieved

layerRate transmissionParameters
::LayerRate_T

In LayerRate for which the values of the 
TCA parameters are to be retrieved

granularity Granularity_T In Granularity for which the TCA 
parameters are to be retrieved

tcaParameter TCAParameters_T Out Result of the operation
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EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.

3.10.5 performance::PerformanceManagementMgr_I::getCTMHistoryPMData
Synopsis

public void getCTMHistoryPMData(
in nmsSession::NmsSession_I client,
in PMTPSelectList_T pmTPSelectList,
in PMParameterNameList_T pmParameters,
in globaldefs::Time_T startTime,
in globaldefs::Time_T endTime)

raises (globaldefs::ProcessingFailureException);

Description 

This operation instructs the EMS to store history PM data into a file, and to notify NMS when the request 
is complete. Within the request a list of TP/layerRate measurement points and a time frame are specified. 
For each measurement point, the granularity (15 minute, 24 hour) and location (nearEnd only) can be 
specified. A filtered set (scoped by the input parameter pmParameters) of PM parameters collected for 
a particular TP/layerRate measurement point for the granularity, location and time window specified is 
made available.

Measurement intervals and the given time frame are considered as half-open intervals to the right, i.e. 
startTime <= t < endTime.

Performance monitoring data on multiple TPs of multiple MEs is transferred in one data file. PM File 
format has been defined by TMF. CTM creates the file under CTMSHOME/pmData/username/ directory. 
CTM generates the unique filename. This file is kept for six hours after CTM completes writing of the 
requested PM data. After six hours it is deleted. When GateWay/CORBA restarts, it retrieves a list of all 
existing PM files and deletes them after six hours.

This is an asynchronous operation. Once CTM receives the request, it validates it and the call returns. In 
the background, CTM begin writing to the file. Upon successful completion, it notifies the NMS session 
by invoking nmsSession::NmsSession_I::historyPMDataCompleted. If for some reason CTM fails to 
create this file or write into the file, the NMS is notified by invoking 
nmsSession::NmsSession_I::historyPMDataFailed.

CTM only allows one request from each NMS session at a time. 

This operation is supported for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs. CTM raises an EXCPT_UNABLE_TO_COMPLY 
exception if another request comes from a session for which on request is already in progress. At any 
given time, CTM has a maximum of eight such requests. This restriction is imposed because multiple 
requests downgrade the CTM database performance and have adverse impact on CTM.
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Parameters

CTM provides the following support for the PMTPSelect_T structure for this method:

• globaldefs::NamingAttributes_T name

– The name of the object to which this selection applies. CTM supports only ManagedElement, 
PTP, or CTP name in this field. Note that ManagedElement must be in CTM’s management 
domain. For example, if you change the name of the ME but you pass the old name to this call, 
no data is written to the file.

• transmissionParameters::LayerRateList_T layerRateList

• CTM supports layerRate for the ONS 15310, ONS 15327, and ONS 15454 as follows:

– LR_T1_and_DS1_1_5M

– LR_T3_and_DS3_45M

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

Name Type Input/Output Description

client nmsSession::NmsSession_I In Reference to NMSSession. It cannot 
be null and it must be registered with 
CTM using 
emsSessionFactory::EmsSessionFact
ory_I::getEmsSession.

CTM notifies this client about 
completion or failure using methods 
defined in the 
“3.9.1 nmsSession::NmsSession_I::h
istoryPMDataCompleted” section on 
page 3-165, and in the 
“3.9.2 nmsSession::NmsSession_I::h
istoryPMDataFailed” section on 
page 3-165.

pmTPSelectList PMTPSelectList_T In This parameter specifies which 
history PM data to return. This list 
cannot be empty.

pmParameters PMParameterNameList_T In This parameter specifies which PM 
parameters within the scope of the 
pmTPSelectList are contained in the 
file. An empty list means to store all 
supported parameters. The returned 
parameters are best effort, i.e., among 
the parameters specified, only the 
subset of supported parameters is 
stored.

startTime globaldefs::Time_T In Specifies the start of the time window 
for collection (included).

endTime globaldefs::Time_T In Specifies the end of the time window 
for collection (excluded).
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– LR_STS12c_and_VC4_4c

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c 

– LR_STS24c_and_VC4_8c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c (supported only on ONS 15454 SONET)

– LR_Section_OC3_STS3c_and_RS_STM1

– LR_Section_OC12_STS12c_and_RS_STM4

– LR_Section_OC48_STS48c_and_RS_STM16

– LR_Section_OC192_STS192c_and_RS_STM64 (supported only on ONS 15454 SONET)

– LR_Line_OC3_STS3c_and_MS_STM1

– LR_Line_OC12_STS12c_and_MS_STM4

– LR_Line_OC48_STS48c_and_MS_STM16

– LR_Line_OC192_STS192c_and_RS_STM64 (supported only on ONS 15454 SONET)

• CTM supports layerRate for the ONS 15454 SDH as follows:

– LR_E1_2M

– LR_E3_34M

– LR_T3_and_DS3_45M

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS6c_and_VC4_2c

– LR_STS9c_and_VC4_3c

– LR_STS24c_and_VC4_8c

– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c

– LR_Section_OC3_STS3c_and_RS_STM1

– LR_Section_OC12_STS12c_and_RS_STM4

– LR_Section_OC48_STS48c_and_RS_STM16

– LR_Section_OC192_STS192c_and_RS_STM64

– LR_Line_OC3_STS3c_and_MS_STM1

– LR_Line_OC12_STS12c_and_MS_STM4

– LR_Line_OC48_STS48c_and_MS_STM16

– LR_Line_OC192_STS192c_and_MS_STM64

• CTM supports layerRate for the ONS 15600 SONET and ONS 15600 SDH as follows:

– LR_STS1_and_AU3_High_Order_VC3

– LR_STS3c_and_AU4_VC4

– LR_STS12c_and_VC4_4c

– LR_STS24c_and_VC4_8c
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– LR_STS48c_and_VC4_16c

– LR_STS192c_and_VC4_64c

– LR_Section_OC48_STS48c_and_ RS_STM16

– LR_Section_OC192_STS192c_and_ RS_STM64

– LR_Line_OC48_STS48c_and_ MS_STM16

– LR_Line_OC192_STS192c_and_ MS_STM64

• PMLocationList_T pMLocationList

– CTM supports PML_LOC_NA, PML_NEAR_END_Rx, and PML_FAR_END_Rx.

• GranularityList_T granularityList

– 15 minute and 24 hour are supported. If this list is empty, data for all granularities is reported.

CTM supports the pmParameter values listed in Table 3-6, Table 3-7, Table 3-8, Table 3-9, and 
Table 3-10.

Table 3-6 ONS 15310 CL pmParameter Values

LayerRate PTP or CTP
pmParameterN
ame Location Interval

LR_T1_and_DS1_1_5M PTP PMP_CV PML_LOC_NA 15 min, 24 
hourPMP_ES

PMP_SES

PMP_LSS

LR_T3_and_DS3_45M PTP PMP_CV PML_LOC_NA 15 min, 24 
hourPMP_ES

PMP_SES

PMP_LSS

LR_T3_and_DS3_45M

LR_STS1_and_AU3_High_Order
_VC3

LR_STS3c_and_AU4_VC4

LR_STS12c_and_VC4_4c

LR_STS6c_and_VC4_2c

LR_STS9c_and_VC4_3c

CTP PMP_CV PML_NEAR_EN
D_Rx

15 min, 24 
hourPMP_FC

PMP_SES

PMP_ES

PMP_UAS

LR_Section_OC3_STS3c_and_ 
RS_STM1

LR_Section_OC12_STS12c_and_ 
RS_STM4

PTP PMP_CV PML_NEAR_EN
D_Rx

15 min, 24 
hourPMP_ES

PMP_SES

PMP_SEFS
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.

LR_Line_OC3_STS3c_and_ 
MS_STM1

LR_Line_OC12_STS12c_and_ 
MS_STM4

PTP PMP_CV PML_NEAR_EN
D_Rx, 
PML_FAR_END
_Rx

15 min, 24 
hourPMP_ES

PMP_SES

PMP_FC

PMP_UAS

PMP_PSC PML_NEAR_EN
D_RxPMP_PSD

PMP_PPJ

PMP_NPJ

PMP_PPJC_P
GEN

PMP_NPJC_P
GEN

PMP_PSC_W

PMP_PSD_W

PMP_PSC_S

PMP_PSD_S

PMP_PSC_R

PMP_PSD_R

Table 3-7 ONS 15327 pmParameter Values

LayerRate
PTP or 
CTP pmParameterName Location Interval

LR_T1_and_DS1_1_5M PTP PMP_CV PML_LOC_NA 15 min, 24 hour

PMP_ES

PMP_SES

PMP_LSS

LR_T3_and_DS3_45M PTP PMP_CV PML_LOC_NA 15 min, 24 hour

PMP_ES

PMP_SES

PMP_LSS

Table 3-6 ONS 15310 CL pmParameter Values (continued)

LayerRate PTP or CTP
pmParameterN
ame Location Interval
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LR_T3_and_DS3_45M

LR_STS1_and_AU3_High_O
rder_VC3

LR_STS3c_and_AU4_VC4

LR_STS12c_and_VC4_4c

LR_STS6c_and_VC4_2c

LR_STS9c_and_VC4_3c

LR_STS24c_and_VC4_8c

LR_STS48c_and_VC4_16c

CTP PMP_CV PML_NEAR_EN
D_Rx

15 min, 24 hour

PMP_FC

PMP_SES

PMP_ES

PMP_UAS

PMP_PPJ

PMP_NPJ

PMP_PPJC_PGEN

PMP_NPJC_PGEN

PMP_PJ_DIFF

PMP_PJP_SEC

PMP_PJN_SEC

LR_Section_OC3_STS3c_and
_ RS_STM1

LR_Section_OC12_STS12c_a
nd_ RS_STM4

LR_Section_OC48_STS48c_a
nd_ RS_STM16

PTP PMP_CV PML_NEAR_EN
D_Rx

15 min, 24 hour

PMP_ES

PMP_SES

PMP_SEFS

LR_Line_OC3_STS3c_and_ 
MS_STM1

LR_Line_OC12_STS12c_and
_ MS_STM4

LR_Line_OC48_STS48c_and
_ MS_STM16

PTP PMP_CV PML_NEAR_EN
D_Rx, 
PML_FAR_END_
Rx

15 min, 24 hour

PMP_ES

PMP_SES

PMP_FC

PMP_UAS

PMP_PSC PML_NEAR_EN
D_RxPMP_PSD

PMP_PPJ

PMP_NPJ

PMP_PPJC_PGEN

PMP_NPJC_PGEN

PMP_PSC_W

PMP_PSD_W

PMP_PSC_S

PMP_PSD_S

PMP_PSC_R

PMP_PSD_R

Table 3-7 ONS 15327 pmParameter Values (continued)

LayerRate
PTP or 
CTP pmParameterName Location Interval
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Table 3-8 ONS 15454 SONET pmParameter Values

LayerRate PTP or CTP pmParameterName Location Interval

LR_T1_and_DS1_1_
5M

PTP PMP_CV PML_NEAR_END_
Rx,

PML_FAR_END_R
x

15 min, 24 hour

PMP_ES

PMP_SES

PMP_LSS

PMP_ES PML_FAR_END_R
x

LR_T3_and_DS3_45
M

PTP PMP_CV PML_NEAR_END_
Rx

15 min, 24 hour

PMP_ES

PMP_SES

PMP_LSS

LR_T3_and_DS3_45
M (on DS3XM, 
DS3E, DS3NE port 
when supported by 
NE)

CTP PMP_CV_P PML_NEAR_END_
Rx

15 min, 24 hour

PMP_ES_P

PMP_SES_P

PMP_SAS_P

PMP_AISS_P

PMP_UAS_P

PMP_CV_P PML_NEAR_END_
Rx,

PML_FAR_END_R
x

PMP_ES_P

PMP_SES_P

PMP_SAS_P

PMP_AISS_P

PMP_UAS_P
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LR_T3_DS3_45M

LR_STS1_and_AU3_
high_Order_VC3

LR_STS3c_and_AU4
_VC4

LR_STS12c_andVC4
_4c

LR_STS6c_andVC4_
2c

LR_STS9c_andVC4_
3c

LR_STS24c_andVC4
_8c

LR_STS48c_andVC4
_16c

LR_STS192c_andVC
4_64c

CTP PMP_CV PML_NEAR_END_
Rx

15 min, 24 hour

PMP_FC

PMP_SES

PMP_ES

PMP_UAS

PMP_PPJ

PMP_NPJ

PMP_PPJC_PGEN

PMP_NPJC_PGEN

PMP_PJ_DIFF

PMP_PJNP_SEC

PMP_PJN_SEC

LR_Section_OC3_ST
S3c_and_RS_STM1

LR_Section_OC12_S
TS12c_and_RS_STM
4

LR_Section_OC48_S
TS48c_and_RS_STM
16

LR_Section_OC192_
STS192c_and_RS_S
TM64

PTP PMP_CV PML_NEAR_END_
Rx

15 min, 24 hour

PMP_ES

PMP_SES

PMP_SEFS

Table 3-8 ONS 15454 SONET pmParameter Values (continued)

LayerRate PTP or CTP pmParameterName Location Interval
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LR_Section_OC3_ST
S3c_and_MS_STM1

LR_Section_OC12_S
TS12c_and_MS_ST
M4

LR_Section_OC48_S
TS48c_and_MS_ST
M16

LR_Section_OC192_
STS192c_and_MS_S
TM64

PTP PMP_CV PML_NEAR_END_
Rx

PML_FAR_END_R
x

15 min, 24 hour

PMP_ES

PMP_SES

PMP_FC

PMP_UAS

PMP_PSC PML_NEAR_END_
RxPMP_PSD

PMP_PPJ

PMP_NPJ

PMP_PPJC_PGEN

PMP_NPJC_PGEN

PMP_PSC_W

PMP_PSD_W

PMP_PSC_S

PMP_PSD_S

PMP_PSC_R

PMP_PSC_R

Table 3-9 ONS 15454 SDH pmParameter Values

LayerRate
PTP or 
CTP pmParameterName Location Interval

LR_E1_2M PTP PMP_CV PML_LOC_NA 15 min, 24 hour

PMP_ES

PMP_SES

LR_T3_and_DS3_45
M 

LR_E3_34M

PTP PMP_CV PML_LOC_NA 15 min, 24 hour

PMP_ES

PMP_SES

PMP_LSS

Table 3-8 ONS 15454 SONET pmParameter Values (continued)

LayerRate PTP or CTP pmParameterName Location Interval
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LR_T3_and_DS3_45
M

PTP PMP_CV_P PML_NEAR_END
_Rx

15 min, 24 hour

PMP_ES_P

PMP_SES_P

PMP_SAS_P

PMP_AISS_P

PMP_UAS_P

PMP_CV_CP

PMP_ES_CP

PMP_SES_CP

PMP_SAS_CP

PMP_UAS_CP

LR_E1_2M

LR_E3_34M

LR_T3_and_DS3_45
M

CTP PMP_EB PML_NEAR_END
_Rx,

PML_FAR_END_
Rx

15 min, 24 hour

PMP_BBE

PMP_SES

PMP_ES

PMP_UAS

PMP_ESR

PMP_SESR

PMP_BBER

LR_STS3c_and_AU4
_VC4

LR_STS12c_and_VC
4_4c

LR_STS6c_and_VC4
_2c

LR_STS9c_and_VC4
_3c

LR_STS24c_and_VC
4_8c

LR_STS48c_and_VC
4_16c

LR_STS192c_and_V
C4_64c 

CTP PMP_EB PML_NEAR_END
_Rx

15 min, 24 hour

PMP_BBE

PMP_SES

PMP_ES

PMP_UAS

PMP_ESR

PMP_SESR

PMP_BBER

PMP_PPJ

PMP_NPJ

PMP_PPJC_PGEN

PMP_NPJC_PGEN

PMP_PJ_DIFF

PMP_PJP_SEC

PMP_PJN_SEC

Table 3-9 ONS 15454 SDH pmParameter Values (continued)

LayerRate
PTP or 
CTP pmParameterName Location Interval
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LR_Section_OC3_ST
S3c_and_ RS_STM1

LR_Section_OC12_S
TS12c_and_ 
RS_STM4

LR_Section_OC48_S
TS48c_and_ 
RS_STM16

LR_Section_OC192_
STS192c_and_ 
RS_STM64

PTP PMP_EB PML_NEAR_END
_Rx

15 min, 24 hour

PMP_BBE

PMP_SES

PMP_ES

PMP_UAS

PMP_ESR

PMP_SESR

PMP_BBER

LR_Line_OC3_STS3
c_and_ MS_STM1

LR_Line_OC12_STS
12c_and_ MS_STM4

LR_Line_OC48_STS
48c_and_ 
MS_STM16

LR_Line_OC192_ST
S192c_and_ 
MS_STM64

PTP PMP_EB PML_NEAR_END
_Rx,

PML_FAR_END_
Rx

15 min, 24 hour

PMP_ES

PMP_SES

PMP_BBE

PMP_UAS

PMP_PSC PML_NEAR_END
_RxPMP_PSD

PMP_PPJ

PMP_NPJ

PMP_PPJC_PGEN

PMP_NPJC_PGEN

PMP_PSC_W

PMP_PSD_W

PMP_PSC_S

PMP_PSD_S

PMP_PSC_R

PMP_PSD_R

PMP_ESR

PMP_SESR

PMP_BBER

Table 3-9 ONS 15454 SDH pmParameter Values (continued)

LayerRate
PTP or 
CTP pmParameterName Location Interval
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when startTime or endTime are not valid or client is null or pmTPSelectList is 
empty.

EXCPT_UNABLE_TO_COMPY

This exception is raised when more than one requests is sent from same NMS client.

Compliance

CTM-defined.

Table 3-10 ONS 15600 SONET and ONS 15600 SDH pmParameter Values

LayerRate
PTP or 
CTP pmParameterName Location Interval

LR_STS1_and_AU3_Hi
gh_Order_VC3

LR_STS3c_and_AU4_V
C4

LR_STS12c_and_VC4_
4c

LR_STS24c_and_VC4_
8c

LR_STS48c_and_VC4_
16c

LR_STS192c_and_VC4
_64c

CTP PMP_CV PML_NEAR_END_Rx 15 min, 24 
hourPMP_FC

PMP_SES

PMP_ES

PMP_UAS

PMP_PPJ

PMP_NPJ

PMP_PPJC_PGEN

PMP_NPJC_PGEN

LR_Section_OC48_STS
48c_and_ MS_STM16

LR_Section_OC192_ST
S192c_and_ MS_STM64

PTP PMP_CV PML_NEAR_END_Rx 15 min, 24 
hourPMP_ES

PMP_SES

PMP_SEFS

LR_Line_OC48_STS48c
_and_ MS_STM16

LR_Line_OC192_STS19
2c_and_ MS_STM64

PTP PMP_CV PML_NEAR_END_Rx

PML_FAR_END_RxPMP_ES

PMP_SES

PMP_FC

PMP_UAS

PMP_PSC PML_NEAR_END_Rx

PMP_PSD
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3.10.6 performance::PerformanceManagementMgr_I::
deleteHistoryPMDataFile

Synopsis

public void deleteHistoryPMDataFile(
in string fileName)

raises (globaldefs::ProcessingFailureException);

Description

The NMS can delete the PM data file by invoking this method explicitly. In this case, CTM does not wait 
for six hours to delete the file. This frees up valuable disk space on the CTM server. It is highly 
recommended that NMS invoke this method as soon as it retrieves the PM data file from the CTM.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

Compliance

CTM-defined.

3.10.7 performance::PerformanceManagementMgr_I::getTPHistoryPMData
Synopsis

void getTPHistoryPMData(in PMTPSelectList_T pmTPSelectList,
      in PMParameterNameList_T pmParameters,
      in globaldefs::Time_T startTime,
      in globaldefs::Time_T endTime,
      in unsigned long how_many,
      out PMDataList_T pmDataList,
      out PMDataIterator_I pmIt)
raises(globaldefs::ProcessingFailureException);

Description

The NMS can request a filtered set (scoped by the input parameter pmParameters) of the history PM data 
for a list of TP measurement points. Within the request for each measurement point, granularity (15min, 
24hr, N/A) and location (nearEnd, farEnd, and/or bidirectional) can be specified. The operation mode is 

Name Type Input/Output Description

fileName string In Name of the file that was created by CTM 
in response to the getCTMHistoryPMData 
call made by the NMS. This name must be 
the absolute path on CTM server.
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best effort. CTM only supports 24 buckets (6 hours) in for 15 min PM. If the NMS requests older history 
data, CTM throws the EXCPT_NOT_IMPLEMENTED exception. CTM also throws this exception if the 
NMS requests history data for 24 hour PM.

This operation uses an iterator so that the NMS can deal with a large number of objects. 

Note CTM supports this operation for ONS 15302, ONS 15305, ONS 15310, ONS 15327, ONS 15454 
SONET, ONS 15454 SDH, ONS 15600 SONET, and ONS 15600 SDH NEs. 

For a list of supported layer rates and PM parameters, with the exception of ONS 15302 and 15305, see 
the “3.10.5 performance::PerformanceManagementMgr_I::getCTMHistoryPMData” section on 
page 3-178. The list for ONS15302 and 15305 is given below in this section.

Parameters

CTM provides the following support for the PMData structure for this method:

• globaldefs::NamingAttributes_T tpname

– The name of the TP.

• transmissionParameters::LayerRate_T layerRate:

– Layer of the collected PM data. CTM supports the following layer rates for ONS 15302 and 
ONS 15305 (see the 
“3.10.5 performance::PerformanceManagementMgr_I::getCTMHistoryPMData” section on 
page 3-178 for the list that applies to other supported NEs):

– ONS 15302: LR_Line_OC3_STS3_and_MS_STM1, LR_Section_OC3_STS3_and_RS_STM1, 
LR_STS3c_and_AU4_VC4, and LR_VT2_and_TU12_VC12

Name Type Input/Output Description

pmTPSelectList PMTPSelectList_T In Specifies which history PM data to 
return. This list cannot be empty.

pmParameters PMParameterNameList_T In Specifies which PM parameters within 
the scope of the pmTPSelectList are 
contained in the file. An empty list 
means to store all supported 
parameters. The returned parameters 
are best effort.

startTime globaldefs:Time_T In Specifies the start of the time window 
for collection (included).

endTime globaldefs:Time_T In Specifies the end of the time window 
for collection (excluded).

how_many unsigned long In Maximum number of PM data to be 
returned in the first batch.

pmDataList PMDataList_T Out The first batch of PM data.

pmIt PMDataIterator Out The iterator used to retrieve the 
remaining PM data.
3-191
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
performance::PerformanceManagementMgr_I
– ONS 15305: LR_Line_OC12_STS12_and_MS_STM4, LR_Line_OC3_STS3_and_MS_STM1, 
LR_Line_OC48_STS48_and_MS_STM16, LR_Low_Order_TU3_VC3, 
LR_Section_OC12_STS12_and_RS_STM4, LR_Section_OC3_STS3_and_RS_STM1, 
LR_Section_OC48_STS48_and_RS_STM16, LR_STS3c_and_AU4_VC4, and 
LR_VT2_and_TU12_VC12

• Granularity_T granularity:

– Identifies whether this is 15min or 24h data. Only 15min is supported.

CTM supports the pmParamater values listed in Table 3-11 and Table 3-12.

Table 3-11 ONS 15302 pmParameter Values

ONS 15302 Layer Rate pmParameterName Location Interval

LR_Line_OC3_STS3_and_MS_S
TM1

PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_R
x

15 min

LR_Section_OC3_STS3_and_RS
_STM1

PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx

15 min

LR_STS3c_and_AU4_VC4 PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_R
x

15 min

LR_VT2_and_TY12_VC12 PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_R
x

15 min

Table 3-12 ONS 15305 pmParameter Values

ONS 15305 Layer Rates pmParameterName Location Interval

LR_Line_OC12_STS12_and_MS
_STM4

PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_
Rx

15 min
1 day

LR_Line_OC3_STS3_and_MS_S
TM1

PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_
Rx

15 min
1 day

LR_Line_OC48_STS48_and_MS
_STM16

PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_
Rx

15 min
1 day

LR_Low_Order_TU3_VC3 PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_
Rx

15 min
1 day
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• globaldefs::Time_T retrievalTime

– ME time at which PM measurement was obtained from the ME.

• PMMeasurementList_T pmMeasurementList

– PM values.

CTM support for PMData structure is described in the following list:

• PMParameterName_T pmParameterName

– The name of the PM Measure.

• PMLocation_T pmLocation

– CTM supports PML_LOC_NA, PML_NEAR_END_Rx, and PML_FAR_END_Rx

• float value

– Value of parameter.

• string unit

– Not supported.

• string intervalStatus

– Not supported.

CTM supports the following string values:

• Valid—The PM data value is valid.

• Invalid—The PM data value is not valid or not available.

LR_Section_OC12_STS12_and_
RS_STM4

PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx

15 min
1 day

LR_Section_OC3_STS3_and_RS
_STM1

PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx

15 min
1 day

LR_Section_OC48_STS48_and_
RS_STM16

PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx

15 min
1 day

LR_STS3c_and_AU4_VC4 PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_
Rx

15 min
1 day

LR_VT2_and_TU12_VC12 PMP_BBE
PMP_ES
PMP_SES
PMP_UAS

PML_NEAR_END
_Rx
PML_FAR_END_
Rx

15 min
1 day

Table 3-12 ONS 15305 pmParameter Values (continued)

ONS 15305 Layer Rates pmParameterName Location Interval
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Throws

EXCPT_NOT_IMPLEMENTED

This exception is raised when NMS queries history data older than 6 hours for 15-minute buckets or 
24-hour PM.

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when input parameter is not well-formed.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

CTM-defined.

3.10.8 performance::PerformanceManagementMgr_I::getHoldingTime
Synopsis

void getHoldingTime(out HoldingTime_T holdingTime)
raises(globaldefs::ProcessingFailureException);

Description

CTM is requested to tell the NMS how many hours the PM data records (24hr/15min) are held in CTM. 
This is the minimum time. If CTM does not store PM data, it is the time supported in the NE (minimum 
time of all managed NEs).

CTM provides users the option to configure the holdingTime. CTM supports this operation for 
ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, ONS 15600 SONET, and ONS 15600 
SDH NEs.

Parameters

CTM provides the following support for the HoldingTime_T structure for this method:

• short storeTime24hr:

– Minimum store time in hours for 24h data. CTM reports 0 if the PM data holding is forever.

• Short storeTime15min:

– Minimum store time in hours for 15min data. CTM reports 0 if the PM data holding is forever.

Name Type Input/Output Description

holdingTime HoldingTime_T Out Contains the time period in hours within 
which 24-hour and 15-minute PM data 
records can be retrieved.
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Throws

globaldefs::ProcessingFailureException

EXCPT_NOT_IMPLEMENTED

This exception is raised if CTM is unable to support this service.

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

XCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.

3.10.9 performance::PerformanceManagementMgr_I::getAllCurrentPMData
Synopsis

void getAllCurrentPMData(in PMTPSelectList_T pmTPSelectList,
      in PMParameterNameList_T pmParameters,
      in unsigned long how_many,
      out PMDataList_T pmDataList,
      out PMDataIterator_I pmIt)
raises(globaldefs::ProcessingFailureException);

Description

This operation allows CTM to request a filtered set (scoped by the input parameter pmParameters) of the 
current PM data for a list of TP measurement points. Within the request for each measurement point, 
granularity (15min, 24hr, NA) and location (nearEnd and/or farEnd and/or bidirectional) can be 
specified.

Current data is generally marked as incomplete, as the current bin is not completed. If no PM data are 
available as specified, an empty list is returned.

This operation uses an iterator in order to allow CTM to deal with a large number of objects.

For a list of supported layer rates and PM parameters, see the 
“3.10.5 performance::PerformanceManagementMgr_I::getCTMHistoryPMData” section on 
page 3-178.

CTM supports this operation for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH NEs 
R4.0 and above.
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Parameters

For information about PMData_T structure, see the 
“3.10.5 performance::PerformanceManagementMgr_I::getCTMHistoryPMData” section on 
page 3-178.

Throws

EXCPT_NOT_IMPLEMENTED

Raised when this operation is not supported by the EMS or not supported for a ME type.

EXCPT_INTERNAL_ERROR

Raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

Raised when any input parameter is not well formed.

EXCPT_NE_COMM_LOSS

Raised when communications to the NE is down.

EXCPT_TOO_MANY_OPEN_ITERATORS

Raised when the maximum number of iterators that the EMS can support has been reached.

Compliance

TMF-defined.

Name Type Input/Output Description

pmTPSelectList PMTPSelectList_T In This parameter specifies which real 
time PM data to return. This list 
cannot be empty.

pmParameters PMParameterNameList_T In This parameter specifies which PM 
parameters within the scope of the 
pmTPSelectList shall be contained in 
the file. An empty list means to store 
all supported parameters. The 
returned parameters are best effort, 
meaning among the parameters 
specified, only the subset of 
supported parameters are stored.

how_many unsigned long In Maximum number of PM data to be 
returned in the first batch.

pmDataList PMDataList_T Out First batch of PM data.

pmIt PMDataIterator_I Out Iterator used to retrieve the 
remaining PM data.
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3.11 protection::ProtectionMgr_I
A handle to an instance of this interface is gained through the getManager operation in the 
“3.3 emsSession::EmsSession_I” section on page 3-26. This interface is inherited from the 
“3.1 common::Common_I” section on page 3-1.

interface ProtectionMgr_I:common::Common_I

It also implements the getCapabilities method. Operations described in the following subsections are 
returned to NMS when it invokes getCapabilities.

3.11.1 protection::ProtectionMgr_I::getAllProtectedTPNames
Synopsis

void getAllProtectedTPNames(
in globaldefs::NamingAttributes_T pgName,
      in unsigned long how_many,
      out globaldefs::NamingAttributesList_T nameList,
      out globaldefs::NamingAttributesIterator_I nameIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation retrieves the list of PTPs that can carry protected traffic for a protection group. The result 
is independent of the current switch status. The user can enter the name. If there is more than one 
protection group with the same name, CTM throws the ProcessingFailureException 
UNABLE_TO_COMPLY. This operation is only supported for ONS 15310, ONS 15327, ONS 15454 
SONET, ONS 15454 SDH, ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

Name Type Input/Output Description

pgName globaldefs::NamingAttr
ibutes_T

In Name of the protection group.

how_many unsigned long In Maximum number of TPs to be returned 
in the first batch.

nameList globaldefs::NamingAttr
ibutesList_T

Out The first batch of TPs that can carry 
protected traffic. Both protected and 
protecting PTPs are reported.

nameIt globaldefs::NamingAttr
ibutesIterator_I

Out The iterator used to retrieve the 
remaining PTPs that can carry protected 
traffic.
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EXCPT_INVALID_INPUT

This exception is raised when pgName does not reference a protectionGroup object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when pgName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.11.2 protection::ProtectionMgr_I::getAllProtectionGroups 
Synopsis

void getAllProtectionGroups(
in globaldefs::NamingAttributes_T meName,
      in unsigned long how_many,
      out ProtectionGroupList_T pgList,
      out ProtectionGroupIterator_I pgpIt)
    raises(globaldefs::ProcessingFailureException);

Description

This operation is used by the client to discover all of the protection groups currently in operation for the 
ME. Note that CTM does not have any protection group for UPSR.

The supported protection group types are PGT_MSP_1_FOR_N, PGT_MSP_1_PLUS_1, 
PGT_2_FIBER_BLSR, and PGT_4_FIBER_BLSR.

Default names for the protection groups when created through CTC are as follows:

• PGT_MSP_1_FOR_N: “slot n (Equipment Native Name),” n represents the slot number of the 
protecting equipment. For example, “slot 3 (DS3XM).”

• PGT_MSP_1_PLUS_1: “slot n (Equipment Native Name), port m,” n represents the slot number and 
m represents the protecting port number. For example, “slot 5 (OC3), port 1.”

• PGT_2_FIBER_BLSR—No defaults; name is the user-defined ring ID ranging from “1” to “9999.” 
Ring Name is used instead of Ring ID in this release.

• PGT_4_FIBER_BLSR—No defaults; name is the user-specified ring ID ranging from “1” to ‘9999.” 
Ring Name is used instead of Ring ID in this release.

If the PGP configuration is 4 fiber BLSR, there are 3 protection groups reported for this configuration, 
2 PGT_1_FOR_N component groups and one PGT_4_FIBER_BLSR group.

ONS 15600 only supports PGT_MSP_1_PLUS_1 protection group.

This operation is only supported for ONA 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.
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Parameters

• globaldefs::NamingAttributes_T name

– Supported. This field contains three tuples. The first tuple contains the EMS name; the second 
tuple contains the ME name; and the last tuple contains the nativeEMSName of this protection 
group. 

• string userLabel

– Not supported.

• string nativeEMSName

– Supported. Name is reported by the NE, it is Ring Id in case of 2_FIBER_BLSR and 
4_FIBER_BLSR. It is <Ring Id>-EAST or <Ring Id>-WEST for the 2 component groups of 4 
Fiber BLSR PGP. Ring Name is used instead of Ring ID in this release.

• string owner

– Not supported.

• ProtectionGroupType_T protectionGroupType

– Supported.

• ProtectionSchemeState_T protectionSchemeState

– Not supported.

• ReversionMode_T reversionMode

– Supported.

• transmissionParameters::LayerRate_T rate

– Line rate of the PTPs of the protection group.

• globaldefs::NamingAttributesList_T pgpTPList

– Supported.

• globaldefs::NVSList_T pgpParameters

– CTM only supports wtrTime. wtrTime is measured in seconds.

• globaldefs::NVSList_T additionalInfo

– CTM supports BIDIRECTIONAL for 1_PLUS_1 protection group. The values are true and 
false.

Throws

globaldefs::ProcessingFailureException

Name Type Input/Output Description

meName Globaldefs::NamingAttribu
tes_T

In The name of the ME for which the 
request is made

how_many unsigned long In Maximum number of protection groups 
to report in the first batch

pgList ProtectionGroupList_T Out First batch of protection groups

PgIt ProtectionGroupIterator_I Out Iterator used to access the remaining 
protection groups (PGs), if any
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EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when meName does not reference a managedElement object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when meName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) has been reached.

Compliance

TMF-defined.

3.11.3 protection::ProtectionMgr_I::getProtectionGroup
Synopsis

void getProtectionGroup(
in globaldefs::NamingAttributes_T pgName,
out ProtectionGroup_T protectionGroup)
    raises(globaldefs::ProcessingFailureException);

Description

This operation is used to get the current status of a protectionGroup. This service is needed so that even 
if a filter is established, the NMS can query the status of a protection group.

This operation is only supported for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

CTM provides the following support for the ProtectionGroup_T structure:

• globaldefs::NamingAttributes_T name

– Supported. This field contains three tuples. The first tuple contains the EMS name; the second 
tuple contains the ME name; and the last tuple contains the nativeEMSName of this protection 
group. 

• string userLabel

– Not supported.

Name Type Input/Output Description

pgName globaldefs::NamingAttr
ibutes_T

In The name of the protection group that the 
client is interested in

protectiongroup ProtectionGroup_T Out The returned protection group
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• string nativeEMSName

– Supported. Name is reported by the NE, it is Ring Id in case of 2_FIBER_BLSR and 
4_FIBER_BLSR. It is <Ring Id>-EAST or <Ring Id>-WEST for the 2 component groups of 
4 Fiber BLSR PGP.

• string owner

– Not supported.

• ProtectionGroupType_T protectionGroupType

– Supported.

• ProtectionSchemeState_T protectionSchemeState

– Not supported.

• ReversionMode_T reversionMode

– Supported.

• transmissionParameters::LayerRate_T rate

– Line rate of the PTPs of the protection group.

• globaldefs::NamingAttributesList_T pgpTPList

– Supported.

• globaldefs::NVSList_T pgpParameters

– CTM only supports wtrTime. wtrTime is measured in seconds.

• globaldefs::NVSList_T additionalInfo

CTM supports BIDIRECTIONAL for 1_PLUS_1 protection group. The values are true and false.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when protectionGroupName does not reference a protectionGroup.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when meName references an object that does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to managedElement is lost.

Compliance

TMF-defined.
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3.11.4 protection::ProtectionMgr_I::performProtectionCommand 
Synopsis

void performProtectionCommand(
in ProtectionCommand_T protectionCommand,
      in globaldefs::NamingAttributes_T reliableSinkCtpOrGroupName,
      in globaldefs::NamingAttributes_T fromTp,
      in globaldefs::NamingAttributes_T toTp,
      out SwitchData_T switchData)
    raises(globaldefs::ProcessingFailureException);

Description

This service is used to execute a protection switch. The protection switch can be performed through a 
protection switch command on a protection group. CTM requests the EMS to move the traffic received 
from the fromTP to the toTP. The same command is used to clear all existing commands.

For 4-fiber SONET/SDH SPrings, the span switch is performed on the PGT_MSP_1_FOR_N component 
protection group, and the ring switch on the PGT_4_FIBER_BLSR group. For example, if the switch is 
on east span, the PGP name should be <Ring Id>-EAST.

For 2-fiber ring switch, it can be either E -> W or W -> E.

For 4-fiber ring switch, it can be Ew (east working) -> Wp (west protecting), Ep -> Ww, Ww -> Ep, and 
Wp -> Ew.

For 4-fiber span switch, it can be Ew -> Ep, Ep ->Ew, Ww -> Wp, and Wp -> Ww.

This operation is only supported for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH. CTM validates whether fromTp and toTp are part of same 
protection group or not. If this validation fails then it throws ProcessingFailureException with 
EXCPT_INVALID_INPUT. CTM always performs the command on the fromTp in case of 
PC_LOCKOUT and PC_EXERCISE, CTM also verifies if it is possible to perform the command, 
otherwise, it throws EXCPT_UNABLE_TO_COMPLY. For details on how protection groups are 
supported, refer to the list of documentation in the preface of this manual.

Table 3-13 Protection Command Protection Groups

Protection Group ProtectionCommand Supported by CTM

PGT_2_FIBER_BLSR PC_CLEAR

PC_LOCKOUT

PC_FORCED_SWITCH 

PC_MANUAL_SWITCH

PC_EXERCISE

PGT_4_FIBER_BLSR PC_CLEAR

PC_LOCKOUT

PC_FORCED_SWITCH

PC_MANUAL_SWITCH

PC_EXERCISE
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Parameters

CTM provides the following support for the ProtectionGroup_T structure:

• ProtectionType_T protectionType

– Supported. CTM always reports PT_SNCP.

• SwitchReason_T switchReason

– Supported. CTM always reports SR_MANUAL.

• transmissionParameters::LayerRate_T layerRate

– The layer that this switch is relevant to.

• globaldefs::NamingAttributes_T groupName

– Identifies the protectionGroup for which protection switch status is being reported. 

• globaldefs::NamingAttributes_T protectedTP

– This is the TP that is protected.

– For a 2F BLSR, this is from the TP.

– For a 1:N MSP, this is always the working TP.

– For a 1+1 MSP, this is always the working TP.

– For a 4F BLSR, this is the working TP.

PGT_MSP_1_PLUS_1 PC_CLEAR

PC_LOCKOUT,

PC_FORCED_SWITCH

PC_MANUAL_SWITCH

PGT_MSP_1_FOR_N PC_CLEAR

PC_LOCKOUT

PC_FORCED_SWITCH

PC_MANUAL_SWITCH

Table 3-13 Protection Command Protection Groups (continued)

Protection Group ProtectionCommand Supported by CTM

Name Type Input/Output Description

protectionCommand ProtectionCommand_T In The command to be performed

reliableSinkCtpOrGr
oupName

globaldefs::NamingAttr
ibutes_T

In CTM only supports Protection group 
name

fromTp globaldefs::NamingAttr
ibutes_T

In The present source of the traffic

toTp globaldefs::NamingAttr
ibutes_T

In The requested source of the traffic 
after the command

switchData SwitchData_T Out The protection switch status of the 
toTp provided after the execution of 
the command
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• globaldefs::NamingAttributes_T switchToTP

– toTp is reported by CTM.

• globaldefs::NVSList_T additionalInfo 

– Not supported.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when reliableSinkCtpOrGroupName, fromTp, or toTp references objects that 
are of the correct type, but are invalid in the context of this operation.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when reliableSinkCtpOrGroupName references a CTP or PG object that does 
not exist, or when fromTp or toTp references a CTP object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised if the EMS is unable to perform the operation.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to the ME is lost.

Compliance

TMF-defined.

3.11.5 protection::ProtectionMgr_I::createProtectionGroup 
Synopsis

void createProtectionGroup(
in PGPCreatData_T pgpCreateData,
out ProtectionGroup_THolder createdPGP)
raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to permanently create a protection group in an ME. The successful result 
of this operation is the creation of the protection group object. The resulting object is returned. CTM 
generates a ObjectCreationEvent on successful creation of the Protection Group.

This operation is only supported for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs. CTM only supports the creation of 1_PLUS_1 
protection groups.
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Parameters

CTM provides the following support for the PGPCreateData_T structure:

• globaldefs::NamingAttributes_T pgpName

– Supported. The NMS is responsible for guaranteeing the uniqueness of the name.

• string userLabel

– Not supported.

• boolean forceUniqueness

– Not supported.

• string owner

– Not supported.

• ProtectionGroupType_T createdPGPType

– Supported.

• ReversionMode_T reversionMode

– Supported.

• globaldefs::NamingAttributes_T workingEquipmentOrTPName

– Supported.

• globaldefs::NamingAttributes_T protectingEquipmentOrTPName

– Supported.

• globaldefs::NVSList_T pgpParameters

– Only supports wtrTime.

• globaldefs::NVSList_T additionalInfo

– Only supports BIDIRECTIONAL for 1_PLUS_1 protection group creation.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_NOT_IMPLEMENTED

This exception is raised if the EMS cannot support this service.

EXCPT_INVALID_INPUT

This exception is raised when reliableSinkCtpOrGroupName, fromTp, or toTp references objects that 
are of the correct type, but are invalid in the context of this operation.

Name Type Input/Output Description

pgCreateData PGPCreateData_T In The data that describes the protection group 
to create

createdPGP ProtectionGroup_T In The resulting created protection group
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EXCPT_ENTITY_NOT_FOUND

This exception is raised when reliableSinkCtpOrGroupName references a CTP or PG object that does 
not exist, or when fromTp or toTp references a CTP object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised if the EMS is unable to perform the operation.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to the ME is lost.

Compliance

CTM-defined.

3.11.6 protection::ProtectionMgr_I::deleteProtectionGroup 
Synopsis

void deleteProtectionGroup(
in  globaldefs::NamingAttributes_T pgpName)
    raises(globaldefs::ProcessingFailureException);

Description

This operation allows the NMS to permanently delete a protection group from the ME. The successful 
result of this operation is the potential deletion of the protection group object. CTM generates an 
ObjectDeletionEvent on successful deletion of protection group. CTM supports deletion of all protection 
group types. If there is more than one Protection group with the same name, CTM throws the 
ProcessingFailureException UNABLE_TO_COMPLY.

This operation is only supported for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_NOT_IMPLEMENTED

This exception is raised if the EMS cannot support this service.

EXCPT_INVALID_INPUT

This exception is raised when reliableSinkCtpOrGroupName, fromTp, or toTp references objects that 
are of the correct type, but are invalid in the context of this operation.

Name Type Input/Output Description

pgpName globaldefs::NamingAt
tributes_T

In The name of the protection group to delete
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EXCPT_ENTITY_NOT_FOUND

This exception is raised when reliableSinkCtpOrGroupName references a CTP or PG object that does 
not exist, or when fromTp or toTp references a CTP object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised if the EMS is unable to perform the operation.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to the ME is lost.

Compliance

CTM-defined.

3.11.7 protection::ProtectionMgr_I::getAssociatedProtectionGroup 
Synopsis

void deleteProtectionGroup(
in  globaldefs::NamingAttributes_T pgpName)
out protection::ProtectionGroup_T protectionGrp)
    raises(globaldefs::ProcessingFailureException);

Description

This interface is used to retrieve the Protection Group using the specified PTP name. The PTP name 
specified can be either the working PTP or the protect PTP.

This interface is only supported for ONS 15310, ONS 15327, ONS 15454 SONET, ONS 15454 SDH, 
ONS 15600 SONET, and ONS 15600 SDH NEs.

Parameters

For information about ProtectionGroup_T, see the 
“3.11.2 protection::ProtectionMgr_I::getAllProtectionGroups” section on page 3-198.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when ptpName does not reference a PTP.

Name Type Input/Output Description

ptpName globaldefs::NamingAttr
ibutes_T

In The name of the PTP whose association 
to any protection group is to be verified.

protectiongroup ProtectionGroup_T Out The returned protection group.
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EXCPT_ENTITY_NOT_FOUND

This exception is raised when PTP name reference object does not exist.

EXCPT_NE_COMM_LOSS

This exception is raised when communication to the ME is lost.

Compliance

CTM-defined.

3.12 session::Session_I
This interface provides capabilities to manage the client-server connection. Its main purpose is to enable 
the client or server to detect a loss of communication with the associated party. For a single 
communication session between an NMS and an EMS, there are two Session_I objects. One object is 
maintained on the NMS; the other is maintained on the EMS. The Session_I object maintained on the 
EMS is an EmsSession_I, while the Session_I object maintained on the NMS is an NmsSession_I. Both 
objects inherit from Session_I.

Each Session_I object pings the other Session_I object periodically to detect communication failures. 
CTM invokes this method on NmsSession_I once every five minutes. If the call raises an exception, CTM 
assumes that the session is no longer connected and deletes all allocated resources.

Attributes

readonly attribute Session_I associatedSession;

This attribute contains a reference to the Session_I on the other side (NMS or EMS) to which the object 
is associated. This attribute verifies whether or not the NmsSession_I/EmsSession_I association is still 
valid (especially in the case of communication failures).

3.12.1 session::Session_I::endSession
Synopsis

oneway void endSession();

Description

This operation provides a controlled disconnect between parties and deletes all resources allocated for 
the session.

Parameters

None.

Throws

None.

Compliance

TMF-defined.
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3.12.2 session::Session_I::ping
Synopsis

void ping();

Description

This operation detects a loss of communication. CTM pings the NMS once every five minutes.

Parameters

None.

Throws

None.

Compliance

TMF-defined.

3.13 mtnmVersion::Version_I

3.13.1 mtnmVersion::Version_I::getVersion
Synopsis

string getVersion();

Description

This service returns the version of the IDL that the corresponding EMS object supports. The return string 
has the following format:

Release.Major[.Minor]

where Release, Major, and Minor are strings that contain only digits.

For example:

• 2.1 indicates release 2, major release 1

• 1.3 indicates release 1, major release 3

Note x.y has the same meaning as x.y.0. The minor digit is used for bug fixes to the major release. For example, 
1.2.1 is a minor release of 1.2. Any changes to IDL files must be approved by the Specification Authority. 
For TMF 814 version 2.0, the version is 2.0.

Parameters

None.
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Return Value

string

Throws

None.

Compliance

TMF-defined.

3.14 L2 Topology and MLVLAN for ML-Series Ethernet Cards
CTM R5.0 supports L2 topology and MLVLAN operations for the ML-series Ethernet cards in 
ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs. You can create MLVLAN in an L2 
topology. An L2 topology has a collection of MLVLANs and underlying subnetwork connections to 
support the traffic at the optical layer. CTM R5.0 supports L2 service interfaces for ONS 15454 SONET 
and ONS 15454 SDH version 4.1 and later.

Figure 3-4 show the relationship diagram for various L2 service objects.

Figure 3-4 L2 Service Object Relationship Diagram

3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN
Synopsis

void createMLVLAN(in globaldefs::NamingAttributes_T l2TopologyName,
in multiLayerSubnetwork::MLVLANCreateData_T mlVlanCreateData,
out multiLayerSubnetwork::MLVLAN_T mlVlan)
raises(globaldefs::ProcessingFailureException);

Description

This interface creates a new MLVLAN for a given L2 topology. An ObjectCreationEvent is generated 
when an MLVLAN is successfully created. CTM R5.0 supports a maximum of 4095 MLVLANs for an 
L2 topology.
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Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

CTM supports the following for the MLVLANCreateData_T structure:

• int mlVlanId

– Supported. The MLVLAN ID to be used to create the MLVLAN. If it is –1, then CTM assigns 
the ID for the MLVLAN created. CTM supports MLVLAN ID ranging from 1 to 4095.

• string userLabel

– Not supported.

• boolean forceUniqueness

– Supported, CTM will always enforce uniqueness of MLVLAN ID.

• string owner

– Not supported.

• multilayersubnetwork::MLVLANTPDataList_T tpList

– Supported. A list of front Ethernet ports associated with the MLVLAN. Each 
MLVLANTPData_T structure has following members:

• globaldefs::NamingAttributes_T tpName

Specifies the front Ethernet port name.

• MultiLayerSubnetwork::L2PortType_T portType

Specifies the port type to be configured. CTM supports the following port types:

L2PortType_T.L2PT_UNI

L2PortType_T.L2PT_NNI

• MultiLayerSubnetwork::L2ConnectionType_T connectionType

Specifies the connection type to be configured for a specified port type. If the port type is 
L2PortType_T.UNI, then the following connection types are supported:

L2ConnectionType_T.L2CT_QINQ

L2ConnectionType_T.L2CT_DOT1Q

L2ConnectionType_T.L2CT_UNTAGGED

If the port type is L2PortType_T.L2PT_NNI, then only the 
L2ConnectionType_T.L2CT_DOT1Q connection type is supported.

Name Type Input/ Output Description

l2TopologyName globaldefs::NamingAttrib
utes_T

In The L2 topology name in which this 
MLVLAN is created.

mlVlanCreateData multiLayerSubnetwork::
MLVLANCreateData_T

In The createData for the MLVLAN to 
be created.

mlVlan MultiLayerSubnetwork::
MLVLAN_T

Out The MLVLAN object created by 
CTM.
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• MultiLayerSubnetwork::L2PortState_T portState

NMS can service enable or disable a port. CTM support two port states:

L2PortState_T.L2PS_ENABLE

L2PortState_T.L2PS_DISABLE

• MultiLayerSubnetwork::QoSPolicyData_T qosPolicyData

CTM R5.0 support for the QoSPolicyData_T structure is described in the 
“3.2.15 emsMgr::EMSMgr_I::getAllQoSTemplates” section on page 3-22.

• int portVlan

– The user VLAN ID to be associated with this MLVLAN. If the connection type is 
L2ConnectionType_T.L2CT_DOT1Q, then the valid port VLAN range is 1–4096. If the 
connection type is L2ConnectionType_T.L2CT_UNTAGGED, then the port VLAN will be 
ignored.

• globaldefs::NVSList_T additionalInfo

– Supported. Customer ID and Service ID can be specified.

CTM support for MLVLAN_T structure is described as follows:

• globaldefs::NamingAttributes_T name

– Supported. This field contains three tuples. The first tuple contains a value for EMS. The second 
tuple contains the L2 topology name. The third tuple contains the MLVLAN ID, which is the 
same as nativeEMSName.

• string userLabel

– Not supported.

• string nativeEMSName

– Supported. The MLVLAN ID is reported.

• string owner

– Not supported.

• multilayersubnetwork::MLVLANTPDataList_T tpList

– Supported. Specifies the list of all front Ethernet ports and associated service type. If the port 
type cannot be determined, CTM represents it as L2PortType_T.L2PT_UNKNOWN. If the 
connection type for an MLVLAN on a port cannot be determined, CTM represents the 
connection type as L2ConnectionType_T.L2CT_UNKNOWN.

• mulitLayerSubnetwork::MLVLANState_T vlanState

– Supported. Valid values are MLVLANState_T.COMPLETE and 
MLVLANState_T.INCOMPLETE. A state change event is generated if the vlanState changes.

• globaldefs::NVSList_T additionalInfo

– Supported. Customer ID and Service ID are reported.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in case of nonspecific EMS internal failure.
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EXCPT_INVALID_INPUT

This exception is raised when:

• The L2 topology name does not reference an L2 topology object.

• MLVLAN name does not follow the naming convention.

• QoS policy is specified incorrectly.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when an L2 topology name references an L2 topology object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the MLVLAN cannot be created because only a maximum of 4095 
MLVLAN IDs for an L2 topology is allowed.

Compliance

CTM-defined.

3.14.2 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
modifyMLVLANAddFrontPorts

Synopsis

void modifyMLVLANAddFrontPorts(in globaldefs::NamingAttributes_T mlVlanName,
in multiLayerSubnetwork::MLVLANTPDataList_T tpList,
out multiLayerSubnetwork::MLVLAN_T mlVlan)

raises(globaldefs::ProcessingFailureException);

Description

This interface adds additional front ports to the existing MVLAN. An AttributeChangeEvent is reported 
when the front ports are successfully added. CTM does not specify which attribute of the MLVLAN has 
changed. The NMS must obtain an updated MLVLAN_T structure information. If the addition of any of 
the front ports to MLVLAN fails, CTM generates a ProcessingFailureException. The NMS user must 
re-query the MLVLAN information to obtain the new set of parameters associated with the MLVLAN.

Note CTM supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Name Type Input/Output Description

mlVlanNa
me

globaldefs::NamingAttributes_T In The mlVlan name in which this 
MLVLAN is created.

tpList multiLayerSubnetwork::MLVLA
NTPDataList_T

In The list of front ports to be included 
for the specified MLVLAN

mlVlan MultiLayerSubnetwork::MLVL
AN_T

Out MLVLAN object returned after 
modification.
3-213
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
L2 Topology and MLVLAN for ML-Series Ethernet Cards
For information about MLVLAN_T, MLVLANTPData_T structures, see the 
“3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN” section on 
page 3-210.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object or when 
one or more PTPs in the PTP list do not reference a PTP object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist 
or when one or more PTPs in the PTP list do not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the MLVLAN cannot be modified.

Compliance

CTM-defined.

3.14.3 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
modifyMLVLANDropFrontPorts

Synopsis

void modifyMLVLANDropFrontPorts(in globaldefs::NamingAttributes_T mlVlanName,
in globaldefs::NamingAttributesList_T tpList,
out multiLayerSubnetwork::MLVLAN_T mlVlan)
raises(globaldefs::ProcessingFailureException);

Description

This interface drops front ports associated to an existing MLVLAN. An AttributeChangeEvent is 
reported when the front ports are dropped from the MLVLAN. CTM does not specify which attribute of 
the MLVLAN has changed. The NMS needs to obtain an updated MLVLAN_T structure information. If 
removal of any front ports associated to the MLVLAN fails, CTM generates a 
ProcessingFailureException. NMS user has to requery the MLVLAN information to obtain the new set 
of parameters associated with the MLVLAN.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.
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Parameters

For information about MLVLAN_T, MLVLANTPData_T structures, see the 
“3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN” section on 
page 3-210.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object or when 
one or more PTPs in the PTP list do not reference a PTP object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist 
or when one or more PTPs in the PTP list do not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the MLVLAN cannot be modified.

Compliance

CTM-defined.

3.14.4 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
modifyMLVLANPortState

Synopsis

void modifyMLVLANPortState(in globaldefs::NamingAttributes_T mlVlanName,
in multiLayerSubnetwork::MLVLANPortStateList_T tpPortStateList,
out multiLayerSubnetwork::MLVLAN_T mlVlan)
raises(globaldefs::ProcessingFailureException);

Name Type Input/Output Description

mlVlanNa
me

globaldefs::NamingAttributes_T In The mlVlan name in which this 
MLVLAN is created.

tpList globaldefs::NamingAttributesLis
t_T

In List of front PTP names that needs to 
be dropped from the specified 
MLVLAN.

mlVlan MultiLayerSubnetwork::MLVL
AN_T

Out MLVLAN object returned after 
modification.
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Description

This interface enables or disables specified MLVLAN traffic on the specified list of front ports. An 
AttributeChangeEvent is reported when one of the MLVlan parameters is modified. CTM does not 
specify which attribute of the MLVLAN has changed. The NMS needs to obtain an updated MLVLAN_T 
structure information. If modification of any of the MLVLAN port state fails, CTM generates a 
ProcessingFailureException. The NMS user has to requery the MLVLAN information to obtain the new 
set of parameters associated with the MLVLAN.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

For information about MLVLAN_T, MLVLANTPData_T structures, see the 
“3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN” section on 
page 3-210.

CTM supports the following for the MLVLANTPPortState_T structure:

• globaldefs::NamingAttributes_T tpName

– The front Ethernet port name that is used by this MLVLAN.

• L2PortState_T portState

– The portState is applicable only to the specified MLVLAN.

• The supported states are:

– L2PortState_T.L2PS_ENABLE

– L2PortState_T.L2PS_DISABLE.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object or when 
one or more PTPs in the PTP list do not reference a PTP object.

Name Type Input/Output Description

mlVlanNa
me

globaldefs::NamingAttributes_T In The mlVlan name in which this 
MLVLAN is created.

tpPortState
List

multiLayerSubnetwork::MLVLA
NTPPortStateList_T

In The list of front ports on which the 
port state needs to be modified for 
the specified MLVLAN.

mlVlan MultiLayerSubnetwork::MLVL
AN_T

Out MLVLAN object returned after 
modification.
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EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist 
or when one or more PTPs in the PTP list do not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the MLVLAN cannot be modified.

Compliance

CTM-defined.

3.14.5 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::modifyMLVLANT
PQOS

Synopsis

void modifyMLVLANTPQOS(in globaldefs::NamingAttributes_T mlVlanName,
in multiLayerSubnetwork::MLVLANTPQOSPolicyList_T tpQosPolicyList,
out multiLayerSubnetwork::MLVLAN_T mlVlan)

raises(globaldefs::ProcessingFailureException);

Description

This interface modifies the QOS policies of a list of Termination Points in the specified MLVLAN. An 
AttributeChangeEvent is reported for each call to this API, even if more than one TP QOS policy has 
been modified.

CTM does not specify which attribute of the MLVLAN has changed. NMS must obtain an updated 
MLVLAN_T structure. Modification of the QOS policy is done on a best effort basis. If modification of 
any of the QOSPolicy fails, CTM generates a ProcessingFailureException. The NMS user must requery 
the MLVLAN information to get the new set of parameters associated with the MLVLAN.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

For information about MLVLAN_T and QOSPolicy_T structures, see the 
“3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN” section on 
page 3-210.

Name Type Input/Output Description

mlVlanNa
me

globaldefs::NamingAttributes_T In The mlVlan name in which this 
MLVLAN is created.

tpqosPolicy
List

multiLayerSubnetwork::MVLA
NTPQOSPolicyList_T

In The new set of QOSPolicy_T to be 
set on the specified MLVLAN TPs.

mlVlan MultiLayerSubnetwork::MLVL
AN_T

Out MLVLAN TP object returned after 
modification.
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CTM supports the following for the MLVLANTPQOSPolicy_T structure:

• globaldefs::NamingAttributes_T tpName

– The front Ethernet port name that is used by the MLVLAN for which the QoS policy is to be 
modified.

• QOSPolicy_TqosPolicy

– The QOS policy; applicable only to the specified MLVLAN.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when:

• The mlVlan is not in the correct format

• The tpQosPolicyList contains the same TP more than once or is not in the correct format for the TP 
or QOS Policy

• The tpQosPolicyList contains TPs that do not reference valid objects.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when:

• The mlVlanName passed does not reference an MLVLAN object

• The tpQosPolicyList contains TPs that do not reference valid objects

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the QOS Policy cannot be modified.

Compliance

CTM-defined.

3.14.6 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
modifyMLVLANCustomerIDServiceID

Synopsis

void modifyMLVLANCustomerIDServiceID(in globaldefs::NamingAttributes_T mlVlanName,in 
multiLayerSubnetwork::NVSList_T ids,
out multiLayerSubnetwork::MLVLAN_T mlVlan)
raises(globaldefs::ProcessingFailureException);

Description

This interface modifies the CustomerID and/or ServiceID associated with an existing MLVLAN. An 
AttributeChangeEvent is reported when CustomerID and/or ServiceID is modified. CTM does not 
specify which attribute of the MLVLAN has changed. The NMS needs to get an updated MLVLAN_T 
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structure information. If modification of CustomerID or ServiceID fails, CTM generates a 
ProcessingFailureException. The NMS user has to requery the MLVLAN information to get the new set 
of parameters associated with the MLVLAN.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

For information about MLVLAN_T, MLVLANTPData_T structures, see the 
“3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN” section on 
page 3-210.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when an L2 topology name does not reference an L2 topology object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the MLVLAN cannot be modified.

Compliance

CTM-defined.

3.14.7 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getMLVLAN
Synopsis

void getMLVLAN(in globaldefs::NamingAttributes_T mlVlanName,
out multiLayerSubnetwork::MLVLAN_T mlVlan)

raises(globaldefs::ProcessingFailureException);

Name Type Input/Output Description

mlVlanName globaldefs::NamingAttributes_T In The mlVlan name in which this 
MLVLAN is created.

ids globaldefs::NVSList_T In Name and Value String.The name 
string is “CustomerID” and/or 
“ServiceID,” and the value string is 
the new CustomerID or ServiceID.

mlVlan MultiLayerSubnetwork::MLVL
AN_T

Out MLVLAN object returned after 
modification.
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Description

This interface reports the complete MLVLAN information for a specified MLVLAN name.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

For information about MLVLAN_T structures, see the 
“3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN” section on 
page 3-210.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when MLVLAN name is not valid.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when MLVLAN name does not exist on the L2 topology.

Compliance

CTM-defined.

3.14.8 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::deleteMLVLAN
Synopsis

void deleteMLVLAN(in globaldefs::NamingAttributes_T mlVlanName)
raises(globaldefs::ProcessingFailureException);

Description

This interface deletes an existing MLVLAN. CTM generates a ProcessingFailureException if the 
MLVLAN deletion fails. CTM generates a ObjectDeletionEvent when the MLVLAN is successfully 
deleted.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Name Type Input/Output Description

mlVlanName globaldefs::NamingAttributes_T In The mlVlan name in which this 
MLVLAN is created.

mlVlan MultiLayerSubnetwork::MLVL
AN_T

Out MLVLAN object returned after 
modification.
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Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when an MLVLAN name does not reference an MLVLAN object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when mlVlanName references an MLVLAN object that does not exist.

EXCPT_UNABLE_TO_COMPLY

This exception is raised when the MLVLAN deletion fails.

Compliance

CTM-defined.

3.14.9 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllMLVLANs
Synopsis

void getAllMLVLANs(in globaldefs::NamingAttributes_T l2TopologyName,
in unsigned long how_many,

out multiLayerSubnetwork::MLVLANList_T mlVlanList,
out multiLayerSubnetwork::MLVLANIterator_I mlVlanIt)
raises(globaldefs::ProcessingFailureException);

Description

This interface lists all MLVLANs for the L2 topology. The NMS user has to specify the L2 topology 
name. CTM returns a list of all MLVLANs associated with the L2 topology specified.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Name Type Input/Output Description

mlVlanName mlVlan:MLVLAN_T In The MLVLAN name to be deleted.

Name Type Input/Output Description

l2TopologyN
ame

globaldefs::NamingAttributes_T In L2 topology name for which all the 
MLVLANs are to be obtained

how_many unsigned long In Maximum number of MLVLANs to 
be returned in the first batch
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For information about MLVLAN_T structures, see the 
“3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN” section on 
page 3-210.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators that the EMS can support has been 
reached.

Compliance

CTM-defined.

3.14.10 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllMLVLAN
Names

Synopsis

void getAllMLVLANNames(in globaldefs::NamingAttributes_T l2TopologyName,
in unsigned long how_many,
out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt)
raises(globaldefs::ProcessingFailureException);

Description

Reports list of all MLVLAN names for the L2 topology.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

mlVlanList MLVLANList_T Out List of available MLVLAN names in 
the L2 topology

mlVlanIt MultiLayerSubnetwork::MLVL
ANIterator_I

Out Iterator used to retrieve the 
remaining MLVLAN names

Name Type Input/Output Description
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Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators that the EMS can support has been 
reached.

Compliance

CTM-defined.

3.14.11 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAllAssociatedSNCs

Synopsis

void getAllAssociatedSNCs( in globaldefs::NamingAttributes_T l2TopologyName,
in unsigned long how_many,
out subnetworkConnection::SubnetworkConnectionList_T sncList,
out subnetworkConnection::SNCIterator_I sncIt,
out subnetworkConnection::VCATList_T vcatList,
out subnetworkConnection::VCATIterator_I vcatIt)
raises(globaldefs::ProcessingFailureException);

Description

This interface allows CTM to report all the underlying Layer 1 SONET/SDH SNCs that are being used 
by the specified L2 topology.

Name Type Input/Output Description

l2TopologyN
ame

globaldefs::NamingAttributes_T In L2 topology name for which all the 
MLVLANs are to be obtained

how_many unsigned long In Maximum number of MLVLAN to 
be returned in the first batch

nameList globaldefs::NamingAttributesLis
t_T

Out List of available MLVLAN names in 
this L2 topology

nameIt globaldefs::NamingAttributesIte
rator_I

Out Iterator used to retrieve the 
remaining MLVLAN names
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Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

For information about SubnetworkConnection_T structure, see the 
“3.7.2 managedElementManager::ManagedElementManager_I::getAllSNCs” section on page 3-64.

For more information about VCAT_T structure, see the 
“3.8.17 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getVCATSNC” section on page 3-148.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist.

EXCPT_TOO_MANY_OPEN_ITERATORS

This exception is raised when the maximum number of iterators (128) that the EMS can support has been 
reached.

Compliance

CTM-defined.

Name Type Input/Output Description

l2TopologyN
ame

globaldefs::NamingAttributes_T In The L2 topology name for which all 
the SNCs are to be obtained.

how_many unsigned long In Maximum number of SNCs to be 
returned in the first batch.

sncList subnetworkConnection::Subnet
workConnectionList_T

Out The first batch of SNCs.

sncIt subnetworkConnection::SNCIter
ator_I

Out The iterator to retrieve the remaining 
SNCs.

vcatList subnetworkConnection::VCATLi
st_T

Out First batch of VCAT SNCs.

vcatIt subnetworkConnection::VCATIt
erator_I

Out Iterator to retrieve the remaining 
VCAT SNCs.
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3.14.12 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getL2Topology
Synopsis

void getL2Topology(
in globaldefs::NamingAttributes_T l2TopologyName,
out multiLayerSubnetwork::L2Topology_T l2Topo)
raises(globaldefs::ProcessingFailureException);

Description

This operation returns the L2 topology structure for the given L2 topology name.

Parameters

For information about L2Topology_T structure, see the 
“3.2.13 emsMgr::EMSMgr_I::getAllL2Topologies” section on page 3-19.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist.

Compliance

CTM-defined.

3.14.13 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAssociatedL2TopologyForSNC

Synopsis

void getAssociatedL2TopologyForSNC(
in globaldefs::NamingAttributes_T sncName,
out multiLayerSubnetwork::L2Topology_T l2Topo)
raises(globaldefs::ProcessingFailureException);

Name Type Input/Output Description

l2TopologyN
ame

globaldefs::NamingAttributes_T In The name of the L2 topology to 
retrieve.

l2Topo multiLayerSubnetwork::L2Topol
ogy_T

Out The retrieved L2 topology.
3-225
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
L2 Topology and MLVLAN for ML-Series Ethernet Cards
Description

This operation returns the L2 topology structure associated with a given subnetworkConnection name. 
CTM reports the L2 topology using the specified Layer 1 SNC. CTM returns an empty L2Topology_T 
structure if the SNC name specified is currently not associated with any of the L2 topologies in the EMS.

Parameters

For information about L2Topology_T structure, see the 
“3.2.13 emsMgr::EMSMgr_I::getAllL2Topologies” section on page 3-19.

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the sncName does not reference a SubnetworkConnetion object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the sncName references a SubnetworkConnection object that does not 
exist.

Compliance

CTM-defined.

3.14.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAssociatedL2TopologyForMLVLAN

Synopsis

void getAssociatedL2TopologyForMLVLAN(
in globaldefs::NamingAttributes_T mlVlanName,
out multiLayerSubnetwork::L2Topology_T l2Topo)
raises(globaldefs::ProcessingFailureException);

Description

This interface returns the L2 topology structure associated with a given MLVLAN name. CTM returns 
an empty L2Topology_T structure if the MLVLAN name specified is currently not associated with any 
L2 topology in the EMS.

Name Type Input/Output Description

sncName globaldefs::NamingAttributes_T In Name of the SNC to retrieve the 
associated L2 topology

l2Topo multiLayerSubnetwork::L2Topol
ogy_T

Out The retrieved L2 topology
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Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the mlVlanName does not reference an MLVLAN object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the mlVlanName references an MLVLAN object that does not exist.

Compliance

CTM-defined.

3.14.15 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createL2
Topology

Synopsis

void createL2Topology(
in multiLayerSubnetwork::L2TopoCreateData_T createData, out 
multiLayerSubnetwork::L2Topology_T l2Topo) 
    raises(globaldefs::ProcessingFailureException);

Description

This interface provides a way to create an L2 topology, including all the optical SNCs associated with 
it. The user must associate MLVLANs using the interface method defined in the 
“3.14.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createMLVLAN” section on 
page 3-210. CTM creates an L2 topology within the same MultiLayerSubnetwork. If the NMS specifies 
L2 topology createData with MEs belonging to a different MultiLayerSubnetwork, CTM throws the 
ProcessingFailureException EXCPT_UNABLE_TO_COMPLY.

CTM supports point-to-point, hub-and-spoke and Resilient Packet Ring (RPR) topologies. However, 
CTM only supports creation of RPR and point-to-point topologies. CTM treats a hub-and-spoke 
topology as multiple point-to-point topologies. 

This is an asynchronous operation. CTM returns this method after all requests for creating the underlying 
SNCs are complete. CTM autodiscovers an L2 topology based on the L1 SNCs created. CTM generates 
OCE for all the L1 SNCs created. CTM also generates L2 topology OCE after the L2 Topology is 
autodiscovered.

Name Type Input/Output Description

mlVlanName globaldefs::NamingAttributes_T In Name of the MLVLAN to retrieve 
containing the L2 topology

l2Topo multiLayerSubnetwork::L2Topol
ogy_T

Out The retrieved L2 topology
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To create an RPR topology, you must specify the complete list of ML-series and/or ML-100T-8 
equipment names to be involved in the RPR topology. RPR consists of all ML-series equipment, all 
ML-100T-8 equipment, or a combination of ML-series and ML-100T-8 equipment. To create 
point-to-point topology, you must specify the end TPs of the underlying L1 SNC that needs to be created.

During L2 topology creation, if any of the underlying L1 SNC creations fail, CTM generates a 
ProcessingFailureException. However, CTM autodiscovers the L2 topology in INCOMPLETE state if 
any SNC was created before the failure occurred. Either the NMS creates the remaining L1 SNCs that 
failed explicitly, using the interface described in the 
“3.8.14 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I:: 
createAndActivateSNCFromUserLabel” section on page 3-124 to complete the L2 topology, or the NMS 
deletes the L2 topology and recreates the L2 topology using this interface. 

For RPR topology, the NMS must specify all the equipment to be involved, in cyclical order and in pairs. 
There are three possible scenarios:

• All SNCs in the RPR are CCAT. In this case, only SNCCreateDataList_T is populated and 
VCATSNCCreateDataList_T is empty. For example, if the NMS is trying to create an RPR topology 
involving three ML-series cards (M1, M2, and M3), then NMS has to specify a three-element array 
of SNCCreateData_T. The first element’s aEnd will specify the M1 equipment name and the zEnd 
will specify the M2 equipment name. The second element’s aEnd will specify the M2 equipment 
name and zEnd will specify the M3 equipment name. The third element’s aEnd will specify the M3 
equipment name and zEnd will specify the M1 equipment name.

• All SNCs in the RPR are VCAT. In this case, only VCATSNCCreateDataList_T is populated and 
SNCCreateDataList_T is empty. For example, if the NMS is trying to create an RPR topology 
involving three ML-series cards (M1, M2, and M3), then NMS has to specify a 3-element array of 
VCATSNCCreateData_T. The first element’s aEnd will specify the M1 equipment name and zEnd 
will specify the M2 equipment name. The second element’s aEnd will specify the M2 equipment 
name and zEnd will specify the M3 equipment name. The third element’s aEnd will specify the M3 
equipment name and zEnd will specify the M1 equipment name.

• Mix of CCAT and VCAT SNCs in the RPR. In this case, both VCATSNCCreateDataList_T and 
SNCCreateDataList_T are populated and all the equipment in the two arrays is in cyclical order. 

For example, if the NMS is trying to create an RPR topology involving three ML-series cards (M1, 
M2, and M3) and the SNC between M1-M2 and M3-M1 is of type CCAT and M2-M3 is of type 
VCAT, then NMS has to specify:

– A two-element array of SNCCreateData_T with the first element’s aEnd specifying the M1 
equipment name and the zEnd specifying the M2 equipment name and the second element’s 
aEnd specifying the M3 equipment name and zEnd specifying the M1 equipment name. 

– A one-element array of VCATSNCCreateData_T with the first element’s aEnd specifying the 
M2 equipment name and zEnd specifying the M3 equipment name.

For point-to-point topology, NMS specifies either CCATSNCCreateData_T or VCATSNCCreatedata_T. 
For creating CCAT point-to-point topology, CCATSNCCreateData_T is populated and 
VCATSNCCreateData_T is empty. For creating VCAT point-to-point L2 topology, 
VCATSNCCreateData_T is populated and CCATSNCCreateData_T is empty.

In addition to specifying SNC creation parameters using the SNCCreateData_T structure for each SNC 
in the L2 topology, NMS can provide a partial or complete list of managed elements, or of both end PTPs 
of a topological link that is included or excluded in the SubnetworkConnection route during 
SubnetworkConnection creation. The NMS can specify only one type of object name list during the 
SubnetworkConnection creation. CTM will throw a ProcessingFailureException if the NMS-specified 
list is not homogenous. CTM will throw Processing FailureException with 
EXCPT_ENTITY_NOT_FOUND as the error reason if any one of the specified managed elements or 
PTPs does not exist. If the NMS specifies a PTP list, CTM will verify if the PTPs are specified in pairs 
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and each PTP in a pair is associated with each end PTP of the same topological link. CTM will use the 
first PTP of a pair as the aEnd of the topological link and use the second PTP of the same pair as the 
zEnd of the topological link. CTM will attempt to route the SNC from aEnd PTP of a PTP pair to zEnd 
PTP of the same pair on a topological link. CTM will throw ProcessingFailureException if SNC cannot 
be routed from the specified aEnd PTP to the zEnd PTP of a topological link. NMS then has to 
interchange the aEnd and zEnd PTPs specified, provide a different PTP pair, or delete the PTP pair from 
the include or exclude list. CTM will throw ProcessingFailureException if at least one PTP is not 
associated with a topological link. NMS has to ensure that the sequence of the object name list conforms 
to the sequence of the objects existing in the network. CTM will throw ProcessingFailureException if 
the sequence is nonconforming.

CTM R5.0 does not support L2 topology creation where the SNCs have more than one source point and 
destination endpoint in SNCCreateData_T.aEnd or SNCCreateData_T.zEnd.

CTM R5.0 supports creating L2 topology containing VCAT SNCs. For point-to-point topology, either 
the CCAT SNC or VCAT SNC is specified. PRP topology can consist of both CCAT and VCAT SNCs.

Note CTM R5.0 supports this operation only for the ONS 15310, ONS 15454 SONET, and ONS 15454 SDH 
NEs.

Parameters

CTM support for L2TopoCreateData_T structure is described as follows:

• string nativeEMSName

– Supported. Used as the L2 topology name.

• string userLabel

– Not supported.

• boolean forceUniqueness

– CTM guarantees the uniqueness if all L2 topology are created by CTM only. If any other tool is 
used for L2 topology creation, CTM does not guarantee uniqueness.

• string owner

– Not supported. 

• transmissionParameters::LayerRate_T

– Not supported. LayerRate is specified as part of SNCCreateData_T and VCAT 
SNCCreateData_T structure.

• multiLayerSubnetwork::L2TopoType l2TopoType 

– The type of the L2 topology. Valid values are L2TopoType.PT2PT and L2TopoType.RPR.

• subnetworkConnection::SNCCreateDataList_T sncInfoList

– Supported. 

Name Type Input/Output Description

L2TopoCreat
eData_T

multiLayerSubnetwork::L2Topo
CreateData_T

In The data structure defining the L2 
topology to be created.

L2Topo multiLayerSubnetwork::L2Topol
ogy_T

Out The created L2 topology.
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CTM R5.0 supports the following for SNCCreateData_T structure for L2 topology creation:

• string userLabel

– Not supported.

• boolean forceUniqueness

– Not supported.

• string owner

– Not supported.

• globaldefs::ConnectionDirection_T direction

– Not supported. CTM always creates CD_BI (bidirectional) circuits.

• StaticProtectionLevel_T staticProtectionLevel

– Supported. CTM supports UNPROTECTED and FULLY_PROTECTED.

• ProtectionEffort_T protectionEffort

– CTM supports all values defined by the TMF. 

– If NMS requests an unprotected SNC on a BLSR ring, CTM creates the SNC. The same is true 
for unprotected SNC on 1+1 protection. 

– If NMS specifies EFFORT_SAME_OR_WORSE or EFFORT_WHATEVER, CTM expects the 
value of statusProtectionLevel to be UNPROTECTED. These values indicate that CTM has to 
create a PCA.

• Reroute_T rerouteAllowed

– Not supported.

• NetworkRouted_T networkRouted

– Not supported.

• SNCType_T sncType

– Not supported.

• transmissionParameters::LayerRate_T layerRate

Supported. CTM supports the following L2 topology layer rates:

– LR_STS1_AND_AU3_High_Order_VC3 (ONS 15454 SONET)

– LR_Low_Order_TU3_VC3 (ONS 15454 SDH)

– LR_STS3c_and_AU4_VC4 (ONS 15454 SONET and ONS 15454 SDH)

– LR_STS6c_and_VC4_2c (ONS 15454 SONET and ONS 15454 SDH)

– LR_STS9c_and_VC4_3c (ONS 15454 SONET and ONS 15454 SDH)

– LR_STS12c_and_VC4_4c (ONS 15454 SONET and ONS 15454 SDH)

– LR_STS24c_and_VC4_8c (ONS 15454 SONET and ONS 15454 SDH)

• CrossConnectList_T ccInclusions

– Not supported.

• ResourceList_T neTpInclusions

– Supported. CTM expects a list of ME or PTP names at the endpoints of the topological link, or 
the CTP name pair representing the endpoints of the span, to be included in the 
SubnetworkConnection route.
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• boolean fullRoute

– Not supported.

• ResourceList_T neTpSncExclusions

– Supported. CTM expects a list of ME or PTP names at the endpoints of the topological link to 
be excluded in the SubnetworkConnection route.

• globaldefs::NamingAttributesList_T aEnd

– Supported. If the topology is RPR, you specify an ML-series equipment name to be used for 
creating the L2 topology. If the topology is point-to-point, you specify the aEnd TP name. 
Point-to-point topology can be created with one end point on the ML-series equipment and the 
other end point on ML-series, G-series, or OC-N equipment.

• globaldefs::NamingAttributesList_T zEnd

– Supported. If the topology is RPR, you specify an ML-series equipment name to be used for 
creating the L2 topology. If the topology is point-to-point, you specify the zEnd TP name. 
Point-to-point topology can be created with one end point on the ML-series equipment and the 
other end point on ML-series, G-series, or OC-N equipment.

• globaldefs::NVSList_T additionalCreationInfo

– Supported. This list can be used to provide additional parameters for SNC creation. CTM 
supports the following parameters:

Parameters

Name Value Description

upsrRevertiveMode revertive or nonrevertive Supported only for point-to-point L2 
topologies. If value is set to 
revertive, traffic will revert back to 
the working path when the 
conditions that diverted it to the 
protect path are repaired. Otherwise, 
it remains on the protect path after 
the switch.

upsrRevertiveTime Valid float value between 0.5 and 12 
in increments of 12.

Supported only for point-to-point L2 
topology. If SNC is revertive then set 
this parameter. This is the amount of 
time that will elapse before the 
traffic reverts to the working path. 
The default value is 5 months.

Note CTM does not validate any 
of the values.

upsrSfBerLevel 3, 4, or 5 Supported only for point-to-point L2 
topology. Set the thresholds for 
signal failure bit error rate on the 
UPSR path-level (applicable to STS 
SNCs only).

Note CTM does not validate any 
of the values.
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upsrSdBerLevel 5, 6, 7, 8, 9 Supported only for point-to-point L2 
topology. Set the thresholds for 
signal degrade bit error rate on the 
UPSR path-level (applicable to STS 
SNCs only).

Note CTM does not validate any 
of the values.

upserSwitchOnPdiP True or false Supported only for point-to-point L2 
topology. Set to true if you want 
traffic to switch when STS payload 
defect indicator is received 
(applicable to STS SNCs only).

Note CTM does not validate any 
of the values.

goAndReturnRouting True or false Not supported.

sncDescription String Not supported.

VLAN VLAN ID Not supported.

CustomerID String Not supported.

ServiceID String Not supported.

sncSize int; 1=2.5 Gbps FEC, 2=2.5 Gbps No 
FEC, 3=10 Gbps FEC, 4=10 Gbps No 
FEC, 5=Multirate, 6=Equipped not 
specific

Not supported.

createTunnelOnTransit
Nodes

True or false Applicable for VC SNCs with one or 
more transit nodes that do not have a 
tunnel or the existing tunnel is 
exhausted. This parameter specifies 
whether to create a tunnel on the 
transit nodes. For SNCs without 
transit nodes or with an existing 
tunnel on a transit node that has 
available bandwidth, this value is 
ignored.

If the value specified is true, a tunnel 
is created and the SNC is routed 
using this tunnel.

If the value specified is false, then a 
new tunnel is not created. In this 
case, if a tunnel that is not full is 
available on the transit node, the 
circuit is routed through the tunnel; 
otherwise, else the circuit is not 
routed through the tunnel.

Name Value Description
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createVTAggregation True or false Applicable for VC SNCs with one or 
more transit nodes that do not have a 
VAP circuit or the existing VAP 
circuit is exhausted. This parameter 
specifies whether to create a new 
VAP circuit on the transit nodes. 

If the value specified is true, a VAP 
circuit is created and SNC is routed 
using the new VAP circuit.

If the value specified is false, then 
the VAP circuit will not be created.

sourceIsSTSGrroming true or false If true, source drop point of the VC 
circuit will be STS-groomed for the 
VAP circuit to be created.

Note This attribute will be valid 
only when 
createVTAggregation value 
is set to true.

Note SourceIsSTSGrooming and 
destinationIsSTSGrooming 
cannot both be set to true.

destinationIsSTSGroo
ming

true or false If true, destination drop point of the 
VT or VC circuit will be 
STS-groomed for the VAP circuit to 
be created.

Note This attribute will be valid 
only when 
createVTAggregation value 
is set to true.

Note SourceIsSTSGrooming and 
destinationIsSTSGrooming 
cannot both be set to true.

vapDestination string User specifies the string (ME name) 
representing VAP destination drop 
point.

usePortlessTransmux true or false If true, portless transmux card will 
be used for the circuit. NMS shall 
provide information for 
portlessTransmuxMeName, 
portlessTransmuxSlot, and 
isSourceDS3MappedSTS. If false, 
invalid input exception will be 
thrown.

If false, portless transmux card will 
not be used as the intermediate point 
for the end-to-end STS-1 circuit.

Name Value Description
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• subnetworkConnection::VCATSNCCreateDatalist_T vcatSncInfoList

CTM supports SNCCreatedata_T structure for L2 topology creation as described below:

• string userLabel

– Not supported.

• boolean forceUniqueness

– CTM guarantees the uniqueness of all VCATs created in CTM. It is not guaranteed if other tools 
were used for VCAT SNC creation.

• string owner

– Not supported.

• globaldefs::ConectionDirection_T direction

– Not supported. CTM supports CD_BI (bidirectional).

• boolean isSymmetrical

– Supported. Only symmetric VCAT SNCs are supported.

– If set to true, all members have to be bidirectional L1 SNCs. The VCAT layer rate is the same 
in both directions. If set to false, all members are unidirectional L1 SNCs.

• subnetworkConnection::LCASMode_T mode

Supported. CTM supports the following values:

– LCASMode_T.MODE_NONE

– LCASMode_T.MODE_SWLCAS

– LCASMode_T.MODE_LCAS

• subnetworkConnection::RoutingMode_T routingMode

Supported. CTM supports the following values:

– RoutingMode_T.COMMONFIBER_ROUTED

– RoutingMode_T.INDEPENDENTFIBER_ROUTED

• globaldefs::NamingAttributes_T aEnd

– Supported. If the topology is an RPR topology, user specifies an ML-series equipment name to 
be used for creating the L2 topology. If the topology is a point-to-point topology, CTM expects 
this field to be an FTP representing the information up to the slot level of the card involved in 
the VCAT SNC.

portlessTransmuxMeN
ame

string Not supported

portlessTransmuxSlot /rack=1/shelf=1/slot=[1..6][12..17] Not supported

isSourceDS3MappedS
TS

true or false Not supported

vcatMemberId int, 1 to 256 Used for VCAT SNC creation, to 
identify every VCAT member L1 
SNC uniquely. For normal CCAT 
circuits, this value is ignored if 
specified.

Name Value Description
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• globaldefs::NamingAttributes_T zEnd

– Supported. If the topology is an RPR topology, user specifies an ML-series equipment name to 
be used for creating the L2 topology. If the topology is a point-to-point topology, CTM expects 
this field to be an FTP representing the information up to the slot level of the card involved in 
the VCAT SNC.

• subnetworkConnection::SNCCreateDataList_T sncCreateDataList

– Supported. At least one L1 SNC should be created at the time of VCAT SNC creation. CTM 
expects the user to specify the create data information required to create the L1 SNCs in the data 
structure.

• globaldefs::NVList_TadditionalCreationInfo

– Not supported.

• subnetworkConnection::StatisProtectionLevel_T staticProtectionLevel

– Not supported. StaticProtectionLevel is specified as part of the SNCCreateData_T and 
VCATSNCCreateData_T structures.

• globaldefs::NVSList_T additionalInfo

– Supports the bandwidth parameters SpMgmtBandwidth, CommittedBandwidth, 
BestEffortBandwidth, AvvidControlBandwidth, SpMgmtCoS, CommittedCoS, 
AvvidVoiceVideoCoS, AvvidControlCoS, and cos value CosCommit. Either all or none of these 
parameters should be passed. Each of the bandwidth parameters SpMgmtbandwidth, 
CommittedBandwidth, BestEffortBandwidth, and AvvidControlBandwidth must be from 1 to 
96, and the sum of all four parameters must also be from 1 to 99. CoScommit value should be 
in the range from 0 to 7. If none of these parameters pass, CTM will take the following default 
values: 5 (SpMgmtBandwidth), 80 (CommittedBandwidth), 10 (BestEffortBandwidth), 4 
(AvvidControlBandwidth), 6, 7 (SpMgmtCoS), 1, 2 (CommittedCoS), 5 
(AvvidVoiceVideoCoS), 3 (AvvidControlCoS), and 2 (cos value CosCommit).

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when one or more input tplist is invalid or when the specified layer rate is 
invalid.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when one or more input tpList is does not exist.

EXCPT_UNABLE_TO_COMPLY 

This exception is raised when a layer rate is not supported for L2 topology creation or when CTM cannot 
create the L2 topology for the specified layer rate. This is also raised if the VCAT SNC cannot be created 
and activated because CTP conflicts with other VCAT SNCs or the NE does not support the VCAT SNC 
creation.

EXCPT_OBJECT_IN_USE

This exception is raised when the specified L2 topology already exists.
3-235
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
L2 Topology and MLVLAN for ML-Series Ethernet Cards
EXCPT_NE_COMM_LOSS 

This exception is raised when one of the MEs specified as part of L2 topology creation is not reachable.

Compliance

CTM-defined.

3.14.16 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
deleteL2Topology

Synopsis

void deleteL2Topology(
in globaldefs::NamingAttributes_T l2TopologyName) 
    raises(globaldefs::ProcessingFailureException);

Description

This interface provides a method to delete an L2 topology and all the SNCs associated with it. If there 
are any MLVLANs associated with the L2 topology when this interface method is invoked, CTM throws 
a ProcessingFailureException. The NMS must ensure there are no MLVLANs associated with the L2 
topology to ensure that the L2 topology is successfully deleted.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist.

EXCPT_UNABLE_TO_COMPLY 

This exception is raised when L2 topology name specified has MLVLAN associated with it.

Name Type Input/Output Description

l2TopologyN
ame

globaldefs::NamingAttributes_T In The name of the L2 topology to be 
deleted.
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EXCPT_NE_COMM_LOSS 

This exception is raised when one of the MEs specified as part of an L2 topology creation is not 
reachable.

Compliance

CTM-defined.

3.14.17 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::modifyL2Topolo
gy

Synopsis

void modifyL2Topology(
in globaldefs::NamingAttributes_T l2TopologyName,
in globaldefs::NVList_T l2ModifyData,
out multiLayerSubnetwork::L2Topology_T l2Topo)
raises(globaldefs::ProcessingFailureException);

Description

This operation provides a way to modify an L2 topology. It enables the OSS to modify the L2 topology 
for the bandwidth allocation parameters. For more information on the bandwidth allocation and CoS 
commit parameters, see the “3.14.15 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createL2 
Topology” section on page 3-227. Also, this operation is used when the L2 topology is discovered but it 
can’t be used when the L2 topology synchronization state is L2TopoSyncState.L2NOTREADY.

Note CTM supports this operation only for the ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.

Parameters

Name Type Input/Output Description

l2TopologyName globaldefs::NamingAtt
ributes_T

In The name of the L2 topology that will be 
modified.

l2Modifydata globaldefs::NVList_T In The bandwidth allocation parameters of 
the L2 topology that will be modified.

Note The l2Modifydata parameter 
should be the same format as the 
bandwidth parameters listed in 
globaldefs::NVSList_T 
additionalInfo of 
“3.14.15 multiLayerSubnetwork:
:MultiLayerSubnetworkMgr_I::cr
eateL2 Topology” section on 
page 3-227.

l2Topo multiLayerSubnetwork
::L2Topology_T

Out The modified L2 topology.
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Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when the L2 topology name does not reference an L2 topology object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when the L2 topology name references an L2 topology object that does not exist.

EXCPT_UNABLE_TO_COMPLY 

This exception is raised when one or more of the MEs associated with the specified L2 topology is not 
accessible.

Compliance

CTM-defined.

3.14.18 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::
getAllAvailableMLEquipmentOrTPNames

Synopsis

void getAllAvailableMLEquipmentOrTPNames(
in globaldefs::NamingAttributesList_T managedElementList,
in multiLayerSubnetwork::L2TopoType_T topoType,
in unsigned long how_many,
      out globaldefs::NamingAttributesList_T nameList,
out globaldefs::NamingAttributesIterator_I nameIt) 
    raises(globaldefs::ProcessingFailureException);

Description

This interface provides a list of all available ML-series equipment names that can be used in creating an 
RPR L2 topology, or a list of all available ML-series TP names that can be used in creating a 
point-to-point L2 topology. The returned list of ML-series equipment or TP names does not guarantee 
capability to create an L2 topology. The list of ML-series equipment or TP names indicates the 
equipment or TP that is not participating in any L2 topology at this time.

Note CTM R5.0 supports this operation only for ONS 15310, ONS 15454 SONET, and ONS 15454 SDH NEs.
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Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

EXCPT_INVALID_INPUT

This exception is raised when any of the ManagedElement names does not refer to a ManagedElement 
object.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when any of the MEs does not exist in CTM.

Compliance

CTM-defined.

3.15 E-Series and G-Series VLAN Interfaces
VLAN is required for single-card mode or multicard mode Ethernet SNC creation on E-series cards for 
ONS 15327 and ONS 15454 NEs. CTM provides methods to create and delete VLAN. In CTM, VLAN 
is created within a subnetwork and is available to all objects of a subnetwork in EMS. Each VLAN is 
described by a unique name, an ID, and the name of the MultiLayerSubnetwork. VLAN names and IDs 
are unique within the MultiLayerSubnetwork.

typedef long VlanId;
struct Vlan_T {

VlanId id;
string name;
globaldefs::NamingAttributes_T subnetname;

};

Name Type Input/Output Description

managedEle
mentList

globaldefs::NamingAttributesLis
t_T

In The name list of ManagedElements 
from which available ML-series 
cards needs to be determined.

topoType multiLayerSubnetwork::L2Topo
Type_T

In The topology type that would be 
created using the list. CTM supports 
L2TopoType_T.L2TT_RPR or 
L2TopoType_T.L2TT_PT2PT.

how_many unsigned long In The maximum number of Equipment 
or TP names to return in the first 
batch.

eqorTPName
sList

NamingAttributesList_T Out The first batch of Equipment or TP 
names.

eqorTPName
sIt

NamingAttributesIterator_I Out The iterator used to retrieve the 
remaining Equipment or TP names.
3-239
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Chapter 3      Using CTM GateWay/CORBA Interfaces
E-Series and G-Series VLAN Interfaces
3.15.1 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::createVLAN
Synopsis

void createVLAN(in globaldefs::NamingAttributes_T subnetname,
in VlanId vlanId,
in string name,
out Vlan_T vlan)

raises(globaldefs::ProcessingFailureException);

Description

This method creates a new VLAN with an ID and name associated to the MultiLayerSubnetwork.

Note CTM supports this operation only for ONS 15327, ONS 15310, ONS 15454 SONET, and ONS 15454 
SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INVALID_INPUT

This exception is raised when a VLAN ID or subnetname is invalid.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when a subnetname does not exist in the EMS.

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

3.15.2 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::deleteVLAN
Synopsis

void deleteVLAN(in globaldefs::NamingAttributes_T subnetname,
in VlanId vlanId)

raises(globaldefs::ProcessingFailureException);

Description

This method deletes an existing VLAN with a VLAN ID associated to the MultiLayerSubnetwork. 

Name Type Input/Output Description

subnetname globaldefs::NamingAttributes_T In MultiLayerSubnetwork name to 
which this VLAN is to be associated.

vlanId VlanId In ID of the VLAN to be created.

name String In Name of the VLAN to be created.

vlan Vlan_T Out VLAN object created by CTM.
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Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, and ONS 15454 
SDH NEs.

Parameters

Throws

globaldefs::ProcessingFailureException

EXCPT_INVALID_INPUT

This exception is raised when a VLAN ID or subnetname is invalid.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when a subnetname does not exist in the EMS.

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.

3.15.3 multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVLANs
Synopsis

void getAllVLANs(in globaldefs::NamingAttributes_T subnetname,
out VlanList_T vlanList)

raises(globaldefs::ProcessingFailureException);

Description

This method returns a list of all VLANs for the MultiLayerSubnetwork. 

Note CTM supports this operation only for ONS 15310, ONS 15327, ONS 15454 SONET, and ONS 15454 
SDH NEs.

Parameters

Name Type Input/Output Description

subnetname globaldefs::NamingAttributes_T In MultiLayerSubnetwork name to which 
this VLAN is associated.

vlanId VlanId In ID of the VLAN to be deleted.

Name Type Input/Output Description

subnetname globaldefs::NamingAttributes_T In MultiLayerSubnetwork name for 
which all the VLANs are to be 
obtained. 

vlanList VlanList_T Out List of available VLANs for this EMS.
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Throws

globaldefs::ProcessingFailureException

EXCPT_INVALID_INPUT

This exception is raised when a subnetname is invalid.

EXCPT_ENTITY_NOT_FOUND

This exception is raised when a subnetname does not exist in the EMS.

EXCPT_INTERNAL_ERROR

This exception is raised in the case of a nonspecific EMS internal failure.
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A P P E N D I X A

Notifications, Fault Management, and Probable 
Cause Mapping

This appendix includes information on CTM GateWay/CORBA’s notification service, supported events, 
and mapping. It provides the following:

• A.1 Overview of Notifications, page A-1

• A.2 Tips to Improve Notification Throughput, page A-2

• A.3 Supported Events, page A-3

• A.4 Probable Cause Mapping, page A-11

A.1 Overview of Notifications
The notification service forwards all fault notifications received from managed NEs to the network 
management system (NMS). The notification service also forwards object creation, object deletion, 
attribute change, protection switch, and threshold crossing alert (TCA) events. TMF 814 defines the 
structure and format of attributes for all events and alarms.

Note The CTM server and the Operations Support System (OSS) host must have Domain Name System (DNS) 
enabled in order to receive notifications.

CTM creates the notification channel with the quality of service (QoS) parameters listed in Table A-1.

Table A-1 QoS Parameters for the Notification Channel

Parameter Value

ConnectionReliability BestEffort

StartTimeSupported false

OrderPolicy FifoOrder

DiscardPolicy FifoOrder

MaxEventsPerConsumer1

1. The MaxEventsPerConsumer value is configurable. To modify this value, see 
the “B.5 Configuring CTM GateWay/CORBA” section on page B-5. All 
other parameter values are defined by the TMF and cannot be changed.
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Tips to Improve Notification Throughput
CTM sets the RejectNewEvents admin property of the channel to true, as defined by the TMF.

Every notification that CTM generates has the QoS parameters listed in Table A-2. These parameter 
values are defined by the TMF and cannot be changed.

The NMS retrieves all active alarms on the Element Management System (EMS) and on managed 
element objects. The NMS filters alarms based on probable cause and managed element name. 
CTM GateWay/CORBA forwards CTM-specific alarms to the NMS.

For NE-related alarms, CTM inserts the original probable cause in the alarm’s nativeProbableCause 
field. The TMF-mapped probable cause is available in the probableCause field.

Note If there is an alarm on an STS/VC4 CTP utilizing all the ports of a DS1/E1 card, the alarm is reported 
with the containing PTP as port=127. If an STS/VC4 SNC exists with one of the drop CTP of the SNC 
using all the ports on a DS1/E1 card, and if there is an alarm on the STS CTP, CTM reports the port 
number of the containing PTP as 127.

A.2 Tips to Improve Notification Throughput
While CTM GateWay/CORBA and the bundled notification server are developed and tuned to provide 
high throughput, you might want to take additional steps to improve throughput and avoid any loss of 
notifications. You should implement the StructuredPushConsumer interface defined by the Object 
Management Group (OMG) and implement the push_structured_event method. The notification server 
invokes this method on the NMS.

Caution Because all CORBA calls are blocking, the notification server thread will block until the 
push_structured_event method completes. If you try to perform a time-consuming task before the 
method completes, you will block the notification server. 

To improve throughput, you should receive the event and forward it to another thread for processing.

For example:

void push_structured_event(StructuredEvent notification) {
try {

some_other_thread_queue.addNotification(notification);
} catch (Exception ex) {

// catch all exception and ignore
ex.printStackTrace();

}
}

Table A-2 QoS Parameters for Notifications

Parameter Value

EventReliability BestEffort

Priority DefaultPriority

Timeout 30 minutes for alarms and TCAs; 24 hours for all other 
notifications
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Supported Events
Caution As shown in the example, make sure to catch all exceptions. If you do not catch all exceptions, you will 
stop receiving notifications.

A.3 Supported Events

A.3.1 Object Creation
Table A-3 lists the object creation types and attributes.

Object creation notifications are sent to the NMS for the objects in Table A-4.

CTM does not generate Object Creation events for SubnetworkConnection for the ONS 15540.

CTM cannot give the object name for Object Creation events for ONS 15501, ONS 15530, and 
ONS 15540 equipment.

Table A-3 Object Creation

Attribute Name Type Supported by CTM?

notificationId string Yes. The uniqueness and sequence of the 
notificationID are not guaranteed.

objectName globaldefs::NamingAttributes_T Yes

objectType notifications::ObjectType_T Yes

emsTime globaldefs::Time_T Yes

neTime globaldefs::Time_T No

edgePoint boolean No

Table A-4 Object Creation Notifications

Object Type
Type Sent in remainder_of_body for Object Creation 
Event

OT_MANAGED_ELEMENT managedElement::ManagedElement_T

OT_MULTILAYER_SUBNETWORK multiLayerSubnetwork::MultiLayerSubnetwork_T

OT_TOPOLOGICAL_LINK topologicalLink::TopologicalLink_T

OT_SUBNETWORK_CONNECTION subnetworkConnection::SubnetworkConnection_T

OT_EQUIPMENT equipment::Equipment_T

OT_PROTECTION_GROUP protection::ProtectionGroup_T 

OT_L2TOPOLOGY MultiLayerSubnetwork::L2Topology_T

OT_MLVLAN MultiLayerSubnetwork::MLVLAN_T

OT_ROLL MultiLayerSubnetwork::Roll_T

OT_VCAT SubnetworkConnection::VCAT_T
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Supported Events
Note The number of equipment holders for NEs supported by CTM is constant. To reduce traffic between 
CTM and the NMS, CTM does not generate object creation events for equipment holders. The number 
of PTPs on EQUIPMENT is also constant. Therefore, CTM generates only OBJECT_CREATION events 
for EQUIPMENT.

A.3.2 Object Deletion
Table A-5 lists the object deletion types and attributes.

Object deletion notifications are sent to the NMS for the objects in Table A-6.

CTM does not generate object deletion events for SubnetworkConnection for ONS 15501, ONS 15530, 
and ONS 15540 NEs.

Table A-5 Object Deletion

Attribute Name Type Supported by CTM?

notificationId string Yes. The uniqueness and sequence of the 
notificationID are not guaranteed.

objectName globaldefs::NamingAttributes_T Yes

objectType notifications::ObjectType_T Yes

emsTime globaldefs::Time_T Yes

neTime globaldefs::Time_T No

edgePoint boolean No

Table A-6 Object Deletion Notifications

Object Type
Type Sent in remainder_of_body for Object Deletion 
Event

OT_MANAGED_ELEMENT managedElement::ManagedElement_T

OT_MULTILAYER_SUBNETWORK multiLayerSubnetwork::MultiLayerSubnetwork_T

OT_TOPOLOGICAL_LINK topologicalLink::TopologicalLink_T

OT_SUBNETWORK_CONNECTION subnetworkConnection::SubnetworkConnection_T

OT_EQUIPMENT equipment::Equipment_T

OT_PROTECTION_GROUP protection::ProtectionGroup_T

OT_L2TOPOLOGY MultiLayerSubnetwork::L2Topology_T

OT_MLVLAN MultiLayerSubnetwork::MLVLAN_T

OT_ROLL MultiLayerSubnetwork::Roll_T

OT_VCAT SubnetworkConnection::VCAT_T
A-4
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Appendix A      Notifications, Fault Management, and Probable Cause Mapping
Supported Events
Note The number of equipment holders for all NEs supported by CTM is constant. To reduce traffic between 
CTM and the NMS, CTM does not generate object deletion events for equipment holders. The number 
of PTPs on EQUIPMENT is also constant. Therefore, CTM generates only OBJECT_DELETION events 
for EQUIPMENT.

A.3.3 Attribute Value Change
Table A-7 lists the attribute value change (AVC) types and attributes.

Attribute value change notifications are sent to the NMS for the objects and attributes in Table A-8.

Table A-7 Attribute Value Change

Attribute Name Type Supported by CTM?

notificationId string Yes. The uniqueness and sequence of the 
notificationID are not guaranteed.

objectName globaldefs::NamingAttributes_T Yes

objectType notifications::ObjectType_T Yes

emsTime globaldefs::Time_T Yes

neTime globaldefs::Time_T No

edgePoint boolean No

attributeList notifications::NVList_T Yes

Table A-8 Attribute Value Change Notifications

Object Type Attributes

OT_EMS nativeEMSName

OT_MANAGED_ELEMENT nativeEMSName

location

version

productName

OT_MULTILAYER_SUBNETWORK NativeEMSName

OT_TOPOLOGICAL_LINK1 —

OT_SUBNETWORK_CONNECTION2 —

OT_L2TOPOLOGY NativeEMSName

OT_MLVLAN None. 

(The purpose of this event is to notify NMS that this 
VLAN has been updated.)
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Supported Events
Note CTM does not generate AVC events for SubnetworkConnection for ONS 15501, ONS 15530, and 
ONS 15540 NEs.

A.3.4 State Change Event
Table A-9 lists the state change event types and attributes.

OT_ROLL None. 

(The purpose of this event is to notify NMS that this 
Roll has been updated.)

OT_VCAT None. 

(The purpose of this event is to notify NMS that this 
VCAT has undergone a change.)

1. The OT_TOPOLOGICAL_LINK event notifies the NMS of a topological link attribute change.

2. The OT_SUBNETWORK_CONNECTION event is guaranteed only when CTM fails to delete a subnetwork connection 
(SNC) and the SNC remains in the same state. This event notifies the NMS that the SNC deletion failed.

Table A-8 Attribute Value Change Notifications (continued)

Object Type Attributes

Table A-9 State Change Event

Attribute Name Type Supported by CTM?

notificationId string Yes. The uniqueness and sequence of the 
notificationID are not guaranteed.

objectName globaldefs::NamingAttributes_T Yes

objectType notifications::ObjectType_T Yes

emsTime globaldefs::Time_T Yes

neTime globaldefs::Time_T No

edgePoint boolean No

attributeList notifications::NVList_T Yes
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Supported Events
Attribute change notifications are sent to the NMS for the objects and attributes in Table A-10.

Table A-10 State Change Event Notifications

Object Type Attributes

OT_MANAGED_ELEMENT communicationState—CTM supports following values:

• CS_AVAILABLE

• CS_UNAVAILABLE

emsInSyncState—CTM will support following values:

• True

• False

OT_EQUIPMENT_HOLDER holderState—State change. CTM supports the 
following values:

• EMPTY

• INSTALLED_AND_EXPECTED

• EXPECTED_AND_NOT_INSTALLED

• MISMATCH_OF_INSTALLED_AND_EXPECTED

OT_SUBNETWORK_CONNECTION1

1. The OT_SUBNETWORK_CONNECTION event is generated only when CTM changes the SNC. If CTC or another tool is 
used to change the SNC, CTM does not report this event.

sncState—CTM supports the following values:

• SNCS_DELETING

• SNCS_PARTIAL

• SNCS_ACTIVE

OT_L2TOPOLOGY L2TopoState—CTM supports the following values:

• L2TS_COMPLETE

• L2TS_INCOMPLETE

topoInSyncState—CTM supports following values:

• true

• false

OT_MLVLAN vlanState—CTM supports following values:

• VLS_COMPLETE

• VLS_INCOMPLETE

OT_ROLL rollState—CTM supports the following values:

• ROLL_PENDING

• ROLL_COMPLETED

• ROLL_CANCELLED

• ROLL_INCOMPLETE

OT_VCAT VCAT state
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Supported Events
Note CTM does not generate state change event for EquipmentHolder and SubnetworkConnection for 
ONS 15501, ONS 15530, and ONS 15540 NEs.

A.3.5 Protection Switch
Table A-11 lists the protection switch types and attributes.

A.3.6 Threshold Crossing Alert
Table A-12 lists the most commonly used TCAs.

Table A-11 Protection Switch

Attribute Name Type Supported by CTM?

notificationId string Yes. The uniqueness and sequence of 
the notificationID are not guaranteed.

emsTime globaldefs::Time_T Yes

neTime globaldefs::Time_T No

ProtectionType protection::ProtectionType_T No

switchReason protection::switchReason_T No

layerRate transmissionParameters::LayerRate_T No

groupName globaldefs::NamingAttributes_T No (Yes for ONS 15530 and 
ONS 15540)

protectedTP globaldefs::NamingAttributes_T No (Yes for ONS 15530 and 
ONS 15540)

switchAwayFromTP globaldefs::NamingAttributes_T No (Yes for ONS 15530 and 
ONS 15540)

switchToTP globaldefs::NamingAttributes_T No (Yes for ONS 15530 and 
ONS 15540)

affectedTP (not 
defined by the TMF)

globaldefs::NamingAttributes_T Yes (No for ONS 15530 and 
ONS 15540)

description (not 
defined by the TMF)

string Yes. The value of this attribute is the 
native NE value.

Table A-12 Threshold Crossing Alert

Attribute Name Type Supported by CTM?

notificationId string Yes. The uniqueness and sequence of the 
notificationID are not guaranteed.

objectName globaldefs::NamingAttributes_T Yes

nativeEMSName string Yes

objectType notifications::ObjectType_T Yes
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Supported Events
Note The TCA event is not supported for ONS 15501, ONS 15530, and ONS 15540 NEs because TCAs are 
reported as alarms.

A.3.7 Alarm
Table A-13 lists the most common alarm messages.

emsTime globaldefs::Time_T Yes

neTime globaldefs::Time_T Yes

isClearable boolean Yes. The value is always set to False.

perceivedSeverity notifications::PerceivedSeverity_
T

Yes. The value is always set to 
PerceivedSeverity_T.PS_INDETERMINATE. 

layerRate transmissionParameters::LayerR
ate_T

Yes

granularity Granularity_T Yes

pmParameterNam
e

PMParameterName_T Yes. The value of this field is the native NE 
value. It is not TMF-compliant.

pmLocation PMLocation_T Yes

Note If the NE does not report location, this 
field is empty.

thresholdType PMThresholdType_T No

value float Yes

unit string No

Table A-12 Threshold Crossing Alert (continued)

Attribute Name Type Supported by CTM?

Table A-13 Alarm

Attribute Name Type Supported by CTM?

notificationId string Yes. The uniqueness and sequence 
of the notificationID are not 
guaranteed.

objectName globaldefs::NamingAttributes_T Yes

nativeEMSName string Yes

nativeProbableCause Yes Yes

objectType notifications::ObjectType_T Yes

emsTime globaldefs::Time_T Yes

neTime globaldefs::Time_T Yes

isClearable boolean Yes. The value is always set to True.
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Supported Events
Note If there is an alarm on an STS/VC4 CTP utilizing all the ports of a DS1/E1 card, such alarms will be 
reported with the containing PTP as port=127. If an STS/VC4 SNC exists with one of the drop CTPs of 
the SNC using all the ports on a DS1/E1 card and if there is an alarm on the STS CTP, then CTM will 
report the port number of the containing PTP as 127.

A.3.8 Heartbeat Event
CTM generates a periodic heartbeat event and pushes the event to the notification channel. By default, 
this function is disabled. You can configure the interval value through CTM Control Panel. If the interval 
value is set to 0, the heartbeat event is disabled. By monitoring this event, the NBI client knows whether 
the notification service is active. The type_name field contains the NT_HEART_BEAT value under the 
fixed_header for this type of event. Filterable_data has only one field, which is shown in Table A-14.

layerRate transmissionParameters::LayerRate_
T

Yes (not supported for ONS 15501, 
ONS 15530, or ONS 15540)

probableCause string Yes

probableCauseQualifier string Yes. CTM provides the same value 
as in the nativeProbableCause field.

perceivedSeverity notifications::PerceivedSeverity_T Yes

serviceAffecting notifications::ServiceAffecting_T Yes

affectedTPList globaldefs::NamingAttributesList_T Yes

additionalText string Yes

additionalInfo globaldefs::NVSList_T Yes

CTM provides the Subnetwork name 
when available.

If the alarmed object is OCn PTP, 
then CTM also includes 
SDH_SONET_SS_BITS in this list.

CTM provides the IP address for 
ME-related alarms.

CTM provides the ManagedElement 
Name when the object type is 
OT_EMS and the alarm is ME 
related.

CTM provides affectedObject when 
the object type is OT_EMS and the 
nativeProbableCause is “Server 
Monitor Threshold Crossed.”

Table A-13 Alarm (continued)

Attribute Name Type Supported by CTM?
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Probable Cause Mapping
A.4 Probable Cause Mapping

A.4.1 TMF-Defined Probable Cause
The following report lists the probable causes defined by the TMF:

"UNIDENTIFIED": for alarms that do not match any other string below. EMS shall in this 
case fill out the additional text field as much as possible.
"AIS": alarm indication signal
"AMS": Alternate modulation signal
"AU-AIS": AU alarm indication signal
"BER_SD": signal degrade (includes receiver degrade)
"BER_SF": signal fail (includes receiver failure and excessive BER)
"DCC_FAILURE" : Data Communication Channel Failure
"EMS": EMS system alarm
"EMS_ALM_LOSS": The 1st notification that the EMS may supply after 1 or more notifications 
for protection switch, TCA, alarm, or file transfer status have been discarded by the EMS 
while other events have not been discarded
"EMS_LIFECYCLE_LOSS": The 1st notification that an EMS may supply after 1 or more events 
of type OC/OD/AVC/SC/RC have been discarded by the EMS
"EMS_ALM_AND_LIFECYCLE_LOSS": The 1st notification that an EMS may supply after 1 or more 
notifications for protection switch, TCA, alarm, or file transfer status, and 1 or more 
events of type OC/OD/AVC/SC/RC have been discarded by the EMS
"EQPT": equipment alarm 
"ENV" Environmental/external cause
"FOP_APS": failure of APS protocol
"LCD": Loss of Cell Delineation (from TC Adaptor part of ATM NI)
"LOF": loss of frame (when distinguished from LOS)
"LOM": loss of multiframe (SDH only, since not an alarm in GR-253)
"LOP": loss of pointer
"LOS": loss of signal
"MS-AIS": MS alarm indication signal
"OSC-AIS" : Optical Supervisory Channel alarm indication signal
"OSC_BER_SF":Optical Supervisory Channel signal fail/RX fail/excessive BER
"OSC_FERF": Optical Supervisory Channel Far End Receive Failure
"OSC_LOF": Optical Supervisory Channel Loss of Frame
"OSC_LOS": Optical Supervisory Channel Loss of Signal
"OSC_SD": Optical Supervisory Channel signal degrade
"PLM": payload label mismatch (when reported as an alarm)
"RAI": remote alarm indication (sometimes reported as RDI)
"SECURITY_VIOLATION": security violation
"SSF": server signal fail 
"TCM-AIS": Tandem Connection Sink - Incoming Alarm Indication Signal
"TCM-LOS": Tandem Connection Sink - Loss of Tandem Connection Signal
"TCM-OAI": Tandem Connection Sink - Outgoing Defect Indication ( same / similar to Alarm 
Indication)
"TCM-RAI": Tandem Connection Sink - Remote Defect Indication ( same / similar to Alarm 
Indication)
"TCM-SD" Tandem Connection Sink - Signal Degrade
"TCM-SSF": Tandem Connection Sink - Server Signal Fail
"TCM-TIM" Connection Sink - Trace Identifier Mismatch

Table A-14 Heartbeat Event

Attribute Name Type Supported by CTM?

notificationId string Yes. The uniqueness and sequence of the notificationID are 
not guaranteed.
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"TCM-UNEQ": Tandem Connection Sink - Unequipped
"TIM": trace identifier mismatch (when reported as an alarm)
"TU-AIS": TU alarm indication signal
"TX_DEGRADE": transmitter degrade, including laser degrade
"TX_FAIL": transmitter failure, including laser failure
"UAT": Unavailable Time
"UNEQ": payload unequipped
"VC-AIS": VCL/VCC TP Alarm Indication Signal
"VC-RDI": VCL/VCC TP Remote Defect Indication
"VP-AIS": VPL/VPC TP Alarm Indication Signal
"VP-RDI": VPL/VPC TP Remote Defect Indication

A.4.2 CTM GateWay/CORBA Mapping—EMS
Table A-15 lists the CTM GateWay/CORBA mapping for the EMS.

A.4.3 CTM GateWay/CORBA Mapping—ONS 15200
Table A-16 lists the CTM GateWay/CORBA mapping for ONS 15200.

Table A-15 CTM GateWay/CORBA Mapping for the EMS

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

EMS Loss of Communication 5001

EMS Memory Auto or Manual Backup Failure 5002

SECURITY_VIOLATION Maximum Login Attempts Exceeded 5003

EMS Partition 0 Free Disk Space Low 5004

EMS Partition 1 Free Disk Space Low 5005

EMS Partition 2 Free Disk Space Low 5006

EMS Partition 3 Free Disk Space Low 5007

EMS Partition 4 Free Disk Space Low 5008

EMS Partition 5 Free Disk Space Low 5009

EMS Partition 6 Free Disk Space Low 5010

EMS Alarm Resync Unsuccessful 5011

EMS Server Monitor Threshold Crossed 5012

Table A-16 CTM GateWay/CORBA Mapping for the ONS 15200

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

UNIDENTIFIED Other 7000

EQPT DwdmLOC Raised 7001

EQPT Qpp Raised 7002
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EQPT QppA Raised 7003

EQPT QppB Raised 7004

EQPT Can Raised 7005

EQPT FlashLog Raised 7006

EQPT DAC Raised 7007

EQPT Power Raised 7008

EQPT Equipment Missing Raised 7009

UNIDENTIFIED Summary Alarm Critical 7025

UNIDENTIFIED Summary Alarm Major 7026

UNIDENTIFIED Summary Alarm Minor 7027

UNIDENTIFIED Summary Alarm Warning 7028

EQPT Client Rx Power LowAlarm 7032

EQPT Client Rx Power LowWarning 7033

EQPT Client Rx Power HighWarning 7034

EQPT Client Rx Power HighAlarm 7035

EQPT Client Laser Bias Current LowAlarm 7042

EQPT Client Laser Bias Current LowWarning 7043

EQPT Client Laser Bias Current HighWarning 7044

EQPT Client Laser Bias Current HighAlarm 7045

EQPT Dwdm Rx Power LowAlarm 7052

EQPT Dwdm Rx Power LowWarning 7053

EQPT Dwdm Rx Power HighWarning 7054

EQPT Dwdm Rx Power HighAlarm 7055

EQPT Dwdm Rx Power SideA LowAlarm 7062

EQPT Dwdm Rx Power SideA LowWarning 7063

EQPT Dwdm Rx Power SideA HighWarning 7064

EQPT Dwdm Rx Power SideA HighAlarm 7065

EQPT Dwdm Rx Power SideB LowAlarm 7072

EQPT Dwdm Rx Power SideB LowWarning 7073

EQPT Dwdm Rx Power SideB HighWarning 7074

EQPT Dwdm Rx Power SideB HighAlarm 7075

EQPT Dwdm Laser Bias Current LowAlarm 7082

EQPT Dwdm Laser Bias Current LowWarning 7083

EQPT Dwdm Laser Bias Current HighWarning 7084

EQPT Dwdm Laser Bias Current HighAlarm 7085

Table A-16 CTM GateWay/CORBA Mapping for the ONS 15200 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
A-13
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Appendix A      Notifications, Fault Management, and Probable Cause Mapping
Probable Cause Mapping
A.4.4 CTM GateWay/CORBA Mapping—ONS 15216
The ONS 15216 consists of the ONS 15216 Optical Add/Drop Multiplexer (OADM) and the ONS 15216 
Erbium Doped Fiber Amplifier (EDFA2) for GateWay/CORBA mapping. 

A.4.4.1 CTM GateWay/CORBA Mapping—ONS 15216 OADM

Table A-17 lists the CTM GateWay/CORBA mapping for the ONS 15216 OADM R2.0.

A.4.4.2 CTM GateWay/CORBA Mapping—ONS 15216 EDFA2

Table A-18 lists the CTM GateWay/CORBA mapping for the ONS 15216 EDFA2 R2.2.1, R2.3, and 
R2.4.

EQPT Dwdm Laser Temperature LowAlarm 7092

EQPT Dwdm Laser Temperature LowWarning 7093

EQPT Dwdm Laser Temperature HighWarning 7094

EQPT Dwdm Laser Temperature HighAlarm 7095

EQPT Dwdm Peltier Current LowAlarm 7102

EQPT Dwdm Peltier Current LowWarning 7103

EQPT Dwdm Peltier Current HighWarning 7104

EQPT Dwdm Peltier Current HighAlarm 7105

EQPT Board Temperature LowAlarm 7112

EQPT Board Temperature LowWarning 7113

EQPT Board Temperature HighWarning 7114

EQPT Board Temperature HighAlarm 7115

Table A-16 CTM GateWay/CORBA Mapping for the ONS 15200 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

Table A-17 CTM GateWay/CORBA Mapping for the ONS 15216 OADM R2.0

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

LOS Add Channel Signal Loss 8501

LOS Drop Channel Signal Loss 8502

EQPT Add and Drop Channels Are Out of Tolerance 8503

EQPT Add Channel Signal Is Too Weak and VOA Cannot Adjust 
It To Match The Drop Signal

8504

EQPT A_POWER Unit Failed 8505

EQPT B_POWER Unit Failed 8506
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Table A-19 lists the CTM GateWay/CORBA mapping for the ONS 15216 EDFA3 1.1.

Table A-18 CTM GateWay/CORBA Mapping for the ONS 15216 EFDA2 R2.2.1, 

R2.3, and 2.4

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

UNIDENTIFIED Unknown Alarm 8601

EQPT Excessive Pump1 Current 8602

EQPT Excessive Pump2 Current 8603

EQPT Excessive Pump1 Laser Temperature 8604

EQPT Excessive Pump2 Laser Temperature 8605

EQPT Loss of Output Power 8606

EQPT Loss of Input Power 8607

EQPT Gain Out of Range 8608

EQPT Case Temperature Out of Range 8609

EQPT A_POWER Unit Failed 8610

EQPT B_POWER Unit Failed 8611

EQPT Database Backup 8612

EQPT Database Restore 8613

EQPT Cutover Reset 8614

EQPT Software Load 8615

EQPT Software Reset 8616

Table A-19 CTM GateWay/CORBA Mapping for the ONS 15216 EFDA3 R1.1

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

UNIDENTIFIED UnknownAlarm 8701

EQPT Gain Degrade High 8702

EQPT Gain Degrade Low 8703

EQPT Laser 1 Bias Degrade 8704

EQPT Laser 2 Bias Degrade 8705

EQPT Laser 1 Bias Fail 8706

EQPT Laser 2 Bias Fail 8707

EQPT Power Degrade High LINE1TX Port 8708

EQPT Power Degrade Low LINE1TX Port 8709

EQPT Power Fail Low LINE1RX Port 8710

EQPT Power Fail Low LINE1TX Port 8711
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A.4.5 CTM GateWay/CORBA Mapping—ONS 15302 and ONS 15305
Table A-20 lists the CTM GateWay/CORBA mapping for the ONS 15302 and ONS 15305.

EQPT Power Fail Low LINE2RX Port 8712

EQPT VOA Degrade High 8713

EQPT VOA Degrade Low 8714

EQPT VOA Fail High 8715

EQPT Case Temperature Out of Range 8716

EQPT Fiber Temperature Out of Range 8717

EQPT Excessive Pump 1 Temperature 8718

EQPT Excessive Pump 2 Temperature 8719

EQPT Backup/Restore In Progress 8720

EQPT Data Integrity Fault 8721

EQPT Equipment Failure 8722

EQPT Exceeding Memory Capacity 8723

EQPT Exceeding Flash File System Capacity 8724

EQPT Module Communication Failure 8725

EQPT Power Bus A Alarm 8726

EQPT Power Bus B Alarm 8727

Table A-19 CTM GateWay/CORBA Mapping for the ONS 15216 EFDA3 R1.1 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

Table A-20 CTM GateWay/CORBA Mapping for the ONS 15302 and ONS 15305

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)

UNIDENTIFIED ONS1530x Condition Unknown 19000

AIS Alarm indication signal 19001

AIS Alarm indication signal network side 19002

LOF Alarm indication signal customer side 19003

LOF Loss of frame alignment 19004

LOF Loss of frame alignment network side 19005

LOF Loss of frame alignment customer side 19006

LOP Loss of pointer 19007

LOS Loss of signal 19008

BER_SD Degraded signal defect 19009
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LOM Loss of multiframe alignment 19010

RAI Remote defect indication 19011

TIM Trace identifier mismatch 19012

PLM Payload mismatch 19013

UNEQ Unequipped 19014

BER_SF Excessive error defect 19015

UNIDENTIFIED Communication subsystem failure 19016

SSF Server signal failure 19017

UNIDENTIFIED Alarm condition detected on an alarm input port 19018

EQPT Device main unit failure 19019

EQPT High temperature alarm 19020

EQPT Fan failure 19021

EQPT Power input failure 19022

EQPT Power output failure 19023

EQPT Module mismatch 19024

EQPT Module removed 19025

EQPT Module failure 19026

UNIDENTIFIED MSP signalling problem 19027

UNIDENTIFIED Power module failure 19028

UNIDENTIFIED LAN port is not working 19029

UNIDENTIFIED WAN port is not working 19030

UNIDENTIFIED Too large delay on WAN channel 19031

UNIDENTIFIED Sequence number fail on WAN channel 19032

UNIDENTIFIED No sync. source available 19033

UNIDENTIFIED Defecting HW impacting internal T0 clock 19034

UNIDENTIFIED No T4 sync. src available with QL >= QL min 19035

UNIDENTIFIED Inventory failure 19036

UNIDENTIFIED Diagnostic failure 19037

UNIDENTIFIED DXC inlet failure 19038

UNIDENTIFIED DXC inlet bit error 19039

UNIDENTIFIED Card isolated 19040

UNIDENTIFIED Card anomaly 19041

UNIDENTIFIED Hot swap failure 19042

UNIDENTIFIED Power input failure 19043

Table A-20 CTM GateWay/CORBA Mapping for the ONS 15302 and ONS 15305 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)
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UNIDENTIFIED Transmit degrade on laser 19044

UNIDENTIFIED Transmit fail on laser 19045

UNIDENTIFIED Port activated without mapping to an available VC-12 19046

UNIDENTIFIED Differential VC12 delay for the WAN port is greater than +/– 
2ms

19047

UNIDENTIFIED Rx buffer overflow in LAN or link interface 19048

UNIDENTIFIED Interport queue overflow in LAN or link interface 19049

UNIDENTIFIED Reset of the router/bridge required 19050

UNIDENTIFIED Device aborted FTP session 19051

UNIDENTIFIED Automatic switchover to backup link. Main link fault. 19052

UNIDENTIFIED Overflow Layer 2 forward table 19053

UNIDENTIFIED Connection failed: Frame Relay Switch and WanGate 19054

UNIDENTIFIED Connection established: Frame Relay Switch and WanGate 19055

UNIDENTIFIED Error occurred during initialization 19056

UNIDENTIFIED Overflow in the client table 19057

UNIDENTIFIED Server not responding to dispatcher polling 19058

UNIDENTIFIED SNMP SET request was rejected 19059

UNIDENTIFIED Ping sequence completed 19060

UNIDENTIFIED Backup taken over for main server or server up after failure 19061

UNIDENTIFIED DHCP failed to allocate IP address to requesting host 19062

UNIDENTIFIED Overflow IGMP table 19063

UNIDENTIFIED Overflow PIM Table 19064

UNIDENTIFIED Overflow condition in Routing Table 19065

UNIDENTIFIED OpenGate IPX RIP table overflow 19066

UNIDENTIFIED OpenGate IPX SAP table overflow 19067

UNIDENTIFIED FACS state ne bt with operation blockAndReport 19068

UNIDENTIFIED Zero Hop Routing connections table overflow 19069

UNIDENTIFIED No available IP virtual address 19070

UNIDENTIFIED Virtual IP address appeared as a source IP 19071

UNIDENTIFIED Source IP address sent an ARP specifying a virtual IP 19072

UNIDENTIFIED PPP link got an unrecognized secret 19073

UNIDENTIFIED FR DLCI status change 19074

UNIDENTIFIED CHAP failed communication 19075

UNIDENTIFIED IP SFFT overflow 19076

Table A-20 CTM GateWay/CORBA Mapping for the ONS 15302 and ONS 15305 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)
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UNIDENTIFIED IP NFFT overflow 19077

UNIDENTIFIED IPX SFFT overflow 19078

UNIDENTIFIED IPX NFFT overflow 19079

UNIDENTIFIED IPM FFT overflow 19080

UNIDENTIFIED PAP failed communication 19081

UNIDENTIFIED Automatic switchover to backup link. Main link fault. 19082

UNIDENTIFIED Informational event 19083

UNIDENTIFIED t0SyncSwitch 19084

UNIDENTIFIED t0QIFailed 19085

UNIDENTIFIED t0QIDnu 19086

UNIDENTIFIED switchToProt 19087

UNIDENTIFIED switchToWork 19088

UNIDENTIFIED mspComTimeOut 19089

UNIDENTIFIED mspComOverruled 19090

UNIDENTIFIED loop Closed 19091

UNIDENTIFIED loop Opened 19092

UNIDENTIFIED link Up 19093

UNIDENTIFIED link Down 19094

UNIDENTIFIED The communication link has come up. 19095

UNIDENTIFIED Failure in communication link 19096

UNIDENTIFIED Addressee of a protocol message not properly authenticated 19097

UNIDENTIFIED Reinitializing. Configuration or the protocol entity 
implementation may be altered.

19098

UNIDENTIFIED Reinitializing. Neither configuration nor protocol entity 
implementation altered.

19099

UNIDENTIFIED RMON alarm has crossed the rising threshold 19100

UNIDENTIFIED RMON alarm has crossed the falling threshold 19101

UNIDENTIFIED Loss of an adjacency with a PIM neighbor 19102

UNIDENTIFIED Device finished TFTP transaction 19103

UNIDENTIFIED Device initiated TFTP transaction 19104

UNIDENTIFIED Auto configuration completed successfully 19105

UNIDENTIFIED VLAN port dynamically added 19106

UNIDENTIFIED VLAN port dynamically changed 19107

UNIDENTIFIED Physical description device changed 19108

Table A-20 CTM GateWay/CORBA Mapping for the ONS 15302 and ONS 15305 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)
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A.4.6 CTM GateWay/CORBA Mapping—ONS 15327
Table A-21 lists the CTM GateWay/CORBA mapping for the ONS 15327 R3.4.1

UNIDENTIFIED Port transition from learning to forwarding 19109

UNIDENTIFIED Port transition from forwarding to learning 19110

UNIDENTIFIED Packet drop due to the QoS policy 19111

UNIDENTIFIED Packet forwarded based on the QoS policy 19112

UNIDENTIFIED Protection Link Activated 19113

UNIDENTIFIED Working Link Activated 19114

UNIDENTIFIED MSP Command timeout 19115

UNIDENTIFIED MSP Command Overruled 19116

UNIDENTIFIED Loss of External Synchronization 19117

UNIDENTIFIED ONS1530x Condition Unknown 19999

Table A-20 CTM GateWay/CORBA Mapping for the ONS 15302 and ONS 15305 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)

Table A-21 CTM GateWay/CORBA Mapping for the ONS 15327 R3.4.1

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)

UNIDENTIFIED Normal condition 2500

ENV Failure Detected External to the NE 2501

ENV External Error 2502

UNIDENTIFIED Excessive Switching 2503

UNIDENTIFIED Incoming failure condition 2504

AIS Alarm Indication Signal 2505

AIS Alarm Indication Signal - Line 2506

AIS Alarm Indication Signal - Path 2507

FOP_APS APS Channel failure 2508

FOP_APS Byte failure 2509

FOP_APS Protection Switching Channel Match failure 2510

FOP_APS Automatic Protection Switch Mode Mismatch 2511

FOP_APS Far End Protection Line Failure 2512

UNIDENTIFIED Bipolar Violation 2513

UNIDENTIFIED Carrier Loss on the LAN 2514
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UNIDENTIFIED STS Concatenation error 2515

UNIDENTIFIED Excess collisions on the LAN 2516

UNIDENTIFIED Facility failure 2517

UNIDENTIFIED Far End Block Error 2518

LOF Loss of Frame 2519

LOP Loss of Pointer 2520

LOP Loss of Pointer - Path 2521

LOS Loss of Signal 2522

UNIDENTIFIED Out of Frame 2523

UNIDENTIFIED Path Selector failure 2524

RAI Remote Alarm Indication 2525

RAI Remote Failure Indication 2526

RAI Remote Failure Indication - Line 2527

RAI Remote Failure Indication - Path 2528

BER_SD Signal Degrade 2529

UNIDENTIFIED Severely Errored Frame 2530

UNIDENTIFIED NA 2531

BER_SF Signal Failure 2532

UNIDENTIFIED Signal Label Mismatch Failures 2533

UNIDENTIFIED Payload Defect Indication 2534

UNIDENTIFIED Payload Defect Indication - Path 2535

PLM Payload Label Mismatch - Path 2536

UNEQ Unequipped - Path 2537

UNIDENTIFIED Loss of Synchronization 2538

UNIDENTIFIED Out of Synchronization 2539

UNIDENTIFIED Primary Synchronization Reference Failure 2540

UNIDENTIFIED Secondary Synchronization Reference Failure 2541

UNIDENTIFIED Third Synchronization Reference Failure 2542

UNIDENTIFIED Fourth Synchronization Reference Failure 2543

UNIDENTIFIED Fifth Synchronization Reference Failure 2544

UNIDENTIFIED Sixth Synchronization Reference Failure 2545

UNIDENTIFIED Outgoing failure condition 2546

RAI Remote Defect Indication - Line 2547

RAI Remote Defect Indication - Path 2548
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UNIDENTIFIED Free Running Synchronization Mode 2549

UNIDENTIFIED Holdover Synchronization Mode 2550

EQPT Internal Fault 2551

UNIDENTIFIED Internal Error 2552

UNIDENTIFIED Internal Message Error 2553

UNIDENTIFIED Mismatch of Equipment and Attributes 2554

UNIDENTIFIED Watchdog Timer Timeout 2555

ENV Software Fault or Failure 2556

ENV Software Fault - Data Integrity Fault (database full) 2557

UNIDENTIFIED Program failure 2558

EQPT Control Equipment Failure 2559

EQPT Control Processor Failure 2560

EQPT Working Memory Failure 2561

EQPT Interconnection Equipment Failure 2562

EQPT Time slot interchange equipment failure 2563

EQPT Equipment failure 2564

EQPT High temperature 2565

EQPT Facility Termination equipment failure 2566

EQPT Automatic Laser Shutdown 2567

UNIDENTIFIED Failure To Release from protection 2568

EQPT Receiver failure 2569

EQPT Transmit failure 2570

UNIDENTIFIED Failure To Switch to protection 2571

UNIDENTIFIED Equipment unit plug-in 2572

UNIDENTIFIED Internal power failure 2573

UNIDENTIFIED Fuse Alarm 2574

UNIDENTIFIED Synchronization unit failure 2575

UNIDENTIFIED Synchronization switching equipment failure 2576

EQPT Equipment unit un-plugged 2577

EQPT Manually caused abnormal condition 2578

UNIDENTIFIED Manual alarm cutoff 2579

UNIDENTIFIED Procedural Error 2580

EQPT Improper Removal 2581

UNIDENTIFIED Protection unit not available 2582
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UNIDENTIFIED Protection switch 2583

UNIDENTIFIED Recovery or service protection action has been initiated 2584

UNIDENTIFIED Automatic system reset 2585

UNIDENTIFIED Cold Restart 2586

UNIDENTIFIED Forced switch back to working 2587

UNIDENTIFIED Forced switch to protection 2588

UNIDENTIFIED Initialization initiated 2589

UNIDENTIFIED Lockout of protection 2590

UNIDENTIFIED Lockout of working 2591

UNIDENTIFIED Manual system reset 2592

UNIDENTIFIED Manual switch to internal clock 2593

UNIDENTIFIED Manual switch to primary reference 2594

UNIDENTIFIED Manual switch to second reference 2595

UNIDENTIFIED Manual switch to third reference 2596

UNIDENTIFIED Manual switch to fourth reference 2597

UNIDENTIFIED Manual switch to fifth reference 2598

UNIDENTIFIED Manual switch to sixth reference 2599

UNIDENTIFIED Manual switch back to working 2600

UNIDENTIFIED Manual switch to protection 2601

UNIDENTIFIED Powerfail restart 2602

UNIDENTIFIED Software download in progress 2603

UNIDENTIFIED Switch to internal clock 2604

UNIDENTIFIED Switch to primary reference 2605

UNIDENTIFIED Switch to second reference 2606

UNIDENTIFIED Switch to third reference 2607

UNIDENTIFIED Switch to fourth reference 2608

UNIDENTIFIED Switch to fifth reference 2609

UNIDENTIFIED Switch to sixth reference 2610

UNIDENTIFIED Switched back to working unit 2611

UNIDENTIFIED Switched to protection 2612

UNIDENTIFIED Warm restart 2613

UNIDENTIFIED Ring is in Wait To Restore state 2614

EQPT Primary nonvolatile backup memory failure 2615

EQPT Secondary nonvolatile backup memory failure 2616
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EQPT Control bus failure 2617

EQPT Control communication equipment failure 2618

UNIDENTIFIED Loopback 2619

UNIDENTIFIED Loopback, Network 2620

UNIDENTIFIED Loopback, Terminal 2621

EQPT Fan Failure 2622

DCC_FAILURE SDCC termination failure 2623

UNIDENTIFIED Loopback facility 2624

EQPT Payload Bus Failure to I/O Slot 1 (XCON Slot 8) 2625

EQPT Payload Bus Failure to I/O Slot 2 (XCON Slot 8) 2626

EQPT Payload Bus Failure to I/O Slot 3 (XCON Slot 8) 2627

EQPT Payload Bus Failure to I/O Slot 4 (XCON Slot 8) 2628

EQPT Payload Bus Failure to I/O Slot 5 (XCON Slot 8) 2629

EQPT Payload Bus Failure to I/O Slot 6 (XCON Slot 8) 2630

EQPT Payload Bus Failure to I/O Slot 12 (XCON Slot 8) 2631

EQPT Payload Bus Failure to I/O Slot 13 (XCON Slot 8) 2632

EQPT Payload Bus Failure to I/O Slot 14 (XCON Slot 8) 2633

EQPT Payload Bus Failure to I/O Slot 15 (XCON Slot 8) 2634

EQPT Payload Bus Failure to I/O Slot 16 (XCON Slot 8) 2635

EQPT Payload Bus Failure to I/O Slot 17 (XCON Slot 8) 2636

EQPT Payload Bus Failure to I/O Slot 1 (XCON Slot 10) 2637

EQPT Payload Bus Failure to I/O Slot 2 (XCON Slot 10) 2638

EQPT Payload Bus Failure to I/O Slot 3 (XCON Slot 10) 2639

EQPT Payload Bus Failure to I/O Slot 4 (XCON Slot 10) 2640

EQPT Payload Bus Failure to I/O Slot 5 (XCON Slot 10) 2641

EQPT Payload Bus Failure to I/O Slot 6 (XCON Slot 10) 2642

EQPT Payload Bus Failure to I/O Slot 12 (XCON Slot 10) 2643

EQPT Payload Bus Failure to I/O Slot 13 (XCON Slot 10) 2644

EQPT Payload Bus Failure to I/O Slot 14 (XCON Slot 10) 2645

EQPT Payload Bus Failure to I/O Slot 15 (XCON Slot 10) 2646

EQPT Payload Bus Failure to I/O Slot 16 (XCON Slot 10) 2647

EQPT Payload Bus Failure to I/O Slot 17 (XCON Slot 10) 2648

EQPT Control Bus 1 failure 2649

EQPT Control Bus 2 failure 2650
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EQPT Invalid MAC Address 2651

EQPT Board Failure 2652

EQPT Diagnostics Failure 2653

EQPT Medium Access Control Failure 2654

UNIDENTIFIED Duplicate Node ID 2655

UNIDENTIFIED Failure To Switch to protection - Ring 2656

UNIDENTIFIED Failure To Switch to protection - Span 2657

UNIDENTIFIED Manual Switch Back to Working - Ring 2658

UNIDENTIFIED Manual Switch Back to Working - Span 2659

UNIDENTIFIED Manual Switch to Protection - Ring 2660

UNIDENTIFIED Manual Switch to Protection - Span 2661

UNIDENTIFIED Forced switch back to working - Ring 2662

UNIDENTIFIED Forced switch back to working - Span 2663

UNIDENTIFIED Forced switch to protection unit - Ring 2664

UNIDENTIFIED Forced switch to protection unit - Span 2665

UNIDENTIFIED Lockout of Protection - Ring 2666

UNIDENTIFIED Lockout of Protection - Span 2667

UNIDENTIFIED Lockout of working - Ring 2668

UNIDENTIFIED Lockout of working - Span 2669

UNIDENTIFIED Ring is squelching traffic 2670

FOP_APS Inconsistent APS code 2671

FOP_APS Node ID Mismatch 2672

FOP_APS Default K Byte 2673

FOP_APS Connection loss 2674

EQPT TCC A To Shelf SLOT 1 (DROP 1) communication failure 2675

EQPT TCC A To Shelf SLOT 2 (DROP 2) communication failure 2676

EQPT TCC A To Shelf SLOT 3 (DROP 3) communication failure 2677

EQPT TCC A To Shelf SLOT 4 (DROP 4) communication failure 2678

EQPT TCC A To Shelf SLOT 5 (TRUNK 1) communication failure 2679

EQPT TCC A To Shelf SLOT 6 (TRUNK 2) communication failure 2680

EQPT TCC A To Shelf SLOT 7 (TCC A) communication failure 2681

EQPT TCC A To Shelf SLOT 8 (XCON A) communication failure 2682

EQPT TCC A To Shelf SLOT 9 (AIC) communication failure 2683

EQPT TCC A To Shelf SLOT 10 (XCON B) communication failure 2684
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EQPT TCC A To Shelf SLOT 11 (TCC B) communication failure 2685

EQPT TCC A To Shelf SLOT 12 (TRUNK 3) communication failure 2686

EQPT TCC A To Shelf SLOT 13 (TRUNK 4) communication failure 2687

EQPT TCC A To Shelf SLOT 14 (DROP 5) communication failure 2688

EQPT TCC A To Shelf SLOT 15 (DROP 6) communication failure 2689

EQPT TCC A To Shelf SLOT 16 (DROP 7) communication failure 2690

EQPT TCC A To Shelf SLOT 17 (DROP 8) communication failure 2691

EQPT TCC A To DCC A Processor Communication Failure 2692

EQPT TCC B To Shelf SLOT 1 (DROP 1) communication failure 2693

EQPT TCC B To Shelf SLOT 2 (DROP 2) communication failure 2694

EQPT TCC B To Shelf SLOT 3 (DROP 3) communication failure 2695

EQPT TCC B To Shelf SLOT 4 (DROP 4) communication failure 2696

EQPT TCC B To Shelf SLOT 5 (TRUNK 1) communication failure 2697

EQPT TCC B To Shelf SLOT 6 (TRUNK 2) communication failure 2698

EQPT TCC B To Shelf SLOT 7 (TCC A) communication failure 2699

EQPT TCC B To Shelf SLOT 8 (XCON A) communication failure 2700

EQPT TCC B To Shelf SLOT 9 (AIC) communication failure 2701

EQPT TCC B To Shelf SLOT 10 (XCON B) communication failure 2702

EQPT TCC B To Shelf SLOT 11 (TCC B) communication failure 2703

EQPT TCC B To Shelf SLOT 12 (TRUNK 3) communication failure 2704

EQPT TCC B To Shelf SLOT 13 (TRUNK 4) communication failure 2705

EQPT TCC B To Shelf SLOT 14 (DROP 5) communication failure 2706

EQPT TCC B To Shelf SLOT 15 (DROP 6) communication failure 2707

EQPT TCC B To Shelf SLOT 16 (DROP 7) communication failure 2708

EQPT TCC B To Shelf SLOT 17 (DROP 8) communication failure 2709

EQPT TCC B To DCC B Processor Communication Failure 2710

UNIDENTIFIED Fast start synchronization mode 2711

FOR_APS Improper APS Code 2712

UNIDENTIFIED BLSR Out of Sync 2713

AIS Alarm Indication Signal - VT 2714

RAI Remote Failure Indication - VT 2715

PLM SLMF - Payload Label Mismatch - VT 2716

UNEQ SLMF - Unequipped - VT 2717

UNIDENTIFIED Peer state mismatch 2718
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EQPT Facility Termination equipment - Receiver missing 2719

EQPT Facility Termination equipment - Transmitter missing 2720

LOP Loss of Pointer - VT 2721

UNIDENTIFIED Embedded Operations Channel failure - link down 2722

UNIDENTIFIED Failed to receive Synchronization Status Message 2723

UNIDENTIFIED Synchronization Status Messages are disabled on this interface 2724

UNIDENTIFIED Primary Reference Source - Stratum 1 Traceable 2725

UNIDENTIFIED Synchronized - Traceability Unknown 2726

UNIDENTIFIED Stratum 2 Traceable 2727

UNIDENTIFIED Transit Node Clock Traceable 2728

UNIDENTIFIED Stratum 3E Traceable 2729

UNIDENTIFIED Stratum 3 Traceable 2730

UNIDENTIFIED SONET Minimum Clock Traceable 2731

UNIDENTIFIED Stratum 4 Traceable 2732

UNIDENTIFIED Do not Use for Synchronization 2733

UNIDENTIFIED Reserved for Network Synchronization Use 2734

UNIDENTIFIED Failure to Switch to protection - Path 2735

UNIDENTIFIED Manual Switch of working facility/equipment to Protection - 
Path

2736

UNIDENTIFIED Working facility/equipment forced to switch to protection unit 
- Path

2737

UNIDENTIFIED Lockout of Protection - Path 2738

UNIDENTIFIED Automatic UPSR switch caused by AIS 2739

UNIDENTIFIED Automatic UPSR switch caused by LOP 2740

UNIDENTIFIED Automatic UPSR switch caused by UNEQ 2741

UNIDENTIFIED Automatic UPSR switch caused by PDI 2742

UNIDENTIFIED Automatic UPSR switch caused by SFBER 2743

UNIDENTIFIED Automatic UPSR switch caused by SDBER 2744

UNIDENTIFIED DS3 Idle Condition 2745

UNIDENTIFIED DS1 loopback due to FEAC command 2746

UNIDENTIFIED DS1 loopback Command sent to Far End 2747

UNIDENTIFIED DS3 loopback due to FEAC command 2748

UNIDENTIFIED DS3 loopback Command sent to Far End 2749

UNIDENTIFIED DS2 loopback due to Far End Command 2750
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UNIDENTIFIED DS2 loopback Command sent to Far End 2751

ENV Far end AIS 2752

UNIDENTIFIED Far end Multiple DS1 LOS detected on DS3 2753

ENV Far end DS1 equipment fail nonservice affecting 2754

ENV Far end DS1 equipment fail service affecting 2755

ENV Far end Single Ds1 LOS 2756

ENV Far end DS3 equipment failure nonservice affecting 2757

ENV Far end DS3 equipment failure service affecting 2758

ENV Far end common equipment failure nonservice affecting 2759

UNIDENTIFIED Far end IDLE 2760

ENV Far end LOS 2761

ENV Far end LOF 2762

UNIDENTIFIED Performance Monitor Threshold Crossing Alert 2763

UNIDENTIFIED Ethernet Bridge is New Root of spanning tree 2764

UNIDENTIFIED Ethernet Bridge Topology Change 2765

UNIDENTIFIED BLSR tables resynchronized 2766

ENV System reboot 2767

UNIDENTIFIED Manual switch request on facility/equipment 2768

UNIDENTIFIED Forced switch request on facility/equipment 2769

UNIDENTIFIED Lockout switch request on facility/equipment 2770

UNIDENTIFIED RMON Histories and Alarms Reset Reboot 2771

UNIDENTIFIED RMON Alarm 2772

LOS Video Interface Card Loss of Video IF signal 2773

LOS VIC loss of Video Base Band Signal 2774

LOS VIC loss of Audio FM signal 2775

LOS VIC loss of audio base band channel 1 signal 2776

LOS VIC loss of audio base band channel 2 signal 2777

LOS VIC loss of audio base band channel 3 signal 2778

LOS VIC loss of audio base band channel 4 signal 2779

TIM STS path trace identifier mismatch 2780

ENV NE Power Failure at connector A 2781

ENV NE Power Failure at connector B 2782

UNIDENTIFIED Free memory on card very low 2783

UNIDENTIFIED Free memory on card almost zero 2784
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UNIDENTIFIED Exercise request on Ring 2785

UNIDENTIFIED Exercise request on Span 2786

UNIDENTIFIED Squelching - Path Level 2787

UNIDENTIFIED Extra Traffic Preempted 2788

UNIDENTIFIED Far End Lockout of working - Ring 2789

UNIDENTIFIED Far End Lockout of working - Span 2790

UNIDENTIFIED Far End Lockout of Protection - Ring 2791

UNIDENTIFIED Far End Lockout of Protection - All Spans 2792

UNIDENTIFIED Far End Working facility forced to switch to protect - Ring 2793

UNIDENTIFIED Far End Working facility forced to switch to protect - Span 2794

UNIDENTIFIED Far End Manual Switch of Working facility to Protect - Ring 2795

UNIDENTIFIED Far End Manual Switch of Working facility to Protect - Span 2796

UNIDENTIFIED Far End Exercise Ring 2797

UNIDENTIFIED Far End Exercise Span 2798

ENV Far End BER threshold passed for Signal Failure - Ring 2799

ENV Far End BER threshold passed for Signal Failure - Span 2800

ENV Far End BER threshold passed for Signal Degrade - Ring 2801

ENV Far End BER threshold passed for Signal Degrade - Span 2802

ENV APS Channel - Far End Protection Line Signal Degrade 2803

UNIDENTIFIED Ring Switch is active on the East Side 2804

UNIDENTIFIED Ring Switch is active on the West Side 2805

UNIDENTIFIED Span Switch is active on the East Side 2806

UNIDENTIFIED Span Switch is active on the West Side 2807

UNIDENTIFIED Unidirectional Full Pass Through is active 2808

UNIDENTIFIED Bidirectional Full Pass Through is active 2809

UNIDENTIFIED K Bytes Pass Through is active 2810

UNIDENTIFIED Ring is Segmented 2811

UNIDENTIFIED Ring Topology is under construction 2812

UNIDENTIFIED Lockout of Protection - All Spans 2813

UNIDENTIFIED Far end of fiber is provisioned with different ring ID 2814

UNIDENTIFIED Both ends of fiber provisioned as East, or both as West 2815

SECURITY_VIO
LATION

Security - invalid login (see Audit Trail) 2816

UNIDENTIFIED Autonomous messages inhibited 2817
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UNIDENTIFIED Traffic storm on LAN; LAN temporarily disabled 2818

UNIDENTIFIED REPT^DBCHG messages inhibited 2819

SECURITY_VIO
LATION

Security- user ID has expired 2820

EQPT Partial Fan Failure 2821

UNIDENTIFIED Force switch request on Ring 2822

UNIDENTIFIED Force switch request on Span 2823

UNIDENTIFIED Lockout switch request on Ring 2824

UNIDENTIFIED Lockout switch request on Span 2825

UNIDENTIFIED Manual switch request on Ring 2826

UNIDENTIFIED Manual switch request on Span 2827

EQPT Peer-to-Peer Slot communication failure 2828

EQPT Peer-to-Peer Slot communication failure 2829

EQPT TCC A to Shelf Slot communication failure 2830

EQPT TCC B to Shelf Slot communication failure 2831

EQPT Interconnection Equipment Failure - Working XC Payload Bus 2832

EQPT Interconnection Equipment Failure - Protect Payload Bus 2833

EQPT Inhibit Switch to Protect Request on equipment 2834

EQPT Inhibit Switch to Working Request on equipment 2835

BER_SD BER Threshold exceeded for Signal Degrade - Line 2836

BER_SD BER Threshold exceeded for Signal Degrade - Path 2837

BER_SF BER Threshold exceeded for Signal Failure - Line 2838

BER_SF BER Threshold exceeded for Signal Failure - Path 2839

UNIDENTIFIED Exercising Ring Successfully 2840

UNIDENTIFIED Exercising Span Successfully 2841

UNIDENTIFIED Span is in Wait To Restore state 2842

EQPT Peer Card Not Responding 2843

UNIDENTIFIED Exercise Request on Ring Failed 2844

UNIDENTIFIED Exercise Request on Span Failed 2845

UNIDENTIFIED Far End Lockout Of Protection - Span 2846

EQPT Manufacturing Data Memory (EEPROM) Failure 2847

EQPT Replaceable Equipment/Unit is Missing 2848

ENV Software Download Failure 2849

TIM TIM Regeneration Section - Trace Identifier Mismatch Failure 2850
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AIS AIS - Multiplex Section - Alarm Indication Signal 2851

RAI RFI - Multiplex Section - Remote Failure/Alarm Indication 2852

TIM TIM High Order- Trace Identifier Mismatch Failure 2853

AU_AIS AIS - Administration Unit - Alarm Indication Signal 2854

LOP LOP - Administration Unit - Loss of Pointer 2855

UNEQ SLMF - Unequipped High Order - Path Unequipped 2856

PLM SLMF - PLM High Order - Path Label Mismatch 2857

RAI RFI - High Order - Remote Failure/Alarm Indication 2858

LOP LOP - Tributary Unit - Loss of Pointer 2859

TU_AIS AIS - Tributary Unit - Alarm Indication Signal 2860

UNEQ SLMF - Unequipped Low Order - Path Unequipped 2861

PLM SLMF - PLM Low Order - Path Label Mismatch 2862

TIM TIM Low Order - Trace Identifier Mismatch Failure 2863

RAI RFI - Low Order - Remote Failure/Alarm Indication 2864

UNIDENTIFIED G811 - Primary Reference Clock traceable 2865

UNIDENTIFIED G812 - Transit Node Clock traceable 2866

UNIDENTIFIED G812 - Local Node Clock traceable 2867

UNIDENTIFIED G813 - Synchronous Equipment Timing Source traceable 2868

UNIDENTIFIED E1 loopback due to FEAC command 2869

UNIDENTIFIED E1 loopback command sent to Far End 2870

UNIDENTIFIED E3 loopback due to FEAC command 2871

ENV Far end multiple E1 LOS detected on E3 2872

ENV Far end E1 eqpt fail non service affecting 2873

ENV Far end E1 eqpt fail service affecting 2874

ENV Far end Single E1 LOS 2875

ENV Far end E3 eqpt fail service affecting 2876

UNIDENTIFIED E3 loopback command sent to far end 2877

ENV Far end E3 eqpt fail non service affecting 2878

ENV Low Volt - Battery A 2879

ENV High Volt - Battery A 2880

ENV Low Volt - Battery B 2881

ENV High Volt - Battery B 2882

UNIDENTIFIED Procedural Error - MS-SP Ring out of sync 2883

UNIDENTIFIED MS-SP Ring tables resynchronized 2884
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UNIDENTIFIED Automatic SNCP Switch caused by AIS 2885

UNIDENTIFIED Automatic SNCP Switch caused by LOP 2886

UNIDENTIFIED Automatic SNCP Switch caused by UNEQ 2887

UNIDENTIFIED Automatic SNCP Switch caused by PDI 2888

UNIDENTIFIED Automatic SNCP Switch caused by SFBER 2889

UNIDENTIFIED Automatic SNCP Switch caused by SDBER 2890

UNIDENTIFIED STM Concatenation error 2891

UNIDENTIFIED E3 Idle Condition 2892

FOP_APS Inconsistent APS code (MS-SPRing) 2893

FOP_APS Improper APS code (MS-SPRing) 2894

FOP_APS Node ID Mismatch (MS-SPRing) 2895

FOP_APS Default K Byte (MS-SPRing) 2896

FOP_APS Connection loss (MS-SPRing) 2897

UNIDENTIFIED SDH Minimum Clock Traceable 2898

UNIDENTIFIED SDH line is in Wait To Restore state 2899

UNIDENTIFIED Alarms Suppressed for Maintenance 2900

UNIDENTIFIED NA 2901

UNIDENTIFIED Synchronization Reference Frequency Out Of Bounds 2902

UNIDENTIFIED Ether tx excess flow ctrl 2903

UNIDENTIFIED Ether tx oversubscribed 2904

UNIDENTIFIED Transport layer failure 2905

UNIDENTIFIED Ether rx excess flow ctrl 2906

UNIDENTIFIED Ether rx over subscribed 2907

UNIDENTIFIED Ether tx underrun 2908

UNIDENTIFIED SNTP Host Failure 2909

UNIDENTIFIED DS3 Frame Format Mismatch 2910

UNIDENTIFIED Alarms/Events Suppressed For This Object 2911

BER_SD BER Threshold Exceeded For Signal Degrade - High Order 2912

BER_SF BER Threshold Exceeded For Signal Failure - High Order 2913

BER_SD BER Threshold Exceeded For Signal Degrade - Low Order 2914

BER_SF BER Threshold Exceeded For Signal Failure - Low Order 2915

UNIDENTIFIED Failure To Switch To Protection - High Order Path 2916

UNIDENTIFIED Failure To Switch To Protection - Low Order Path 2917

UNIDENTIFIED Card is in Wait To Restore state 2918
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A.4.7 CTM GateWay/CORBA Mapping— ONS 15327, ONS 15454 SONET, and 
ONS 15454 SDH R4.1 and R4.6

Table A-22 lists the CTM GateWay/CORBA mapping for the ONS 15327, ONS 15454 SONET, and 
ONS 15454 SDH R4.1 and R4.6.

ENV Extreme High Volt - Battery A. 2919

ENV Extreme Low Volt - Battery A. 2920

ENV Extreme High Volt - Battery B. 2921

ENV Extreme Low Volt - Battery B. 2922

UNIDENTIFIED Switching Matrix Module Failure 2923

UNIDENTIFIED Signaling Unable to setup circuit 2924

UNIDENTIFIED RSVP Hello FSM to Neighbor down 2925

UNIDENTIFIED LMP Hello FSM to Control Channel down 2926

UNIDENTIFIED LMP neighbor discovery has failed 2927

UNIDENTIFIED Unauthorized incoming signaling request 2928

UNIDENTIFIED Signaled circuit going down 2929

UNIDENTIFIED Autonomous PM Report Message Inhibited 2930

EQPT I/O Slot To XCON Communication Failure 2931

UNIDENTIFIED Forced Switch To Primary Reference 2932

UNIDENTIFIED Forced Switch To Second Reference 2933

UNIDENTIFIED Forced Switch to Third Reference 2934

UNIDENTIFIED Forced Switch To Internal Clock 2935

Table A-21 CTM GateWay/CORBA Mapping for the ONS 15327 R3.4.1 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 

15454 SDH R4.1 and R4.6

TMF Mapping NE Native probable cause

CTM Internal 
Index (Not 
reported in the 
notification)

UNIDENTIFIED Normal Condition 25000

ENV Failure detected External to the NE 25001

ENV External Error 25002

UNIDENTIFIED Excessive Switching 25003

UNIDENTIFIED Incoming Failure Condition 25004
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AIS Alarm Indication Signal 25005

AIS Alarm Indication Signal - Line 25006

AIS Alarm Indication Signal - Path 25007

FOP_APS APS Channel Failure 25008

FOP_APS Byte Failure 25009

FOP_APS Protection Switching Channel Match failure 25010

FOP_APS Automatic Protection Switch Mode Mismatch 25011

FOP_APS Far End Protection Line Failure 25012

UNIDENTIFIED Bipolar Violation 25013

UNIDENTIFIED Carrier Loss on the LAN 25014

UNIDENTIFIED STS Concatenation Error 25015

UNIDENTIFIED Excess Collisions On the LAN 25016

UNIDENTIFIED Facility failure 25017

UNIDENTIFIED Far End Block Error 25018

LOF Loss of Frame 25019

LOP Loss of Pointer 25020

LOP Loss of Pointer - Path 25021

LOS Loss of Signal 25022

UNIDENTIFIED Out of Frame 25023

UNIDENTIFIED Path Selector failure 25024

RAI Remote Alarm Indication 25025

RAI Remote Failure Indication 25026

RAI Remote Failure Indication - Line 25027

RAI Remote Failure Indication - Path 25028

BER_SD Signal Degrade 25029

UNIDENTIFIED Severely Errored Frame 25030

UNIDENTIFIED Invalid Alarm 25031

BER_SF Signal Failure 25032

UNIDENTIFIED Signal Label Mismatch Failures 25033

UNIDENTIFIED Payload Defect Indication 25034

UNIDENTIFIED Payload Defect Indication - Path 25035

PLM Payload Label Mismatch - Path 25036

UNEQ Unequipped - Path 25037

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 

15454 SDH R4.1 and R4.6 (continued)

TMF Mapping NE Native probable cause

CTM Internal 
Index (Not 
reported in the 
notification)
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UNIDENTIFIED Loss Of Synchronization 25038

UNIDENTIFIED Out Of Synchronization 25039

UNIDENTIFIED Primary Synchronization Reference Failure 25040

UNIDENTIFIED Secondary Synchronization Reference Failure 25041

UNIDENTIFIED Third Synchronization Reference Failure 25042

UNIDENTIFIED Fourth Synchronization Reference Failure 25043

UNIDENTIFIED Fifth Synchronization Reference Failure 25044

UNIDENTIFIED Sixth Synchronization Reference Failure 25045

UNIDENTIFIED Outgoing Failure Condition 25046

RAI Remote Defect Indication - Line 25047

RAI Remote Defect Indication - Path 25048

UNIDENTIFIED Free Running Synchronization Mode 25049

UNIDENTIFIED Holdover Synchronization mode 25050

EQPT Internal Fault 25051

UNIDENTIFIED Internal Error 25052

UNIDENTIFIED Internal Message Error 25053

UNIDENTIFIED Mismatch Of Equipment And Attributes 25054

UNIDENTIFIED Watchdog Timer Timeout 25055

ENV Software Fault or Failure 25056

ENV Software Fault - Data Integrity Fault 25057

UNIDENTIFIED Program Failure 25058

EQPT Control Equipment Failure 25059

EQPT Control Processor Failure 25060

EQPT Working Memory Failure 25061

EQPT Interconnection Equipment Failure 25062

EQPT Time Slot Interchange Equipment Failure 25063

EQPT Equipment Failure 25064

EQPT High Temperature 25065

EQPT Facility Termination Equipment Failure 25066

EQPT Automatic Laser Shutdown 25067

UNIDENTIFIED Failure To Release From Protection 25068

EQPT Receiver Failure 25069

EQPT Transmit Failure 25070

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 

15454 SDH R4.1 and R4.6 (continued)

TMF Mapping NE Native probable cause

CTM Internal 
Index (Not 
reported in the 
notification)
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UNIDENTIFIED Failure To Switch To Protection 25071

UNIDENTIFIED Equipment Unit Plug-In 25072

UNIDENTIFIED Internal Power Failure 25073

UNIDENTIFIED Fuse Alarm 25074

UNIDENTIFIED Synchronization Unit Failure 25075

UNIDENTIFIED Synchronization Switching Equipment Failure 25076

EQPT Equipment Unit Un-plugged 25077

EQPT Manually Caused Abnormal Condition 25078

UNIDENTIFIED Manual Alarm Cutoff 25079

UNIDENTIFIED Procedural Error 25080

EQPT Improper Removal 25081

UNIDENTIFIED Protection unit Not Available 25082

UNIDENTIFIED Protection Switch 25083

UNIDENTIFIED Recovery Or Service Protection Action Has Been Initiated 25084

UNIDENTIFIED Automatic system Reset 25085

UNIDENTIFIED Cold Restart 25086

UNIDENTIFIED Forced Switch Back To Working 25087

UNIDENTIFIED Forced Switch to Protection 25088

UNIDENTIFIED Initialization Initiated 25089

UNIDENTIFIED Lockout of Protection 25090

UNIDENTIFIED Lockout of Working 25091

UNIDENTIFIED Manual System Reset 25092

UNIDENTIFIED Manual Switch To Internal Clock 25093

UNIDENTIFIED Manual Switch To Primary Reference 25094

UNIDENTIFIED Manual Switch To Second Reference 25095

UNIDENTIFIED Manual Switch To Third Reference 25096

UNIDENTIFIED Manual Switch To Fourth Reference 25097

UNIDENTIFIED Manual Switch To Fifth Reference 25098

UNIDENTIFIED Manual Switch To Sixth Reference 25099

UNIDENTIFIED Manual Switch Back To Working 25100

UNIDENTIFIED Manual Switch to Protection 25101

UNIDENTIFIED Powerfail Restart 25102

UNIDENTIFIED Software Download In Progress 25103

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 

15454 SDH R4.1 and R4.6 (continued)

TMF Mapping NE Native probable cause

CTM Internal 
Index (Not 
reported in the 
notification)
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UNIDENTIFIED Switch To Internal Clock 25104

UNIDENTIFIED Switch To Primary Reference 25105

UNIDENTIFIED Switch To Second Reference 25106

UNIDENTIFIED Switch To Third Reference 25107

UNIDENTIFIED Switch To Fourth Reference 25108

UNIDENTIFIED Switch To Fifth Reference 25109

UNIDENTIFIED Switch To Sixth Reference 25110

UNIDENTIFIED Switched Back to Working 25111

UNIDENTIFIED Switched To Protection 25112

UNIDENTIFIED Warm Restart 25113

UNIDENTIFIED Ring is in Wait To Restore state 25114

EQPT Primary Nonvolatile Backup Memory Failure 25115

EQPT Secondary Nonvolatile Backup Memory Failure 25116

EQPT Control Bus Failure 25117

EQPT Control Communications Equipment Failure 25118

UNIDENTIFIED Loopback 25119

UNIDENTIFIED Loopback, Network 25120

UNIDENTIFIED Loopback, Terminal 25121

EQPT Fan Failure 25122

DCC_FAILURE SDCC Termination Failure 25123

UNIDENTIFIED Loopback Facility 25124

EQPT Payload Bus Failure To I/O Slot 1(XCON Slot 8) 25125

EQPT Payload Bus Failure To I/O Slot 2(XCON Slot 8) 25126

EQPT Payload Bus Failure To I/O Slot 3(XCON Slot 8) 25127

EQPT Payload Bus Failure To I/O Slot 4(XCON Slot 8) 25128

EQPT Payload Bus Failure To I/O Slot 5(XCON Slot 8) 25129

EQPT Payload Bus Failure To I/O Slot 6(XCON Slot 8) 25130

EQPT Payload Bus Failure To I/O Slot 12(XCON Slot 8) 25131

EQPT Payload Bus Failure To I/O Slot 13(XCON Slot 8) 25132

EQPT Payload Bus Failure To I/O Slot 14(XCON Slot 8) 25133

EQPT Payload Bus Failure To I/O Slot 15(XCON Slot 8) 25134

EQPT Payload Bus Failure To I/O Slot 16(XCON Slot 8) 25135

EQPT Payload Bus Failure To I/O Slot 17(XCON Slot 8) 25136

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 

15454 SDH R4.1 and R4.6 (continued)

TMF Mapping NE Native probable cause

CTM Internal 
Index (Not 
reported in the 
notification)
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EQPT Payload Bus Failure To I/O Slot 1(XCON Slot 10) 25137

EQPT Payload Bus Failure To I/O Slot 2(XCON Slot 10) 25138

EQPT Payload Bus Failure To I/O Slot 3(XCON Slot 10) 25139

EQPT Payload Bus Failure To I/O Slot 4(XCON Slot 10) 25140

EQPT Payload Bus Failure To I/O Slot 5(XCON Slot 10) 25141

EQPT Payload Bus Failure To I/O Slot 6(XCON Slot 10) 25142

EQPT Payload Bus Failure To I/O Slot 12(XCON Slot 10) 25143

EQPT Payload Bus Failure To I/O Slot 13(XCON Slot 10) 25144

EQPT Payload Bus Failure To I/O Slot14(XCON Slot 10) 25145

EQPT Payload Bus Failure To I/O Slot15(XCON Slot 10) 25146

EQPT Payload Bus Failure To I/O Slot16(XCON Slot 10) 25147

EQPT Payload Bus Failure To I/O Slot17(XCON Slot 10) 25148

EQPT Control Bus 1 Failure 25149

EQPT Control Bus 2 Failure 25150

EQPT Invalid MAC Address 25151

EQPT Board Failure 25152

EQPT Diagnostics Failure 25153

EQPT Medium Access Control Failure 25154

UNIDENTIFIED Duplicate Node ID 25155

UNIDENTIFIED Failure To Switch To Protection - Ring 25156

UNIDENTIFIED Failure To Switch To Protection - Span 25157

UNIDENTIFIED Manual Switch Back To Working - Ring 25158

UNIDENTIFIED Manual Switch Back To Working - Span 25159

UNIDENTIFIED Manual Switch To Protection - Ring 25160

UNIDENTIFIED Manual Switch To Protection - Span 25161

UNIDENTIFIED Forced Switch Back To Working - Ring 25162

UNIDENTIFIED Forced Switch Back To Working - Span 25163

UNIDENTIFIED Forced Switch To Protection - Ring 25164

UNIDENTIFIED Forced Switch To Protection - Span 25165

UNIDENTIFIED Lockout Of Protection - Ring 25166

UNIDENTIFIED Lockout Of Protection - Span 25167

UNIDENTIFIED Lockout Of working - Ring 25168

UNIDENTIFIED Lockout Of working - Span 25169

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 

15454 SDH R4.1 and R4.6 (continued)

TMF Mapping NE Native probable cause

CTM Internal 
Index (Not 
reported in the 
notification)
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UNIDENTIFIED Ring Is Squelching Traffic 25170

FOP_APS Inconsistent APS Code 25171

FOP_APS Node ID Mismatch 25172

FOP_APS Default K Byte 25173

FOP_APS Connection Loss 25174

EQPT TCC A To Shelf Slot 1 (DROP 1) Communication Failure 25175

EQPT TCC A To Shelf Slot 2 (DROP 2) Communication Failure 25176

EQPT TCC A To Shelf Slot 3 (DROP 3) Communication Failure 25177

EQPT TCC A to Shelf Slot 4 (DROP 4) Communication Failure 25178

EQPT TCC A To Shelf Slot 5 (TRUNK 1) Communication Failure 25179

EQPT TCC A To Shelf Slot 6 (TRUNK 2) Communication Failure 25180

EQPT TCC A To Shelf Slot 7 (TCC A) Communication Failure 25181

EQPT TCC A To Shelf Slot 8 (XCON A) Communication Failure 25182

EQPT TCC A To Shelf Slot 9 (AIC) Communication Failure 25183

EQPT TCC A To Shelf Slot 10 (XCON B) Communication Failure 25184

EQPT TCC A To Shelf Slot 11 (TCC B) Communication Failure 25185

EQPT TCC A To Shelf Slot 12 (TRUNK 3) Communication Failure 25186

EQPT TCC A To Shelf Slot 13 (TRUNK 4) Communication Failure 25187

EQPT TCC A To Shelf Slot 14 (DROP 5) Communication Failure 25188

EQPT TCC A To Shelf Slot 15 (DROP 6) Communication Failure 25189

EQPT TCC A To Shelf Slot 16 (DROP 7) Communication Failure 25190

EQPT TCC A To Shelf Slot 17 (DROP 8) Communication Failure 25191

EQPT TCC A To DCC A Processor Communication Failure 25192

EQPT TCC B To Shelf Slot 1 (DROP 1) Communication Failure 25193

EQPT TCC B To Shelf Slot 2 (DROP 2) Communication Failure 25194

EQPT TCC B To Shelf Slot 3 (DROP 3) Communication Failure 25195

EQPT TCC B To Shelf Slot 4 (DROP 4) Communication Failure 25196

EQPT TCC B To Shelf Slot 5 (TRUNK 1) Communication Failure 25197

EQPT TCC B To Shelf Slot 6 (TRUNK 2) Communication Failure 25198

EQPT TCC B To Shelf Slot 7 (TCC A) Communication Failure 25199

EQPT TCC B To Shelf Slot 8 (XCON A) Communication Failure 25200

EQPT TCC B To Shelf Slot 9 (AIC) Communication Failure 25201

EQPT TCC B To Shelf Slot 10 (XCON B) Communication Failure 25202

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 

15454 SDH R4.1 and R4.6 (continued)
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CTM Internal 
Index (Not 
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EQPT TCC B To Shelf Slot 11 (TCC B) Communication Failure 25203

EQPT TCC B To Shelf Slot 12 (TRUNK 3) Communication Failure 25204

EQPT TCC B To Shelf Slot 13 (TRUNK 4) Communication Failure 25205

EQPT TCC B To Shelf Slot 14 (DROP 5) Communication Failure 25206

EQPT TCC B To Shelf Slot 15 (DROP 6) Communication Failure 25207

EQPT TCC B To Shelf Slot 16 (DROP 7) Communication Failure 25208

EQPT TCC B To Shelf Slot 17 (DROP 8) Communication Failure 25209

EQPT TCC B To DCC B Processor Communication Failure 25210

UNIDENTIFIED Fast Start Synchronization Mode 25211

FOP_APS Improper APS Code 25212

UNIDENTIFIED BLSR Out Of Sync 25213

AIS Alarm Indication Signal - VT 25214

RAI Remote Failure Indication - VT 25215

PLM Signal Label Mismatch Failure - Payload Label Mismatch - 
VT

25216

UNEQ Signal Label Mismatch Failure - Unequipped - VT 25217

UNIDENTIFIED Peer State Mismatch 25218

EQPT Facility Termination Equipment - Receiver Missing 25219

EQPT Facility Termination Equipment - Transmitter Missing 25220

LOP Loss Of Pointer - VT 25221

UNIDENTIFIED Embedded Operations Channel Failure - Link Down 25222

UNIDENTIFIED Failed to Receive Synchronization Status Message 25223

UNIDENTIFIED Synchronization Status Messages Are Disabled On This 
Interface

25224

UNIDENTIFIED Primary Reference Source - Stratum 1 Traceable 25225

UNIDENTIFIED Synchronized - Traceability Unknown 25226

UNIDENTIFIED Stratum 2 Traceable 25227

UNIDENTIFIED Transit Node Clock Traceable 25228

UNIDENTIFIED Stratum 3E Traceable 25229

UNIDENTIFIED Stratum 3 Traceable 25230

UNIDENTIFIED SONET Minimum Clock Traceable 25231

UNIDENTIFIED Stratum 4 Traceable 25232

UNIDENTIFIED Do Not Use For Synchronization 25233

UNIDENTIFIED Reserved For Network Synchronization Use 25234

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 

15454 SDH R4.1 and R4.6 (continued)
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CTM Internal 
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UNIDENTIFIED Failure To Switch To protection - Path 25235

UNIDENTIFIED Manual Switch Of Working Facility - Equipment To 
Protection - Path

25236

UNIDENTIFIED Working Facility - Equipment Forced To Switch To 
Protection - Path

25237

UNIDENTIFIED Lockout Of Protection - Path 25238

UNIDENTIFIED Automatic UPSR Switch Caused By AIS 25239

UNIDENTIFIED Automatic UPSR Switch Caused By LOP 25240

UNIDENTIFIED Automatic UPSR Switch Caused By UNEQ 25241

UNIDENTIFIED Automatic UPSR Switch Caused By PDI 25242

UNIDENTIFIED Automatic UPSR Switch Caused By SFBER 25243

UNIDENTIFIED Automatic UPSR Switch Caused By SDBER 25244

UNIDENTIFIED DS3 Idle Condition 25245

UNIDENTIFIED DS1 Loopback Due To FEAC Command 25246

UNIDENTIFIED DS1 Loopback Command Sent To Far End 25247

UNIDENTIFIED DS3 Loopback Due to FEAC command 25248

UNIDENTIFIED DS3 Loopback Command Sent To Far End 25249

UNIDENTIFIED DS2 Loopback Due To Far End Command 25250

UNIDENTIFIED DS2 Loopback Command Sent To Far End 25251

ENV Far End AIS 25252

UNIDENTIFIED Far End Multiple DS1 LOS Detected On DS3 25253

ENV Far End DS1 Equipment Failure - Non Service Affecting 25254

ENV Far End DS1 Equipment Failure - Service Affecting 25255

ENV Far End Single DS1 LOS 25256

ENV Far End DS3 Equipment Failure - Non Service Affecting 25257

ENV Far End DS3 Equipment Failure - Service Affecting 25258

ENV Far End Common Equipment Failure - Non Service 
Affecting

25259

UNIDENTIFIED Far End IDLE 25260

ENV Far End LOS 25261

ENV Far End LOF 25262

UNIDENTIFIED Performance Monitor Threshold Crossing Alert 25263

UNIDENTIFIED Ethernet Bridge Is New Root Of Spanning Tree 25264

UNIDENTIFIED Ethernet Bridge Topology Change 25265

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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UNIDENTIFIED BLSR Tables Resynchronized 25266

ENV System Reboot 25267

UNIDENTIFIED Manual Switch Request on Facility - Equipment 25268

UNIDENTIFIED Forced Switch Request on Facility Or Equipment 25269

UNIDENTIFIED Lockout Switch Request on Facility - Equipment 25270

UNIDENTIFIED RMON Histories And Alarms Reset Reboot 25271

UNIDENTIFIED RMON Alarm 25272

LOS Video Interface Card Loss Of Video IF Signal 25273

LOS VIC Loss Of Video Base Band Signal 25274

LOS VIC Loss Of Audio FM Signal 25275

LOS VIC Loss Of Audio Base Band Channel 1 Signal 25276

LOS VIC Loss Of Audio Base Band Channel 2 Signal 25277

LOS VIC Loss Of Audio Base Band Channel 3 Signal 25278

LOS VIC Loss Of Audio Base Band Channel 4 Signal 25279

TIM STS Path Trace Identifier Mismatch 25280

ENV NE Power Failure At Connector A 25281

ENV NE Power Failure At Connector B 25282

UNIDENTIFIED Free Memory On Card Very Low 25283

UNIDENTIFIED Free Memory On Card Near Zero 25284

UNIDENTIFIED Exercise Request on Ring 25285

UNIDENTIFIED Exercise Request on Span 25286

UNIDENTIFIED Squelching Path 25287

UNIDENTIFIED Extra Traffic Preempted 25288

UNIDENTIFIED Far End Lockout Of Working - Ring 25289

UNIDENTIFIED Far End Lockout Of Working - Span 25290

UNIDENTIFIED Far End Lockout Of Protection - Ring 25291

UNIDENTIFIED Far End Lockout Of Protection - All Spans 25292

UNIDENTIFIED Far End Working Facility Forced To Switch To Protection - 
Ring

25293

UNIDENTIFIED Far End Working facility Forced To Switch To Protection - 
Span

25294

UNIDENTIFIED Far End Manual Switch Of Working Facility To Protection- 
Ring

25295

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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UNIDENTIFIED Far End Manual Switch Of Working Facility To Protection- 
Span

25296

UNIDENTIFIED Far End Exercising Ring 25297

UNIDENTIFIED Far End Exercising Span 25298

ENV Far End BER Threshold Passed For Signal Failure - Ring 25299

ENV Far End BER Threshold Passed For Signal Failure - Span 25300

ENV Far End BER Threshold Passed For Signal Degrade - Ring 25301

ENV Far End BER Threshold Passed For Signal Degrade - Span 25302

ENV APS Channel - Far End Protection Line Signal Degrade 25303

UNIDENTIFIED Ring Switch Is Active On The East Side 25304

UNIDENTIFIED Ring Switch Is Active On The West Side 25305

UNIDENTIFIED Span Switch Is Active On The East Side 25306

UNIDENTIFIED Span Switch Is Active On The West Side 25307

UNIDENTIFIED Unidirectional Full Pass Through Is Active 25308

UNIDENTIFIED Bidirectional Full Pass Through Is Active 25309

UNIDENTIFIED K Bytes Pass Through Is Active 25310

UNIDENTIFIED Ring Is Segmented 25311

UNIDENTIFIED Ring Topology Is Under Construction 25312

UNIDENTIFIED Lockout Of Protection - All Spans 25313

UNIDENTIFIED Far End Of Fiber Is Provisioned With Different Ring ID 25314

UNIDENTIFIED Both Ends Of Fiber Provisioned As East Or Both as West 25315

SECURITY_VIOLATI
ON

Security- Invalid login - See Audit Trail 25316

UNIDENTIFIED Autonomous Messages Inhibited 25317

UNIDENTIFIED Traffic Storm On LAN. LAN Temporarily Disabled 25318

UNIDENTIFIED REPT^DBCHG Messages Inhibited 25319

SECURITY_VIOLATI
ON

Security- User ID Has Expired 25320

EQPT Partial Fan Failure 25321

UNIDENTIFIED Force Switch Request On Ring 25322

UNIDENTIFIED Force Switch Request On Span 25323

UNIDENTIFIED Lockout Switch Request On Ring 25324

UNIDENTIFIED Lockout Switch Request On Span 25325

UNIDENTIFIED Manual Switch Request On Ring 25326

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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UNIDENTIFIED Manual Switch Request On Span 25327

EQPT Peer To Peer Slot Communication Failure 25328

EQPT Peer To Peer Slot Communication Failure 25329

EQPT TCC A To Shelf Slot Communication Failure 25330

EQPT TCC B To Shelf Slot Communication Failure 25331

EQPT Interconnection Equipment Failure - Working XC Payload 
Bus

25332

EQPT Interconnection Equipment Failure - Protect XC Payload 
Bus

25333

EQPT Inhibit Switch To Protect Request On Equipment 25334

EQPT Inhibit Switch To Working Request On Equipment 25335

BER_SD BER Threshold Exceeded For Signal Degrade - Line 25336

BER_SD BER Threshold Exceeded For Signal Degrade - Path 25337

BER_SF BER Threshold Exceeded For Signal Failure - Line 25338

BER_SF BER Threshold Exceeded For Signal Failure - Path 25339

UNIDENTIFIED Exercising Ring Successfully 25340

UNIDENTIFIED Exercising Span Successfully 25341

UNIDENTIFIED Span is in Wait To Restore state 25342

EQPT Peer Card Not Responding 25343

UNIDENTIFIED Exercise Request on Ring Failed 25344

UNIDENTIFIED Exercise Request on Span Failed 25345

UNIDENTIFIED Far End Lockout Of Protection - Span 25346

EQPT Manufacturing Data Memory (EEPROM) Failure 25347

EQPT Replaceable Equipment/Unit is Missing 25348

ENV Software Download Failure 25349

TIM TIM Section - Trace Identifier Mismatch Failure 25350

AIS AIS - Multiplex Section - Alarm Indication Signal 25351

RAI RFI - Multiplex Section - Remote Failure/Alarm Indication 25352

TIM TIM High Order- Trace Identifier Mismatch Failure 25353

AU_AIS AIS - Administration Unit - Alarm Indication Signal 25354

LOP LOP - Administration Unit - Loss of Pointer 25355

UNEQ SLMF - Unequipped High Order - Path Unequipped 25356

PLM SLMF - PLM High Order - Path Label Mismatch 25357

RAI RFI - High Order - Remote Failure/Alarm Indication 25358

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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LOP LOP - Tributary Unit - Loss of Pointer 25359

TU-AIS AIS - Tributary Unit - Alarm Indication Signal 25360

UNEQ SLMF - Unequipped Low Order - Path Unequipped 25361

PLM SLMF - PLM Low Order - Path Label Mismatch 25362

TIM TIM Low Order - Trace Identifier Mismatch Failure 25363

RAI RFI - Low Order - Remote Failure/Alarm Indication 25364

UNIDENTIFIED G811 - Primary Reference Clock traceable 25365

UNIDENTIFIED G812 - Transit Node Clock traceable 25366

UNIDENTIFIED G812 - Local Node Clock traceable 25367

UNIDENTIFIED G813 - Synchronous Equipment Timing Source traceable 25368

UNIDENTIFIED E1 loopback due to FEAC command 25369

UNIDENTIFIED E1 loopback command sent to Far End 25370

UNIDENTIFIED E3 loopback due to FEAC command 25371

ENV Far end multiple E1 LOS detected on E3 25372

ENV Far end E1 eqpt fail non service affecting 25373

ENV Far end E1 eqpt fail service affecting 25374

ENV Far end Single E1 LOS 25375

ENV Far end E3 eqpt fail service affecting 25376

UNIDENTIFIED E3 loopback command sent to far end 25377

ENV Far end E3 eqpt fail non service affecting 25378

ENV Low Volt - Battery A 25379

ENV High Volt - Battery A 25380

ENV Low Volt - Battery B 25381

ENV High Volt - Battery B 25382

UNIDENTIFIED Procedural Error - MS-SP Ring out of sync 25383

UNIDENTIFIED MS-SP Ring tables resynchronized 25384

UNIDENTIFIED Automatic SNCP Switch caused by AIS 25385

UNIDENTIFIED Automatic SNCP Switch caused by LOP 25386

UNIDENTIFIED Automatic SNCP Switch caused by UNEQ 25387

UNIDENTIFIED Automatic SNCP Switch caused by PDI 25388

UNIDENTIFIED Automatic SNCP Switch caused by SFBER 25389

UNIDENTIFIED Automatic SNCP Switch caused by SDBER 25390

UNIDENTIFIED STM Concatenation error 25391

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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UNIDENTIFIED E3 Idle Condition 25392

UNIDENTIFIED Ios Config Copy Failed 25393

UNIDENTIFIED Ios Config Copy In Progress 25394

UNIDENTIFIED Alarms Suppressed By User Command 25399

UNIDENTIFIED Alarms Suppressed for Maintenance 25400

UNIDENTIFIED NA 25401

UNIDENTIFIED Synchronization Reference Frequency Out Of Bounds 25402

UNIDENTIFIED Ether tx excess flow ctrl 25403

UNIDENTIFIED Ether tx oversubscribed 25404

UNIDENTIFIED Transport layer failure 25405

UNIDENTIFIED Ether rx excess flow ctrl 25406

UNIDENTIFIED Ether rx over subscribed 25407

UNIDENTIFIED Ether tx underrun 25408

UNIDENTIFIED SNTP Host Failure 25409

UNIDENTIFIED DS3 Frame Format Mismatch 25410

UNIDENTIFIED Alarms/Events Suppressed For This Object 25411

BER_SD BER Threshold Exceeded For Signal Degrade - High Order 25412

BER_SF BER Threshold Exceeded For Signal Failure - High Order 25413

BER_SD BER Threshold Exceeded For Signal Degrade - Low Order 25414

BER_SF BER Threshold Exceeded For Signal Failure - Low Order 25415

UNIDENTIFIED Failure To Switch To Protection - High Order Path 25416

UNIDENTIFIED Failure To Switch To Protection - Low Order Path 25417

UNIDENTIFIED Wait To Restore 25418

ENV Extreme High Volt - Battery A. 25419

ENV Extreme Low Volt - Battery A. 25420

ENV Extreme High Volt - Battery B. 25421

ENV Extreme Low Volt - Battery B. 25422

UNIDENTIFIED Switching Matrix Module Failure 25423

UNIDENTIFIED Signaling Unable to setup circuit 25424

UNIDENTIFIED RSVP Hello FSM to Neighbor down 25425

UNIDENTIFIED LMP Hello FSM to Control Channel down 25426

UNIDENTIFIED LMP Neighbor Discovery has failed 25427

UNIDENTIFIED Unauthorized incoming signaling request 25428

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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UNIDENTIFIED Signaled circuit going down 25429

UNIDENTIFIED Autonomous PM Report Message Inhibited 25430

EQPT I/O Slot To XCON Communication Failure 25431

UNIDENTIFIED Forced Switch To Primary Reference 25432

UNIDENTIFIED Forced Switch To Second Reference 25433

UNIDENTIFIED Forced Switch To Third Reference 25434

UNIDENTIFIED Forced Switch To Internal Clock 25435

LOM LOF - Administration Unit - Loss of Multi Frame 25436

UNIDENTIFIED Admin Logout of User 25438

UNIDENTIFIED User Locked Out 25439

UNIDENTIFIED Admin Lockout of User 25440

UNIDENTIFIED Admin Lockout Clear 25441

SECURITY_VIOLATI
ON

Security- Invalid Login - Username - See Audit Log 25442

SECURITY_VIOLATI
ON

Security- Invalid Login - Password - See Audit Log 25443

SECURITY_VIOLATI
ON

Security- Invalid Login - Locked Out - See Audit Log 25444

SECURITY_VIOLATI
ON

Security- Invalid Login - Already Logged On - See Audit 
Log

25445

UNIDENTIFIED Login of User 25446

UNIDENTIFIED Automatic Logout of IdleUser 25447

UNIDENTIFIED Logout of User 25448

UNIDENTIFIED Cross-connect Loopback 25451

UNIDENTIFIED Error in Startup Config 25454

UNIDENTIFIED No Startup Config 25455

EQPT Laser Approaching End of Life 25456

UNIDENTIFIED Database Backup Failed 25457

UNIDENTIFIED Database Restore Failed 25458

UNIDENTIFIED 8B10B Out of Sync 25459

AIS ODUk- Alarm Indication Signal 25460

AIS OTUk- Alarm Indication Signal 25461

UNIDENTIFIED OTUk- Backward Defect Indicator 25462

UNIDENTIFIED ODUk- Backward Defect Indicator 25463

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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UNIDENTIFIED FEC Uncorrected Word 25464

UNIDENTIFIED GCC Embedded Operation Channel Failure 25465

UNIDENTIFIED OTUk- Incoming Alignment Error 25466

UNIDENTIFIED ODUk- Locked Defect - PM 25467

LOM Loss of Multiframe 25468

UNIDENTIFIED ODUk- Open Connection Indication 25469

PLM Payload Type Identifier Mismatch 25470

TIM ODUk- Trail Trace Identifier Mismatch 25471

TIM OTUk- Trail Trace Identifier Mismatch 25472

EQPT Equipment High Laser Bias 25473

EQPT Equipment High Laser Temp 25474

EQPT Equipment High Laser Peltier 25475

EQPT Equipment High Rx power 25476

EQPT Equipment High Tx power 25477

EQPT Equipment High Rx temperature 25478

EQPT Equipment Low Rx temperature 25479

EQPT Equipment High Transceiver voltage 25480

EQPT Equipment Low Laser Bias 25481

EQPT Equipment Low Laser Temp 25482

EQPT Equipment Low Laser Peltier 25483

EQPT Equipment Low Rx power 25484

EQPT Equipment Low Tx power 25485

EQPT Equipment Low Transceiver voltage 25486

EQPT Equipment Rx Locked 25487

EQPT Equipment Squelched 25488

EQPT Equipment Tx Locked 25489

BER_SF OTU Signal Failure 25490

BER_SF ODUk- Signal Failure 25491

BER_SD OTUk Signal Degrade 25492

BER_SD ODUk- Signal Degrade 25493

UNIDENTIFIED Pluggable Port missing 25494

UNIDENTIFIED Pluggable Port rate mismatch 25495

SECURITY_VIOLATI
ON

Pluggable Port security code mismatch 25496

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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UNIDENTIFIED Tci not selected 25497

UNIDENTIFIED Tci 1 Clock Failure 25498

UNIDENTIFIED ODUk- Backward Defect Indicator 25499

UNIDENTIFIED ODUk- Backward Defect Indicator 25500

UNIDENTIFIED ODUk- Backward Defect Indicator 25501

UNIDENTIFIED ODUk- Open Connection Indication 25504

UNIDENTIFIED ODUk- Locked Defect – TCM2 25505

AIS ODUk- Alarm Indication Signal 25506

TIM ODUk- Trail Trace Identifier Mismatch 25507

BER_SD ODUk- Signal Degrade – TCM2 25508

BER_SF ODUk- Signal Failure – TCM2 25509

UNIDENTIFIED ODUk- Open Connection Indication 25510

UNIDENTIFIED ODUk- Locked Defect – TCM1 25511

AIS ODUk- Alarm Indication Signal 25512

TIM ODUk- Trail Trace Identifier Mismatch 25513

BER_SD ODUk- Signal Degrade – TCM1 25514

BER_SF ODUk- Signal Failure – TCM1 25515

LOF OTUk- Loss Of Frame 25516

UNIDENTIFIED Tci 2 Clock Failure 25517

UNIDENTIFIED Audit Log 80 Percent Full 25518

UNIDENTIFIED Module Communication Failure 25519

UNIDENTIFIED Need to Save Running Config 25520

UNIDENTIFIED Audit Log 100 Percent Full - Oldest records will be lost 25521

UNIDENTIFIED Standby Database Out of Sync 25522

EQPT Redundant Power Capability Lost 25523

EQPT Equipment Wavelength Mismatch 25524

UNIDENTIFIED DSP Communication Failure 25525

UNIDENTIFIED DSP Failure 25526

UNIDENTIFIED Loss of Channel 25527

UNIDENTIFIED FEC Mismatch 25528

UNIDENTIFIED LAN Connection Polarity Reversed 25529

UNIDENTIFIED Enhanced Remote Failure Indication – Path – Server 25530

UNIDENTIFIED Enhanced Remote Failure Indication – Path – Connectivity 25531

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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UNIDENTIFIED Enhanced Remote Failure Indication – Path – Payload 25532

SECURITY_VIOLATI
ON

Security Violation Detected 25533

SECURITY_VIOLATI
ON

Security Intrusion Attempt Detected - See Audit Log 25534 

EQPT Variable Optical Attenuator Degrade Low 25536 

EQPT Variable Optical Attenuator Degrade High 25537 

EQPT Variable Optical Attenuator Failure Low 25538 

EQPT Variable Optical Attenuator Failure High 25539 

EQPT Laser Bias Degrade 25540 

EQPT Laser Bias Failure 25541 

EQPT Laser Temperature Degrade 25542 

EQPT Optical Amplifier Gain Degrade Low 25543 

EQPT Optical Amplifier Gain Degrade High 25544 

EQPT Optical Amplifier Gain Failure Low 25545 

EQPT Optical Amplifier Gain Failure High 25546 

EQPT Laser Auto Power Reduction 25547 

EQPT Case Temperature Degrade 25548 

EQPT Fiber Temperature Degrade 25549 

EQPT Shutter Open 25550 

EQPT AWG Temperature Degrade 25551 

EQPT AWG Temperature Failure 25552 

EQPT AWG Over-Temperature 25553 

EQPT Shutter Insertion Loss Variation Degrade Low 25554 

EQPT Shutter Insertion Loss Variation Degrade High 25555 

EQPT AWG Warm Up 25556 

EQPT Plug-in Module Communication Failure 25557 

EQPT Optical Amplifier Initialization 25558 

UNIDENTIFIED Optical Channel connection failure 25559 

UNIDENTIFIED Optical Channel activation failure 25560 

UNIDENTIFIED Optical Channel deactivation failure 25561 

UNIDENTIFIED Network Topology Incomplete 25562 

UNIDENTIFIED Optical Network Type Mismatch 25563 

EQPT Automatic Power Control Failure 25564 

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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EQPT Automatic Power Control Disabled 25565 

UNIDENTIFIED Ring ID Mismatch 25566 

TIM TIM Section Monitor - Trace Identifier Mismatch Failure 25569 

UNIDENTIFIED Optical Channel Incomplete 25570 

RAI Enhanced Remote Failure Indication - Path - Server 25571 

RAI Enhanced Remote Failure Indication - Path - Connectivity 25572 

RAI Enhanced Remote Failure Indication Path - Payload 25573 

EQPT Automatic Laser Shutdown 25574 

EQPT Optical Power Failure High 25577 

EQPT Battery Failure 25578 

EQPT Extreme High Volt 25579 

EQPT Extreme Low Volt 25580 

EQPT High Volt 25581 

EQPT Low Volt 25582 

EQPT Connection Equipment Mismatch 25583 

UNIDENTIFIED Disable Inactive User 25584 

UNIDENTIFIED Disable Inactive Clear 25585 

UNIDENTIFIED Suspend User 25586 

UNIDENTIFIED Suspend User Clear 25587 

DCC_FAILURE Line DCC Termination Failure 25588 

DCC_FAILURE Multiplex Section DCC Termination Failure 25589 

UNIDENTIFIED GigaBit Ethernet Out of Sync 25590 

AIS Alarm Indication Signal in TX 25591 

RAI Remote Alarm Indication in TX 25592 

UNIDENTIFIED Incoming Signal Loss on Fibre Channel Interface 25594 

UNIDENTIFIED Incoming Synchronization Loss on Fibre Channel Interface 25595 

UNIDENTIFIED Out Of Frame Detected by GFP Receiver 25596 

UNIDENTIFIED Client Signal Loss Frames Detected by GFP Receiver 25597 

UNIDENTIFIED Client Synchronization Loss Frames Detected by GFP 
Receiver

25598 

UNIDENTIFIED Sequence Mismatch 25599 

UNIDENTIFIED Loss of Alignment 25600 

UNIDENTIFIED Out of Use - Administrative Command 25601 

UNIDENTIFIED Out of Use - Transport Failure 25602 

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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A.4.8 CTM GateWay/CORBA Mapping—ONS 15310, ONS 15327, ONS 15454 
SONET, and ONS 15454 SDH R5.0

Table A-23 lists the CTM GateWay/CORBA mapping for the ONS 15310, ONS 15327, ONS 15454 
SONET, and ONS 15454 SDH R5.0.

UNIDENTIFIED VCAT Group Down 25603 

UNIDENTIFIED VCAT Group Degraded 25604 

UNIDENTIFIED Firewall Has Been Disabled 25575 

EQPT Optical Power Failure Low 25576 

UNIDENTIFIED VCAT Group Incomplete 25605 

UNIDENTIFIED Kbyte Channel Failure 25606 

EQPT Industrial High Temperature 25607 

FOP_APS APS Invalid Mode 25608 

UNIDENTIFIED IP address already in use within the same DCC Area 25609 

UNIDENTIFIED Node name already in use within the same DCC Area 25610 

UNIDENTIFIED Rear Panel Ethernet Link Removed 25611 

UNIDENTIFIED Manual Switch To Protect Resulted in No Traffic Switch 25612 

UNIDENTIFIED Manual Switch Back To Working Resulted in No Traffic 
Switch

25613 

UNIDENTIFIED Forced Switch To Protection Resulted in No Traffic Switch 25614 

UNIDENTIFIED Forced Switch Back To Working Resulted in No Traffic 
Switch

25615

LOS Loss of Signal For Optical Channel 25616

UNIDENTIFIED Syslog Messages 28000

UNIDENTIFIED Configuration Events 28001

UNIDENTIFIED LinkUp/LinkDown Trap 28002

UNIDENTIFIED Cold/Warn start Trap 28003

SECURITY_VIOLATI
ON

Authentication Failure notification 28004

Table A-22 CTM GateWay/CORBA Mapping for the ONS 15327, ONS 15454 SONET, and ONS 
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Table A-23 CTM GateWay/CORBA Mapping for the ONS 15310, ONS 15327, ONS 15454 SONET, 

and ONS 15454 SDH R5.0

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)

UNIDENTIFIED Normal Condition 25000

ENV Failure detected External to the NE 25001

ENV External Error 25002

UNIDENTIFIED Excessive Switching 25003

UNIDENTIFIED Incoming Failure Condition 25004

AIS Alarm Indication Signal 25005

AIS Alarm Indication Signal - Line 25006

AIS Alarm Indication Signal - Path 25007

FOP_APS APS Channel Failure 25008

FOP_APS Byte Failure 25009

FOP_APS Protection Switching Channel Match failure 25010

FOP_APS Automatic Protection Switch Mode Mismatch 25011

FOP_APS Far End Protection Line Failure 25012

UNIDENTIFIED Bipolar Violation 25013

UNIDENTIFIED Carrier Loss on the LAN 25014

UNIDENTIFIED STS Concatenation Error 25015

UNIDENTIFIED Excess Collisions On the LAN 25016

UNIDENTIFIED Facility failure 25017

UNIDENTIFIED Far End Block Error 25018

LOF Loss of Frame 25019

LOP Loss of Pointer 25020

LOP Loss of Pointer - Path 25021

LOS Loss of Signal 25022

UNIDENTIFIED Out of Frame 25023

UNIDENTIFIED Path Selector failure 25024

RAI Remote Alarm Indication 25025

RAI Remote Failure Indication 25026

RAI Remote Failure Indication - Line 25027

RAI Remote Failure Indication - Path 25028

BER_SD Signal Degrade 25029

UNIDENTIFIED Severely Errored Frame 25030

UNIDENTIFIED Invalid Alarm 25031

BER_SF Signal Failure 25032
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UNIDENTIFIED Signal Label Mismatch Failures 25033

UNIDENTIFIED Payload Defect Indication 25034

UNIDENTIFIED Payload Defect Indication - Path 25035

PLM Payload Label Mismatch - Path 25036

UNEQ Unequipped - Path 25037

UNIDENTIFIED Loss Of Synchronization 25038

UNIDENTIFIED Out Of Synchronization 25039

UNIDENTIFIED Primary Synchronization Reference Failure 25040

UNIDENTIFIED Secondary Synchronization Reference Failure 25041

UNIDENTIFIED Third Synchronization Reference Failure 25042

UNIDENTIFIED Fourth Synchronization Reference Failure 25043

UNIDENTIFIED Fifth Synchronization Reference Failure 25044

UNIDENTIFIED Sixth Synchronization Reference Failure 25045

UNIDENTIFIED Outgoing Failure Condition 25046

RAI Remote Defect Indication - Line 25047

RAI Remote Defect Indication - Path 25048

UNIDENTIFIED Free Running Synchronization Mode 25049

UNIDENTIFIED Holdover Synchronization mode 25050

EQPT Internal Fault 25051

UNIDENTIFIED Internal Error 25052

UNIDENTIFIED Internal Message Error 25053

UNIDENTIFIED Mismatch Of Equipment And Attributes 25054

UNIDENTIFIED Watchdog Timer Timeout 25055

ENV Software Fault or Failure 25056

ENV Software Fault - Data Integrity Fault 25057

UNIDENTIFIED Program Failure 25058

EQPT Control Equipment Failure 25059

EQPT Control Processor Failure 25060

EQPT Working Memory Failure 25061

EQPT Interconnection Equipment Failure 25062

EQPT Time Slot Interchange Equipment Failure 25063

EQPT Equipment Failure 25064

EQPT High Temperature 25065

Table A-23 CTM GateWay/CORBA Mapping for the ONS 15310, ONS 15327, ONS 15454 SONET, 

and ONS 15454 SDH R5.0 (continued)
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EQPT Facility Termination Equipment Failure 25066

EQPT Automatic Laser Shutdown 25067

UNIDENTIFIED Failure To Release From Protection 25068

EQPT Receiver Failure 25069

EQPT Transmit Failure 25070

UNIDENTIFIED Failure To Switch To Protection 25071

UNIDENTIFIED Equipment Unit Plug-In 25072

UNIDENTIFIED Internal Power Failure 25073

UNIDENTIFIED Fuse Alarm 25074

UNIDENTIFIED Synchronization Unit Failure 25075

UNIDENTIFIED Synchronization Switching Equipment Failure 25076

EQPT Equipment Unit Un-plugged 25077

EQPT Manually Caused Abnormal Condition 25078

UNIDENTIFIED Manual Alarm Cutoff 25079

UNIDENTIFIED Procedural Error 25080

EQPT Improper Removal 25081

UNIDENTIFIED Protection unit Not Available 25082

UNIDENTIFIED Protection Switch 25083

UNIDENTIFIED Recovery Or Service Protection Action Has Been Initiated 25084

UNIDENTIFIED Automatic system Reset 25085

UNIDENTIFIED Cold Restart 25086

UNIDENTIFIED Forced Switch Back To Working 25087

UNIDENTIFIED Forced Switch to Protection 25088

UNIDENTIFIED Initialization Initiated 25089

UNIDENTIFIED Lockout of Protection 25090

UNIDENTIFIED Lockout of Working 25091

UNIDENTIFIED Manual System Reset 25092

UNIDENTIFIED Manual Switch To Internal Clock 25093

UNIDENTIFIED Manual Switch To Primary Reference 25094

UNIDENTIFIED Manual Switch To Second Reference 25095

UNIDENTIFIED Manual Switch To Third Reference 25096

UNIDENTIFIED Manual Switch To Fourth Reference 25097

UNIDENTIFIED Manual Switch To Fifth Reference 25098

Table A-23 CTM GateWay/CORBA Mapping for the ONS 15310, ONS 15327, ONS 15454 SONET, 
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UNIDENTIFIED Manual Switch To Sixth Reference 25099

UNIDENTIFIED Manual Switch Back To Working 25100

UNIDENTIFIED Manual Switch to Protection 25101

UNIDENTIFIED Powerfail Restart 25102

UNIDENTIFIED Software Download In Progress 25103

UNIDENTIFIED Switch To Internal Clock 25104

UNIDENTIFIED Switch To Primary Reference 25105

UNIDENTIFIED Switch To Second Reference 25106

UNIDENTIFIED Switch To Third Reference 25107

UNIDENTIFIED Switch To Fourth Reference 25108

UNIDENTIFIED Switch To Fifth Reference 25109

UNIDENTIFIED Switch To Sixth Reference 25110

UNIDENTIFIED Switched Back to Working 25111

UNIDENTIFIED Switched To Protection 25112

UNIDENTIFIED Warm Restart 25113

UNIDENTIFIED Ring is in Wait To Restore state 25114

EQPT Primary Nonvolatile Backup Memory Failure 25115

EQPT Secondary Nonvolatile Backup Memory Failure 25116

EQPT Control Bus Failure 25117

EQPT Control Communications Equipment Failure 25118

UNIDENTIFIED Loopback 25119

UNIDENTIFIED Loopback, Network 25120

UNIDENTIFIED Loopback, Terminal 25121

EQPT Fan Failure 25122

DCC_FAILURE SDCC Termination Failure 25123

UNIDENTIFIED Loopback Facility 25124

EQPT Payload Bus Failure To I/O Slot 1(XCON Slot 8) 25125

EQPT Payload Bus Failure To I/O Slot 2(XCON Slot 8) 25126

EQPT Payload Bus Failure To I/O Slot 3(XCON Slot 8) 25127

EQPT Payload Bus Failure To I/O Slot 4(XCON Slot 8) 25128

EQPT Payload Bus Failure To I/O Slot 5(XCON Slot 8) 25129

EQPT Payload Bus Failure To I/O Slot 6(XCON Slot 8) 25130

EQPT Payload Bus Failure To I/O Slot 12(XCON Slot 8) 25131

Table A-23 CTM GateWay/CORBA Mapping for the ONS 15310, ONS 15327, ONS 15454 SONET, 

and ONS 15454 SDH R5.0 (continued)
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EQPT Payload Bus Failure To I/O Slot 13(XCON Slot 8) 25132

EQPT Payload Bus Failure To I/O Slot 14(XCON Slot 8) 25133

EQPT Payload Bus Failure To I/O Slot 15(XCON Slot 8) 25134

EQPT Payload Bus Failure To I/O Slot 16(XCON Slot 8) 25135

EQPT Payload Bus Failure To I/O Slot 17(XCON Slot 8) 25136

EQPT Payload Bus Failure To I/O Slot 1(XCON Slot 10) 25137

EQPT Payload Bus Failure To I/O Slot 2(XCON Slot 10) 25138

EQPT Payload Bus Failure To I/O Slot 3(XCON Slot 10) 25139

EQPT Payload Bus Failure To I/O Slot 4(XCON Slot 10) 25140

EQPT Payload Bus Failure To I/O Slot 5(XCON Slot 10) 25141

EQPT Payload Bus Failure To I/O Slot 6(XCON Slot 10) 25142

EQPT Payload Bus Failure To I/O Slot 12(XCON Slot 10) 25143

EQPT Payload Bus Failure To I/O Slot 13(XCON Slot 10) 25144

EQPT Payload Bus Failure To I/O Slot14(XCON Slot 10) 25145

EQPT Payload Bus Failure To I/O Slot15(XCON Slot 10) 25146

EQPT Payload Bus Failure To I/O Slot16(XCON Slot 10) 25147

EQPT Payload Bus Failure To I/O Slot17(XCON Slot 10) 25148

EQPT Control Bus 1 Failure 25149

EQPT Control Bus 2 Failure 25150

EQPT Invalid MAC Address 25151

EQPT Board Failure 25152

EQPT Diagnostics Failure 25153

EQPT Medium Access Control Failure 25154

UNIDENTIFIED Duplicate Node ID 25155

UNIDENTIFIED Failure To Switch To Protection - Ring 25156

UNIDENTIFIED Failure To Switch To Protection - Span 25157

UNIDENTIFIED Manual Switch Back To Working - Ring 25158

UNIDENTIFIED Manual Switch Back To Working - Span 25159

UNIDENTIFIED Manual Switch To Protection - Ring 25160

UNIDENTIFIED Manual Switch To Protection - Span 25161

UNIDENTIFIED Forced Switch Back To Working - Ring 25162

UNIDENTIFIED Forced Switch Back To Working - Span 25163

UNIDENTIFIED Forced Switch To Protection - Ring 25164

Table A-23 CTM GateWay/CORBA Mapping for the ONS 15310, ONS 15327, ONS 15454 SONET, 
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UNIDENTIFIED Forced Switch To Protection - Span 25165

UNIDENTIFIED Lockout Of Protection - Ring 25166

UNIDENTIFIED Lockout Of Protection - Span 25167

UNIDENTIFIED Lockout Of working - Ring 25168

UNIDENTIFIED Lockout Of working - Span 25169

UNIDENTIFIED Ring Is Squelching Traffic 25170

FOP_APS Inconsistent APS Code 25171

FOP_APS Node ID Mismatch 25172

FOP_APS Default K Byte 25173

FOP_APS Connection Loss 25174

EQPT TCC A To Shelf Slot 1 (DROP 1) Communication Failure 25175

EQPT TCC A To Shelf Slot 2 (DROP 2) Communication Failure 25176

EQPT TCC A To Shelf Slot 3 (DROP 3) Communication Failure 25177

EQPT TCC A to Shelf Slot 4 (DROP 4) Communication Failure 25178

EQPT TCC A To Shelf Slot 5 (TRUNK 1) Communication Failure 25179

EQPT TCC A To Shelf Slot 6 (TRUNK 2) Communication Failure 25180

EQPT TCC A To Shelf Slot 7 (TCC A) Communication Failure 25181

EQPT TCC A To Shelf Slot 8 (XCON A) Communication Failure 25182

EQPT TCC A To Shelf Slot 9 (AIC) Communication Failure 25183

EQPT TCC A To Shelf Slot 10 (XCON B) Communication Failure 25184

EQPT TCC A To Shelf Slot 11 (TCC B) Communication Failure 25185

EQPT TCC A To Shelf Slot 12 (TRUNK 3) Communication Failure 25186

EQPT TCC A To Shelf Slot 13 (TRUNK 4) Communication Failure 25187

EQPT TCC A To Shelf Slot 14 (DROP 5) Communication Failure 25188

EQPT TCC A To Shelf Slot 15 (DROP 6) Communication Failure 25189

EQPT TCC A To Shelf Slot 16 (DROP 7) Communication Failure 25190

EQPT TCC A To Shelf Slot 17 (DROP 8) Communication Failure 25191

EQPT TCC A To DCC A Processor Communication Failure 25192

EQPT TCC B To Shelf Slot 1 (DROP 1) Communication Failure 25193

EQPT TCC B To Shelf Slot 2 (DROP 2) Communication Failure 25194

EQPT TCC B To Shelf Slot 3 (DROP 3) Communication Failure 25195

EQPT TCC B To Shelf Slot 4 (DROP 4) Communication Failure 25196

EQPT TCC B To Shelf Slot 5 (TRUNK 1) Communication Failure 25197

Table A-23 CTM GateWay/CORBA Mapping for the ONS 15310, ONS 15327, ONS 15454 SONET, 
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EQPT TCC B To Shelf Slot 6 (TRUNK 2) Communication Failure 25198

EQPT TCC B To Shelf Slot 7 (TCC A) Communication Failure 25199

EQPT TCC B To Shelf Slot 8 (XCON A) Communication Failure 25200

EQPT TCC B To Shelf Slot 9 (AIC) Communication Failure 25201

EQPT TCC B To Shelf Slot 10 (XCON B) Communication Failure 25202

EQPT TCC B To Shelf Slot 11 (TCC B) Communication Failure 25203

EQPT TCC B To Shelf Slot 12 (TRUNK 3) Communication Failure 25204

EQPT TCC B To Shelf Slot 13 (TRUNK 4) Communication Failure 25205

EQPT TCC B To Shelf Slot 14 (DROP 5) Communication Failure 25206

EQPT TCC B To Shelf Slot 15 (DROP 6) Communication Failure 25207

EQPT TCC B To Shelf Slot 16 (DROP 7) Communication Failure 25208

EQPT TCC B To Shelf Slot 17 (DROP 8) Communication Failure 25209

EQPT TCC B To DCC B Processor Communication Failure 25210

UNIDENTIFIED Fast Start Synchronization Mode 25211

FOP_APS Improper APS Code 25212

UNIDENTIFIED BLSR Out Of Sync 25213

AIS Alarm Indication Signal - VT 25214

RAI Remote Failure Indication - VT 25215

PLM Signal Label Mismatch Failure - Payload Label Mismatch - 
VT

25216

UNEQ Signal Label Mismatch Failure - Unequipped - VT 25217

UNIDENTIFIED Peer State Mismatch 25218

EQPT Facility Termination Equipment - Receiver Missing 25219

EQPT Facility Termination Equipment - Transmitter Missing 25220

LOP Loss Of Pointer - VT 25221

UNIDENTIFIED Embedded Operations Channel Failure - Link Down 25222

UNIDENTIFIED Failed to Receive Synchronization Status Message 25223

UNIDENTIFIED Synchronization Status Messages Are Disabled On This 
Interface

25224

UNIDENTIFIED Primary Reference Source - Stratum 1 Traceable 25225

UNIDENTIFIED Synchronized - Traceability Unknown 25226

UNIDENTIFIED Stratum 2 Traceable 25227

UNIDENTIFIED Transit Node Clock Traceable 25228

UNIDENTIFIED Stratum 3E Traceable 25229
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UNIDENTIFIED Stratum 3 Traceable 25230

UNIDENTIFIED SONET Minimum Clock Traceable 25231

UNIDENTIFIED Stratum 4 Traceable 25232

UNIDENTIFIED Do Not Use For Synchronization 25233

UNIDENTIFIED Reserved For Network Synchronization Use 25234

UNIDENTIFIED Failure To Switch To protection - Path 25235

UNIDENTIFIED Manual Switch Of Working Facility - Equipment To 
Protection - Path

25236

UNIDENTIFIED Working Facility - Equipment Forced To Switch To 
Protection - Path

25237

UNIDENTIFIED Lockout Of Protection - Path 25238

UNIDENTIFIED Automatic UPSR Switch Caused By AIS 25239

UNIDENTIFIED Automatic UPSR Switch Caused By LOP 25240

UNIDENTIFIED Automatic UPSR Switch Caused By UNEQ 25241

UNIDENTIFIED Automatic UPSR Switch Caused By PDI 25242

UNIDENTIFIED Automatic UPSR Switch Caused By SFBER 25243

UNIDENTIFIED Automatic UPSR Switch Caused By SDBER 25244

UNIDENTIFIED DS3 Idle Condition 25245

UNIDENTIFIED DS1 Loopback Due To FEAC Command 25246

UNIDENTIFIED DS1 Loopback Command Sent To Far End 25247

UNIDENTIFIED DS3 Loopback Due to FEAC command 25248

UNIDENTIFIED DS3 Loopback Command Sent To Far End 25249

UNIDENTIFIED DS2 Loopback Due To Far End Command 25250

UNIDENTIFIED DS2 Loopback Command Sent To Far End 25251

ENV Far End AIS 25252

UNIDENTIFIED Far End Multiple DS1 LOS Detected On DS3 25253

ENV Far End DS1 Equipment Failure - Non Service Affecting 25254

ENV Far End DS1 Equipment Failure - Service Affecting 25255

ENV Far End Single DS1 LOS 25256

ENV Far End DS3 Equipment Failure - Non Service Affecting 25257

ENV Far End DS3 Equipment Failure - Service Affecting 25258

ENV Far End Common Equipment Failure - Non Service Affecting 25259

UNIDENTIFIED Far End IDLE 25260

ENV Far End LOS 25261
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ENV Far End LOF 25262

UNIDENTIFIED Performance Monitor Threshold Crossing Alert 25263

UNIDENTIFIED Ethernet Bridge Is New Root Of Spanning Tree 25264

UNIDENTIFIED Ethernet Bridge Topology Change 25265

UNIDENTIFIED BLSR Tables Resynchronized 25266

ENV System Reboot 25267

UNIDENTIFIED Manual Switch Request on Facility - Equipment 25268

UNIDENTIFIED Forced Switch Request on Facility Or Equipment 25269

UNIDENTIFIED Lockout Switch Request on Facility - Equipment 25270

UNIDENTIFIED RMON Histories And Alarms Reset Reboot 25271

UNIDENTIFIED RMON Alarm 25272

LOS Video Interface Card Loss Of Video IF Signal 25273

LOS VIC Loss Of Video Base Band Signal 25274

LOS VIC Loss Of Audio FM Signal 25275

LOS VIC Loss Of Audio Base Band Channel 1 Signal 25276

LOS VIC Loss Of Audio Base Band Channel 2 Signal 25277

LOS VIC Loss Of Audio Base Band Channel 3 Signal 25278

LOS VIC Loss Of Audio Base Band Channel 4 Signal 25279

TIM STS Path Trace Identifier Mismatch 25280

ENV NE Power Failure At Connector A 25281

ENV NE Power Failure At Connector B 25282

UNIDENTIFIED Free Memory On Card Very Low 25283

UNIDENTIFIED Free Memory On Card Near Zero 25284

UNIDENTIFIED Exercise Request on Ring 25285

UNIDENTIFIED Exercise Request on Span 25286

UNIDENTIFIED Squelching Path 25287

UNIDENTIFIED Extra Traffic Preempted 25288

UNIDENTIFIED Far End Lockout Of Working - Ring 25289

UNIDENTIFIED Far End Lockout Of Working - Span 25290

UNIDENTIFIED Far End Lockout Of Protection - Ring 25291

UNIDENTIFIED Far End Lockout Of Protection - All Spans 25292

UNIDENTIFIED Far End Working Facility Forced To Switch To Protection - 
Ring

25293
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UNIDENTIFIED Far End Working facility Forced To Switch To Protection - 
Span

25294

UNIDENTIFIED Far End Manual Switch Of Working Facility To Protection- 
Ring

25295

UNIDENTIFIED Far End Manual Switch Of Working Facility To Protection- 
Span

25296

UNIDENTIFIED Far End Exercising Ring 25297

UNIDENTIFIED Far End Exercising Span 25298

ENV Far End BER Threshold Passed For Signal Failure - Ring 25299

ENV Far End BER Threshold Passed For Signal Failure - Span 25300

ENV Far End BER Threshold Passed For Signal Degrade - Ring 25301

ENV Far End BER Threshold Passed For Signal Degrade - Span 25302

ENV APS Channel - Far End Protection Line Signal Degrade 25303

UNIDENTIFIED Ring Switch Is Active On The East Side 25304

UNIDENTIFIED Ring Switch Is Active On The West Side 25305

UNIDENTIFIED Span Switch Is Active On The East Side 25306

UNIDENTIFIED Span Switch Is Active On The West Side 25307

UNIDENTIFIED Unidirectional Full Pass Through Is Active 25308

UNIDENTIFIED Bidirectional Full Pass Through Is Active 25309

UNIDENTIFIED K Bytes Pass Through Is Active 25310

UNIDENTIFIED Ring Is Segmented 25311

UNIDENTIFIED Ring Topology Is Under Construction 25312

UNIDENTIFIED Lockout Of Protection - All Spans 25313

UNIDENTIFIED Far End Of Fiber Is Provisioned With Different Ring ID 25314

UNIDENTIFIED Both Ends Of Fiber Provisioned As East Or Both as West 25315

SECURITY_VIOL
ATION

Security- Invalid login - See Audit Trail 25316

UNIDENTIFIED Autonomous Messages Inhibited 25317

UNIDENTIFIED Traffic Storm On LAN. LAN Temporarily Disabled 25318

UNIDENTIFIED REPT^DBCHG Messages Inhibited 25319

SECURITY_VIOL
ATION

Security- User ID Has Expired 25320

EQPT Partial Fan Failure 25321

UNIDENTIFIED Force Switch Request On Ring 25322

UNIDENTIFIED Force Switch Request On Span 25323
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UNIDENTIFIED Lockout Switch Request On Ring 25324

UNIDENTIFIED Lockout Switch Request On Span 25325

UNIDENTIFIED Manual Switch Request On Ring 25326

UNIDENTIFIED Manual Switch Request On Span 25327

EQPT Peer To Peer Slot Communication Failure 25328

EQPT Peer To Peer Slot Communication Failure 25329

EQPT TCC A To Shelf Slot Communication Failure 25330

EQPT TCC B To Shelf Slot Communication Failure 25331

EQPT Interconnection Equipment Failure - Working XC Payload 
Bus

25332

EQPT Interconnection Equipment Failure - Protect XC Payload Bus 25333

EQPT Inhibit Switch To Protect Request On Equipment 25334

EQPT Inhibit Switch To Working Request On Equipment 25335

BER_SD BER Threshold Exceeded For Signal Degrade - Line 25336

BER_SD BER Threshold Exceeded For Signal Degrade - Path 25337

BER_SF BER Threshold Exceeded For Signal Failure - Line 25338

BER_SF BER Threshold Exceeded For Signal Failure - Path 25339

UNIDENTIFIED Exercising Ring Successfully 25340

UNIDENTIFIED Exercising Span Successfully 25341

UNIDENTIFIED Span is in Wait To Restore state 25342

EQPT Peer Card Not Responding 25343

UNIDENTIFIED Exercise Request on Ring Failed 25344

UNIDENTIFIED Exercise Request on Span Failed 25345

UNIDENTIFIED Far End Lockout Of Protection - Span 25346

EQPT Manufacturing Data Memory (EEPROM) Failure 25347

EQPT Replaceable Equipment/Unit is Missing 25348

ENV Software Download Failure 25349

TIM TIM Section - Trace Identifier Mismatch Failure 25350

AIS AIS - Multiplex Section - Alarm Indication Signal 25351

RAI RFI - Multiplex Section - Remote Failure/Alarm Indication 25352

TIM TIM High Order- Trace Identifier Mismatch Failure 25353

AU_AIS AIS - Administration Unit - Alarm Indication Signal 25354

LOP LOP - Administration Unit - Loss of Pointer 25355

UNEQ SLMF - Unequipped High Order - Path Unequipped 25356
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PLM SLMF - PLM High Order - Path Label Mismatch 25357

RAI RFI - High Order - Remote Failure/Alarm Indication 25358

LOP LOP - Tributary Unit - Loss of Pointer 25359

TU-AIS AIS - Tributary Unit - Alarm Indication Signal 25360

UNEQ SLMF - Unequipped Low Order - Path Unequipped 25361

PLM SLMF - PLM Low Order - Path Label Mismatch 25362

TIM TIM Low Order - Trace Identifier Mismatch Failure 25363

RAI RFI - Low Order - Remote Failure/Alarm Indication 25364

UNIDENTIFIED G811 - Primary Reference Clock traceable 25365

UNIDENTIFIED G812 - Transit Node Clock traceable 25366

UNIDENTIFIED G812 - Local Node Clock traceable 25367

UNIDENTIFIED G813 - Synchronous Equipment Timing Source traceable 25368

UNIDENTIFIED E1 loopback due to FEAC command 25369

UNIDENTIFIED E1 loopback command sent to Far End 25370

UNIDENTIFIED E3 loopback due to FEAC command 25371

ENV Far end multiple E1 LOS detected on E3 25372

ENV Far end E1 eqpt fail non service affecting 25373

ENV Far end E1 eqpt fail service affecting 25374

ENV Far end Single E1 LOS 25375

ENV Far end E3 eqpt fail service affecting 25376

UNIDENTIFIED E3 loopback command sent to far end 25377

ENV Far end E3 eqpt fail non service affecting 25378

ENV Low Volt - Battery A 25379

ENV High Volt - Battery A 25380

ENV Low Volt - Battery B 25381

ENV High Volt - Battery B 25382

UNIDENTIFIED Procedural Error - MS-SP Ring out of sync 25383

UNIDENTIFIED MS-SP Ring tables resynchronized 25384

UNIDENTIFIED Automatic SNCP Switch caused by AIS 25385

UNIDENTIFIED Automatic SNCP Switch caused by LOP 25386

UNIDENTIFIED Automatic SNCP Switch caused by UNEQ 25387

UNIDENTIFIED Automatic SNCP Switch caused by PDI 25388

UNIDENTIFIED Automatic SNCP Switch caused by SFBER 25389
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UNIDENTIFIED Automatic SNCP Switch caused by SDBER 25390

UNIDENTIFIED STM Concatenation error 25391

UNIDENTIFIED E3 Idle Condition 25392

UNIDENTIFIED Ios Config Copy Failed 25393

UNIDENTIFIED Ios Config Copy In Progress 25394

UNIDENTIFIED Alarms Suppressed By User Command 25399

UNIDENTIFIED Alarms Suppressed for Maintenance 25400

UNIDENTIFIED NA 25401

UNIDENTIFIED Synchronization Reference Frequency Out Of Bounds 25402

UNIDENTIFIED Ether tx excess flow ctrl 25403

UNIDENTIFIED Ether tx oversubscribed 25404

UNIDENTIFIED Transport layer failure 25405

UNIDENTIFIED Ether rx excess flow ctrl 25406

UNIDENTIFIED Ether rx over subscribed 25407

UNIDENTIFIED Ether tx underrun 25408

UNIDENTIFIED SNTP Host Failure 25409

UNIDENTIFIED DS3 Frame Format Mismatch 25410

UNIDENTIFIED Alarms/Events Suppressed For This Object 25411

BER_SD BER Threshold Exceeded For Signal Degrade - High Order 25412

BER_SF BER Threshold Exceeded For Signal Failure - High Order 25413

BER_SD BER Threshold Exceeded For Signal Degrade - Low Order 25414

BER_SF BER Threshold Exceeded For Signal Failure - Low Order 25415

UNIDENTIFIED Failure To Switch To Protection - High Order Path 25416

UNIDENTIFIED Failure To Switch To Protection - Low Order Path 25417

UNIDENTIFIED Wait To Restore 25418

ENV Extreme High Volt - Battery A. 25419

ENV Extreme Low Volt - Battery A. 25420

ENV Extreme High Volt - Battery B. 25421

ENV Extreme Low Volt - Battery B. 25422

UNIDENTIFIED Switching Matrix Module Failure 25423

UNIDENTIFIED Signaling Unable to setup circuit 25424

UNIDENTIFIED RSVP Hello FSM to Neighbor down 25425

UNIDENTIFIED LMP Hello FSM to Control Channel down 25426
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UNIDENTIFIED LMP Neighbor Discovery has failed 25427

UNIDENTIFIED Unauthorized incoming signaling request 25428

UNIDENTIFIED Signaled circuit going down 25429

UNIDENTIFIED Autonomous PM Report Message Inhibited 25430

EQPT I/O Slot To XCON Communication Failure 25431

UNIDENTIFIED Forced Switch To Primary Reference 25432

UNIDENTIFIED Forced Switch To Second Reference 25433

UNIDENTIFIED Forced Switch To Third Reference 25434

UNIDENTIFIED Forced Switch To Internal Clock 25435

LOM LOF - Administration Unit - Loss of Multi Frame 25436

UNIDENTIFIED Admin Logout of User 25438

UNIDENTIFIED User Locked Out 25439

UNIDENTIFIED Admin Lockout of User 25440

UNIDENTIFIED Admin Lockout Clear 25441

SECURITY_VIOL
ATION

Security- Invalid Login - Username - See Audit Log 25442

SECURITY_VIOL
ATION

Security- Invalid Login - Password - See Audit Log 25443

SECURITY_VIOL
ATION

Security- Invalid Login - Locked Out - See Audit Log 25444

SECURITY_VIOL
ATION

Security- Invalid Login - Already Logged On - See Audit Log 25445

UNIDENTIFIED Login of User 25446

UNIDENTIFIED Automatic Logout of IdleUser 25447

UNIDENTIFIED Logout of User 25448

UNIDENTIFIED Cross-connect Loopback 25451

UNIDENTIFIED Error in Startup Config 25454

UNIDENTIFIED No Startup Config 25455

EQPT Laser Approaching End of Life 25456

UNIDENTIFIED Database Backup Failed 25457

UNIDENTIFIED Database Restore Failed 25458

UNIDENTIFIED 8B10B Out of Sync 25459

AIS ODUk- Alarm Indication Signal 25460

AIS OTUk- Alarm Indication Signal 25461
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UNIDENTIFIED OTUk- Backward Defect Indicator 25462

UNIDENTIFIED ODUk- Backward Defect Indicator 25463

UNIDENTIFIED FEC Uncorrected Word 25464

UNIDENTIFIED GCC Embedded Operation Channel Failure 25465

UNIDENTIFIED OTUk- Incoming Alignment Error 25466

UNIDENTIFIED ODUk- Locked Defect - PM 25467

LOM Loss of Multiframe 25468

UNIDENTIFIED ODUk- Open Connection Indication 25469

PLM Payload Type Identifier Mismatch 25470

TIM ODUk- Trail Trace Identifier Mismatch 25471

TIM OTUk- Trail Trace Identifier Mismatch 25472

EQPT Equipment High Laser Bias 25473

EQPT Equipment High Laser Temp 25474

EQPT Equipment High Laser Peltier 25475

EQPT Equipment High Rx power 25476

EQPT Equipment High Tx power 25477

EQPT Equipment High Rx temperature 25478

EQPT Equipment Low Rx temperature 25479

EQPT Equipment High Transceiver voltage 25480

EQPT Equipment Low Laser Bias 25481

EQPT Equipment Low Laser Temp 25482

EQPT Equipment Low Laser Peltier 25483

EQPT Equipment Low Rx power 25484

EQPT Equipment Low Tx power 25485

EQPT Equipment Low Transceiver voltage 25486

EQPT Equipment Rx Locked 25487

EQPT Equipment Squelched 25488

EQPT Equipment Tx Locked 25489

BER_SF OTU Signal Failure 25490

BER_SF ODUk- Signal Failure 25491

BER_SD OTUk Signal Degrade 25492

BER_SD ODUk- Signal Degrade 25493

UNIDENTIFIED Pluggable Port missing 25494
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UNIDENTIFIED Pluggable Port rate mismatch 25495

SECURITY_VIOL
ATION

Pluggable Port security code mismatch 25496

UNIDENTIFIED Tci not selected 25497

UNIDENTIFIED Tci 1 Clock Failure 25498

UNIDENTIFIED ODUk- Backward Defect Indicator 25499

UNIDENTIFIED ODUk- Backward Defect Indicator 25500

UNIDENTIFIED ODUk- Backward Defect Indicator 25501

UNIDENTIFIED ODUk- Open Connection Indication 25504

UNIDENTIFIED ODUk- Locked Defect – TCM2 25505

AIS ODUk- Alarm Indication Signal 25506

TIM ODUk- Trail Trace Identifier Mismatch 25507

BER_SD ODUk- Signal Degrade – TCM2 25508

BER_SF ODUk- Signal Failure – TCM2 25509

UNIDENTIFIED ODUk- Open Connection Indication 25510

UNIDENTIFIED ODUk- Locked Defect – TCM1 25511

AIS ODUk- Alarm Indication Signal 25512

TIM ODUk- Trail Trace Identifier Mismatch 25513

BER_SD ODUk- Signal Degrade – TCM1 25514

BER_SF ODUk- Signal Failure – TCM1 25515

LOF OTUk- Loss Of Frame 25516

UNIDENTIFIED Tci 2 Clock Failure 25517

UNIDENTIFIED Audit Log 80 Percent Full 25518

UNIDENTIFIED Module Communication Failure 25519

UNIDENTIFIED Need to Save Running Config 25520

UNIDENTIFIED Audit Log 100 Percent Full - Oldest records will be lost 25521

UNIDENTIFIED Standby Database Out of Sync 25522

EQPT Redundant Power Capability Lost 25523

EQPT Equipment Wavelength Mismatch 25524

UNIDENTIFIED DSP Communication Failure 25525

UNIDENTIFIED DSP Failure 25526

UNIDENTIFIED LAN Connection Polarity Reversed 25527

UNIDENTIFIED Loss of Channel 25528

UNIDENTIFIED FEC Mismatch 25529
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UNIDENTIFIED Optical Power Degrade Low 25531

UNIDENTIFIED Optical Power Degrade High 25532

SECURITY_VIOL
ATION

Security Intrusion Attempt Detected - See Audit Log 25533

SECURITY_VIOL
ATION

Security Intrusion Attempt Detected - See Audit Log 25534 

EQPT Variable Optical Attenuator Degrade Low 25536 

EQPT Variable Optical Attenuator Degrade High 25537 

EQPT Variable Optical Attenuator Failure Low 25538 

EQPT Variable Optical Attenuator Failure High 25539 

EQPT Laser Bias Degrade 25540 

EQPT Laser Bias Failure 25541 

EQPT Laser Temperature Degrade 25542 

EQPT Optical Amplifier Gain Degrade Low 25543 

EQPT Optical Amplifier Gain Degrade High 25544 

EQPT Optical Amplifier Gain Failure Low 25545 

EQPT Optical Amplifier Gain Failure High 25546 

EQPT Laser Auto Power Reduction 25547 

EQPT Case Temperature Degrade 25548 

EQPT Fiber Temperature Degrade 25549 

EQPT Shutter Open 25550 

EQPT AWG Temperature Degrade 25551 

EQPT AWG Temperature Failure 25552 

EQPT AWG Over-Temperature 25553 

EQPT Shutter Insertion Loss Variation Degrade Low 25554 

EQPT Shutter Insertion Loss Variation Degrade High 25555 

EQPT AWG Warm Up 25556 

EQPT Plug-in Module Communication Failure 25557 

EQPT Optical Amplifier Initialization 25558 

UNIDENTIFIED Optical Channel connection failure 25559 

UNIDENTIFIED Optical Channel activation failure 25560 

UNIDENTIFIED Optical Channel deactivation failure 25561 

UNIDENTIFIED Network Topology Incomplete 25562 

UNIDENTIFIED Optical Network Type Mismatch 25563 
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EQPT Automatic Power Control Failure 25564 

EQPT Automatic Power Control Disabled 25565 

UNIDENTIFIED Ring ID Mismatch 25566 

TIM TIM Section Monitor - Trace Identifier Mismatch Failure 25569 

UNIDENTIFIED Optical Channel Incomplete 25570 

RAI Enhanced Remote Failure Indication - Path - Server 25571 

RAI Enhanced Remote Failure Indication - Path - Connectivity 25572 

RAI Enhanced Remote Failure Indication Path - Payload 25573 

EQPT Automatic Laser Shutdown 25574 

EQPT Optical Power Failure High 25577 

EQPT Battery Failure 25578 

EQPT Extreme High Volt 25579 

EQPT Extreme Low Volt 25580 

EQPT High Volt 25581 

EQPT Low Volt 25582 

EQPT Connection Equipment Mismatch 25583 

UNIDENTIFIED Disable Inactive User 25584 

UNIDENTIFIED Disable Inactive Clear 25585 

UNIDENTIFIED Suspend User 25586 

UNIDENTIFIED Suspend User Clear 25587 

DCC_FAILURE Line DCC Termination Failure 25588 

DCC_FAILURE Multiplex Section DCC Termination Failure 25589 

UNIDENTIFIED GigaBit Ethernet Out of Sync 25590 

AIS Alarm Indication Signal in TX 25591 

RAI Remote Alarm Indication in TX 25592 

UNIDENTIFIED Incoming Signal Loss on Fibre Channel Interface 25594 

UNIDENTIFIED Incoming Synchronization Loss on Fibre Channel Interface 25595 

UNIDENTIFIED Out Of Frame Detected by GFP Receiver 25596 

UNIDENTIFIED Client Signal Loss Frames Detected by GFP Receiver 25597 

UNIDENTIFIED Client Synchronization Loss Frames Detected by GFP 
Receiver

25598 

UNIDENTIFIED Sequence Mismatch 25599 

UNIDENTIFIED Loss of Alignment 25600 

UNIDENTIFIED Out of Use - Administrative Command 25601 
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UNIDENTIFIED Out of Use - Transport Failure 25602 

UNIDENTIFIED VCAT Group Down 25603 

UNIDENTIFIED VCAT Group Degraded 25604 

UNIDENTIFIED VCAT Group Incomplete 25605

UNIDENTIFIED Kbyte Channel Failure 25606 

UNIDENTIFIED Industrial High Temperature 25607 

UNIDENTIFIED APS Invalid Mode 25608 

UNIDENTIFIED IP address already in use within the same DCC Area 25609 

UNIDENTIFIED Node name already in use within the same DCC Area 25610 

UNIDENTIFIED Rear Panel Ethernet Link Removed 25611 

UNIDENTIFIED Manual Switch To Protect Resulted in No Traffic Switch 25612 

UNIDENTIFIED Manual Switch Back To Working Resulted in No Traffic 
Switch

25613 

UNIDENTIFIED Forced Switch To Protection Resulted in No Traffic Switch 25614 

UNIDENTIFIED Forced Switch Back To Working Resulted in No Traffic 
Switch

25615

UNIDENTIFIED Loss of Signal For Optical Channel 25616

UNIDENTIFIED Incoming Overhead Signal Absent 25617

UNIDENTIFIED Optical Safety Remote Interlock On 25618

UNIDENTIFIED OSPF Hello Fail 25619

UNIDENTIFIED Automatic Power Control Correction Skipped 25620

UNIDENTIFIED Plug-in Module Range Settings Mismatch 25621

UNIDENTIFIED APC cannot set value due to range limits 25622

UNIDENTIFIED Automatic WDM ANS Finished 25623

UNIDENTIFIED PORT FAIL 25624

UNIDENTIFIED Unreachable port target power 25625

UNIDENTIFIED Port Add Power Degrade Low 25626

UNIDENTIFIED Port Add Power Degrade High 25627

UNIDENTIFIED Port Add Power Fail Low 25628

UNIDENTIFIED Port Add Power Fail High 25629

UNIDENTIFIED Equipment power failure at connector A 25630

UNIDENTIFIED Equipment power failure at connector B 25631

UNIDENTIFIED Equipment power failure at return connector A 25632

UNIDENTIFIED Equipment power failure at return connector B 25633
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UNIDENTIFIED Far End Manual Switch Back to Working–Span 25634

UNIDENTIFIED Far End Forced Switch Back to Working–Span 25635

UNIDENTIFIED Universal Transponder Module Hardware Failure 25636

UNIDENTIFIED Universal Transponder Module Communication Failure 25637

UNIDENTIFIED Automatic Power Control Terminated on Manual Request 25638

UNIDENTIFIED Fibre Channel Distance Extension Credit Starvation 25639

PLM GFP User Payload Mismatch 25640

UNIDENTIFIED GFP Fibre Channel Distance Extension Mismatch 25641

UNIDENTIFIED GFP Fibre Channel Distance Extension Buffer Starvation 25642

BER_SF GFP Client Signal Fail Detected 25643

LOF GFP Loss of Frame Delineation 25644

UNIDENTIFIED GFP Extension Header Mismatch 25645

UNIDENTIFIED Signal Loss on Data Interface 25646

UNIDENTIFIED Encapsulation Mismatch Path 25647

UNIDENTIFIED Encapsulation Mismatch–VT 25648

UNIDENTIFIED Encapsulation Mismatch High Order–Path 25649

UNIDENTIFIED Encapsulation Mismatch Low Order–Path 25650

UNIDENTIFIED Synchronization Loss on Data Interface 25651

AIS ODUk-1-Alarm Indication Signal 25652

AIS ODUk-2-Alarm Indication Signal 25653

AIS ODUk-3-Alarm Indication Signal 25654

AIS ODUk-4-Alarm Indication Signal 25655

UNIDENTIFIED LCAS Control Word CRC Check Failure 25656

UNIDENTIFIED Optimized 1+1 APS Primary Section Mismatch 25657

UNIDENTIFIED LCAS VCG Member Tx Side In DNU State 25658

UNIDENTIFIED LCAS VCG Member Tx Side In ADD State 25659

UNIDENTIFIED LCAS VCG Member Rx Side In FAIL State 25660

UNIDENTIFIED Optimized 1+1 APS Primary Facility 25661

UNIDENTIFIED Optimized 1+1 APS Primary Section Mismatch 25662

UNIDENTIFIED Optimized 1+1 APS Invalid Primary Section 25663

UNIDENTIFIED Composite Clock High Line Voltage 25664

BER_SD BER Threshold Exceeded For Signal Degrade–VT 25665

BER_SF BER Threshold Exceeded For Signal Failure–VT 25666

Table A-23 CTM GateWay/CORBA Mapping for the ONS 15310, ONS 15327, ONS 15454 SONET, 

and ONS 15454 SDH R5.0 (continued)
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A.4.9 CTM GateWay/CORBA Mapping—ONS 15454 SONET
Table A-24 lists the CTM GateWay/CORBA mapping for the ONS 15454 SONET R3.2.1.

UNIDENTIFIED Alarms Suppressed on Out-Of-Group VCAT Member 25667

UNIDENTIFIED Syslog Messages —

UNIDENTIFIED Temperature Reading Mismatch Between SC Cards 25669

UNIDENTIFIED Voltage Reading Mismatch Between SC Cards 25670

TIM VT Path Trace Identifier Mismatch 25671

UNIDENTIFIED Syslog Messages 28000

UNIDENTIFIED Configuration Events 28001

UNIDENTIFIED LinkUp/LinkDown Trap 28002

UNIDENTIFIED Cold/Warn start Trap 28003

SECURITY_VIOL
ATION

Authentication Failure notification 28004

Table A-23 CTM GateWay/CORBA Mapping for the ONS 15310, ONS 15327, ONS 15454 SONET, 

and ONS 15454 SDH R5.0 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal 
Index (Not 
Reported by 
GateWay/CORBA)

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

UNIDENTIFIED Normal condition 1000

ENV Failure detected External to the NE 1001

ENV External Error 1002

UNIDENTIFIED Excessive Switching 1003

UNIDENTIFIED Incoming failure condition 1004

AIS Alarm Indication Signal 1005

AIS Alarm Indication Signal - Line 1006

AIS Alarm Indication Signal - Path 1007

FOP_APS APS Channel failure 1008

FOP_APS Byte failure 1009

FOP_APS Protection Switching Channel Match failure 1010

FOP_APS Automatic Protection Switch Mode Mismatch 1011

FOP_APS Far End Protection Line Failure 1012

UNIDENTIFIED Bipolar violation 1013
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Probable Cause Mapping
UNIDENTIFIED Carrier Loss on the LAN 1014

UNIDENTIFIED STS Concatenation error 1015

UNIDENTIFIED Excess collisions on the LAN 1016

UNIDENTIFIED Facility failure 1017

UNIDENTIFIED Far End Block Error 1018

LOF Loss of Frame 1019

LOP Loss of Pointer 1020

LOP Loss of Pointer - Path 1021

LOS Loss of Signal 1022

UNIDENTIFIED Out of Frame 1023

UNIDENTIFIED Path Selector failure 1024

RAI Remote Alarm Indication 1025

RAI Remote Failure Indication 1026

RAI Remote Failure Indication - Line 1027

RAI Remote Failure Indication - Path 1028

BER_SD Signal Degrade 1029

UNIDENTIFIED Severely Errored Frame 1030

UNIDENTIFIED Invalid Alarm 1031

BER_SF Signal Failure 1032

UNIDENTIFIED Signal Label Mismatch Failures 1033

UNIDENTIFIED Payload Defect Indication 1034

UNIDENTIFIED Payload Defect Indication - Path 1035

PLM Payload Label Mismatch - Path 1036

UNEQ Unequipped - Path 1037

UNIDENTIFIED Loss of Synchronization 1038

UNIDENTIFIED Out of Synchronization links 1039

UNIDENTIFIED Primary Synchronization Reference Failure 1040

UNIDENTIFIED Secondary Synchronization Reference Failure 1041

UNIDENTIFIED Third Synchronization Reference Failure 1042

UNIDENTIFIED Fourth Synchronization Reference Failure 1043

UNIDENTIFIED Fifth Synchronization Reference Failure 1044

UNIDENTIFIED Sixth Synchronization Reference Failure 1045

UNIDENTIFIED Outgoing failure condition 1046

RAI Remote Defect Indication - Line 1047

RAI Remote Defect Indication - Path 1048

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
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Probable Cause Mapping
UNIDENTIFIED Free Running Synchronization mode 1049

UNIDENTIFIED Holdover synchronization mode 1050

EQPT Internal fault 1051

UNIDENTIFIED Error Internal to the NE Detected 1052

UNIDENTIFIED Internal Message Error 1053

UNIDENTIFIED Mismatch of Eqpt and Attributes 1054

UNIDENTIFIED Watchdog Timer Timeout 1055

ENV Software Fault or failure 1056

ENV Software Fault - Data integrity fault 1057

UNIDENTIFIED Program failure 1058

EQPT Control Eqpt failure 1059

EQPT Control processor failure 1060

EQPT Working memory failure 1061

EQPT Interconnection Eqpt failure 1062

UNIDENTIFIED Time slot interchange equipment failure 1063

EQPT Equipment Failure 1064

EQPT High temperature 1065

EQPT Facility Termination equipment failure 1066

EQPT Automatic Laser Shutdown 1067

UNIDENTIFIED Failure to Release from protection 1068

EQPT Receiver failure 1069

EQPT Transmit failure 1070

UNIDENTIFIED Failure To Switch to protection 1071

UNIDENTIFIED Eqpt unit plug-in 1072

UNIDENTIFIED Internal Power Failure 1073

UNIDENTIFIED Fuse Alarm 1074

UNIDENTIFIED Synchronization unit failure 1075

UNIDENTIFIED Synchronization switching Eqpt failure 1076

EQPT Eqpt unit un-plug 1077

EQPT Manually caused abnormal condition 1078

UNIDENTIFIED Manual Alarm Cutoff 1079

UNIDENTIFIED Procedural Error 1080

EQPT Improper Removal 1081

UNIDENTIFIED Protection unit not available 1082

UNIDENTIFIED Protection Switching 1083

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
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UNIDENTIFIED Recovery or service protection action has been initiated 1084

UNIDENTIFIED Automatic system Reset 1085

UNIDENTIFIED Cold Restart 1086

UNIDENTIFIED Forced Switch Back to Working Unit 1087

UNIDENTIFIED Forced Switch to Protection Unit 1088

UNIDENTIFIED Initialization initiated 1089

UNIDENTIFIED Lockout of Protection 1090

UNIDENTIFIED Lockout of Working 1091

UNIDENTIFIED Manual system Reset 1092

UNIDENTIFIED Manual Switch to Internal Clock 1093

UNIDENTIFIED Manual Switch To Primary reference 1094

UNIDENTIFIED Manual Switch To Second reference 1095

UNIDENTIFIED Manual Switch To Third reference 1096

UNIDENTIFIED Manual Switch To Fourth reference 1097

UNIDENTIFIED Manual Switch To Fifth reference 1098

UNIDENTIFIED Manual Switch To Sixth reference 1099

UNIDENTIFIED Manual Switch Back to Working unit 1100

UNIDENTIFIED Manual Switch to Protection unit 1101

UNIDENTIFIED Powerfail Restart 1102

UNIDENTIFIED Software download in progress 1103

UNIDENTIFIED Switch To Internal clock 1104

UNIDENTIFIED Switch to Primary reference 1105

UNIDENTIFIED Switch to Second reference 1106

UNIDENTIFIED Switch to Third reference 1107

UNIDENTIFIED Switch to Fourth reference 1108

UNIDENTIFIED Switch to Fifth reference 1109

UNIDENTIFIED Switch to Sixth reference 1110

UNIDENTIFIED Switched back to Working unit 1111

UNIDENTIFIED Switched to Protection unit 1112

UNIDENTIFIED Warm Restart 1113

UNIDENTIFIED Waiting to Restore 1114

EQPT Primary Nonvolatile Backup Memory Failure 1115

EQPT Secondary Nonvolatile Backup Memory Failure 1116

EQPT Control Bus failure 1117

EQPT Control Communication Equipment failure 1118

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
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UNIDENTIFIED Loop back 1119

UNIDENTIFIED Loop back, Network 1120

UNIDENTIFIED Loop back, Terminal 1121

EQPT Fan Failure 1122

DCC_FAILURE SDCC termination failure 1123

UNIDENTIFIED Loop back, Facility 1124

EQPT Payload Bus Failure to I/O Slot 1 (XCON Slot 8) 1125

EQPT Payload Bus Failure to I/O Slot 2 (XCON Slot 8) 1126

EQPT Payload Bus Failure to I/O Slot 3 (XCON Slot 8) 1127

EQPT Payload Bus Failure to I/O Slot 4 (XCON Slot 8) 1128

EQPT Payload Bus Failure to I/O Slot 5 (XCON Slot 8) 1129

EQPT Payload Bus Failure to I/O Slot 6 (XCON Slot 8) 1130

EQPT Payload Bus Failure to I/O Slot 12 (XCON Slot 8) 1131

EQPT Payload Bus Failure to I/O Slot 13 (XCON Slot 8) 1132

EQPT Payload Bus Failure to I/O Slot 14 (XCON Slot 8) 1133

EQPT Payload Bus Failure to I/O Slot 15 (XCON Slot 8) 1134

EQPT Payload Bus Failure to I/O Slot 16 (XCON Slot 8) 1135

EQPT Payload Bus Failure to I/O Slot 17 (XCON Slot 8) 1136

EQPT Payload Bus Failure to I/O Slot 1 (XCON Slot 10) 1137

EQPT Payload Bus Failure to I/O Slot 2 (XCON Slot 10) 1138

EQPT Payload Bus Failure to I/O Slot 3 (XCON Slot 10) 1139

EQPT Payload Bus Failure to I/O Slot 4 (XCON Slot 10) 1140

EQPT Payload Bus Failure to I/O Slot 5 (XCON Slot 10) 1141

EQPT Payload Bus Failure to I/O Slot 6 (XCON Slot 10) 1142

EQPT Payload Bus Failure to I/O Slot 12 (XCON Slot 10) 1143

EQPT Payload Bus Failure to I/O Slot 13 (XCON Slot 10) 1144

EQPT Payload Bus Failure to I/O Slot 14 (XCON Slot 10) 1145

EQPT Payload Bus Failure to I/O Slot 15 (XCON Slot 10) 1146

EQPT Payload Bus Failure to I/O Slot 16 (XCON Slot 10) 1147

EQPT Payload Bus Failure to I/O Slot 17 (XCON Slot 10) 1148

EQPT Control Bus 1 failure 1149

EQPT Control Bus 2 failure 1150

EQPT Invalid MAC Address 1151

EQPT Board Failure 1152

EQPT Diagnostics Failure 1153

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)
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EQPT Medium Access Control Failure 1154

UNIDENTIFIED Duplicate Node ID 1155

UNIDENTIFIED Failure To Switch to protection - Ring 1156

UNIDENTIFIED Failure To Switch to protection - Span 1157

UNIDENTIFIED Manual Switch back to working Unit-Ring 1158

UNIDENTIFIED Manual Switch back to working Unit-Span 1159

UNIDENTIFIED Manual Switch to Protection unit-Ring 1160

UNIDENTIFIED Manual Switch to Protection unit-Span 1161

UNIDENTIFIED Forced Switch Back to Working Unit-Ring 1162

UNIDENTIFIED Forced Switch Back to Working Unit-Span 1163

UNIDENTIFIED Forced Switch to Protection Unit-Ring 1164

UNIDENTIFIED Forced Switch to Protection Unit-Span 1165

UNIDENTIFIED Lockout of Protection - Ring 1166

UNIDENTIFIED Lockout of Protection - Span 1167

UNIDENTIFIED Lockout of working - Ring 1168

UNIDENTIFIED Lockout of working - Span 1169

UNIDENTIFIED Ring is squelching traffic 1170

FOP_APS Inconsistent APS code 1171

FOP_APS Node ID Mismatch 1172

FOP_APS Default K Byte 1173

FOP_APS Connection loss 1174

EQPT TCC A to Shelf SLOT 1 (DROP 1) communication failure 1175

EQPT TCC A to Shelf SLOT 2 (DROP 2) communication failure 1176

EQPT TCC A to Shelf SLOT 3 (DROP 3) communication failure 1177

EQPT TCC A to Shelf SLOT 4 (DROP 4) communication failure 1178

EQPT TCC A to Shelf SLOT 5 (TRUNK 1) communication failure 1179

EQPT TCC A to Shelf SLOT 6 (TRUNK 2) communication failure 1180

EQPT TCC A to Shelf SLOT 7 (TCC A) communication failure 1181

EQPT TCC A to Shelf SLOT 8 (XCON A) communication failure 1182

EQPT TCC A to Shelf SLOT 9 (AIC) communication failure 1183

EQPT TCC A to Shelf SLOT 10 (XCON B) communication failure 1184

EQPT TCC A to Shelf SLOT 11 (TCC B) communication failure 1185

EQPT TCC A to Shelf SLOT 12 (TRUNK 3) communication failure 1186

EQPT TCC A to Shelf SLOT 13 (TRUNK 4) communication failure 1187

EQPT TCC A to Shelf SLOT 14 (DROP 5) communication failure 1188

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)
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EQPT TCC A to Shelf SLOT 15 (DROP 6) communication failure 1189

EQPT TCC A to Shelf SLOT 16 (DROP 7) communication failure 1190

EQPT TCC A to Shelf SLOT 17 (DROP 8) communication failure 1191

EQPT TCC A to DCC A processor communication failure 1192

EQPT TCC B to Shelf SLOT 1 (DROP 1) communication failure 1193

EQPT TCC B to Shelf SLOT 2 (DROP 2) communication failure 1194

EQPT TCC B to Shelf SLOT 3 (DROP 3) communication failure 1195

EQPT TCC B to Shelf SLOT 4 (DROP 4) communication failure 1196

EQPT TCC B to Shelf SLOT 5 (TRUNK 1) communication failure 1197

EQPT TCC B to Shelf SLOT 6 (TRUNK 2) communication failure 1198

EQPT TCC B to Shelf SLOT 7 (TCC A) communication failure 1199

EQPT TCC B to Shelf SLOT 8 (XCON A) communication failure 1200

EQPT TCC B to Shelf SLOT 9 (AIC) communication failure 1201

EQPT TCC B to Shelf SLOT 10 (XCON B) communication failure 1202

EQPT TCC B to Shelf SLOT 11 (TCC B) communication failure 1203

EQPT TCC B to Shelf SLOT 12 (TRUNK 3) communication failure 1204

EQPT TCC B to Shelf SLOT 13 (TRUNK 4) communication failure 1205

EQPT TCC B to Shelf SLOT 14 (DROP 5) communication failure 1206

EQPT TCC B to Shelf SLOT 15 (DROP 6) communication failure 1207

EQPT TCC B to Shelf SLOT 16 (DROP 7) communication failure 1208

EQPT TCC B to Shelf SLOT 17 (DROP 8) communication failure 1209

EQPT TCC B to DCC B processor communication failure 1210

UNIDENTIFIED Fast Start synchronization mode 1211

FOP_APS Improper APS code 1212

UNIDENTIFIED BLSR Out of Sync 1213

AIS Alarm Indication Signal - VT 1214

RAI Remote Failure Indication - VT 1215

PLM SLMF - Payload Label Mismatch - VT 1216

UNEQ SLMF - Unequipped - VT 1217

UNIDENTIFIED Peer state mismatch 1218

EQPT Facility Termination equipment - Receiver missing 1219

EQPT Facility Termination equipment - Transmitter missing 1220

LOP Loss of Pointer - VT 1221

UNIDENTIFIED Embedded Operations Channel failure - link down 1222

UNIDENTIFIED Failed to receive Synchronization Status Message 1223

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)
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UNIDENTIFIED Sync Status Messages are disabled on this interface 1224

UNIDENTIFIED Primary Reference Source - Stratum 1 Traceable 1225

UNIDENTIFIED Synchronized - Traceability Unknown 1226

UNIDENTIFIED Stratum 2 Traceable 1227

UNIDENTIFIED Transit Node Clock Traceable 1228

UNIDENTIFIED Stratum 3E Traceable 1229

UNIDENTIFIED Stratum 3 Traceable 1230

UNIDENTIFIED SONET Minimum Clock Traceable 1231

UNIDENTIFIED Stratum 4 Traceable 1232

UNIDENTIFIED Do not Use for Synchronization 1233

UNIDENTIFIED Reserved for Network Synchronization Use 1234

UNIDENTIFIED Failure to Switch to protection - Path 1235

UNIDENTIFIED Man. Switch of working fac/eqpt to Protection-Path 1236

UNIDENTIFIED Working fac/eqpt forced to switch to protection unit-Path 1237

UNIDENTIFIED Lockout of Protection - Path 1238

UNIDENTIFIED Automatic UPSR sw caused by AIS 1239

UNIDENTIFIED Automatic UPSR sw caused by LOP 1240

UNIDENTIFIED Automatic UPSR sw caused by UNEQ 1241

UNIDENTIFIED Automatic UPSR sw caused by PDI 1242

UNIDENTIFIED Automatic UPSR sw caused by SFBER 1243

UNIDENTIFIED Automatic UPSR sw caused by SDBER 1244

UNIDENTIFIED DS3 Idle Condition 1245

UNIDENTIFIED DS1 Lpbk due to FEAC command 1246

UNIDENTIFIED DS1 Lpbk Command sent to Far End 1247

UNIDENTIFIED DS3 Lpbk due to FEAC command 1248

UNIDENTIFIED DS3 Lpbk Command sent to Far End 1249

UNIDENTIFIED DS2 Lpbk due to Far End Command 1250

UNIDENTIFIED DS2 Lpbk Command sent to Far End 1251

ENV Far end AIS 1252

UNIDENTIFIED Far end Multiple DS1 LOS detected on DS3 1253

ENV Far end DS1 eqpt fail non service affecting 1254

ENV Far end DS1 Eqpt fail service affecting 1255

ENV Far end Single DS1 LOS 1256

ENV Far end DS3 Eqpt fail non service affecting 1257

ENV Far end DS3 Eqpt fail service affecting 1258

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)
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ENV Far end Cmn Eqpt fail non service affecting 1259

UNIDENTIFIED Far end IDLE 1260

ENV Far end LOS 1261

ENV Far end LOF 1262

UNIDENTIFIED Performance Monitor Threshold Crossing Alert 1263

UNIDENTIFIED Ethernet Bridge is New Root of spanning tree 1264

UNIDENTIFIED Ethernet Bridge Topology Change 1265

UNIDENTIFIED BLSR tables resynchronized 1266

ENV System reboot 1267

UNIDENTIFIED Manual switch request on facility/equipment 1268

UNIDENTIFIED Forced switch request on facility/equipment 1269

UNIDENTIFIED Lockout switch request on facility/equipment 1270

UNIDENTIFIED RMON histories and alarms have been reset due to chip reset 1271

UNIDENTIFIED RMON Alarm 1272

LOS Video Interface Card Loss of Video IF signal 1273

LOS VIC loss of Video Base Band Signal 1274

LOS VIC loss of Audio FM signal 1275

LOS VIC loss of audio base band channel 1 signal 1276

LOS VIC loss of audio base band channel 2 signal 1277

LOS VIC loss of audio base band channel 3 signal 1278

LOS VIC loss of audio base band channel 4 signal 1279

UNIDENTIFIED STS path trace identifier mismatch 1280

ENV NE Power Failure at connector A 1281

ENV NE Power Failure at connector B 1282

UNIDENTIFIED Free memory on card very low 1283

UNIDENTIFIED Free memory on card almost zero 1284

UNIDENTIFIED Exercise Ring 1285

UNIDENTIFIED Exercise Span 1286

UNIDENTIFIED Squelching - Path Level 1287

UNIDENTIFIED Extra Traffic Preempted 1288

UNIDENTIFIED Far End Lockout of working - Ring 1289

UNIDENTIFIED Far End Lockout of working - Span 1290

UNIDENTIFIED Far End Lockout of Protection - Ring 1291

UNIDENTIFIED Far End Lockout of Protection - All Spans 1292

UNIDENTIFIED Far End Working facility forced to switch to protect - Ring 1293

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)
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UNIDENTIFIED Far End Working facility forced to switch to protect - Span 1294

UNIDENTIFIED Far End Manual Switch of Working facility to Protect - Ring 1295

UNIDENTIFIED Far End Manual Switch of Working facility to Protect - Span 1296

UNIDENTIFIED Far End Exercise Ring 1297

UNIDENTIFIED Far End Exercise Span 1298

ENV Far End BER threshold passed for Signal Failure - Ring 1299

ENV Far End BER threshold passed for Signal Failure - Span 1300

ENV Far End BER threshold passed for Signal Degrade - Ring 1301

ENV Far End BER threshold passed for Signal Degrade - Span 1302

ENV APS Channel - Far End Protection Line Signal Degrade 1303

UNIDENTIFIED Ring Switch is active on the East Side 1304

UNIDENTIFIED Ring Switch is active on the West Side 1305

UNIDENTIFIED Span Switch is active on the East Side 1306

UNIDENTIFIED Span Switch is active on the West Side 1307

UNIDENTIFIED Unidirectional Full Pass Through is active 1308

UNIDENTIFIED Bidirectional Full Pass Through is active 1309

UNIDENTIFIED K Bytes Pass Through is active 1310

UNIDENTIFIED Ring is Segmented 1311

UNIDENTIFIED Ring Topology is under construction 1312

UNIDENTIFIED Lockout of Protection - All Spans 1313

UNIDENTIFIED Far end of fiber is provisioned with different ring ID 1314

UNIDENTIFIED Both ends of fiber provisioned as East, or both as West 1315

SECURITY_VIO
LATION

Security- invalid login (see Audit Trail) 1316

UNIDENTIFIED Autonomous messages inhibited 1317

UNIDENTIFIED Traffic storm on LAN. LAN temporarily disabled 1318

UNIDENTIFIED REPT^DBCHG messages inhibited 1319

SECURITY_VIO
LATION

Security- user ID has expired 1320

EQPT Partial Fan Failure 1321

UNIDENTIFIED Force switch request on Ring 1322

UNIDENTIFIED Force switch request on Span 1323

UNIDENTIFIED Lockout switch request on Ring 1324

UNIDENTIFIED Lockout switch request on Span 1325

UNIDENTIFIED Manual switch request on Ring 1326

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)
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Table A-25 shows the CTM GateWay/CORBA mapping that applies to the ONS 15454 SONET R3.3

UNIDENTIFIED Manual switch request on Span 1327

EQPT Peer to Peer Slot communication failure 1328

EQPT Peer to Peer Slot communication failure 1329

EQPT TCC A to Shelf Slot communication failure 1330

EQPT TCC B to Shelf Slot communication failure 1331

EQPT Interconnection Equipment Failure - Working Payload Bus 1332

EQPT Interconnection Equipment Failure - Protect Payload Bus 1333

EQPT Inhibit Switch to Protect Request on equipment 1334

EQPT Inhibit Switch to Working Request on equipment 1335

BER_SD BER Threshold exceeded for Signal Degrade - Line 1336

BER_SD BER Threshold exceeded for Signal Degrade - Path 1337

BER_SF BER Threshold exceeded for Signal Failure - Line 1338

BER_SF BER Threshold exceeded for Signal Failure - Path 1339

UNIDENTIFIED Exercising Ring Successfully 1340

UNIDENTIFIED Exercising Span Successfully 1341

UNIDENTIFIED SONET Span Is In Wait To Restore State 1342

EQPT Peer Card Not Responding 1343

UNIDENTIFIED Exercise Request on Ring Failed 1344

UNIDENTIFIED Exercise Request on Span Failed 1345

UNIDENTIFIED Far End Lockout Of Protection - Span 1346

EQPT Manufacturing Data Memory (EEPROM) Failure 1347

EQPT Replaceable Equipment/Unit is Missing 1348

ENV Software Download Failed 1349

EQPT Alarms/Events Suppressed For This Object 1350

Table A-24 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.2.1 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

Table A-25 CTM GateWay/CORBA Mapping for the ONS 15454 SONET R3.3

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

UNIDENTIFIED Normal Condition 1500

ENV Failure detected External to the NE 1501

ENV External Error 1502

UNIDENTIFIED Excessive Switching 1503
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UNIDENTIFIED Incoming Failure Condition 1504

AIS Alarm Indication Signal 1505

AIS Alarm Indication Signal - Line 1506

AIS Alarm Indication Signal - Path 1507

FOP_APS APS Channel Failure 1508

FOP_APS Byte Failure 1509

FOP_APS Protection Switching Channel Match failure 1510

FOP_APS Automatic Protection Switch Mode Mismatch 1511

FOP_APS Far End Protection Line Failure 1512

UNIDENTIFIED Bipolar Violation 1513

UNIDENTIFIED Carrier Loss on the LAN 1514

UNIDENTIFIED STS Concatenation Error 1515

UNIDENTIFIED Excess Collisions On the LAN 1516

UNIDENTIFIED Facility failure 1517

UNIDENTIFIED Far End Block Error 1518

LOF Loss of Frame 1519

LOP Loss of Pointer 1520

LOP Loss of Pointer - Path 1521

LOS Loss of Signal 1522

UNIDENTIFIED Out of Frame 1523

UNIDENTIFIED Path Selector failure 1524

RAI Remote Alarm Indication 1525

RAI Remote Failure Indication 1526

RAI Remote Failure Indication - Line 1527

RAI Remote Failure Indication - Path 1528

BER_SD Signal Degrade 1529

UNIDENTIFIED Severely Errored Frame 1530

UNIDENTIFIED NA 1531

BER_SF Signal Failure 1532

UNIDENTIFIED Signal Label Mismatch Failures 1533

UNIDENTIFIED Payload Defect Indication 1534

UNIDENTIFIED Payload Defect Indication - Path 1535

PLM Payload Label Mismatch - Path 1536

UNEQ Unequipped - Path 1537

UNIDENTIFIED Loss Of Synchronization 1538
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UNIDENTIFIED Out Of Synchronization 1539

UNIDENTIFIED Primary Synchronization Reference Failure 1540

UNIDENTIFIED Secondary Synchronization Reference Failure 1541

UNIDENTIFIED Third Synchronization Reference Failure 1542

UNIDENTIFIED Fourth Synchronization Reference Failure 1543

UNIDENTIFIED Fifth Synchronization Reference Failure 1544

UNIDENTIFIED Sixth Synchronization Reference Failure 1545

UNIDENTIFIED Outgoing Failure Condition 1546

RAI Remote Defect Indication - Line 1547

RAI Remote Defect Indication - Path 1548

UNIDENTIFIED Free Running Synchronization Mode 1549

UNIDENTIFIED Holdover Synchronization mode 1550

EQPT Internal Fault 1551

UNIDENTIFIED Internal Error 1552

UNIDENTIFIED Internal Message Error 1553

UNIDENTIFIED Mismatch Of Equipment And Attributes 1554

UNIDENTIFIED Watchdog Timer Timeout 1555

ENV Software Fault or Failure 1556

ENV Software Fault - Data Integrity Fault 1557

UNIDENTIFIED Program Failure 1558

EQPT Control Equipment Failure 1559

EQPT Control Processor Failure 1560

EQPT Working Memory Failure 1561

EQPT Interconnection Equipment Failure 1562

EQPT Time Slot Interchange Equipment Failure 1563

EQPT Equipment Failure 1564

EQPT High Temperature 1565

EQPT Facility Termination Equipment Failure 1566

EQPT Automatic Laser Shutdown 1567

UNIDENTIFIED Failure To Release From Protection 1568

EQPT Receiver Failure 1569

EQPT Transmit Failure 1570

UNIDENTIFIED Failure To Switch To Protection 1571

UNIDENTIFIED Equipment Unit Plug-In 1572

UNIDENTIFIED Internal Power Failure 1573
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UNIDENTIFIED Fuse Alarm 1574

UNIDENTIFIED Synchronization Unit Failure 1575

UNIDENTIFIED Synchronization Switching Equipment Failure 1576

EQPT Equipment Unit Un-plugged 1577

EQPT Manually Caused Abnormal Condition 1578

UNIDENTIFIED Manual Alarm Cutoff 1579

UNIDENTIFIED Procedural Error 1580

EQPT Improper Removal 1581

UNIDENTIFIED Protection unit Not Available 1582

UNIDENTIFIED Protection Switch 1583

UNIDENTIFIED Recovery Or Service Protection Action Has Been Initiated 1584

UNIDENTIFIED Automatic system Reset 1585

UNIDENTIFIED Cold Restart 1586

UNIDENTIFIED Forced Switch Back To Working 1587

UNIDENTIFIED Forced Switch to Protection 1588

UNIDENTIFIED Initialization Initiated 1589

UNIDENTIFIED Lockout of Protection 1590

UNIDENTIFIED Lockout of Working 1591

UNIDENTIFIED Manual System Reset 1592

UNIDENTIFIED Manual Switch To Internal Clock 1593

UNIDENTIFIED Manual Switch To Primary Reference 1594

UNIDENTIFIED Manual Switch To Second Reference 1595

UNIDENTIFIED Manual Switch To Third Reference 1596

UNIDENTIFIED Manual Switch To Fourth Reference 1597

UNIDENTIFIED Manual Switch To Fifth Reference 1598

UNIDENTIFIED Manual Switch To Sixth Reference 1599

UNIDENTIFIED Manual Switch Back To Working 1600

UNIDENTIFIED Manual Switch to Protection 1601

UNIDENTIFIED Powerfail Restart 1602

UNIDENTIFIED Software download In Progress 1603

UNIDENTIFIED Switch To Internal Clock 1604

UNIDENTIFIED Switch To Primary Reference 1605

UNIDENTIFIED Switch To Second Reference 1606

UNIDENTIFIED Switch To Third Reference 1607

UNIDENTIFIED Switch To Fourth Reference 1608
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UNIDENTIFIED Switch To Fifth Reference 1609

UNIDENTIFIED Switch To Sixth Reference 1610

UNIDENTIFIED Switched Back to Working 1611

UNIDENTIFIED Switched To Protection 1612

UNIDENTIFIED Warm Restart 1613

UNIDENTIFIED Ring is in Wait To Restore state 1614

EQPT Primary Nonvolatile Backup Memory Failure 1615

EQPT Secondary Nonvolatile Backup Memory Failure 1616

EQPT Control Bus Failure 1617

EQPT Control Communications Equipment Failure 1618

UNIDENTIFIED Loopback 1619

UNIDENTIFIED Loopback 1620

UNIDENTIFIED Loopback 1621

EQPT Fan Failure 1622

DCC_FAILURE SDCC Termination Failure 1623

UNIDENTIFIED Loopback Facility 1624

EQPT Payload Bus Failure To I/O Slot 1(XCON Slot 8) 1625

EQPT Payload Bus Failure To I/O Slot 2(XCON Slot 8) 1626

EQPT Payload Bus Failure To I/O Slot 3(XCON Slot 8) 1627

EQPT Payload Bus Failure To I/O Slot 4(XCON Slot 8) 1628

EQPT Payload Bus Failure To I/O Slot 5(XCON Slot 8) 1629

EQPT Payload Bus Failure To I/O Slot 6(XCON Slot 8) 1630

EQPT Payload Bus Failure To I/O Slot 12(XCON Slot 8) 1631

EQPT Payload Bus Failure To I/O Slot 13(XCON Slot 8) 1632

EQPT Payload Bus Failure To I/O Slot 14(XCON Slot 8) 1633

EQPT Payload Bus Failure To I/O Slot 15(XCON Slot 8) 1634

EQPT Payload Bus Failure To I/O Slot 16(XCON Slot 8) 1635

EQPT Payload Bus Failure To I/O Slot 17(XCON Slot 8) 1636

EQPT Payload Bus Failure To I/O Slot 1(XCON Slot 10) 1637

EQPT Payload Bus Failure To I/O Slot 2(XCON Slot 10) 1638

EQPT Payload Bus Failure To I/O Slot 3(XCON Slot 10) 1639

EQPT Payload Bus Failure To I/O Slot 4(XCON Slot 10) 1640

EQPT Payload Bus Failure To I/O Slot 5(XCON Slot 10) 1641

EQPT Payload Bus Failure To I/O Slot 6(XCON Slot 10) 1642

EQPT Payload Bus Failure To I/O Slot 12(XCON Slot 10) 1643
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EQPT Payload Bus Failure To I/O Slot 13(XCON Slot 10) 1644

EQPT Payload Bus Failure To I/O Slot14(XCON Slot 10) 1645

EQPT Payload Bus Failure To I/O Slot15(XCON Slot 10) 1646

EQPT Payload Bus Failure To I/O Slot16(XCON Slot 10) 1647

EQPT Payload Bus Failure To I/O Slot17(XCON Slot 10) 1648

EQPT Control Bus 1 Failure 1649

EQPT Control Bus 2 Failure 1650

EQPT Invalid MAC Address 1651

EQPT Board Failure 1652

EQPT Diagnostics Failure 1653

EQPT Medium Access Control Failure 1654

UNIDENTIFIED Duplicate Node ID 1655

UNIDENTIFIED Failure To Switch To Protection - Ring 1656

UNIDENTIFIED Failure To Switch To Protection - Span 1657

UNIDENTIFIED Manual Switch Back To Working - Ring 1658

UNIDENTIFIED Manual Switch Back To Working - Span 1659

UNIDENTIFIED Manual Switch To Protection - Ring 1660

UNIDENTIFIED Manual Switch To Protection - Span 1661

UNIDENTIFIED Forced Switch Back To Working - Ring 1662

UNIDENTIFIED Forced Switch Back To Working - Span 1663

UNIDENTIFIED Forced Switch To Protection - Ring 1664

UNIDENTIFIED Forced Switch To Protection - Span 1665

UNIDENTIFIED Lockout Of Protection - Ring 1666

UNIDENTIFIED Lockout Of Protection - Span 1667

UNIDENTIFIED Lockout Of working - Ring 1668

UNIDENTIFIED Lockout Of working - Span 1669

UNIDENTIFIED Ring Is Squelching Traffic 1670

FOP_APS Inconsistent APS Code 1671

FOP_APS Node ID Mismatch 1672

FOP_APS Default K Byte 1673

FOP_APS Connection Loss 1674

EQPT TCC A To Shelf Slot 1 (DROP 1) Communication Failure 1675

EQPT TCC A To Shelf Slot 2 (DROP 2) Communication Failure 1676

EQPT TCC A To Shelf Slot 3 (DROP 3) Communication Failure 1677

EQPT TCC A to Shelf Slot 4 (DROP 4) Communication Failure 1678
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EQPT TCC A To Shelf Slot 5 (TRUNK 1) Communication Failure 1679

EQPT TCC A To Shelf Slot 6 (TRUNK 2) Communication Failure 1680

EQPT TCC A To Shelf Slot 7 (TCC A) Communication Failure 1681

EQPT TCC A To Shelf Slot 8 (XCON A) Communication Failure 1682

EQPT TCC A To Shelf Slot 9 (AIC) Communication Failure 1683

EQPT TCC A To Shelf Slot 10 (XCON B) Communication Failure 1684

EQPT TCC A To Shelf Slot 11 (TCC B) Communication Failure 1685

EQPT TCC A To Shelf Slot 12 (TRUNK 3) Communication 
Failure

1686

EQPT TCC A To Shelf Slot 13 (TRUNK 4) Communication 
Failure

1687

EQPT TCC A To Shelf Slot 14 (DROP 5) Communication Failure 1688

EQPT TCC A To Shelf Slot 15 (DROP 6) Communication Failure 1689

EQPT TCC A To Shelf Slot 16 (DROP 7) Communication Failure 1690

EQPT TCC A To Shelf Slot 17 (DROP 8) Communication Failure 1691

EQPT TCC A To DCC A Processor Communication Failure 1692

EQPT TCC B To Shelf Slot 1 (DROP 1) Communication Failure 1693

EQPT TCC B To Shelf Slot 2 (DROP 2) Communication Failure 1694

EQPT TCC B To Shelf Slot 3 (DROP 3) Communication Failure 1695

EQPT TCC B To Shelf Slot 4 (DROP 4) Communication Failure 1696

EQPT TCC B To Shelf Slot 5 (TRUNK 1) Communication Failure 1697

EQPT TCC B To Shelf Slot 6 (TRUNK 2) Communication Failure 1698

EQPT TCC B To Shelf Slot 7 (TCC A) Communication Failure 1699

EQPT TCC B To Shelf Slot 8 (XCON A) Communication Failure 1700

EQPT TCC B To Shelf Slot 9 (AIC) Communication Failure 1701

EQPT TCC B To Shelf Slot 10 (XCON B) Communication Failure 1702

EQPT TCC B To Shelf Slot 11 (TCC B) Communication Failure 1703

EQPT TCC B To Shelf Slot 12 (TRUNK 3) Communication 
Failure

1704

EQPT TCC B To Shelf Slot 13 (TRUNK 4) Communication 
Failure

1705

EQPT TCC B To Shelf Slot 14 (DROP 5) Communication Failure 1706

EQPT TCC B To Shelf Slot 15 (DROP 6) Communication Failure 1707

EQPT TCC B To Shelf Slot 16 (DROP 7) Communication Failure 1708

EQPT TCC B To Shelf Slot 17 (DROP 8) Communication Failure 1709

EQPT TCC B To DCC B Processor Communication Failure 1710
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UNIDENTIFIED Fast Start Synchronization Mode 1711

FOP_APS Improper APS Code 1712

UNIDENTIFIED BLSR Out Of Sync 1713

AIS Alarm Indication Signal - VT 1714

RAI Remote Failure Indication - VT 1715

PLM Signal Label Mismatch Failure - Payload Label Mismatch - 
VT

1716

UNEQ Signal Label Mismatch Failure - Unequipped - VT 1717

UNIDENTIFIED Peer State Mismatch 1718

EQPT Facility Termination Equipment - Receiver Missing 1719

EQPT Facility Termination Equipment - Transmitter Missing 1720

LOP Loss Of Pointer - VT 1721

UNIDENTIFIED Embedded Operations Channel Failure - Link Down 1722

UNIDENTIFIED Failed to Receive Synchronization Status Message 1723

UNIDENTIFIED Synchronization Status Messages Are Disabled On This 
Interface

1724

UNIDENTIFIED Primary Reference Source - Stratum 1 Traceable 1725

UNIDENTIFIED Synchronized - Traceability Unknown 1726

UNIDENTIFIED Stratum 2 Traceable 1727

UNIDENTIFIED Transit Node Clock Traceable 1728

UNIDENTIFIED Stratum 3E Traceable 1729

UNIDENTIFIED Stratum 3 Traceable 1730

UNIDENTIFIED SONET Minimum Clock Traceable 1731

UNIDENTIFIED Stratum 4 Traceable 1732

UNIDENTIFIED Do Not Use For Synchronization 1733

UNIDENTIFIED Reserved For Network Synchronization Use 1734

UNIDENTIFIED Failure To Switch To protection - Path 1735

UNIDENTIFIED Manual Switch Of Working Facility - Equipment To 
Protection - Path

1736

UNIDENTIFIED Working Facility - Equipment Forced To Switch To 
Protection - Path

1737

UNIDENTIFIED Lockout Of Protection - Path 1738

UNIDENTIFIED Automatic UPSR Switch Caused By AIS 1739

UNIDENTIFIED Automatic UPSR Switch Caused By LOP 1740

UNIDENTIFIED Automatic UPSR Switch Caused By UNEQ 1741

UNIDENTIFIED Automatic UPSR Switch Caused By PDI 1742
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UNIDENTIFIED Automatic UPSR Switch Caused By SFBER 1743

UNIDENTIFIED Automatic UPSR Switch Caused By SDBER 1744

UNIDENTIFIED DS3 Idle Condition 1745

UNIDENTIFIED DS1 Loopback Due To FEAC Command 1746

UNIDENTIFIED DS1 Loopback Command Sent To Far End 1747

UNIDENTIFIED DS3 Loopback Due to FEAC command 1748

UNIDENTIFIED DS3 Loopback Command Sent To Far End 1749

UNIDENTIFIED DS2 Loopback Due To Far End Command 1750

UNIDENTIFIED DS2 Loopback Command Sent To Far End 1751

ENV Far End AIS 1752

UNIDENTIFIED Far End Multiple DS1 LOS Detected On DS3 1753

ENV Far End DS1 Equipment Failure - Non Service Affecting 1754

ENV Far End DS1 Equipment Failure - Service Affecting 1755

ENV Far End Single DS1 LOS 1756

ENV Far End DS3 Equipment Failure - Non Service Affecting 1757

ENV Far End DS3 Equipment Failure - Service Affecting 1758

ENV Far End Common Equipment Failure - Non Service 
Affecting

1759

UNIDENTIFIED Far End IDLE 1760

ENV Far End LOS 1761

ENV Far End LOF 1762

UNIDENTIFIED Performance Monitor Threshold Crossing Alert 1763

UNIDENTIFIED Ethernet Bridge Is New Root Of Spanning Tree 1764

UNIDENTIFIED Ethernet Bridge Topology Change 1765

UNIDENTIFIED BLSR Tables Resynchronized 1766

ENV System Reboot 1767

UNIDENTIFIED Manual Switch Request on Facility - Equipment 1768

UNIDENTIFIED Forced Switch Request on Facility Or Equipment 1769

UNIDENTIFIED Lockout Switch Request on Facility - Equipment 1770

UNIDENTIFIED RMON Histories And Alarms Reset Reboot 1771

UNIDENTIFIED RMON Alarm 1772

LOS Video Interface Card Loss Of Video IF Signal 1773

LOS VIC Loss Of Video Base Band Signal 1774

LOS VIC Loss Of Audio FM Signal 1775

LOS VIC Loss Of Audio Base Band Channel 1 Signal 1776
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LOS VIC Loss Of Audio Base Band Channel 2 Signal 1777

LOS VIC Loss Of Audio Base Band Channel 3 Signal 1778

LOS VIC Loss Of Audio Base Band Channel 4 Signal 1779

TIM STS Path Trace Identifier Mismatch 1780

ENV NE Power Failure At Connector A 1781

ENV NE Power Failure At Connector B 1782

UNIDENTIFIED Free Memory On Card Very Low 1783

UNIDENTIFIED Free Memory On Card Near Zero 1784

UNIDENTIFIED Exercise Request on Ring 1785

UNIDENTIFIED Exercise Request on Span 1786

UNIDENTIFIED Squelching Path 1787

UNIDENTIFIED Extra Traffic Preempted 1788

UNIDENTIFIED Far End Lockout Of Working - Ring 1789

UNIDENTIFIED Far End Lockout Of Working - Span 1790

UNIDENTIFIED Far End Lockout Of Protection - Ring 1791

UNIDENTIFIED Far End Lockout Of Protection - All Spans 1792

UNIDENTIFIED Far End Working Facility Forced To Switch To Protection - 
Ring

1793

UNIDENTIFIED Far End Working facility Forced To Switch To Protection - 
Span

1794

UNIDENTIFIED Far End Manual Switch Of Working Facility To Protection- 
Ring

1795

UNIDENTIFIED Far End Manual Switch Of Working Facility To Protection- 
Span

1796

UNIDENTIFIED Far End Exercising Ring 1797

UNIDENTIFIED Far End Exercising Span 1798

ENV Far End BER Threshold Passed For Signal Failure - Ring 1799

ENV Far End BER Threshold Passed For Signal Failure - Span 1800

ENV Far End BER Threshold Passed For Signal Degrade - Ring 1801

ENV Far End BER Threshold Passed For Signal Degrade - Span 1802

ENV APS Channel - Far End Protection Line Signal Degrade 1803

UNIDENTIFIED Ring Switch Is Active On The East Side 1804

UNIDENTIFIED Ring Switch Is Active On The West Side 1805

UNIDENTIFIED Span Switch Is Active On The East Side 1806

UNIDENTIFIED Span Switch Is Active On The West Side 1807

UNIDENTIFIED Unidirectional Full Pass Through Is Active 1808
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UNIDENTIFIED Bidirectional Full Pass Through Is Active 1809

UNIDENTIFIED K Bytes Pass Through Is Active 1810

UNIDENTIFIED Ring Is Segmented 1811

UNIDENTIFIED Ring Topology Is Under Construction 1812

UNIDENTIFIED Lockout Of Protection - All Spans 1813

UNIDENTIFIED Far End Of Fiber Is Provisioned With Different Ring ID 1814

UNIDENTIFIED Both Ends Of Fiber Provisioned As East Or Both as West 1815

SECURITY_VIOL
ATION

Security- Invalid login - See Audit Trail 1816

UNIDENTIFIED Autonomous Messages Inhibited 1817

UNIDENTIFIED Traffic Storm On LAN. LAN Temporarily Disabled 1818

UNIDENTIFIED REPT^DBCHG Messages Inhibited 1819

SECURITY_VIOL
ATION

Security- User ID Has Expired 1820

EQPT Partial Fan Failure 1821

UNIDENTIFIED Force Switch Request On Ring 1822

UNIDENTIFIED Force Switch Request On Span 1823

UNIDENTIFIED Lockout Switch Request On Ring 1824

UNIDENTIFIED Lockout Switch Request On Span 1825

UNIDENTIFIED Manual Switch Request On Ring 1826

UNIDENTIFIED Manual Switch Request On Span 1827

EQPT Peer To Peer Slot Communication Failure 1828

EQPT Peer To Peer Slot Communication Failure 1829

EQPT TCC A To Shelf Slot Communication Failure 1830

EQPT TCC B To Shelf Slot Communication Failure 1831

EQPT Interconnection Equipment Failure - Working XC Payload 
Bus

1832

EQPT Interconnection Equipment Failure - Protect XC Payload 
Bus

1833

EQPT Inhibit Switch To Protect Request On Equipment 1834

EQPT Inhibit Switch To Working Request On Equipment 1835

BER_SD BER Threshold Exceeded For Signal Degrade - Line 1836

BER_SD BER Threshold Exceeded For Signal Degrade - Path 1837

BER_SF BER Threshold Exceeded For Signal Failure - Line 1838

BER_SF BER Threshold Exceeded For Signal Failure - Path 1839

UNIDENTIFIED Exercising Ring Successfully 1840
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UNIDENTIFIED Exercising Span Successfully 1841

UNIDENTIFIED Span is in Wait To Restore state 1842

EQPT Peer Card Not Responding 1843

UNIDENTIFIED Exercise Request on Ring Failed 1844

UNIDENTIFIED Exercise Request on Span Failed 1845

UNIDENTIFIED Far End Lockout Of Protection - Span 1846

EQPT Manufacturing Data Memory (EEPROM) Failure 1847

EQPT Replaceable Equipment/Unit is Missing 1848

ENV Software Download Failure 1849

TIM TIM Regeneration Section - Trace Identifier Mismatch 
Failure

1850

AIS AIS - Multiplex Section - Alarm Indication Signal 1851

RAI RFI - Multiplex Section - Remote Failure/Alarm Indication 1852

TIM TIM High Order- Trace Identifier Mismatch Failure 1853

AU_AIS AIS - Administration Unit - Alarm Indication Signal 1854

LOP LOP - Administration Unit - Loss of Pointer 1855

UNEQ SLMF - Unequipped High Order - Path Unequipped 1856

PLM SLMF - PLM High Order - Path Label Mismatch 1857

RAI RFI - High Order - Remote Failure/Alarm Indication 1858

LOP LOP - Tributary Unit - Loss of Pointer 1859

TU_AIS AIS - Tributary Unit - Alarm Indication Signal 1860

UNEQ SLMF - Unequipped Low Order - Path Unequipped 1861

PLM SLMF - PLM Low Order - Path Label Mismatch 1862

TIM TIM Low Order - Trace Identifier Mismatch Failure 1863

RAI RFI - Low Order - Remote Failure/Alarm Indication 1864

UNIDENTIFIED G811 - Primary Reference Clock traceable 1865

UNIDENTIFIED G812 - Transit Node Clock traceable 1866

UNIDENTIFIED G812 - Local Node Clock traceable 1867

UNIDENTIFIED G813 - Synchronous Equipment Timing Source traceable 1868

UNIDENTIFIED E1 loopback due to FEAC command 1869

UNIDENTIFIED E1 loopback command sent to Far End 1870

UNIDENTIFIED E3 loopback due to FEAC command 1871

ENV Far end multiple E1 LOS detected on E3 1872

ENV Far end E1 eqpt fail non service affecting 1873

ENV Far end E1 eqpt fail service affecting 1874
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ENV Far end Single E1 LOS 1875

ENV Far end E3 eqpt fail service affecting 1876

UNIDENTIFIED E3 loopback command sent to far end 1877

ENV Far end E3 eqpt fail non service affecting 1878

ENV Low Volt - Battery A 1879

ENV High Volt - Battery A 1880

ENV Low Volt - Battery B 1881

ENV High Volt - Battery B 1882

UNIDENTIFIED Procedural Error - MS-SP Ring out of sync 1883

UNIDENTIFIED MS-SP Ring tables resynchronized 1884

UNIDENTIFIED Automatic SNCP Switch caused by AIS 1885

UNIDENTIFIED Automatic SNCP Switch caused by LOP 1886

UNIDENTIFIED Automatic SNCP Switch caused by UNEQ 1887

UNIDENTIFIED Automatic SNCP Switch caused by PDI 1888

UNIDENTIFIED Automatic SNCP Switch caused by SFBER 1889

UNIDENTIFIED Automatic SNCP Switch caused by SDBER 1890

UNIDENTIFIED STM Concatenation error 1891

UNIDENTIFIED E3 Idle Condition 1892

FOP_APS Inconsistent APS code (MS-SPRing) 1893

FOP_APS Improper APS code (MS-SPRing) 1894

FOP_APS Node ID Mismatch (MS-SPRing) 1895

FOP_APS Default K Byte (MS-SPRing) 1896

FOP_APS Connection loss (MS-SPRing) 1897

UNIDENTIFIED SDH Minimum Clock Traceable 1898

UNIDENTIFIED SDH line is in Wait To Restore state 1899

UNIDENTIFIED SDH Span is in Wait To Restore 1900

UNIDENTIFIED NA 1901

UNIDENTIFIED Synchronization Reference Frequency Out Of Bounds 1902

UNIDENTIFIED Ether tx excess flow ctrl 1903

UNIDENTIFIED Ether tx oversubscribed 1904

UNIDENTIFIED Transport layer failure 1905

UNIDENTIFIED Ether rx excess flow ctrl 1906

UNIDENTIFIED Ether rx over subscribed 1907

UNIDENTIFIED Ether tx underrun 1908

UNIDENTIFIED SNTP Host Failure 1909
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UNIDENTIFIED DS3 Frame Format Mismatch 1910

UNIDENTIFIED Alarms/Events Suppressed For This Object 1911

BER_SD BER Threshold Exceeded For Signal Degrade - High Order 1912

BER_SF BER Threshold Exceeded For Signal Failure - High Order 1913

BER_SD BER Threshold Exceeded For Signal Degrade - Low Order 1914

BER_SF BER Threshold Exceeded For Signal Failure - Low Order 1915

UNIDENTIFIED Failure To Switch To Protection - High Order Path 1916

UNIDENTIFIED Failure To Switch To Protection - Low Order Path 1917

UNIDENTIFIED Card is in Wait To Restore state 1918

ENV Extreme High Volt - Battery A. 1919

ENV Extreme Low Volt - Battery A. 1920

ENV Extreme High Volt - Battery B. 1921

ENV Extreme Low Volt - Battery B. 1922

UNIDENTIFIED Switching Matrix Module Failure 1923

UNIDENTIFIED Signaling Unable to setup circuit 1924

UNIDENTIFIED RSVP Hello FSM to Neighbor down 1925

UNIDENTIFIED LMP Hello FSM to Control Channel down 1926

UNIDENTIFIED LMP neighbor Discovery has failed 1927

UNIDENTIFIED Unauthorized incoming signaling request 1928

UNIDENTIFIED Signaled circuit going down 1929

UNIDENTIFIED Autonomous PM Report Message Inhibited 1930

EQPT I/O Slot To XCON Communication Failure 1931

UNIDENTIFIED Forced Switch To Primary Reference 1932

UNIDENTIFIED Forced Switch To Second Reference 1933

UNIDENTIFIED Forced Switch To Third Reference 1934

UNIDENTIFIED Forced Switch To Internal Clock 1935
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A.4.10 CTM GateWay/CORBA Mapping—ONS 15501
Table A-26 lists the CTM GateWay/CORBA mapping for the ONS 15501.

A.4.11 CTM GateWay/CORBA Mapping—ONS 15530
Table A-27 lists the CTM GateWay/CORBA mapping for the ONS 15530. See Table A-29 on page 
A-105 for optical monitoring alarms.

Table A-26 CTM GateWay/CORBA Mapping for the ONS 15501

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

ENV Ambient Temperature Out of Range 14703

ENV Power Supply Voltage Level Out of Range 14704

UNIDENTIFIED Input Power Signal Out of Range 14705

UNIDENTIFIED Output Power Signal Out of Range 14706

UNIDENTIFIED Communication with Embedded Controller Failed 14707

UNIDENTIFIED Measure Signal Gain is Out of Acceptable Range 14714

UNIDENTIFIED One or more of the Laser pump(s) bad 14715

Table A-27 CTM GateWay/CORBA Mapping for the ONS 15530

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

FAN Alarms

EQPT Two or more fans failed 9021

EQPT One fan failed 9022

CPU Alarms

UNIDENTIFIED Unknown alarm detected 9051

EQPT SRC diag failure 9052

EQPT PCI diag failure 9053

EQPT PCMCIA diag failure 9054

EQPT Cannot access multiple linecard 9055

EQPT IDPROM1/bkpln slot mismatch 9056

EQPT Cannot access bkpln IDPROM 9057

EQPT Inconsistent redun states 9058

EQPT Read invalid SRC 9059

EQPT Unprotected. Peer Missing 9060

EQPT Unprotected. Peer not responding 9061

EQPT Standby with lower capabilities 9062
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TSP Alarms

EQPT Access to Tsp card failed 9501

EQPT Access to IDPROM failed 9502

TX_FAIL Line laser failure detected 9503

TX_DEGRADE Trunk laser degrade detected 9504

UNIDENTIFIED Trunk laser lambda deviation 9505

UNIDENTIFIED Wavelength mismatch error 9506

MDSUBCARD Alarms

EQPT Access to IDPROM failed 9601

Client Port Alarms

UNIDENTIFIED Loss of Lock event 9701

LOS Loss of Signal event 9702

UNIDENTIFIED Loss of Sync event 9703

LOF SONET Loss of Frame event 9704

UNIDENTIFIED SONET Severely Errored Frame 9705

UNIDENTIFIED Laser shutdown by Forward Laser Control 9706

UNIDENTIFIED Laser shutdown by Open Fibre Control 9707

Wave Port Alarms

UNIDENTIFIED Loss of Lock event 9801

LOS Loss of Signal event 9802

UNIDENTIFIED Loss of Sync event 9803

LOF SONET Loss of Frame event 9804

UNIDENTIFIED SONET Severely Errored Frame 9805

UNIDENTIFIED Laser shutdown by Forward Laser Control 9806

UNIDENTIFIED Laser shutdown by Laser Safety Control 9807

UNIDENTIFIED Link Down 9903

Chassis Alarm

EQPT Chassis fan tray missing 12601

ENV Chassis temp > critical limit 12602

ENV Chassis temp > major limit 12603

ENV Chassis temp > minor limit 12604

ENV Chassis temp less than -5 C 12605

ENV Chassis power supply 0 missing 12606

ENV Chassis power supply 1 missing 12607

Power Supply Alarms

Table A-27 CTM GateWay/CORBA Mapping for the ONS 15530 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)
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Probable Cause Mapping
EQPT Power Supply Unit failed 12701

Wave OSC2 Alarms

UNIDENTIFIED Loss of Lock event 10101

OSC_LOS Loss of Signal event 10102

Wave Ethernet Phy Alarms

UNIDENTIFIED Loss of Lock event 10201

LOS Loss of Signal event 10202

UNIDENTIFIED Loss of Sync event 10203

UNIDENTIFIED Laser shutdown by Forward Laser Control 10206

UNIDENTIFIED Laser shutdown by Laser Safety Control 10207

Ten Gig Ethernet Phy Alarms

UNIDENTIFIED Loss of Lock event 10301

LOS Loss of Signal event 10302

UNIDENTIFIED Loss of Sync event 10303

UNIDENTIFIED Laser shutdown by Forward Laser Control 10306

UNIDENTIFIED Laser shutdown by Laser Safety Control 10307

ESCON Port Alarms

UNIDENTIFIED Loss of Lock event 10401

LOS Loss of Signal event 10402

UNIDENTIFIED Loss of Sync event 10403

UNIDENTIFIED Laser disabled event 10411

UNIDENTIFIED Local Failure, Laser Disabled 10412

Escon SFP Alarms

TX_FAIL Transmit Laser Fails 10501

10 G Card Alarms

EQPT Access to 10G card failed 10601

EQPT Access to IDPROM failed 10602

UNIDENTIFIED Ethernet DCC LpBack from PSC failed 10603

EQPT 10G Internal LpBack failed 10604

EQPT 10G Internal LpBack through PSC failed 10605

TX_FAIL Laser failure detected 10606

UNIDENTIFIED Laser Wavelength Deviation 10607

ESCON Card Alarms

EQPT Access to Escon Card failed 10701

EQPT Access to IDPROM failed 10702

Table A-27 CTM GateWay/CORBA Mapping for the ONS 15530 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)
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Probable Cause Mapping
EQPT Escon Card Internal LpBack failed 10703

EQPT Escon Card Internal LpBack through PSC failed 10704

OSC MB Alarms

EQPT Access to Card failed 10801

EQPT Access to IDPROM failed 10802

UNIDENTIFIED Ethernet DCC LpBack from PSC failed 10803

OSC Subcard Alarms

EQPT Access to Card failed 10901

EQPT Access to IDPROM failed 10902

UNIDENTIFIED Ethernet DCC LpBack from OSCMB failed 10903

TX_FAIL Laser failure detected 10904

UNIDENTIFIED Laser Wavelength deviation 10905

VOA and PEQ Subcard Alarms

EQPT Access to Card failed 11001

EQPT Access to IDPROM failed 11002

IF-THRESHOLD Alarms

UNIDENTIFIED CVRD failure threshold exceeded 9976

UNIDENTIFIED CVRD degrade threshold exceeded 9977

UNIDENTIFIED CDL HEC failure threshold exceeded 9978

UNIDENTIFIED CDL HEC degrade threshold exceeded 9979

UNIDENTIFIED SONET/SDH CV-S3 failure threshold exceeded 9980

UNIDENTIFIED SONET/SDH CV-S degrade threshold exceeded 9981

UNIDENTIFIED CDL Header CRC failure threshold exceeded 9982

UNIDENTIFIED CDL Header CRC degrade threshold exceeded 9983

UNIDENTIFIED ESCON EncapPktErrors failure threshold exceeded 9984

UNIDENTIFIED ESCON EncapPktErrors degrade threshold exceeded 9985

CDL Alarms

UNIDENTIFIED CDL Hop-by-Hop backward defect indication 10001

UNIDENTIFIED CDL Hop-by-Hop forward defect indication 10002

UNIDENTIFIED CDL End-to-End forward defect indication 10003

UNIDENTIFIED CDL End-by-End backward defect indication 10004

Transceiver Alarms

TX_FAIL Laser Failure 11501

Table A-27 CTM GateWay/CORBA Mapping for the ONS 15530 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)
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A.4.12 CTM GateWay/CORBA Mapping—ONS 15540
Table A-28 lists the CTM GateWay/CORBA mapping for the ONS 15540. See Table A-29 on page 
A-105 for optical monitoring alarms.

2.5 G Card Alarms

EQPT Access to 2.5G card failed 11601

EQPT Access to IDPROM failed 11602

UNIDENTIFIED Ethernet DCC LpBack from PSC failed 11603

EQPT 2.5G Internal LpBack failed 11604

EQPT 2.5G Internal LpBack through PSC failed 11605

TX_FAIL Laser failure detected 11606

UNIDENTIFIED Laser Wavelength Deviation 11607

FCGE Card Alarms

EQPT Access to Card failed 11701

EQPT Access to IDPROM failed 11702

EQPT Card Internal LpBack failed 11704

EQPT Card Internal LpBack through PSC failed 11705

1. PCMCIA = Personal Computer Memory Card International Association

2. OSC = Optical Supervisory Channel

3. CV-S = section coding violation

Table A-27 CTM GateWay/CORBA Mapping for the ONS 15530 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

Table A-28 CTM GateWay/CORBA Mapping for the ONS 15540

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

Chassis Alarm

EQPT Chassis fan tray missing 9001

ENV Chassis temp > critical limit 9002

ENV Chassis temp > major limit 9003

ENV Chassis temp > minor limit 9004

ENV Chassis temp less than -15 C 9005

ENV Chassis power supply A failed 9006

ENV Chassis power supply B failed 9007

FAN Alarms

EQPT Two or more fans failed 9021

EQPT One fan failed 9022
A-101
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Appendix A      Notifications, Fault Management, and Probable Cause Mapping
Probable Cause Mapping
CPU Alarms

UNIDENTIFIED Unknown alarm detected 9051

EQPT SRC diag failure 9052

EQPT PCI diag failure 9053

EQPT PCMCIA diag failure 9054

EQPT Cannot access multiple linecard 9055

EQPT IDPROM/bkpln slot mismatch 9056

EQPT Cannot access bkpln IDPROM 9057

EQPT Inconsistent redun states 9058

EQPT Read invalid SRC 9059

EQPT Unprotected. Peer Missing 9060

EQPT Unprotected. Peer not responding 9061

EQPT Standby with lower capabilities 9062

LCMB Alarms

EQPT Access to LRC failed 9201

EQPT Access to IDPROM failed 9202

UNIDENTIFIED Waveport 0 opt switch failed 9203

UNIDENTIFIED Waveport 1 opt switch failed 9204

UNIDENTIFIED Waveport 2 opt switch failed 9205

UNIDENTIFIED Waveport 3 opt switch failed 9206

UNIDENTIFIED Ethernet DCC LpBack from PSC failed 9207

MDMBOSC Alarms

EQPT Access to LRC failed 9301

EQPT Access to IDPROM failed 9302

EQPT OSC hardware failure detected 9303

TX_FAIL Trunk laser failure detected 9304

UNIDENTIFIED Trunk laser lambda deviation 9305

UNIDENTIFIED Ethernet DCC LpBack from PSC failed 9306

MDMB Alarms

EQPT Access to LRC failed 9401

EQPT Access to IDPROM failed 9402

UNIDENTIFIED Ethernet DCC LpBack from PSC failed 9406

TSP1 Alarms

EQPT Access to Tsp card failed 9501

EQPT Access to IDPROM failed 9502

Table A-28 CTM GateWay/CORBA Mapping for the ONS 15540 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)
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TX_FAIL Line laser failure detected 9503

TX_FAIL Trunk laser failure detected 9504

UNIDENTIFIED Trunk laser lambda deviation 9505

UNIDENTIFIED Wavelength mismatch error 9506

MDSUBCARD Alarms

EQPT Access to IDPROM failed 9601

Client Port Alarms

UNIDENTIFIED Loss of Lock event 9701

LOS Loss of Signal event 9702

UNIDENTIFIED Loss of Sync event 9703

LOF SONET Loss of Frame event 9704

UNIDENTIFIED SONET Severely Errored Frame 9705

UNIDENTIFIED Laser shutdown by Forward Laser Control 9706

UNIDENTIFIED Laser shutdown by Open Fibre Control 9707

Wave Port Alarms

UNIDENTIFIED Loss of Lock event 9801

LOS Loss of Signal event 9802

UNIDENTIFIED Loss of Sync event 9803

LOF SONET Loss of Frame event 9804

UNIDENTIFIED SONET Severely Errored Frame 9805

UNIDENTIFIED Laser shutdown by Forward Laser Control 9806

UNIDENTIFIED Laser shutdown by Laser Safety Control 9807

UNIDENTIFIED Link Down 9903 

IF-THRESHOLD Alarms

UNIDENTIFIED CVRD failure threshold exceeded 9976

UNIDENTIFIED CVRD degrade threshold exceeded 9977

UNIDENTIFIED HEC failure threshold exceeded 9978

UNIDENTIFIED HEC degrade threshold exceeded 9979

UNIDENTIFIED SONET/SDH CV-S failure threshold exceeded 9980

UNIDENTIFIED SONET/SDH CV-S degrade threshold exceeded 9981

CDL Alarms

UNIDENTIFIED CDL Hop-by-Hop backward defect indication 10001

UNIDENTIFIED CDL Hop-by-Hop forward defect indication 10002

UNIDENTIFIED CDL End-by-End forward defect indication 10003

UNIDENTIFIED CDL End-by-End backward defect indication 10004

Table A-28 CTM GateWay/CORBA Mapping for the ONS 15540 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)
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Wave Ethernet Phy Alarms

UNIDENTIFIED Loss of Lock event 10201

LOS Loss of Signal event 10202

UNIDENTIFIED Loss of Sync event 10203

UNIDENTIFIED Laser shutdown by Forward Laser Control 10206

UNIDENTIFIED Trunk Laser shutdown by Laser Safety Control 10207

Ten Gig Ethernet Phy Alarms

UNIDENTIFIED LOSS_OF_LOCK 10301

LOS Loss of Signal event in Cisco OPT-MON-MIB 10302

UNIDENTIFIED Loss of Sync event 10303

UNIDENTIFIED Laser shutdown by Forward Laser Control 10306

UNIDENTIFIED Trunk Laser shutdown by Laser Safety Control 10307

10 G Card Alarms

EQPT Access to card failed 11101

EQPT Access to IDPROM failed 11102

EQPT 10G Internal LpBack failed 11103

TX_FAIL Line laser failed 11104

TX_FAIL Trunk laser failure 11105

UNIDENTIFIED Trunk laser Wavelength deviation 11106

10 G MB Alarms

EQPT Access to LRC failed 11201

EQPT Access to IDPROM failed 11202

UNIDENTIFIED Waveport 0 opt switch failed 11203

UNIDENTIFIED Waveport 1 opt switch failed 11204

UNIDENTIFIED Waveport 2 opt switch failed 11205

UNIDENTIFIED Waveport 3 opt switch failed 11206

UNIDENTIFIED Ethernet DCC LpBack from PSC failed 11207

Dummy TSP for 10 GE Alarms

EQPT Access to SubCard failed 11301

EQPT Access to IDPROM failed 11302

TSP2 Alarms

EQPT Access to Tsp2 card failed 11401

EQPT Access to IDPROM failed 11402

TX_FAIL Line laser failure 11403

TX_FAIL Trunk laser failure detected 11404

Table A-28 CTM GateWay/CORBA Mapping for the ONS 15540 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)
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A.4.13 Optical Monitoring Alarms—ONS 15530 and ONS 15540
Table A-29 lists the optical monitoring alarms for the ONS 15530 and ONS 15540.

UNIDENTIFIED Trunk laser lambda deviation 11405

Transceiver Alarms

TX_FAIL Laser Failure 11501

Table A-28 CTM GateWay/CORBA Mapping for the ONS 15540 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in the 
Notification)

Table A-29 Power Optical Monitoring Alarms for the ONS 15530 and ONS 15540

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in 
the Notification)

Power Optical Monitor Alarms

UNIDENTIFIED Rx Optical Power exceeds High Alarm Threshold 14501

UNIDENTIFIED Tx Optical Power exceeds High Alarm Threshold 14502

UNIDENTIFIED Rx Optical Power exceeds High Warning Threshold 14503

UNIDENTIFIED Tx Optical Power exceeds High Warning Threshold 14504

UNIDENTIFIED Rx Optical Power below Low Alarm Threshold 14505

UNIDENTIFIED Tx Optical Power exceeds High Alarm Threshold 14506

UNIDENTIFIED Rx Optical Power below Low Warning Threshold 14507

UNIDENTIFIED Tx Optical Power below Low Warning Threshold 14508

AC1 Power Optical Monitor Alarms

UNIDENTIFIED Rx Optical AC Power exceeds High Alarm Threshold 14516

UNIDENTIFIED Tx Optical AC Power exceeds High Alarm Threshold 14517

UNIDENTIFIED Rx Optical AC Power exceeds High Warning Threshold 14518

UNIDENTIFIED Tx Optical AC Power exceeds High Warning Threshold 14519

UNIDENTIFIED Rx Optical AC Power below Low Alarm Threshold 14520

UNIDENTIFIED Tx Optical AC Power below Low Alarm Threshold 14521

UNIDENTIFIED Rx Optical AC Power below Low Warning Threshold 14522

UNIDENTIFIED Tx Optical AC Power below Low Warning Threshold 14523

Ambient Temp Power Optical Monitor Alarms

UNIDENTIFIED Rx Ambient Temp exceeds High Alarm Threshold 14531

UNIDENTIFIED Tx Ambient Temp exceeds High Alarm Threshold 14532

UNIDENTIFIED Rx Ambient Temp exceeds High Warning Threshold 14533

UNIDENTIFIED Tx Ambient Temp exceeds High Warning Threshold 14534

UNIDENTIFIED Rx Ambient Temp below Low Alarm Threshold 14535
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UNIDENTIFIED Tx Ambient Temp below Low Alarm Threshold 14536

UNIDENTIFIED Rx Ambient Temp below Low Warning Threshold 14537

UNIDENTIFIED Tx Ambient Temp below Low Warning Threshold 14538

Laser Temp Power Optical Monitor Alarms

UNIDENTIFIED Rx Laser Temp exceeds High Alarm Threshold 14546

UNIDENTIFIED Tx Laser Temp exceeds High Alarm Threshold 14547

UNIDENTIFIED Rx Laser Temp exceeds High Warning Threshold 14548

UNIDENTIFIED Tx Laser Temp exceeds High Warning Threshold 14549

UNIDENTIFIED Rx Laser Temp below Low Alarm Threshold 14550

UNIDENTIFIED Tx Laser Temp below Low Alarm Threshold 14551

UNIDENTIFIED Rx Laser Temp below Low Warning Threshold 14552

UNIDENTIFIED Tx Laser Temp below Low Warning Threshold 14553

Bias Temp Monitor Alarms

UNIDENTIFIED Rx Bias Current exceeds High Alarm Threshold 14561

UNIDENTIFIED Tx Bias Current exceeds High Alarm Threshold 14562

UNIDENTIFIED Rx Bias Current exceeds High Warning Threshold 14563

UNIDENTIFIED Tx Bias Current exceeds High Warning Threshold 14564

UNIDENTIFIED Rx Bias Current below Low Alarm Threshold 14565

UNIDENTIFIED Tx Bias Current below Low Alarm Threshold 14566

UNIDENTIFIED Rx Bias Current below Low Warning Threshold 14567

UNIDENTIFIED Tx Bias Current below Low Warning Threshold 14568

Laser Peltier Current Monitor Alarms

UNIDENTIFIED Rx Laser Peltier Current exceeds High Alarm Threshold 14576

UNIDENTIFIED Tx Laser Peltier Current exceeds High Alarm Threshold 14577

UNIDENTIFIED Rx Laser Peltier Current exceeds High Warning Threshold 14578

UNIDENTIFIED Tx Laser Peltier Current exceeds High Warning Threshold 14579

UNIDENTIFIED Rx Laser Peltier Current below Low Alarm Threshold 14580

UNIDENTIFIED Tx Laser Peltier Current below Low Alarm Threshold 14581

UNIDENTIFIED Rx Laser Peltier Current below Low Warning Threshold 14582

UNIDENTIFIED Tx Laser Peltier Current below Low Warning Threshold 14583

Transceiver Voltage Monitor Alarms

UNIDENTIFIED Rx Transceiver voltage exceeds High Alarm Threshold 14591

UNIDENTIFIED Tx Transceiver voltage exceeds High Alarm Threshold 14592

UNIDENTIFIED Rx Transceiver voltage exceeds High Warning Threshold 14593

UNIDENTIFIED Tx Transceiver voltage exceeds High Warning Threshold 14594

Table A-29 Power Optical Monitoring Alarms for the ONS 15530 and ONS 15540 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in 
the Notification)
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A.4.14 CTM GateWay/CORBA Mapping—ONS 15600 SONET
Table A-30 lists the CTM GateWay/CORBA mapping for the ONS 15600 SONET for R1.1.

UNIDENTIFIED Rx Transceiver voltage below Low Alarm Threshold 14595

UNIDENTIFIED Tx Transceiver voltage below Low Alarm Threshold 14596

UNIDENTIFIED Rx Transceiver voltage below Low Warning Threshold 14597

UNIDENTIFIED Tx Transceiver voltage below Low Warning Threshold 14598

1. AC = alternating current

Table A-29 Power Optical Monitoring Alarms for the ONS 15530 and ONS 15540 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported in 
the Notification)

Table A-30 CTM GateWay/CORBA Mapping for the ONS 15600 SONET

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

UNIDENTIFIED Normal condition 17000

EQPT Alarms/Events Suppressed For This Object 17001

DCC_FAILURE DCC Channel Loss 17002

DCC_FAILURE SDCC termination failure 17003

AIS Alarm Indication Signal 17004

AIS Alarm Indication Signal - Line 17005

AIS Alarm Indication Signal - Path 17006

FOP_APS Byte failure 17007

FOP_APS Protection Switching Channel Match failure 17008

FOP_APS Automatic Protection Switch Mode Mismatch 17009

FOP_APS Connection loss 17010

FOP_APS Default K Byte 17011

FOP_APS Far End Protection Line Failure 17012

ENV APS Channel - Far End Protection Line Signal Degrade 17013

FOP_APS Improper APS Code 17014

FOP_APS Inconsistent APS code 17015

FOP_APS Node ID Mismatch 17016

UNIDENTIFIED STS Concatenation error 17017

LOF Loss of Frame 17018

LOP Loss of Pointer - Path 17019

LOS Loss of Signal 17020

RAI Remote Failure Indication - Line 17021
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RAI Remote Failure Indication - Path 17022

BER_SD BER Threshold exceeded for Signal Degrade - Line 17023

BER_SD BER Threshold exceeded for Signal Degrade - Path 17024

ENV Far End BER threshold passed for Signal Degrade - Ring 17025

ENV Far End BER threshold passed for Signal Degrade - Span 17026

BER_SF BER Threshold exceeded for Signal Failure - Line 17027

BER_SF BER Threshold exceeded for Signal Failure - Path 17028

ENV Far End BER threshold passed for Signal Failure - Ring 17029

ENV Far End BER threshold passed for Signal Failure - Span 17030

UNIDENTIFIED Payload Defect Indication - Path 17031

UNEQ Unequipped - Path 17032

UNIDENTIFIED Don’t Use for Synchronization 17033

UNIDENTIFIED Failed to receive Synchronization Status Message 17034

UNIDENTIFIED Synchronization Status Messages are disabled on this 
interface

17035

UNIDENTIFIED Primary Reference Source - Stratum 1 Traceable 17036

UNIDENTIFIED Reserved for Network Synchronization Use 17037

UNIDENTIFIED SONET Minimum Clock Traceable 17038

UNIDENTIFIED Stratum 2 Traceable 17039

UNIDENTIFIED Stratum 3 Traceable 17040

UNIDENTIFIED Stratum 3E Traceable 17041

UNIDENTIFIED Stratum 4 Traceable 17042

UNIDENTIFIED Synchronized - Traceability Unknown 17043

UNIDENTIFIED Transit Node Clock Traceable 17044

UNIDENTIFIED Fifth Synchronization Reference Failure 17045

UNIDENTIFIED Fourth Synchronization Reference Failure 17046

UNIDENTIFIED Synchronization Reference Frequency Out Of Bounds 17047

UNIDENTIFIED Primary Synchronization Reference Failure 17048

UNIDENTIFIED Secondary Synchronization Reference Failure 17049

UNIDENTIFIED Sixth Synchronization Reference Failure 17050

UNIDENTIFIED Third Synchronization Reference Failure 17051

TIM STS path trace identifier mismatch 17052

ENV NE power failure at connector A 17053

ENV NE power failure at connector B 17054

EQPT Power Fuse Failure 17055

Table A-30 CTM GateWay/CORBA Mapping for the ONS 15600 SONET (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
A-108
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Appendix A      Notifications, Fault Management, and Probable Cause Mapping
Probable Cause Mapping
ENV Failure detected External to the NE 17056

UNIDENTIFIED Extra Traffic Preempted 17057

UNIDENTIFIED Free Running Synchronization mode 17058

UNIDENTIFIED Stratum 3E Fast Start synchronization mode 17059

UNIDENTIFIED Holdover synchronization mode 17060

UNIDENTIFIED Autonomous messages inhibited 17061

UNIDENTIFIED Autonomous PM Report Message Inhibited 17062

UNIDENTIFIED Airflow Failure 17063

EQPT Equipment Fails To Boot 17064

UNIDENTIFIED Connection ID mismatch on CXC 0 17065

UNIDENTIFIED Connection ID mismatch on CXC 1 17066

EQPT Clock Module Failure 17067

EQPT Control Bus Failure - TSC 0 17068

EQPT Control Bus Failure - TSC 1 17069

EQPT Clock Bus Failure - TSC 0 17070

EQPT Clock Bus Failure - TSC 1 17071

EQPT Control Communication Equipment Failure 17072

EQPT Primary volatile Backup Memory failure 17073

EQPT Manufacturing Data Memory (EEPROM) Failure 17074

EQPT Payload Bus Failure - CXC 0 17075

EQPT Payload Bus Failure - CXC 1 17076

UNIDENTIFIED CXC Operations Suspended 17077

EQPT Equipment Failure 17078

EQPT Diagnostics Failure 17079

EQPT High temperature 17080

EQPT Invalid MAC Address 17081

UNIDENTIFIED Automatic Laser Shutdown 17082

UNIDENTIFIED Failure to Switch to protection - Path 17083

UNIDENTIFIED Failure to Switch to protection - Ring 17084

UNIDENTIFIED Failure To Switch to protection - Span 17085

EQPT Fan Failure 17086

EQPT Partial Fan Failure - Speed Degradation 17087

EQPT Partial Fan Failure - Parts Failure 17088

EQPT Clock Module Frequency Mismatch 17089

UNIDENTIFIED OSPF hello fail 17090

Table A-30 CTM GateWay/CORBA Mapping for the ONS 15600 SONET (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
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EQPT Laser bias current high 17091

EQPT High laser temperature 17092

UNIDENTIFIED Different Software Version 17093

EQPT Synchronization Equipment Unavailable 17094

EQPT Unprotected Synchronization Equipment 17095

EQPT Unprotected Matrix Equipment 17096

UNIDENTIFIED System Upgrade In Progress 17097

EQPT Matrix Equipment Unavailable 17098

UNIDENTIFIED Mismatch of Equipment and Attributes 17099

ENV Software Fault - Data integrity fault 17100

UNIDENTIFIED Loopback - cross connect 17101

UNIDENTIFIED Loopback Facility 17102

UNIDENTIFIED Loopback Payload 17103

UNIDENTIFIED Loopback, Terminal 17104

SECURITY_VIOLA
TION

Security- invalid login (see Audit Trail) 17105

SECURITY_VIOLA
TION

Invalid login attempt threshold exceeded 17106

UNIDENTIFIED Performance Monitor Threshold Crossing Alert 17107

EQPT Improper Removal 17108

UNIDENTIFIED Both ends of fiber provisioned as East, or both as West 17109

EQPT Equipment Power Failure 17110

EQPT Equipment power failure at connector A 17111

EQPT Equipment power failure at connector B 17112

EQPT Equipment power failure at return connector A 17113

EQPT Equipment power failure at return connector B 17114

UNIDENTIFIED Automatic system Reset 17115

UNIDENTIFIED Automatic UPSR sw caused by AIS 17116

UNIDENTIFIED Automatic UPSR sw caused by LOP 17117

UNIDENTIFIED Automatic UPSR sw caused by PDI 17118

UNIDENTIFIED Automatic UPSR sw caused by SDBER 17119

UNIDENTIFIED Automatic UPSR sw caused by SFBER 17120

UNIDENTIFIED Automatic UPSR sw caused by UNEQ 17121

UNIDENTIFIED Cold Restart 17122

UNIDENTIFIED Exercise Ring 17123

Table A-30 CTM GateWay/CORBA Mapping for the ONS 15600 SONET (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
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UNIDENTIFIED Far End Exercise Ring 17124

UNIDENTIFIED Exercise Span 17125

UNIDENTIFIED Far End Exercise Span 17126

UNIDENTIFIED Force switch request on facility/equipment 17127

UNIDENTIFIED Force switch request on Ring 17128

UNIDENTIFIED Force switch request on Span 17129

UNIDENTIFIED Far End Working facility forced to switch to protect - Ring 17130

UNIDENTIFIED Far End Working facility forced to switch to protect - Span 17131

UNIDENTIFIED Far End Lockout of Protection - All Spans 17132

UNIDENTIFIED Far End Lockout of Protection - Ring 17133

UNIDENTIFIED Far End Lockout of working - Ring 17134

UNIDENTIFIED Far End Lockout of working - Span 17135

UNIDENTIFIED Lockout switch request on facility/equipment 17136

UNIDENTIFIED Lockout switch request on Ring 17137

UNIDENTIFIED Lockout of Protection 17138

UNIDENTIFIED Lockout of Protection - Ring 17139

UNIDENTIFIED Lockout of Protection - Span 17140

UNIDENTIFIED Lockout of working - Ring 17141

UNIDENTIFIED Lockout of working - Span 17142

UNIDENTIFIED Manual system Reset 17143

UNIDENTIFIED Far End Manual Switch of Working facility to Protect- 
Ring

17144

UNIDENTIFIED Far End Manual Switch of Working facility to Protect- 
Span

17145

UNIDENTIFIED Manual Switch To Fifth reference 17146

UNIDENTIFIED Manual Switch to Fourth reference 17147

UNIDENTIFIED Manual Switch to Internal clock 17148

UNIDENTIFIED Manual Switch To Primary reference 17149

UNIDENTIFIED Manual Switch To Second reference 17150

UNIDENTIFIED Manual Switch To Sixth reference 17151

UNIDENTIFIED Manual Switch To Third reference 17152

UNIDENTIFIED Manual switch request on facility/equipment 17153

UNIDENTIFIED Manual switch request on Ring 17154

UNIDENTIFIED Manual switch request on Span 17155

UNIDENTIFIED Powerfail Restart 17156
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UNIDENTIFIED Ring Switch is active on the East Side 17157

UNIDENTIFIED Ring Switch is active on the West Side 17158

UNIDENTIFIED Span Switch is active on the East Side 17159

UNIDENTIFIED Span Switch is active on the West Side 17160

UNIDENTIFIED Ring is squelching traffic 17161

UNIDENTIFIED Squelching path 17162

UNIDENTIFIED Software Download in Progress 17163

UNIDENTIFIED Switch to Fifth reference 17164

UNIDENTIFIED Switch to Fourth reference 17165

UNIDENTIFIED Switch to Primary reference 17166

UNIDENTIFIED Switch to Second reference 17167

UNIDENTIFIED Switch to Sixth reference 17168

UNIDENTIFIED Switch to Third reference 17169

ENV System reboot 17170

UNIDENTIFIED Switched back to Working unit 17171

UNIDENTIFIED Switched back to Protection unit 17172

UNIDENTIFIED Warm Restart 17173

UNIDENTIFIED Waiting To Restore 17174

UNIDENTIFIED Bridge and Roll has occurred 17175

UNIDENTIFIED Bridge and Roll is pending a valid signal 17176

UNIDENTIFIED Inhibit Switch to protect request on equipment 17177

UNIDENTIFIED Inhibit Switch to working request on equipment 17178

UNIDENTIFIED Exercise request on ring failed 17179

UNIDENTIFIED Exercise request on span failed 17180

UNIDENTIFIED Exercise ring successfully 17181

UNIDENTIFIED Exercise span successfully 17182

UNIDENTIFIED Ring is in Wait to Restore state 17183

UNIDENTIFIED Span is in Wait to Restore state 17184

UNIDENTIFIED Unidirectional full pass-through is active 17185

UNIDENTIFIED Bidirectional full pass-through is active 17186

UNIDENTIFIED K bytes pass-through is active 17187

UNIDENTIFIED Ring is segmented 17188

UNIDENTIFIED Ring topology is under construction 17189

UNIDENTIFIED Duplicate node ID 17190

UNIDENTIFIED Far end of fiber is provisioned with different Ring ID 17191
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Table A-31 lists the CTM GateWay/CORBA mapping for the ONS 15600 SONET for R5.0.

UNIDENTIFIED BLSR multinode table update completed 17192

UNIDENTIFIED BLSR out of sync 17193

UNIDENTIFIED Far end lockout of protection - span 17194

UNIDENTIFIED Protection switch 17195

UNIDENTIFIED Admin logout of user 17196

UNIDENTIFIED Admin lockout of user 17197

UNIDENTIFIED Admin lockout clear 17198

UNIDENTIFIED Automatic logout of idle user 17199

UNIDENTIFIED Login of user 17200

UNIDENTIFIED Invalid Login – Locked Out 17201

UNIDENTIFIED Invalid Login – Already Logged On 17202

UNIDENTIFIED Invalid Login – Password 17203

UNIDENTIFIED Invalid Login – Username 17204

UNIDENTIFIED Logout of user 17205

UNIDENTIFIED User locked out 17206

UNIDENTIFIED Audit log 80 percent full 17207

UNIDENTIFIED Audit log 100 percent full 17208

UNIDENTIFIED Open I/O slot(s) 17210

UNIDENTIFIED Software download failed 17211

UNIDENTIFIED SNTP Host Failure 17212

UNIDENTIFIED Equipment boot in progress 17213

Table A-30 CTM GateWay/CORBA Mapping for the ONS 15600 SONET (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

Table A-31 CTM GateWay/CORBA Mapping for the ONS 15600 SONET R5.0

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

EQPT Alarms/Events Suppressed For This Object 17501

UNIDENTIFIED Audit Log 100 Percent Full 17502

UNIDENTIFIED Audit Log 80 percent Full 17503

UNIDENTIFIED BLSR Out of Sync 17504

UNIDENTIFIED BLSR Multinode Table Update Completed 17505

UNIDENTIFIED TSC switched to alternate Ethernet port 17506

ENV Failure detected External to the NE 17507
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DCC_FAILURE DCC Channel Loss 17508

DCC_FAILURE SDCC termination failure 17509

AIS Alarm Indication Signal 17510

AIS Alarm Indication Signal - Line 17511

AIS Alarm Indication Signal - Path 17512

FOP_APS Byte failure 17513

FOP_APS Protection Switching Channel Match failure 17514

FOP_APS Automatic Protection Switch Mode Mismatch 17515

FOP_APS Connection loss 17516

FOP_APS Default K Byte 17517

FOP_APS Far End Protection Line Failure 17518

ENV APS Channel - Far End Protection Line Signal Degrade 17519

FOP_APS Improper APS Code 17520

FOP_APS Inconsistent APS code 17521

FOP_APS Node ID Mismatch 17522

UNIDENTIFIED STS Concatenation error 17523

LOF Loss of Frame 17524

LOP Loss of Pointer - Path 17525

LOS Loss of Signal 17526

RAI Remote Failure Indication - Line 17527

RAI Remote Failure Indication - Path 17528

BER_SD BER Threshold exceeded for Signal Degrade - Line 17529

BER_SD BER Threshold exceeded for Signal Degrade - Path 17530

ENV Far End BER threshold passed for Signal Degrade - Ring 17531

ENV Far End BER threshold passed for Signal Degrade - Span 17532

BER_SF BER Threshold exceeded for Signal Failure - Line 17533

BER_SF BER Threshold exceeded for Signal Failure - Path 17534

ENV Far End BER threshold passed for Signal Failure - Ring 17535

ENV Far End BER threshold passed for Signal Failure - Span 17536

UNIDENTIFIED Payload Defect Indication - Path 17537

UNEQ Unequipped - Path 17538

UNIDENTIFIED Don’t Use for Synchronization 17539

UNIDENTIFIED Failed to receive Synchronization Status Message 17540

UNIDENTIFIED Synchronization Status Messages are disabled on this 
interface

17541
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UNIDENTIFIED Primary Reference Source - Stratum 1 Traceable 17542

UNIDENTIFIED Reserved for Network Synchronization Use 17543

UNIDENTIFIED SONET Minimum Clock Traceable 17544

UNIDENTIFIED Stratum 2 Traceable 17545

UNIDENTIFIED Stratum 3 Traceable 17546

UNIDENTIFIED Stratum 3E Traceable 17547

UNIDENTIFIED Stratum 4 Traceable 17548

UNIDENTIFIED Synchronized - Traceability Unknown 17549

UNIDENTIFIED Transit Node Clock Traceable 17550

UNIDENTIFIED Fifth Synchronization Reference Failure 17551

UNIDENTIFIED Fourth Synchronization Reference Failure 17552

UNIDENTIFIED Synchronization Reference Frequency Out Of Bounds 17553

UNIDENTIFIED Primary Synchronization Reference Failure 17554

UNIDENTIFIED Secondary Synchronization Reference Failure 17555

UNIDENTIFIED Sixth Synchronization Reference Failure 17556

UNIDENTIFIED Third Synchronization Reference Failure 17557

TIM STS path trace identifier mismatch 17558

ENV NE power failure at connector A 17559

ENV NE power failure at connector B 17560

EQPT Power Fuse Failure 17561

UNIDENTIFIED Free Running Synchronization mode 17562

UNIDENTIFIED Stratum 3E Fast Start synchronization mode 17563

UNIDENTIFIED Holdover synchronization mode 17564

UNIDENTIFIED Autonomous messages inhibited 17565

UNIDENTIFIED Autonomous PM Report Message Inhibited 17566

UNIDENTIFIED Mismatch of Equipment and Attributes 17567

UNIDENTIFIED Ring Topology is under construction 17568

ENV Software Fault–Data integrity fault 17569

ENV Airflow Failure 17570

EQPT Equipment Fails To Boot 17571

UNIDENTIFIED Connection ID mismatch on CXC 0 17572

UNIDENTIFIED Connection ID mismatch on CXC 1 17573

EQPT Clock Module Failure 17574

EQPT Control Bus Failure - TSC A 17575

EQPT Control Bus Failure - TSC B 17576
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EQPT Clock Bus Failure - TSC A 17577

EQPT Clock Bus Failure - TSC B 17578

EQPT Control Communication Equipment Failure 17579

EQPT Primary nonvolatile Backup Memory failure 17580

EQPT Manufacturing Data Memory (EEPROM) Failure 17581

EQPT Payload Bus Failure - Matrix A 17582

EQPT Payload Bus Failure - Matrix B 17583

UNIDENTIFIED CXC Operations Suspended 17584

EQPT Equipment Failure 17585

EQPT Diagnostics Failure 17586

EQPT Equipment Failure–High temperature 17587

EQPT Invalid MAC Address 17588

UNIDENTIFIED Failure to Switch to protection 17589

UNIDENTIFIED Failure to Switch to protection - Path 17590

UNIDENTIFIED Failure to Switch to protection - Ring 17591

UNIDENTIFIED Failure To Switch to protection - Span 17592

EQPT Fan Failure 17593

EQPT Partial Fan Failure - Speed Degradation 17594

EQPT Partial Fan Failure - Parts Failure 17595

EQPT Clock Module Frequency Mismatch 17596

UNIDENTIFIED OSPF hello fail 17597

EQPT Laser bias current high 17598

EQPT High laser temperature 17599

UNIDENTIFIED Software Download Failed 17600

UNIDENTIFIED Different Software Version 17601

EQPT Synchronization Equipment Unavailable 17602

EQPT Unprotected Synchronization Equipment 17603

EQPT Unprotected Matrix Equipment 17604

UNIDENTIFIED System Upgrade In Progress 17605

EQPT Matrix Equipment Unavailable 17606

UNIDENTIFIED Loopback - cross connect 17607

UNIDENTIFIED Loopback Facility 17608

UNIDENTIFIED Loopback Payload 17609

UNIDENTIFIED Loopback 17610
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SECURITY_VIOL
ATION

Security- invalid login (see Audit Trail) 17611

SECURITY_VIOL
ATION

Invalid login attempt threshold exceeded 17612

UNIDENTIFIED Normal condition 17613

UNIDENTIFIED Performance Monitor Threshold Crossing Alert 17614

UNIDENTIFIED Duplicate Node ID 17615

EQPT Improper Removal 17616

UNIDENTIFIED Both ends of fiber provisioned as East 17617

UNIDENTIFIED Far end of fiber is provisioned with different ring ID 17618

UNIDENTIFIED Protection switch 17619

EQPT Equipment Power Failure 17620

EQPT Equipment power failure at connector A 17621

EQPT Equipment power failure at connector B 17622

EQPT Equipment power failure at return connector A 17623

EQPT Equipment power failure at return connector B 17624

UNIDENTIFIED Automatic Reset 17625

UNIDENTIFIED Automatic UPSR sw caused by AIS 17626

UNIDENTIFIED Automatic UPSR sw caused by LOP 17627

UNIDENTIFIED Automatic UPSR sw caused by PDI 17628

UNIDENTIFIED Automatic UPSR sw caused by SDBER 17629

UNIDENTIFIED Automatic UPSR sw caused by SFBER 17630

UNIDENTIFIED Automatic UPSR sw caused by UNEQ 17631

UNIDENTIFIED Cold Restart 17632

UNIDENTIFIED Exercise Ring 17633

UNIDENTIFIED Exercising Ring Successfully 17634

UNIDENTIFIED Far End Exercise Ring 17635

UNIDENTIFIED Exercise Request on Ring Field 17636

UNIDENTIFIED Exercise Span 17637

UNIDENTIFIED Exercising Span Successfully 17638

UNIDENTIFIED Far End Exercise Span 17639

UNIDENTIFIED Exercise Request on Span Failed 17640

UNIDENTIFIED Force switch request on facility/equipment 17641

UNIDENTIFIED Force switch request on Ring 17642

UNIDENTIFIED Force switch request on Span 17643

Table A-31 CTM GateWay/CORBA Mapping for the ONS 15600 SONET R5.0 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
A-117
Cisco Transport Manager GateWay/CORBA User Guide and Programmer Manual

78-16349-01



 

Appendix A      Notifications, Fault Management, and Probable Cause Mapping
Probable Cause Mapping
UNIDENTIFIED Far End Working facility forced to switch to protect - Ring 17644

UNIDENTIFIED Far End Working facility forced to switch to protect - Span 17645

UNIDENTIFIED Bidirectional full pass-through is active 17646

UNIDENTIFIED Unidirectional full pass-through is active 17647

EQPT Inhibit switch to protect request on equipment 17648

EQPT Inhibit switch to working request on equipment 17649

UNIDENTIFIED K Bytes Pass Through is active 17650

UNIDENTIFIED Far End Lockout of Protection - All Spans 17651

UNIDENTIFIED Far End Lockout of Protection - Ring 17652

UNIDENTIFIED Far End Lockout of working - Ring 17653

UNIDENTIFIED Far End Lockout of working - Span 17654

UNIDENTIFIED Far End Lockout of protection - Span 17655

UNIDENTIFIED Lockout of Protection 17656

UNIDENTIFIED Lockout of Protection - Ring 17657

UNIDENTIFIED Lockout of Protection - Span 17658

UNIDENTIFIED Lockout of working - Ring 17659

UNIDENTIFIED Lockout of working - Span 17660

UNIDENTIFIED Lockout switch request on facility/equipment 17661

UNIDENTIFIED Lockout switch request on Ring 17662

UNIDENTIFIED Manual Reset 17663

UNIDENTIFIED Far End Manual Switch of Working facility to Protection 
unit - Ring

17664

UNIDENTIFIED Far End Manual Switch of Working facility to Protection 
unit - Span

17665

UNIDENTIFIED Manual Switch To Fifth reference 17666

UNIDENTIFIED Manual Switch to Fourth reference 17667

UNIDENTIFIED Manual Switch to Internal clock 17668

UNIDENTIFIED Manual Switch To Primary reference 17669

UNIDENTIFIED Manual Switch To Second reference 17670

UNIDENTIFIED Manual Switch To Sixth reference 17671

UNIDENTIFIED Manual Switch To Third reference 17672

UNIDENTIFIED Manual switch request on facility/equipment 17673

UNIDENTIFIED Manual switch request on Ring 17674

UNIDENTIFIED Manual switch request on Span 17675

UNIDENTIFIED Powerfail Restart 17676
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UNIDENTIFIED Ring Switch is active on the East Side 17678

UNIDENTIFIED Ring Switch is active on the West Side 17679

UNIDENTIFIED Span Switch is active on the East Side 17680

UNIDENTIFIED Span Switch is active on the West Side 17681

UNIDENTIFIED Ring is squelching traffic 17682

UNIDENTIFIED Squelching path 17683

UNIDENTIFIED Software Download in Progress 17684

UNIDENTIFIED Switch to Fifth reference 17685

UNIDENTIFIED Switch to Fourth reference 17686

UNIDENTIFIED Switch to Primary reference 17687

UNIDENTIFIED Switch to Second reference 17688

UNIDENTIFIED Switch to Sixth reference 17689

UNIDENTIFIED Switch to Third reference 17690

ENV System reboot 17691

UNIDENTIFIED Extra Traffic Preempted 17692

UNIDENTIFIED Switched back to Working unit 17693

UNIDENTIFIED Switched back to Protection unit 17694

UNIDENTIFIED Warm Restart 17695

UNIDENTIFIED Wait To Restore 17696

UNIDENTIFIED Ring is in Wait To Restore state 17697

UNIDENTIFIED Span is in Wait to Restore state 17698

UNIDENTIFIED Bridge and Roll has occurred 17699

UNIDENTIFIED Bridge and Roll is pending a valid signal 17700

UNIDENTIFIED Admin logout of user 17701

UNIDENTIFIED Admin lockout of user 17702

UNIDENTIFIED Admin lockout clear 17703

UNIDENTIFIED Automatic logout of idle user 17704

UNIDENTIFIED Login of user 17705

UNIDENTIFIED Invalid Login - Locked Out 17706

UNIDENTIFIED Invalid Login - Already Logged On 17707

UNIDENTIFIED Invalid Login - Password 17708

UNIDENTIFIED Invalid Login - Username 17709

UNIDENTIFIED Logout of user 17710

UNIDENTIFIED User locked out 17711

UNIDENTIFIED Open I/O slot(s) 17712
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UNIDENTIFIED Improper matrix equipment inserted 17713

EQPT Equipment Fails to Boot 17714

UNIDENTIFIED Firewall Has Been Disabled 17716

UNIDENTIFIED Loss of clock from mate TSC 17717

UNIDENTIFIED Alarms Suppressed For Maintenance 17718

UNIDENTIFIED SNTP Host Failure 17719

UNIDENTIFIED Disable Inactive User 17720

UNIDENTIFIED Disable Inactive Clear 17721

UNIDENTIFIED Suspend User 17722

UNIDENTIFIED Duplicate Serial number detected on a pluggable entity 17723

EQPT EQPT problem on Carrier or PIM 17724

EQPT EQPT problem on PIM or PPM 17725

UNIDENTIFIED Suspend User Clear 17726

UNIDENTIFIED Forced Switch To Primary Reference 17727

UNIDENTIFIED Forced Switch To Secondary Reference 17728

UNIDENTIFIED Forced Switch To Third Reference 17729

UNIDENTIFIED Forced Switch to Internal Clock 17730

PLM GFP User Payload Mismatch 17731

UNIDENTIFIED GFP Fibre Channel Distance Extension Mismatch 17732

UNIDENTIFIED GFP Fibre Channel Distance Extension Buffer Starvation 17733

BER_SF GFP Client Signal Fail Detected 17734

LOF GFP Loss of Frame Delineation 17735

UNIDENTIFIED GFP Extension Header Mismatch 17736

UNIDENTIFIED Carrier Loss on the LAN 17737

UNIDENTIFIED Encapsulation Type Mismatch 17738

UNIDENTIFIED Transport layer failure 17739

PLM Payload Label Mismatch - Path 17740

DCC_FAILURE Line DCC Termination Failure 17741

UNIDENTIFIED Kbyte Channel Failure 17742

UNIDENTIFIED BLSR Software Version Mismatch 17743

SECURITY_VIOL
ATION

Security Intrusion Attempt Detected–See Audit Log 17744

UNIDENTIFIED IP address already in use within the same DCC area 17745

UNIDENTIFIED Node name already in use within the same DCC area 17746
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A.4.15 CTM GateWay/CORBA Mapping—ONS 15600 SDH
Table A-32 lists the CTM GateWay/CORBA mapping for the ONS 15600 SDH.

UNIDENTIFIED Free Memory On Card Near Zero 17747

UNIDENTIFIED Free Memory On Card Very Low 11748

Table A-31 CTM GateWay/CORBA Mapping for the ONS 15600 SONET R5.0 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

Table A-32 CTM GateWay/CORBA Mapping for the ONS 1600 SDH R1.4

TMF Mapping NE Native Probably Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

UNIDENTIFIED Normal condition 50000

EQPT Alarms/Events Suppressed For This Object 50001

DCC_FAILURE DCC Channel Loss 50002

DCC_FAILURE SDCC termination failure 50003

AIS Alarm Indication Signal 50004

AIS Alarm Indication Signal - Line 50005

AIS Alarm Indication Signal - Path 50006

FOP_APS Byte failure 50007

FOP_APS Protection Switching Channel Match failure 50008

FOP_APS Automatic Protection Switch Mode Mismatch 50009

FOP_APS Connection loss 50010

FOP_APS Default K Byte 50011

FOP_APS Far End Protection Line Failure 50012

ENV APS Channel - Far End Protection Line Signal Degrade 50013

FOP_APS Improper APS Code 50014

FOP_APS Inconsistent APS code 50015

FOP_APS Node ID Mismatch 50016

UNIDENTIFIED STS Concatenation error 50017

LOF Loss of Frame 50018

LOP Loss of Pointer - Path 50019

LOS Loss of Signal 50020

RAI Remote Failure Indication - Line 50021

RAI Remote Failure Indication - Path 50022

BER_SD BER Threshold exceeded for Signal Degrade - Line 50023
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BER_SD BER Threshold exceeded for Signal Degrade - Path 50024

ENV Far End BER threshold passed for Signal Degrade - Ring 50025

ENV Far End BER threshold passed for Signal Degrade - Span 50026

BER_SF BER Threshold exceeded for Signal Failure - Line 50027

BER_SF BER Threshold exceeded for Signal Failure - Path 50028

ENV Far End BER threshold passed for Signal Failure - Ring 50029

ENV Far End BER threshold passed for Signal Failure - Span 50030

UNIDENTIFIED Payload Defect Indication - Path 50031

UNEQ Unequipped - Path 50032

UNIDENTIFIED Don’t Use for Synchronization 50033

UNIDENTIFIED Failed to receive Synchronization Status Message 50034

UNIDENTIFIED Synchronization Status Messages are disabled on this 
interface

50035

UNIDENTIFIED Primary Reference Source - Stratum 1 Traceable 50036

UNIDENTIFIED Reserved for Network Synchronization Use 50037

UNIDENTIFIED SONET Minimum Clock Traceable 50038

UNIDENTIFIED Stratum 2 Traceable 50039

UNIDENTIFIED Stratum 3 Traceable 50040

UNIDENTIFIED Stratum 3E Traceable 50041

UNIDENTIFIED Stratum 4 Traceable 50042

UNIDENTIFIED Synchronized - Traceability Unknown 50043

UNIDENTIFIED Transit Node Clock Traceable 50044

UNIDENTIFIED Fifth Synchronization Reference Failure 50045

UNIDENTIFIED Fourth Synchronization Reference Failure 50046

UNIDENTIFIED Synchronization Reference Frequency Out Of Bounds 50047

UNIDENTIFIED Primary Synchronization Reference Failure 50048

UNIDENTIFIED Secondary Synchronization Reference Failure 50049

UNIDENTIFIED Third Synchronization Reference Failure 50051

TIM STS path trace identifier mismatch 50052

ENV NE power failure at connector A 50053

ENV NE power failure at connector B 50054

EQPT Power Fuse Failure 50055

ENV Failure detected External to the NE 50056

UNIDENTIFIED Extra Traffic Preempted 50057

UNIDENTIFIED Free Running Synchronization mode 50058

Table A-32 CTM GateWay/CORBA Mapping for the ONS 1600 SDH R1.4 (continued)
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UNIDENTIFIED Stratum 3E Fast Start synchronization mode 50059

UNIDENTIFIED Holdover synchronization mode 50060

UNIDENTIFIED Autonomous messages inhibited 50061

UNIDENTIFIED Autonomous PM Report Message Inhibited 50062

UNIDENTIFIED Airflow Failure 50063

EQPT Equipment Fails To Boot 50064

UNIDENTIFIED Connection ID mismatch on CXC 0 50065

UNIDENTIFIED Connection ID mismatch on CXC 1 50066

EQPT Clock Module Failure 50067

EQPT Control Bus Failure - TSC 0 50068

EQPT Control Bus Failure - TSC 1 50069

EQPT Clock Bus Failure - TSC 0 50070

EQPT Clock Bus Failure - TSC 1 50071

EQPT Control Communication Equipment Failure 50072

EQPT Primary nonvolatile Backup Memory failure 50073

EQPT Manufacturing Data Memory (EEPROM) Failure 50074

EQPT Payload Bus Failure - CXC 0 50075

EQPT Payload Bus Failure - CXC 1 50076

UNIDENTIFIED CXC Operations Suspended 50077

EQPT Equipment Failure 50078

EQPT Equipment Failure–High temperature 50080

EQPT Invalid MAC Address 50081

UNIDENTIFIED Failure to Switch to protection - Path 50083

UNIDENTIFIED Failure to Switch to protection - Ring 50084

UNIDENTIFIED Failure To Switch to protection - Span 50085

EQPT Fan Failure 50086

EQPT Partial Fan Failure - Speed Degradation 50087

EQPT Partial Fan Failure - Parts Failure 50088

EQPT Clock Module Frequency Mismatch 50089

UNIDENTIFIED OSPF hello fail 50090

EQPT Laser bias current high 50091

EQPT High laser temperature 50092

UNIDENTIFIED Different Software Version 50093

EQPT Synchronization Equipment Unavailable 50094

EQPT Unprotected Synchronization Equipment 50095
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EQPT Unprotected Matrix Equipment 50096

UNIDENTIFIED System Upgrade In Progress 50097

EQPT Matrix Equipment Unavailable 50098

UNIDENTIFIED Mismatch of Equipment and Attributes 50099

ENV Software Fault - Data integrity fault 50100

UNIDENTIFIED Loopback - cross connect 50101

UNIDENTIFIED Loopback Facility 50102

UNIDENTIFIED Loopback Payload 50103

UNIDENTIFIED Loopback, Terminal 50104

SECURITY_VIOL
ATION

Security - invalid login (see Audit Trail) 50105

SECURITY_VIOL
ATION

Invalid login attempt threshold exceeded 50106

UNIDENTIFIED Performance Monitor Threshold Crossing Alert 50107

EQPT Improper Removal 50108

UNIDENTIFIED Both ends of fiber provisioned as East, or both as West 50109

EQPT Equipment Power Failure 50110

EQPT Equipment power failure at connector A 50111

EQPT Equipment power failure at connector B 50112

EQPT Equipment power failure at return connector A 50113

EQPT Equipment power failure at return connector B 50114

UNIDENTIFIED Automatic system Reset 50115

UNIDENTIFIED Automatic UPSR sw caused by AIS 50116

UNIDENTIFIED Automatic UPSR sw caused by LOP 50117

UNIDENTIFIED Automatic UPSR sw caused by PDI 50118

UNIDENTIFIED Automatic UPSR sw caused by SDBER 50119

UNIDENTIFIED Automatic UPSR sw caused by SFBER 50120

UNIDENTIFIED Automatic UPSR sw caused by UNEQ 50121

UNIDENTIFIED Exercise Request on Ring 50123

UNIDENTIFIED Far End Exercise Ring 50124

UNIDENTIFIED Exercise Span 50125

UNIDENTIFIED Far End Exercise Span 50126

UNIDENTIFIED Force switch request on facility/equipment 50127

UNIDENTIFIED Force switch request on Ring 50128

UNIDENTIFIED Force switch request on Span 50129
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UNIDENTIFIED Far End Working facility forced to switch to protect - Ring 50130

UNIDENTIFIED Far End Working facility forced to switch to protect - Span 50131

UNIDENTIFIED Far End Lockout of Protection - All Spans 50132

UNIDENTIFIED Far End Lockout of Protection - Ring 50133

UNIDENTIFIED Far End Lockout of working - Ring 50134

UNIDENTIFIED Far End Lockout of working - Span 50135

UNIDENTIFIED Lockout switch request on facility/equipment 50136

UNIDENTIFIED Lockout switch request on Ring 50137

UNIDENTIFIED Lockout of Protection 50138

UNIDENTIFIED Lockout of Protection - Ring 50139

UNIDENTIFIED Lockout of Protection - Span 50140

UNIDENTIFIED Lockout of working - Ring 50141

UNIDENTIFIED Lockout of working - Span 50142

UNIDENTIFIED Manual system Reset 50143

UNIDENTIFIED Far End Manual Switch of Working facility to Protect- 
Ring

50144

UNIDENTIFIED Far End Manual Switch of Working facility to Protect- 
Span

50145

UNIDENTIFIED Manual Switch to Internal clock 50148

UNIDENTIFIED Manual Switch To Primary reference 50149

UNIDENTIFIED Manual Switch To Second reference 50150

UNIDENTIFIED Manual Switch To Third reference 50152

UNIDENTIFIED Manual switch request on facility/equipment 50153

UNIDENTIFIED Manual switch request on Ring 50154

UNIDENTIFIED Manual switch request on Span 50155

UNIDENTIFIED Powerfail Restart 50156

UNIDENTIFIED Ring Switch is active on the East Side 50157

UNIDENTIFIED Ring Switch is active on the West Side 50158

UNIDENTIFIED Span Switch is active on the East Side 50159

UNIDENTIFIED Span Switch is active on the West Side 50160

UNIDENTIFIED Ring is squelching traffic 50161

UNIDENTIFIED Squelching path 50162

UNIDENTIFIED Software Download in Progress 50163

UNIDENTIFIED Switch to Primary reference 50166

UNIDENTIFIED Switch to Second reference 50167
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UNIDENTIFIED Switch to Third reference 50169

ENV System reboot 50170

UNIDENTIFIED Switched back to Working unit 50171

UNIDENTIFIED Switched back to Protection unit 50172

UNIDENTIFIED Warm Restart 50173

UNIDENTIFIED Waiting To Restore 50174

UNIDENTIFIED Bridge and Roll has occurred 50175

UNIDENTIFIED Bridge and Roll is pending a valid signal 50176

UNIDENTIFIED Inhibit Switch to protect request on equipment 50177

UNIDENTIFIED Inhibit Switch to working request on equipment 50178

UNIDENTIFIED Exercise request on ring failed 50179

UNIDENTIFIED Exercise request on span failed 50180

UNIDENTIFIED Exercise ring successfully 50181

UNIDENTIFIED Exercise span successfully 50182

UNIDENTIFIED Unidirectional full pass-through is active 50185

UNIDENTIFIED Bidirectional full pass-through is active 50186

UNIDENTIFIED K bytes pass-through is active 50187

UNIDENTIFIED Ring is segmented 50188

UNIDENTIFIED Ring topology is under construction 50189

UNIDENTIFIED Duplicate node ID 50190

UNIDENTIFIED Far end of fiber is provisioned with different Ring ID 50191

UNIDENTIFIED BLSR multinode table update completed 50192

UNIDENTIFIED MSSP multinode table update completed 50193

UNIDENTIFIED BLSR out of sync 50194

UNIDENTIFIED MSSP out of sync 50195

UNIDENTIFIED Far end lockout of protection - span 50196

UNIDENTIFIED Admin logout of user 50198

UNIDENTIFIED Admin lockout of user 50199

UNIDENTIFIED Admin lockout clear 50200

UNIDENTIFIED Automatic logout of idle user 50201

UNIDENTIFIED Login of user 50202

SECURITY_VIOL
ATION

Invalid Login – Locked Out 50203

SECURITY_VIOL
ATION

Invalid Login – Already Logged On 50204
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SECURITY_VIOL
ATION

Invalid Login – Password 50205

SECURITY_VIOL
ATION

Invalid Login – Username 50206

UNIDENTIFIED Logout of user 50207

UNIDENTIFIED User locked out 50208

UNIDENTIFIED Audit log 80 percent full 50209

UNIDENTIFIED Audit log 100 percent full 50210

UNIDENTIFIED TSC switched to alternate Ethernet port 50211

UNIDENTIFIED Open I/O slot(s) 50212

UNIDENTIFIED Software download failed 50213

UNIDENTIFIED SNTP Host Failure 50214

UNIDENTIFIED Equipment boot in progress 50215

BER_SD Signal Degrade 50216

BER_SF Signal Failure 50217

UNIDENTIFIED Incorrect BPV density 50218

TIM TIM–Section–Trace Identifier Mismatch 50219

TIM TIM–Regeneration Section–Trace Identifier Mismatch 50220

AIS AIS–Multiplex Section–Alarm Indication Signal 50221

UNIDENTIFIED RDI–Multiplex Section–Remote Defect Indication 50222

UNIDENTIFIED Synchronization status message–Primary Reference Clock 
traceable (G811)

50223

UNIDENTIFIED Synchronization status message–Sync Supply Unit 
(transfer node) (G812T)

50224

UNIDENTIFIED Synchronization status message–Sync Supply Unit (local 
node) (G812L)

50225

UNIDENTIFIED Synchronization status message–SDH Equipment Clock 
(G813)

50226

AU_AIS AIS-Administration Unit-Alarm Indication Signal 50227

LOP LOP-Administration Unit-Loss of Pointer 50228

UNIDENTIFIED High Order Path-Excessive BER 50229

UNIDENTIFIED High Order path-Signal Degrade 50230

TIM TIM High Order-Trace Identifier Mismatch Failure 50231

UNIDENTIFIED RDI-High Order-Remote Defect Indication 50232

UNEQ SLMF-Unequipped High Order-Path Unequipped 50233

UNIDENTIFIED Automatic SNCP Switch caused by AIS 50234
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A.4.16 CTM GateWay/CORBA Mapping–ONS 15800, ONS 15801, and ONS 15808
Table A-33 lists the CTM GateWay/CORBA mapping for ONS 15800, ONS 15801, and ONS 15808.

UNIDENTIFIED Automatic SNCP Switch caused by LOP 50235

UNIDENTIFIED Automatic SNCP Switch caused by UNEQ 50236

UNIDENTIFIED Automatic SNCP Switch caused by PDI 50237

UNIDENTIFIED Automatic SNCP Switch caused by SFBER 50238

UNIDENTIFIED Automatic SNCP Switch caused by SDBER 50239

DCC_FAILURE RS-DCC termination failure 50240

UNIDENTIFIED Payload Defect Indication 50241
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ONS 15808

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)

UNIDENTIFIED WaveMux Condition Unknown 500

TX_FAIL Operating Temperature 1 Fail Low 501

TX_FAIL Operating Temperature 1 Fail High 502

TX_DEGRADE Operating Temperature 1 Degrade Low 503

TX_DEGRADE Operating Temperature 1 Degrade High 504

TX_DEGRADE Laser 1 Current Degrade 505

TX_FAIL Laser 1 Current Fail 506

TX_DEGRADE Laser 1 Current Low 507

TX_DEGRADE Laser 2 Current Degrade 508

TX_FAIL Laser 2 Current Fail 509

TX_DEGRADE Laser 2 Current Low 510

TX_DEGRADE Laser 1 Power Degrade 511

TX_FAIL Laser 1 Power Fail 512

TX_DEGRADE Laser 1 Power High 513

EQPT Laser 1 Status On 514

TX_DEGRADE Laser 2 Power Degrade 515

TX_FAIL Laser 2 Power Fail 516

TX_DEGRADE Laser 2 Power High 517

TX_DEGRADE Laser 1 Temperature Low 518
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TX_DEGRADE Laser 1 Temperature High 519

TX_DEGRADE Laser 2 Temperature Low 520

TX_DEGRADE Laser 2 Temperature High 521

UNIDENTIFIED Input Power 1 Degrade 522

UNIDENTIFIED Input Power 1 Fail 523

UNIDENTIFIED Input Power 1 High 524

UNIDENTIFIED Input Power 2 Degrade 525

UNIDENTIFIED Input Power 2 Fail 526

UNIDENTIFIED Input Power 2 High 527

EQPT Fan 1 Operating Current High 528

EQPT Fan 1 Operating Current Low 529

EQPT Fan 2 Operating Current High 530

EQPT Fan 2 Operating Current Low 531

EQPT Fan 3 Operating Current High 532

EQPT Fan 3 Operating Current Low 533

EQPT Fan 4 Operating Current High 534

EQPT Fan 4 Operating Current Low 535

EQPT Replaceable unit type missing 536

EQPT Replaceable unit type mismatch 537

EQPT Fan Power Supply High 538

EQPT Fan Power Supply Low 539

EQPT Back-plane Power Supply Voltage High 540

EQPT Back-plane Power Supply Voltage Low 541

EQPT Battery 1 Voltage Level Low 542

EQPT Battery 2 Voltage Level Low 543

UNIDENTIFIED Loss of Input Signal Modulation 544

UNIDENTIFIED Loss of Output Modulation 545

LOS Loss of Input Electrical Signal 546

UNIDENTIFIED Loss of Optical Input Power 547

TX_DEGRADE Red Output Power Degrade 548

TX_FAIL Red Output Power Fail 549

TX_DEGRADE Blue Output Power Degrade 550

TX_FAIL Blue Output Power Fail 551

TX_DEGRADE East Laser Temperature 1 Low 552
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TX_DEGRADE East Laser Temperature 1 High 553

TX_DEGRADE West Laser Temperature 2 Low 554

TX_DEGRADE West Laser Temperature 2 High 555

TX_DEGRADE East Laser Current 1 Low 556

TX_DEGRADE East Laser Current 1 High 557

TX_DEGRADE West Laser Current 2 Low 558

TX_DEGRADE West Laser Current 2 High 559

TX_DEGRADE East Output Power Low 560

TX_DEGRADE East Output Power High 561

TX_DEGRADE West Output Power Low 562

TX_DEGRADE West Output Power High 563

UNIDENTIFIED East Transmission Master Failure 564

UNIDENTIFIED West Transmission Master Failure 565

UNIDENTIFIED East Transmission of Remote Alarm Indication active 566

UNIDENTIFIED West Transmission of Remote Alarm Indication active 567

UNIDENTIFIED East Transmission of Auxiliary Pattern active 568

UNIDENTIFIED West Transmission of Auxiliary Pattern active 569

LOS Loss of Signal on East Receive side 570

LOF Loss of Frame on East Receive side 571

RAI Received an East Remote Alarm Indication 572

AIS Auxiliary Pattern on East Received side 573

UNIDENTIFIED Loss of Modulation on East Receive side 574

LOS Loss of Signal on West Receive side 575

LOF Loss of Frame on West Receive side 576

RAI Received West Remote Alarm Indication 577

AIS Auxiliary Pattern on West Receive side 578

UNIDENTIFIED Loss of Modulation on West Receive 579

EQPT DPRAM1 Failure 580

UNIDENTIFIED Internal Configuration Failure 581

ENV General Analog Input 1 - Voltage High 582

ENV General Analog Input 1 - Voltage Low 583

ENV General Analog Input 2 - Voltage High 584

ENV General Analog Input 2 - Voltage Low 585

ENV General Analog Input 3 - Voltage High 586
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ENV General Analog Input 3 - Voltage Low 587

ENV General Analog Input 4 - Voltage High 588

ENV General Analog Input 4 - Voltage Low 589

ENV General Analog Input 5 - Voltage High 590

ENV General Analog Input 5 - Voltage Low 591

ENV General Analog Input 6 - Voltage High 592

ENV General Analog Input 6 - Voltage Low 593

ENV General Analog Input 7 - Voltage High 594

ENV General Analog Input 7 - Voltage Low 595

ENV General Analog Input 8 - Voltage High 596

ENV General Analog Input 8 - Voltage Low 597

ENV Housekeeping Alarm 1 598

ENV Housekeeping Alarm 2 599

ENV Housekeeping Alarm 3 600

ENV Housekeeping Alarm 4 601

ENV Housekeeping Alarm 5 602

ENV Housekeeping Alarm 6 603

ENV Housekeeping Alarm 7 604

ENV Housekeeping Alarm 8 605

ENV Housekeeping Alarm 9 606

ENV Housekeeping Alarm 10 607

ENV Housekeeping Alarm 11 608

ENV Housekeeping Alarm 12 609

ENV Housekeeping Alarm 13 610

ENV Housekeeping Alarm 14 611

ENV Housekeeping Alarm 15 612

ENV Housekeeping Alarm 16 613

ENV Housekeeping Alarm 17 614

ENV Housekeeping Alarm 18 615

ENV Housekeeping Alarm 19 616

ENV Housekeeping Alarm 20 617

ENV Housekeeping Alarm 21 618

ENV Housekeeping Alarm 22 619

ENV Housekeeping Alarm 23 620
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ENV Housekeeping Alarm 24 621

ENV Housekeeping Alarm 25 622

ENV Housekeeping Alarm 26 623

ENV Housekeeping Alarm 27 624

ENV Housekeeping Alarm 28 625

ENV Housekeeping Alarm 29 626

ENV Housekeeping Alarm 30 627

ENV Housekeeping Alarm 31 628

ENV Housekeeping Alarm 32 629

TX_DEGRADE Output Power 1 Degrade 630

TX_FAIL Output Power 1 Fail 631

TX_DEGRADE Output Power 1 Low 632

TX_DEGRADE Output Power 1 High 633

TX_DEGRADE Output Power 2 Degrade 634

TX_FAIL Output Power 2 Fail 635

TX_DEGRADE Output Power 2 High 636

UNIDENTIFIED Input Power 1 Low 637

TX_FAIL Operating Temperature 1 Fail Low 638

TX_FAIL Operating Temperature 1 Fail High 639

TX_DEGRADE Operating Temperature 1 Degrade Low 640

TX_DEGRADE Operating Temperature 1 Degrade High 641

TX_DEGRADE Laser 1 Temperature Low 642

TX_DEGRADE Laser 1 Temperature High 643

TX_DEGRADE Laser 2 Temperature Low 644

TX_DEGRADE Laser 2 Temperature High 645

TX_DEGRADE Laser 1 Current Low 646

TX_DEGRADE Laser 1 Current Degrade 647

TX_FAIL Laser 1 Current Fail 648

TX_DEGRADE Laser 2 Current Low 649

TX_DEGRADE Laser 2 Current Degrade 650

TX_FAIL Laser 2 Current Fail 651

UNIDENTIFIED Input Power 1 Fail 652

UNIDENTIFIED Input Power 1 Degrade 653

UNIDENTIFIED Input Power 1 Low 654
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UNIDENTIFIED Input Power 1 High 655

UNIDENTIFIED Input Power 2 Fail 656

UNIDENTIFIED Input Power 2 Degrade 657

TX_FAIL Output Power 1 Fail 658

TX_DEGRADE Output Power 1 Degrade 659

TX_DEGRADE Output Power 1 Low 660

TX_DEGRADE Output Power 1 High 661

TX_FAIL Output Power 2 Fail 662

TX_DEGRADE Output Power 2 Degrade 663

TX_FAIL Laser Power 1 Fail 664

TX_DEGRADE Laser Power 1 Degrade 665

TX_DEGRADE Laser Power 1 Low 666

TX_DEGRADE Laser Power 1 High 667

TX_FAIL Laser Power 2 Fail 668

TX_DEGRADE Laser Power 2 Degrade 669

TX_DEGRADE Laser Power 2 High 670

ENV General Analog Input 1 - Voltage Low 671

ENV General Analog Input 1 - Voltage High 672

ENV General Analog Input 2 - Voltage Low 673

ENV General Analog Input 2 - Voltage High 674

ENV General Analog Input 3 - Voltage Low 675

ENV General Analog Input 3 - Voltage High 676

ENV General Analog Input 4 - Voltage Low 677

ENV General Analog Input 4 - Voltage High 678

ENV General Analog Input 5 - Voltage Low 679

ENV General Analog Input 5 - Voltage High 680

ENV General Analog Input 6 - Voltage Low 681

ENV General Analog Input 6 - Voltage High 682

ENV General Analog Input 7 - Voltage Low 683

ENV General Analog Input 7 - Voltage High 684

ENV General Analog Input 8 - Voltage Low 685

ENV General Analog Input 8 - Voltage High 686

TX_DEGRADE East Laser Temperature1 Low 687

TX_DEGRADE East Laser Temperature1 High 688
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TX_DEGRADE West Laser Temperature2 Low 689

TX_DEGRADE West Laser Temperature2 High 690

TX_DEGRADE East Laser 1 Low Current 691

TX_DEGRADE East Laser 1 High Current 692

TX_DEGRADE West Laser 2 Low Current 693

TX_DEGRADE West Laser 2 High Current 694

TX_DEGRADE East Output Power Low 695

TX_DEGRADE East Output Power High 696

TX_DEGRADE West Output Power Low 697

TX_DEGRADE West Output Power High 698

TX_FAIL Red Output Power Fail 699

TX_DEGRADE Red Output Power Degrade 700

TX_FAIL Blue Output Power Fail 701

TX_DEGRADE Blue Output Power Degrade 702

EQPT Fan 1 Operating Current Low 703

EQPT Fan 1 Operating Current High 704

EQPT Fan 2 Operating Current Low 705

EQPT Fan 2 Operating Current High 706

EQPT Fan 3 Operating Current Low 707

EQPT Fan 3 Operating Current High 708

EQPT Fan 4 Operating Current Low 709

EQPT Fan 4 Operating Current High 710

EQPT Fan Power Supply Low 711

EQPT Fan Power Supply High 712

EQPT Back-plane Power Supply Voltage Low 713

EQPT Back-plane Power Supply Voltage High 714

TX_DEGRADE Laser 1 Power Low 715

EQPT Laser 1 Status Off 716

EQPT AWG2 Shutdown 717

UNIDENTIFIED Optical Safety Input Signal Active 718

UNIDENTIFIED Optical Safety Output Signal Active 719

UNIDENTIFIED External Optical Safety Control Active 720

UNIDENTIFIED Power Supply Voltage Low 721

UNIDENTIFIED Power Problem 722
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UNIDENTIFIED Loss of Output Modulation 723

LOS Loss of Input Electrical Signal 724

UNIDENTIFIED Power Supply Tolerance Failure 725

UNIDENTIFIED Laser Wavelength Unlocked 726

UNIDENTIFIED Optical Safety Remote Interlock Active 727

EQPT Board Not Configured 728

UNIDENTIFIED Optical Switch Insertion Loss High 729

UNIDENTIFIED Internal Working Line State Fail 730

UNIDENTIFIED External Working Line State Fail 731

UNIDENTIFIED Internal Protection Line State Fail 732

UNIDENTIFIED External Protection Line State Fail 733

UNIDENTIFIED Unit Manual Operation Mode Active 734

UNIDENTIFIED Unit in Protection Mode 735

UNIDENTIFIED Optical Switch bad functionality 736

TX_FAIL External Pump 1 Power Fail 737

TX_DEGRADE External Pump 1 Power Degrade 738

TX_DEGRADE External Pump 1 Power High 739

TX_FAIL External Pump 2 Power Fail 740

TX_DEGRADE External Pump 2 Power Degrade 741

TX_DEGRADE External Pump 2 Power High 742

UNIDENTIFIED External Optical Safety Control Active 743

UNIDENTIFIED Optical Safety Override 1 Active 744

UNIDENTIFIED Optical Safety Override 2 Active 745

UNIDENTIFIED Power Level Reduction 746

EQPT AWG Warm up 747

EQPT Battery Input 1 Voltage Level Low 748

EQPT Battery Input 2 Voltage Level Low 749

EQPT Battery Output 1 Voltage Level Low 750

EQPT Battery Output 2 Voltage Level Low 751

TX_DEGRADE Transmit L band Power Level Low 752

UNIDENTIFIED Receive L band Power Level Low 753

UNIDENTIFIED Receive OSC3 Optical Power Level Low 754

TX_DEGRADE Transmit Total Optical Power Level Low 755

UNIDENTIFIED Express Channels Input Power 1 High 756
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UNIDENTIFIED Express Channels Input Power 1 Degrade 757

UNIDENTIFIED Express Channels Input Power 1 Fail 758

UNIDENTIFIED Add Channels Input Power 1 High 759

UNIDENTIFIED Add Channels Input Power 1 Degrade 760

UNIDENTIFIED Add Channels Input Power 1 Fail 761

EQPT DPRAM Failure 762

EQPT Internal Configuration Failure 763

LOS Loss of Signal on East Receive side 764

LOF Loss of Frame on East Receive side 765

RAI Received an East Remote Alarm Indication 766

UNIDENTIFIED Loss of Modulation on East Receive side 767

LOS Loss of Signal on West Receive side 768

LOF Loss of Frame on West Receive side 769

RAI Received West Remote Alarm Indication 770

UNIDENTIFIED Loss of Modulation on West Receive side 771

TX_DEGRADE Laser 1 Power High 772

UNIDENTIFIED B1 Errored Seconds 15 mins High 773

UNIDENTIFIED B1 Severed Errored Seconds 15 mins High 774

UNIDENTIFIED B1 Background Block Errors 15 mins High 775

BER_SD B1 Bit Error Rate 15 mins High 776

UNIDENTIFIED B1 Unavailable Seconds 15 mins High 777

UNIDENTIFIED B1 Errored Seconds 1 day High 778

UNIDENTIFIED B1 Severed Errored Seconds 1 day High 779

UNIDENTIFIED B1 Background Block Errors 1 day High 780

BER_SD B1 Bit Error Rate 1 day High 781

UNIDENTIFIED B1 Unavailable Seconds 1 day High 782

UNIDENTIFIED FEC4 Errored Seconds 15 mins High 783

UNIDENTIFIED FEC Severed Errored Seconds 15 mins High 784

UNIDENTIFIED FEC Background Block Errors 15 mins High 785

UNIDENTIFIED FEC Unavailable Seconds 15 mins High 786

UNIDENTIFIED FEC Error Corrected Rate 15 mins High 787

UNIDENTIFIED FEC Uncorrected Codewords Rate 15 mins High 788

UNIDENTIFIED FEC Errored Seconds 1 day High 789

UNIDENTIFIED FEC Severed Errored Seconds 1 day High 790
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UNIDENTIFIED FEC Background Block Errors 1 day High 791

UNIDENTIFIED FEC Unavailable Seconds 1 day High 792

UNIDENTIFIED FEC Error Corrected Rate 1 day High 793

UNIDENTIFIED FEC Uncorrected Codewords Rate 1 day High 794

UNIDENTIFIED File System Corrupted 795

EQPT Communication Problem on Internal Bus 796

UNIDENTIFIED Variable Optical Attenuator Low 797

UNIDENTIFIED Variable Optical Attenuator High 798

UNIDENTIFIED Automatic Power Reduction on Input Active 799

UNIDENTIFIED Hardware Protection 800

TX_DEGRADE Fiber Temperature 1 Low 801

TX_FAIL Fiber Temperature 1 High 802

TX_DEGRADE Pump 1 Power Degrade 803

TX_FAIL Pump 1 Power Fail 804

TX_DEGRADE Pump 1 Power High 805

UNIDENTIFIED External Pump Safety Active 806

TX_DEGRADE Pump 2 Power Degrade 807

TX_FAIL Pump 2 Power Fail 808

TX_DEGRADE Pump 2 Power High 809

UNIDENTIFIED Automatic Power Reduction on Input in Line Active 810

EQPT Gain Flattening Filter Disconnected 811

UNIDENTIFIED B1 Errored Seconds 15 mins High 812

UNIDENTIFIED B1 Severed Errored Seconds 15 mins High 813

UNIDENTIFIED B1 Background Block Errors 15 mins High 814

UNIDENTIFIED B1 Unavailable Time 15 mins High 815

UNIDENTIFIED B1 Errored Seconds 1 day High 816

UNIDENTIFIED B1 Severed Errored Seconds 1 day High 817

UNIDENTIFIED B1 Background Block Errors 1 day High 818

UNIDENTIFIED B1 Unavailable Time 1 day High 819

EQPT Battery Input 1 Voltage Level Low 820

EQPT Battery Input 2 Voltage Level Low 821

EQPT Battery Output 1 Voltage Level Low 822

EQPT Battery Output 2 Voltage Level Low 823

EQPT Fan Power Supply High 824
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EQPT Fan Power Supply Low 825

UNIDENTIFIED TL1 Software Download Failed 826

UNIDENTIFIED TL1 Stand By Software Failed 827

UNIDENTIFIED TL1 Committed Software Failed 828

UNIDENTIFIED NE User Activity Log is 90% full 829

UNIDENTIFIED NE User Activity Log overflow 830

UNIDENTIFIED ONS15800 Event Base 831

EQPT Network Element controlled reset 832

EQPT Rack Mismatch 1 833

EQPT Rack Mismatch 2 834

EQPT Rack Mismatch 3 835

EQPT Rack Mismatch 4 836

EQPT Rack Mismatch 5 837

EQPT Rack Mismatch 6 838

EQPT Rack Mismatch 7 839

EQPT Rack Mismatch 8 840

EQPT Rack Mismatch 9 841

EQPT Rack Mismatch 10 842

EQPT Rack Mismatch 11 843

EQPT Rack Mismatch 12 844

EQPT Rack Mismatch 13 845

EQPT Rack Mismatch 14 846

EQPT Rack Mismatch 15 847

EQPT Rack Mismatch 16 848

EQPT Rack Mismatch 17 849

EQPT Rack Mismatch 18 850

UNIDENTIFIED Input Power 1 Fail Transmit Direction 851

UNIDENTIFIED Input Power 1 Low Transmit Direction 852

UNIDENTIFIED Input Power 1 High Transmit Direction 853

TX_FAIL Output Power 1 Fail Transmit Direction 854

TX_DEGRADE Output Power 1 Low Transmit Direction 855

TX_DEGRADE Output Power 1 High Transmit Direction 856

UNIDENTIFIED Input Power 1 Fail Receive Direction 857

UNIDENTIFIED Input Power 1 Low Receive Direction 858
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UNIDENTIFIED Input Power 1 High Receive Direction 859

TX_FAIL Output Power 1 Fail Receive Direction 860

TX_DEGRADE Output Power 1 Low Receive Direction 861

TX_DEGRADE Output Power 1 High Receive Direction 862

TX_DEGRADE Laser 1 Temperature Low Transmit Direction 863

TX_DEGRADE Laser 1 Temperature High Transmit Direction 864

TX_DEGRADE Laser 1 Current Degrade Transmit Direction 865

TX_FAIL Laser 1 Current Fail Transmit Direction 866

TX_DEGRADE Laser 1 Power Low Transmit Direction 867

TX_DEGRADE Laser 1 Power High Transmit Direction 868

EQPT Board Status Fail 869

UNIDENTIFIED Optical Safety Remote Interlock Active Transmit Direction 870

UNIDENTIFIED Optical Safety Remote Interlock Active Receive Direction 871

UNIDENTIFIED Laser Wavelength Unlocked Transmit Direction 872

LOS Loss of Input Signal Transmit Direction 873

LOS Loss of Input Signal Receive Direction 874

UNIDENTIFIED Loss of Output Modulation Transmit Direction 875

EQPT Block Lock from Client Interface 876

BER_SD High Bit Error Rate from Client Interface 877

RAI Remote Fault from Client Interface 878

UNIDENTIFIED Backward Default Indication from Client Interface 879

UNIDENTIFIED Forward Default Indication from Client Interface 880

UNIDENTIFIED Total Number of Runts packets from Client Interface 15 
mins High

881

UNIDENTIFIED Total Number of Giants packets from Client Interface 15 
mins High

882

UNIDENTIFIED Total Error Block from Client Interface 15 mins High 883

UNIDENTIFIED CRC Packets from Client Interface 15 mins High 884

UNIDENTIFIED Errored Block from Client Interface 15 mins High 885

UNIDENTIFIED Total Number of Oversize Packet from Client Interface 15 
mins High

886

UNIDENTIFIED FEC Errored Seconds Receive Direction 15 mins High 887

UNIDENTIFIED FEC Severely Errored Seconds Receive Direction 15 mins 
High

888

Table A-33 CTM GateWay/CORBA Mapping for the ONS 15800, ONS 15801, and 

ONS 15808 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
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UNIDENTIFIED FEC Background Block Errors Receive Direction 15 mins 
High

889

UNIDENTIFIED FEC Unavailable Seconds Receive Direction 15 mins High 890

UNIDENTIFIED FEC Error Corrected Rate Receive Direction 15 mins High 891

UNIDENTIFIED FEC Uncorrected Codewords Rate Receive Direction 15 
mins High

892

UNIDENTIFIED Total Number of Runts packets from Client Interface 1 day 
High

893

UNIDENTIFIED Total Number of Giants packets from Client Interface 1 day 
High

894

UNIDENTIFIED Total Error Block from Client Interface 1 day High 895

UNIDENTIFIED CRC Packets from Client Interface 1 day High 896

UNIDENTIFIED Errored Block from Client Interface 1 day High 897

UNIDENTIFIED Total Number of Oversize Packet from Client Interface 1 
day High

898

UNIDENTIFIED FEC Errored Seconds Receive Direction 1 day High 899

UNIDENTIFIED FEC Severely Errored Seconds Receive Direction 1 day 
High

900

UNIDENTIFIED FEC Background Block Errors Receive Direction 1 day 
High

901

UNIDENTIFIED FEC Unavailable Seconds Receive Direction 1 day High 902

UNIDENTIFIED FEC Error Corrected Rate Receive Direction 1 day High 903

UNIDENTIFIED FEC Uncorrected Codewords Rate Receive Direction 1 day 
High

904

UNIDENTIFIED Remote File System Mount Failed 1 905

UNIDENTIFIED Remote File System Mount Failed 2 906

UNIDENTIFIED Remote File System Mount Failed 3 907

UNIDENTIFIED Remote File System Mount Failed 4 908

UNIDENTIFIED Remote File System Mount Failed 5 909

UNIDENTIFIED Remote File System Mount Failed 6 910

UNIDENTIFIED Remote File System Mount Failed 7 911

UNIDENTIFIED Remote File System Mount Failed 8 912

UNIDENTIFIED Remote File System Mount Failed 9 913

UNIDENTIFIED Remote File System Mount Failed 10 914

UNIDENTIFIED Remote File System Mount Failed 11 915

UNIDENTIFIED Remote File System Mount Failed 12 916

Table A-33 CTM GateWay/CORBA Mapping for the ONS 15800, ONS 15801, and 

ONS 15808 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
GateWay/CORBA)
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UNIDENTIFIED Remote File System Mount Failed 13 917

UNIDENTIFIED Remote File System Mount Failed 14 918

UNIDENTIFIED Remote File System Mount Failed 15 919

UNIDENTIFIED Remote File System Mount Failed 16 920

UNIDENTIFIED Remote File System Mount Failed 17 921

UNIDENTIFIED Remote File System Mount Failed 18 922

EQPT Board not configured 923

TX_DEGRADE East Laser Temperature 1 Low 924

TX_DEGRADE East Laser Temperature 1 High 925

TX_DEGRADE East Laser Temperature 2 Low 926

TX_DEGRADE East Laser Temperature 2 High 927

1. DPRAM = Dual port random access memory

2. AWG = Arrayed waveguide grading

3. OSC = Optical service channel

4. FEC = Forward error correction

Table A-33 CTM GateWay/CORBA Mapping for the ONS 15800, ONS 15801, and 

ONS 15808 (continued)

TMF Mapping NE Native Probable Cause

CTM Internal Index 
(Not Reported by 
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A P P E N D I X B

Server Administration and Configuration

This appendix includes information on the administration and configuration of CTM GateWay/CORBA. 
It provides the following information:

• B.1 Managing OSS Client Profiles for CTM GateWay/CORBA, page B-1

• B.2 Encryption Between CTM and GateWay/CORBA, page B-3

• B.3 Using Multiple Naming Servers, page B-4

• B.4 Naming Convention for Published CORBA Objects, page B-4

• B.5 Configuring CTM GateWay/CORBA, page B-5

• B.6 Using the CLI to Start and Stop CTM GateWay/CORBA Services, page B-7

• B.7 Installation, page B-7

B.1 Managing OSS Client Profiles for CTM GateWay/CORBA
The following sections describe how to create, modify, and delete an OSS client profile for 
CTM GateWay/CORBA.

B.1.1 Create an OSS Client Profile
The CTM GateWay/CORBA authenticates the OSS against a previously created user profile before 
allowing access to CTM. You can create up to sixteen OSS client profiles for CTM GateWay/CORBA 
sessions. Each OSS profile defines CTM GateWay/CORBA parameters, such as the OSS profile name, 
password, and IP address. 

OSS client profiles are stored in the CTM GateWay/CORBA Client Configuration Table. 

To create an OSS client profile for CTM GateWay/CORBA:

Step 1 Log into the CTM client with the appropriate user access profile. 

Step 2 In the Domain Explorer window, choose Administration > Control Panel.

Step 3 Click the GateWay/CORBA Service icon to open the GateWay/CORBA Service property sheet.
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Managing OSS Client Profiles for CTM GateWay/CORBA
Step 4 Click the OSS Clients tab and the New subtab. Enter the following OSS client information:

• OSS Profile Name—The name of the OSS profile. 

• Password—The password the OSS client uses to log into the CTM server. Confirm the password in 
the Confirm Password field. 

Step 5 Click Save; then, click Yes in the confirmation dialog box. Changes take effect immediately. A subtab 
with the new OSS profile name appears.

Step 6 In the Control Panel window, choose Administration > GW/CORBA Client Configuration Table. The 
GW/CORBA Client Configuration Table displays a profile for each OSS client that uses a 
CTM GateWay/CORBA service.

B.1.2 Modify an OSS Client Profile
To modify an OSS client profile for CTM GateWay/CORBA:

Step 1 Log into the CTM client with the appropriate user access profile. 

Step 2 In the Domain Explorer window, choose Administration > Control Panel.

Step 3 Click the GateWay/CORBA Service icon to open the GateWay/CORBA Service property sheet.

Step 4 Click the OSS Clients tab and click the subtab for the OSS client you want to modify. Modify the 
following OSS client information, as appropriate:

• OSS Profile—Modify the OSS profile.

• Password—Modify the password that the OSS client uses to log into the CTM server.

• Confirm Password—Enter the password again for confirmation.

• OSS IP Address—Modify the OSS IP server.

Step 5 Click Save. Changes take effect immediately. 

B.1.3 Delete an OSS Client Profile
To delete an OSS client profile for CTM GateWay/CORBA:

Step 1 Log into the CTM client with the appropriate user access profile. 

Step 2 In the Domain Explorer window, choose Administration > Control Panel.

Step 3 Click the GateWay/CORBA Service icon to open the GateWay/CORBA Service property sheet.

Step 4 Click the OSS Clients tab and click the subtab for the OSS client you want to delete.

Step 5 Click Delete to delete the OSS profile from the CTM database.
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Step 6 Click OK in the confirmation dialog box.

Note If the OSS is connected to CTM when the profile is deleted, CTM does not terminate the OSS 
session.

Note Naming service uses port 14005 for all CTM-related naming service instances. The port is hard-coded 
and can be changed only by changing the startup script jcorbagw.sh.

B.2 Encryption Between CTM and GateWay/CORBA
CTM R5.0 uses improved encryption of usernames and passwords for network security.

You can set the CTM client Control Panel to send encrypted usernames and passwords to 
CTM GateWay/CORBA:

Step 1 Log into the CTM client with the appropriate user access profile.

Step 2 In the Domain Explorer window, choose Administration > Control Panel.

Step 3 Click the GateWay/CORBA Service icon to open the GateWay/CORBA Service property sheet.

Step 4 Click the Global tab.

Step 5 Check the Enable Encryption for Username and Password check box.

Step 6 Click Save; then, click Yes in the confirmation dialog box. Changes take effect immediately.

If the OSS clients enable the encryption feature, they must provide implementation for RSA-based 
encryption by retrieving the RSA Public Key or the Public Key Pair from GateWay/CORBA and by using 
cryptographic libraries.

• To obtain the RSA Public Key from CTM, use the 
emsSessionFactory::EmsSessionFactory_I::getEmsPublicKey API. See the 
“3.4.1 emsSessionFactory::EmsSessionFactory_I::getEmsPublicKey” section on page 3-28 for 
details.

• To obtain the RSA Public Key Pair from CTM, use the 
emsSessionFactory::EmsSessionFactory_I::getEmsPublicKeyPair API. See the 
“3.4.2 emsSessionFactory::EmsSessionFactory_I::getEmsPublicKeyPair” section on page 3-29 for 
details. 

CTM returns the string representation of the RSA Public Key or Public Key Pair, encoded in the Base64 
encoding scheme. OSS clients should use Base64 decoders to decode the public key and get the byte[] 
of the public key from the decoded public key string. The byte[] corresponding to the public key 
represents the key in its primary encoded format (X.509 SubjectPublicKeyInfo). Using this byte[] and 
cryptographic libraries, the RSA Public Key can be created. 

One example of the security provider is Bouncy Castle Provider. 
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Use the public key to encrypt the username and password. Before passing the encrypted username and 
password to CTM for login, OSS clients should encode the encrypted username and password by using 
Base64 encoders to obtain the string equivalent of the encrypted data.

Note Use cryptographic libraries implementing RSA Public Key encryption supporting the “PKCS #1 v2.0 
EME-PKCS1-v1_5 (PKCS #1 v1.5 block type 2), PKCS1Padding” encoding scheme. CTM does not 
provide these cryptographic libraries.

B.3 Using Multiple Naming Servers
CTM registers with multiple naming servers. Add the following parameters to the 
CTM_server_installation_directory/cfg/corbagw.properties config file:

corbagw.namingservice.ServerList=ctmc4-u80,ctm7-u60

(default value is empty)

corbagw.namingservice.RootIORLoc=/namingroot.ior

(default value)

The first parameter lists all hosts on which naming service is running. These hosts should be reachable 
from the CTM server host. In addition, the Hypertext Transfer Protocol (HTTP) server must be running 
on all naming service hosts. The naming service root Interoperable Object Reference (IOR) must be 
published in a file. The location and name of the file are defined by the second parameter.

In addition to these naming service hosts, CTM registers itself with the local naming service. This 
naming service is bundled with CTM.

B.4 Naming Convention for Published CORBA Objects
CTM GateWay/CORBA publishes two top-level objects: EMSSessionFactory and NotificationChannel. 
CTM creates these objects and registers them with the CORBA name server. 

CTM GateWay/CORBA creates naming contexts under the root as shown in Figure B-1. The last context 
in the tree must have a different name. To change this value in the CTM client GUI:

Step 1 Log into the CTM client with the appropriate CTM user access profile.

Step 2 In the Domain Explorer window, click the CTM Domain node.

Step 3 In the Management Domain Properties sheet, click the Identification tab.

Step 4 In the EMS Domain section, look for EMS ID. The value of this field should be used as the “id” field 
for context, where “kind” equals “EMS.” The default value is CTM. By using different names, you can 
install multiple instances of CTM and use a centralized naming server and repository.
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Figure B-1 Naming Scheme for CTM GateWay/CORBA Objects

B.5 Configuring CTM GateWay/CORBA
To configure CTM GateWay/CORBA properties:

Step 1 From the Domain Explorer, select Administration > Control Panel.

Step 2 In the Control Panel, select GateWay/CORBA Service. Configure the following properties:

Note If CTM GateWay/CORBA is running, changes to the config file do not take effect dynamically. 
You must restart CTM GateWay/CORBA for the changes to take effect. The following properties 
can be changed to modify CTM GateWay/CORBA functionality:

• Encryption for username and password—This property defines whether the username and password 
that will be used for the CTM GateWay/CORBA client will be encrypted.

• Heartbeat for notification channel—This property is the rate at which the notification service is 
checked. A zero entry means not to check the notification service.

• Maximum number of simultaneous sessions—This property is the number of CTM 
GateWay/CORBA sessions that can be active at the same time. Range is 4 to 25.

• Maximum events per consumer—CTM GateWay/CORBA uses this property to set the 
MaxEventsPerConsumer administrative QoS parameter of the notification channel. The notification 
server uses this property to bound the maximum number of events in a given channel that are allowed 
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to queue at any given time. The default value is 0, where the notification server does not impose a 
limit on the maximum number of events that can be queued. If no limits are imposed on the queue, 
the notification server might run out of memory if a client behaves incorrectly. The server must keep 
all events in memory until they are consumed by all registered consumers.

Caution Any change to this value should be made with extreme caution. If you set the value too low, the NMS 
will not receive all notifications. If you set the value too high, the CTM notification server will run out 
of memory. The current value is set to handle alarm bursts of 10,000 events per minute.

• Notification service name—This property defines the service name that the 
resolve_initial_reference function uses to get a reference to the notification service. The CTM 
GateWay/CORBA installation installs the notification service automatically. To use your own 
notification service, modify this parameter.

Tip You do not need to change this parameter if you plan to use the notification service that is 
bundled with CTM GateWay/CORBA.

• Notification service naming context—NamingContext defines the naming context of 
NotificationService. This property is used when resolve_initial_reference fails to resolve 
NotificationService. CTM GateWay/CORBA contacts the naming service to resolve the name 
context defined in this property. The value of this property must match the value published by your 
notification server.

Tip You do not need to change this parameter if you plan to use the notification service that is 
bundled with CTM GateWay/CORBA. 

• Notification service factory IOR filename—The FactoryIORFile property defines the path to a text 
file that contains the IOR of NotificationService. This property is used only after 
resolve_initial_reference and naming service fail. CTM GateWay/CORBA opens the file as defined 
by the URL format in this property and attempts to retrieve the IOR from this file. This parameter 
lets you run your notification service on a different host to improve performance.

Tip You do not need to change this parameter if you plan to use the notification service that is 
bundled with CTM GateWay/CORBA. 

• Notification service listening port number—This property is used to set the port that the notification 
service uses to listen for incoming requests. The port number is set in the IOR for the notification 
service. The use IOR and use IOR endpoint properties will be set properly. Default port number is 
zero, which signifies the port number to be allocated by the operating system.

• Session port number—This property configures the IIOP listening port. The CTM 
GateWay/CORBA service listens to CORBA requests on this port. If this property is not specified 
in the corbagw.properties file, the listener port number is allocated by the operating system. 

• Name service server list—The ServerList property defines where the name servers are running. This 
property takes a comma-separated list of host names.

• Name service root IOR—The RootIORLoc property defines the path used to find the naming service 
IOR on each host defined in ServerList. The complete path is constructed as http://<item_of_Server> 
<List RootIORLoc>.
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• Error level—This property by default is disabled. If the NMS requires CTP-related transmission 
parameters to be included as part of any object reporting TerminationPoint_T structure, then this 
property should be set to true. However, ManagedElementMgr_I.getTP interface will always return 
transmission parameters as part of TerminationPoint_T structure and is independent of this property 
setting.

B.6 Using the CLI to Start and Stop CTM GateWay/CORBA 
Services

If you are a CTM user with administrative privileges, you can start and stop CTM GateWay/CORBA 
services from the command line. You need a CTM username and password for the SysAdmin or 
SuperUser profile.

• To start a GateWay/CORBA service, enter the following on the command line:

/opt/CiscoTransportManagerServer/bin/gwcorba-start

• To stop a GateWay/CORBA service, enter the following on the command line:

/opt/CiscoTransportManagerServer/bin/gwcorba-stop

Note After entering the commands, provide the username and password when instructed.

If the GateWay/CORBA service is already running when you enter the gwcorba-start script, the script 
simply exits with the message “GWCORBA already running.”

If the GateWay/CORBA service is already stopped when you enter the gwcorba-stop script, the script 
simply exits with the message “GWCORBA not running.”

Note The GateWay/CORBA Service can take up to 60 seconds to initialize after the GUI status has changed 
to indicate that the service is up. The status is an indication of the successful initiation of the service 
startup, not successful initialization.

B.7 Installation
The CTM installation program installs the CTM GateWay/CORBA component, which includes 
OpenFusion 3.0.2 Notification Service from PrismTech. IDL files are installed under the 
/opt/CiscoTransportManagerServer/idl directory. Refer to Cisco Transport Manager Release 5.0 
Installation Guide for more information.
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OSS Client Development and Use Cases

This appendix lists interceptors and use cases to resynchronize the NMS from the EMS.

C.1 Use Cases to Resynchronize the NMS from the EMS, page C-1

C.2 Developing a CTM Gateway/CORBA Client, page C-4

C.1 Use Cases to Resynchronize the NMS from the EMS
Table C-1, Table C-2, and Table C-3 list use cases to resynchronize the NMS from the EMS.

Table C-1 NMS Retrieves CTM Information When the GateWay/CORBA Service Is Started or Restarted

Information Detail

Name The NMS retrieves CTM information.

Summary The NMS retrieves all EMS and ManagedElement alarms and information for existing 
MultiLayerSubnetworks, ManagedElements, PTPs, CTPs, SNCs, and protection groups from 
GateWay/CORBA interfaces.

Actor(s) NMS

Pre-Conditions The NMS locates the EmsSessionFactory object and obtains references to EMSMgr_I, 
MultiLayerSubnetworkMgr_I, ManagedElementMgr_I, EquipmentInventoryMgr_I, 
MaintenanceMgr_I, ProtectionMgr_I, and PerformanceManagementMgr_I interfaces.

Begins When The NMS sends a request to retrieve all CTM information.
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Use Cases to Resynchronize the NMS from the EMS
Description The NMS requests the following information from the GateWay/CORBA interface:

1. The NMS uses the emsMgr::EMSMgr_I::getAllEMSSystemActiveAlarms interface to request all 
EMS alarms.

2. The NMS uses the emsMgr::EMSMgr_I::getAllTopLevelSubnetworks interface to request all 
multilayer subnetworks in CTM.

CTM returns a list of MultiLayerSubnetwork_T objects with detailed information about a 
MultiLayerSubnetwork.

3. For each MultiLayerSubnetwork_T object, the NMS uses the 
multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllManagedElements interface to 
request all MEs that belong to the same multilayer subnetwork. 

CTM returns a list of ManagedElement_T objects with detailed information about a 
ManagedElement.

For each ManagedElement object, the NMS executes the use case “NMS (Re)synchronizes 
information specific to a Managed Element.”

4. The NMS uses the emsMgr::EMSMgr_I::getAllTopLevelTopologicalLinks interface to request all 
topological links associated with the multilayer subnetwork.

CTM returns a list of TopologicalLink_T objects with detailed information about a topological link.

5. The NMS uses the multiLayerSubnetwork::MultiLayerSubnetworkMgr_I::getAllVLANs interface 
to request all VLANs associated with the multilayer subnetwork.

Ends When The NMS retrieves all CTM information.

Exceptions Refer to the exceptions thrown by the individual interface method.

Post-Conditions • The NMS synchronizes with CTM.

• The NMS registers with CTM to retrieve notifications related to changes in the managed object on 
CTM, new alarms, and TCAs.

Traceability —

Table C-2 NMS Resynchronizes Information Specific to a Managed Element

Information Detail

Name The NMS retrieves CTM information specific to the ME.

Summary The NMS retrieves all PTP, CTP, SNC, and protection group information for the specific ME.

Actor(s) NMS

Pre-Conditions The NMS obtains references to ManagedElementMgr_I, EquipmentInventoryMgr_I, 
MaintenanceMgr_I, ProtectionMgr_I, and PerformanceManagementMgr_I interfaces. The NMS also 
obtains the ManagedElement name.

Begins When The NMS sends a request to retrieve all information about an ME. The NMS identifies the name of the 
ME for which information is to be retrieved.

Table C-1 NMS Retrieves CTM Information When the GateWay/CORBA Service Is Started or Restarted (continued)

Information Detail
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Use Cases to Resynchronize the NMS from the EMS
Description The NMS requests the following information from the GateWay/CORBA interface:

1. The NMS uses the managedElementManager::ManagedElementManager_I::getAllActiveAlarms 
interface to request all current alarms on the ME.

2. The NMS uses the equipment::EquipmentInventoryMgr_I::getAllEquipment interface to request all 
existing equipment on the ME.

CTM returns a list of EquipmentHolder_T objects with detailed information about equipment 
holders and equipment on the ME.

3. For the equipment information retrieved in EquipmentorHolder_T object, the NMS uses the 
equipment::EquipmentInventoryMgr_I::getAllSupportedPTPs interface to request all the supported 
PTPs on the equipment.

CTM returns a list of TerminationPoint_T objects with detailed PTP information, such as 
SDH_SONET port, ServiceState, LineCode, FrameFormat, and so on. 

4. For each TerminationPoint_T object, the NMS executes the “NMS (re)synchronizes information 
specific to termination point” use case.

5. The NMS uses the managedElementManager::ManagedElementManager_I::getAllSNCs interface 
to request all SNCs originating, terminating, or passing through the ME.

CTM returns a list of SubnetworkConnection_T objects with detailed SNC information, such as 
layer rate, SNC state, SNC protection state, aEnd CTP, zEnd CTP, and so on.

6. The NMS uses the protection::ProtectionMgr_I::getAllProtectionGroups interface to request all 
protection groups created on the ME.

CTM returns a list of ProtectionGroup_T objects with detailed protection group information, such 
as 1:1, 1+1, or 2F-BLSR; revertive or nonrevertive, and so on.

Ends When The NMS retrieves all ME-specific information.

Exceptions Refer to the exceptions thrown by the individual interface method.

Post-Conditions The NMS synchronizes information about an ME with CTM.

Traceability —

Table C-3 NMS Resynchronizes Information Specific to a Termination Point

Information Detail

Name The NMS retrieves CTM information specific to the TP.

Summary The NMS retrieves all loopback and threshold information for PTPs and CTPs in use by the SNC.

Actor(s) NMS

Pre-Conditions The NMS obtains references to ManagedElementMgr_I, MaintenanceMgr_I, and 
PerformanceManagementMgr_I interfaces. The NMS also obtains a list of PTPs.

Begins When The NMS sends a request to retrieve all threshold and loopback information on a PTP and on any in-use 
CTPs. The NMS identifies the name and type (PTP/CTP) of the TP for which the information is to be 
retrieved.

Table C-2 NMS Resynchronizes Information Specific to a Managed Element (continued)

Information Detail
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C.2 Developing a CTM Gateway/CORBA Client
CTM GateWay/CORBA implements Application Programming Interfaces (APIs) defined by the 
TeleManagement Forum's Multi-Technology Network Management (MTNM) group. These APIs are 
defined for communication between an NMS and the EMS. The NMS must develop a client application 
that uses these APIs. 

The following sections describe the tools required for developing a client application. Sample code is 
provided.

C.2.1 Recommended Tools
You can develop the CORBA client on a UNIX or PC platform using the following tools:

• Sun Microsystems Java Development Kit (JDK) 1.4.1 (available on www.javasoft.com)

• JacORB 1.4 or VisiBroker 4.5.1 

Description The NMS requests the following information from the GateWay/CORBA interface:

1. The NMS uses the maintenanceOps::MaintenanceMgr_I::getActiveMaintenanceOperations 
interface to request all the loopback information on the TP. 

CTM returns a list of CurrentMaintenanceOperation_T objects with detailed information about the 
type of loopback set on the PTP, if any. CTM supports two types of loopback, 
FACILITY_LOOPBACK and TERMINAL_LOOPBACK. If there are no loopbacks set on the TP, 
the returned list is empty.

2. The NMS uses the performance::PerformanceManagementMgr_I::getTCATPParameter interface to 
request the threshold values set for all the PM thresholds on the given TP object.

CTM returns the TCAParameter_T object with detailed information about all the PM threshold 
name/value pairs for the PTP.

3. For each PTP specified by the NMS as the TP, the NMS uses the 
managedElementManager::ManagedElementManager_I::getContainedInUseTPs interface to 
request all the CTPs contained in the PTP participating in an SNC.

CTM returns a list of TerminationPoint_T objects with detailed information about the CTPs 
participating in an SNC and the associated provisioning details, such as IPPMMonitor status, J1 Path 
trace status, and so on.

4. For each CTP object, the NMS uses the 
performance::PerformanceManagementMgr_I::getTCATPParameter interface to request threshold 
information.

CTM returns a list of TCAParameter_T objects with detailed information about the PM threshold 
name/value pairs for the CTP.

Ends When The NMS retrieves loopback and threshold information for all PTPs and CTPs.

Exceptions Refer to the exceptions thrown by the individual interface method.

Post-Conditions The NMS synchronizes information about a TP object with CTM.

Traceability —

Table C-3 NMS Resynchronizes Information Specific to a Termination Point (continued)

Information Detail
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Appendix C      OSS Client Development and Use Cases
Developing a CTM Gateway/CORBA Client
C.2.2 Sample Code for Receiving Notifications
A typical CORBA client application involves the following steps:

Step 1 Initialize the client connection to the object request broker (ORB).

Step 2 Get a reference to an object.

Step 3 Invoke operations on this object.

If you want your client to receive notifications from CTM GateWay/CORBA, the following additional 
steps are required:

Step 4 Obtain a reference to an EventChannel object in the notification server in Step 2.

Step 5 Obtain a ConsumerAdmin object reference.

Step 6 Invoke obtain_notification_push_consumer() on the SupplierAdmin object, specifying 
CosNotifyChannelAdmin::STRUCTURED_EVENT as a parameter. This operation returns a reference 
to StructuredProxyPushSupplier.

Step 7 Implement an instance of StructuredPushConsumer (defined by OMG).

Step 8 Invoke the operation connect_structured_push_consumer() on the StructuredProxyPushSupplier object 
to connect the StructuredPushConsumer implementation object to the notification channel.

Step 9 Monitor incoming notifications.

C.2.3 Sample Code in Java
The following sections show sample Java code for the steps required to develop a client application. 

Note The sample code shown is for example purposes only; the code might not compile as shown. The sample 
code does not handle all exceptions.

C.2.3.1 Initialize the Client Connection

// Import OMG packages 
import org.omg.CORBA.*; 
import org.omg.CosNaming.*; 
import org.omg.CosNaming.NamingContextPackage.*; 
import org.omg.CosNotifyChannelAdmin.*; 
public static void main(String[] args) 
{ 

try { 
orb = ORB.init(args, null); 
} 
catch (SystemException ex) { 
// Exception handling 
} 

} 
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Appendix C      OSS Client Development and Use Cases
Developing a CTM Gateway/CORBA Client
C.2.3.2 Get Reference to Naming Service

// Get Nameservice reference 
NamingContext nsRootContext = null; 
try { 

org.omg.CORBA.Object objRef = 
orb.resolve_initial_references ("NameService"); 
nsRootContext = NamingContextHelper.narrow (objRef); 
} 
catch (org.omg.CORBA.ORBPackage.InvalidName inEx) { 
// Exception handling 
} 

C.2.3.3 Sample Code for Operations on Supported Managers

To perform operations from CTM GateWay/CORBA, your client must log in using a username and 
password created on the CTM client. You can create a maximum of eight user profiles for CTM 
GateWay/CORBA.

You can use the username and password in your code to retrieve inventory. The general procedure 
follows:

Step 1 Resolve reference to EMSSessionFactory. See the “C.2.3.3.1 Get Reference to EMSSessionFactory” 
section on page C-6.

Step 2 Retrieve EMSSession by supplying the username and password. See the “C.2.3.3.2 Log In and Retrieve 
EmsSession” section on page C-7.

Step 3 Query EMSSession and get a list of managers available for operations. See the “C.2.3.3.3 Retrieve List 
of Managers” section on page C-7.

Step 4 Invoke the desired method on one of the managers in the list. See the “C.2.3.3.4 Perform getEMS 
Operation on EMS Manager” section on page C-7.

C.2.3.3.1 Get Reference to EMSSessionFactory

NameComponent name = new NameComponent[6];
name[0] = new NameComponent(classString,"Class"); 
name[1] = new NameComponent(vendorString, "Vendor"); 
name[2] = new NameComponent(emsInstanceString, "EMSInstance"); 
name[3] = new NameComponent(versionString,"Version"); 
name[4] = new NameComponent(ctm_sys_id, "EMS"); 
name[5] = new NameComponent("SessionFactory", "EmsSessionFactory"); 
try { 

org.omg.CORBA.Object obj = nsRootContext.resolve(name); 
} 
catch (InvalidName inEx) { 
// Exception handling 
} 
catch (NotFound nfEx) { 
// Exception handling 
}

Follow the example in the “C.2.3.2 Get Reference to Naming Service” section on page C-6 to get a 
reference to Naming Service. 
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Appendix C      OSS Client Development and Use Cases
Developing a CTM Gateway/CORBA Client
C.2.3.3.2 Log In and Retrieve EmsSession

EmsSessionFactory_I m_emsFactory = EmsSessionFactory_IHelper.narrow(obj); 
NmsSession_I csession = new _tie_Session_I(new NmsSessionImpl()); 
orb.connect(csession); 
EmsSession_IHolder sessionHolder = new EmsSession_IHolder(); 
m_emsFactory.getEmsSession("<userid>", "<password>", csession,sessionHolder); 
EmsSession_I emsSession = sessionHolder.value;

C.2.3.3.3 Retrieve List of Managers

managerNames_THolder names = new managerNames_THolder(); 
emsSession.getSupportedManagers(names); 
managers = names.value; 
for (i = 0; i < managers.length; i++ ) 
{ 

System.out.print("Manager "); 
System.out.print(i); 
System.out.println(" " + managers[i]); 
}

C.2.3.3.4 Perform getEMS Operation on EMS Manager

EMS_T m_ems; 
EMS_THolder m_emsHolder = new EMS_THolder(); 
try { 
Common_IHolder mgrHolder = new Common_IHolder(); 

emsSession.getManager("EMS", mgrHolder); 
EMSMgr_I emsMgr = EMSMgr_IHelper.narrow(mgrHolder.value); 
emsMgr.getEMS(m_emsHolder); 

} 
catch (ProcessingFailureException pfe) { 
System.out.println("Processing Exception" + pfe.getMessage()); 

pfe.printStackTrace(); 
} 
m_ems = m_emsHolder.value; 

System.out.println("Native EMS Name" + m_ems.nativeEMSName);

C.2.3.4 Get Reference to EventChannel

EventChannel notifChannel; 
EventChannelHolder chanHolder = new EventChannelHolder(); 
try { 

…
emsSession.getEventChannel(chanHolder); 
} 
catch (Exception ex){ 
// handle exceptions 
} 

notifChannel = chanHolder.value; 

C.2.3.5 Obtain ConsumerAdmin Reference

//retrieve default consumer admin 
try { 

ConsumerAdmin cadmin = notifChannel.get_consumeradmin(0); 
} 
catch (AdminNotFound anfSe) { 
// Exception handling 
} 
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Appendix C      OSS Client Development and Use Cases
Developing a CTM Gateway/CORBA Client
C.2.3.6 Obtain ProxyPushSupplier

try { 
ProxySupplier baseSupplier = 
cadmin.obtain_notification_push_supplier( 
ClientType.STRUCTURED_EVENT, id); 
structuredProxyPushSupplier = 
StructuredProxyPushSupplierHelper.narrow(baseSupplier); 
} 
catch (AdminLimitExceeded aleEx) { 
// Exception handling 
}

C.2.3.7 Implement StructuredPushConsumer

class StructuredPushConsumerImpl extends _StructuredPushConsumerImplBase 
{ 

StructuredPushConsumerImpl() { 
super(); 
System.out.println("StructuredPushConsumerImpl created."); 
} 
public void disconnect_structured_push_consumer() { 
System.out.println("Disconnect structured push consumer.:"); 
} 
public void push_structured_event(StructuredEvent notification) { 
System.out.println("Received notification."); 
} 
public void offer_change(EventType[] added, 
EventType[] removed) 
throws InvalidEventType 
{ 
System.out.println("Offer changed."); 
}
}

C.2.3.8 Connect StructuredPushConsumerImpl

try { 
structuredProxyPushSupplier.connect_structured_push_consumer( 
new StructuredPushConsumerImpl()); 
System.out.println( 
"Connected to structured proxy push supplier."); 
} 
catch (AlreadyConnected acEx) { 
// Exception handling 
} 
catch (TypeError teEx) { 
// Exception handling 

}
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Cisco Transport Manager GateWay/CORB
78-16349-01
A P P E N D I X D

ONS 15501, ONS 15530, and ONS 15540 Equipment 
List

This appendix lists the ONS 15501, ONS 15530, and ONS 15540 equipment that 
CTM GateWay/CORBA reports. Refer to the following:

• D.1 ONS 15501 Equipment List, page D-1

• D.2 ONS 15530 Equipment List, page D-1

• D.3 ONS 15540 ESP Equipment List, page D-15

• D.4 ONS 15540 ESPx Equipment List, page D-22

D.1 ONS 15501 Equipment List
Table D-1 lists the ONS 15501 equipment.

D.2 ONS 15530 Equipment List
Table D-2 lists the ONS 15530 equipment.

Table D-1 Equipment List for ONS 15501

Equipment Name Description 

ons15501OIDChasiss Cisco ONS 15501 chassis

Table D-2 Equipment List for ONS 15530

Equipment Name Equipment Contained In Description 

Chassis

cevChassisONS15530NEBS 0 Cisco ONS 15530 chassis, NEBS1 
compliant

cevChassisONS15530ETSI 0 Cisco ONS 15530 chassis, ETSI2 compliant

Container Entities

cevContainerONS15530CardSlot cevChassisONS15530 Cisco ONS 15530 processor or transponder 
or any line card module slot
D-1
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Appendix D      ONS 15501, ONS 15530, and ONS 15540 Equipment List
ONS 15530 Equipment List
Container Entities (continued)

cevContainerONS15530FanTraySlot cevChassisONS15530 Cisco ONS 15530 Fan Tray Slot

cevContainerONS15530PSSlot cevChassisONS15530 Cisco ONS 15530 Power Supply Slot

cevContainerONS15530SubCardSlot cevONS15530LCMBOsc, … Cisco ONS 15530 subslot for OSC3 module

cevContainerONS15530PortSlot cevONS15530LCEscon10, … Cisco ONS 15530 slot for transceiver

Power Supply

cevPowerSupply15530AC cevContainerONS15530PSSlot Cisco ONS 15530 120 to 240 VAC4 Power 
Supply

cevPowerSupply15530DC cevContainerONS15530PSSlot Cisco ONS 15530 –48 VDC5 Power Supply

Fan Tray

cevFanONS15530FanTray6 cevContainerONS15530FanTraySlot Cisco ONS 15530 fan tray module with 6 
fans

Processor Switch Card

cevCpuONS15530SW cevContainerONS15530CardSlot Cisco ONS 15530 CPU and Switch Board

OSC Motherboard

cevONS15530LCMBOsc cevContainerONS15530CardSlot ONS 15530 Optical Supervisor Channel 
Line Card Motherboard

OSC Subcard

cevONS15530Osc cevContainerONS15530SubCardSlot ONS 15530 Optical Supervisor Channel 
Module

Mux/Demux Subcards without OSC

cevONS15530MDX4ChA cevContainerONS15530CardSlot ONS 15530 4-Channel Band A 
Mux/Demux Module without OSC

cevONS15530MDX4ChB cevContainerONS15530CardSlot ONS 15530 4-Channel Band B Mux/Demux 
Module without OSC

cevONS15530MDX4ChC cevContainerONS15530CardSlot ONS 15530 4-Channel Band C Mux/Demux 
Module without OSC

cevONS15530MDX4ChD cevContainerONS15530CardSlot ONS 15530 4-Channel Band D 
Mux/Demux Module without OSC

cevONS15530MDX4ChE cevContainerONS15530CardSlot ONS 15530 4-Channel Band E Mux/Demux 
Module without OSC

cevONS15530MDX4ChF cevContainerONS15530CardSlot ONS 15530 4-Channel Band F Mux/Demux 
Module without OSC

cevONS15530MDX4ChG cevContainerONS15530CardSlot ONS 15530 4-Channel Band G 
Mux/Demux Module without OSC

cevONS15530MDX4ChH cevContainerONS15530CardSlot ONS 15530 4-Channel Band H 
Mux/Demux Module without OSC

Mux/Demux Subcards with OSC

cevONS15530MDX4ChAOsc cevContainerONS15530CardSlot ONS 15530 4-Channel Band A 
Mux/Demux Module with OSC

Table D-2 Equipment List for ONS 15530 (continued)

Equipment Name Equipment Contained In Description 
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ONS 15530 Equipment List
Mux/Demux Subcards with OSC (continued)

cevONS15530MDX4ChBOsc cevContainerONS15530CardSlot ONS 15530 4-Channel Band B Mux/Demux 
Module with OSC

cevONS15530MDX4ChCOsc cevContainerONS15530CardSlot ONS 15530 4-Channel Band C Mux/Demux 
Module with OSC

cevONS15530MDX4ChDOsc cevContainerONS15530CardSlot ONS 15530 4-Channel Band D 
Mux/Demux Module with OSC

cevONS15530MDX4ChEOsc cevContainerONS15530CardSlot ONS 15530 4-Channel Band E Mux/Demux 
Module with OSC

cevONS15530MDX4ChFOsc cevContainerONS15530CardSlot ONS 15530 4-Channel Band F Mux/Demux 
Module with OSC

cevONS15530MDX4ChGOsc cevContainerONS15530CardSlot ONS 15530 4-Channel Band G 
Mux/Demux Module with OSC

cevONS15530MDX4ChHOsc cevContainerONS15530CardSlot ONS 15530 4-Channel Band H 
Mux/Demux Module with OSC

LBR Transponder with Splitter

cevONS15530Tsp1Ch0102MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 1 or 
2, 1310 nm MM, SC connector, with splitter

cevONS15530Tsp1Ch0304MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 3 or 
4, 1310 nm MM, SC connector, with splitter

cevONS15530Tsp1Ch0506MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 5 or 
6, 1310 nm MM, SC connector, with splitter

cevONS15530Tsp1Ch0708MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 7 or 
8, 1310 nm MM, SC connector, with splitter

cevONS15530Tsp1Ch0910MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 9 or 
10, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch1112MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 11 or 
12, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch1314MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 13 or 
14, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch1516MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 15 or 
16, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch1718MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 17 or 
18, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch1920MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 19 or 
20, 1310 nm MM, SC connector, with 
splitter

Table D-2 Equipment List for ONS 15530 (continued)

Equipment Name Equipment Contained In Description 
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ONS 15530 Equipment List
LBR Transponder with Splitter (continued)

cevONS15530Tsp1Ch2122MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 21 or 
22, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch2324MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 23 or 
24, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch2526MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 25 or 
26, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch2728MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 27 or 
28, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch2930MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 29 or 
30, 1310 nm MM, SC connector, with 
splitter

cevONS15530Tsp1Ch3132MmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 31 or 
32, 1310 nm MM, SC connector, with 
splitter

Transponder with Splitter

cevONS15530Tsp1Ch0102SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 1 or 
2, 1310 nm SM, SC connector, with splitter

cevONS15530Tsp1Ch0304SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 3 or 
4, 1310 nm SM, SC connector, with splitter

cevONS15530Tsp1Ch0506SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 5 or 
6, 1310 nm SM, SC connector, with splitter

cevONS15530Tsp1Ch0708SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 7 or 
8, 1310 nm SM, SC connector, with splitter

cevONS15530Tsp1Ch0910SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 9 or 
10, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch1112SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 11 or 
12, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch1314SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 13 or 
14, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch1516SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 15 or 
16, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch1718SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 17 or 
18, 1310 nm SM, SC connector, with 
splitter

Table D-2 Equipment List for ONS 15530 (continued)

Equipment Name Equipment Contained In Description 
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ONS 15530 Equipment List
Transponder with Splitter (continued)

cevONS15530Tsp1Ch1920SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 19 or 
20, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch2122SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 21 or 
22, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch2324SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 23 or 
24, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch2526SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 25 or 
26, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch2728SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 27 or 
28, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch2930SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 29 or 
30, 1310 nm SM, SC connector, with 
splitter

cevONS15530Tsp1Ch3132SmScSp cevContainerONS15530CardSlot Transponder Type I line card, channel 31 or 
32, 1310 nm SM, SC connector, with 
splitter

LBR Transponder without Splitter

cevONS15530Tsp1Ch0102MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 1 or 
2, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch0304MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 3 or 
4, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch0506MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 5 or 
6, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch0708MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 7 or 
8, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch0910MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 9 or 
10, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch1112MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 11 or 
12, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch1314MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 13 or 
14, 1310 nm MM, SC connector, without 
splitter

Table D-2 Equipment List for ONS 15530 (continued)

Equipment Name Equipment Contained In Description 
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ONS 15530 Equipment List
LBR Transponder without Splitter (continued)

cevONS15530Tsp1Ch1516MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 15 or 
16, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch1718MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 17 or 
18, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch1920MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 19 or 
20, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch2122MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 21 or 
22, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch2324MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 23 or 
24, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch2526MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 25 or 
26, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch2728MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 27 or 
28, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch2930MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 29 or 
30, 1310 nm MM, SC connector, without 
splitter

cevONS15530Tsp1Ch3132MmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 31 or 
32, 1310 nm MM, SC connector, without 
splitter

Transponder without Splitter

cevONS15530Tsp1Ch0102SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 1 or 
2, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch0304SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 3 or 
4, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch0506SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 5 or 
6, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch0708SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 7 or 
8, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch0910SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 9 or 
10, 1310 nm SM, SC connector, without 
splitter

Table D-2 Equipment List for ONS 15530 (continued)

Equipment Name Equipment Contained In Description 
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ONS 15530 Equipment List
Transponder without Splitter (continued)

cevONS15530Tsp1Ch1112SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 11 or 
12, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch1314SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 13 or 
14, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch1516SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 15 or 
16, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch1718SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 17 or 
18, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch1920SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 19 or 
20, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch2122SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 21 or 
22, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch2324SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 23 or 
24, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch2526SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 25 or 
26, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch2728SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 27 or 
28, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch2930SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 29 or 
30, 1310 nm SM, SC connector, without 
splitter

cevONS15530Tsp1Ch3132SmSc cevContainerONS15530CardSlot Transponder Type I line card, channel 31 or 
32, 1310 nm SM, SC connector, without 
splitter

ESCON6 Line Card (10 port)

cevONS15530LCEscon10 cevContainerONS15530CardSlot ONS 15530 10-port ESCON Multiplexing 
Line Card

ESCON SFP

cevONS15500XvrEscon1310MmMT
RJ

(Ignore this vendor type. The ONS 
15530 uses 
cevONS15500XvrEscon1310MTRJ.)

cevContainerONS15530PortSlot ONS 15500 Pluggable Transceiver 
ESCON—1310 nm MM—MTRJ
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10 G Uplink Card

cevONS15530LC10GESmSc cevContainerONS15530CardSlot ONS 15530 10-Gbps Uplink, 1310 nm with 
SC

10 G Trunk, ITU module, with Splitter

cevONS1553010GCh01Sp cevContainerONS15530CardSlot ONS 15530 channel 01 10-Gbps ITU7 Line 
Card MU with Splitter

cevONS1553010GCh02Sp cevContainerONS15530CardSlot ONS 15530 channel 02 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh03Sp cevContainerONS15530CardSlot ONS 15530 channel 03 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh04Sp cevContainerONS15530CardSlot ONS 15530 channel 04 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh05Sp cevContainerONS15530CardSlot ONS 15530 channel 05 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh06Sp cevContainerONS15530CardSlot ONS 15530 channel 06 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh07Sp cevContainerONS15530CardSlot ONS 15530 channel 07 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh08Sp cevContainerONS15530CardSlot ONS 15530 channel 08 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh09Sp cevContainerONS15530CardSlot ONS 15530 channel 09 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh10Sp cevContainerONS15530CardSlot ONS 15530 channel 10 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh11Sp cevContainerONS15530CardSlot ONS 15530 channel 11 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh12Sp cevContainerONS15530CardSlot ONS 15530 channel 12 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh13Sp cevContainerONS15530CardSlot ONS 15530 channel 13 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh14Sp cevContainerONS15530CardSlot ONS 15530 channel 14 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh15Sp cevContainerONS15530CardSlot ONS 15530 channel 15 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh16Sp cevContainerONS15530CardSlot ONS 15530 channel 16 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh17Sp cevContainerONS15530CardSlot ONS 15530 channel 17 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh18Sp cevContainerONS15530CardSlot ONS 15530 channel 18 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh19Sp cevContainerONS15530CardSlot ONS 15530 channel 19 10-Gbps ITU Line 
Card MU with Splitter
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10 G Trunk, ITU module, with Splitter (continued)

cevONS1553010GCh20Sp cevContainerONS15530CardSlot ONS 15530 channel 20 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh21Sp cevContainerONS15530CardSlot ONS 15530 channel 21 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh22Sp cevContainerONS15530CardSlot ONS 15530 channel 22 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh23Sp cevContainerONS15530CardSlot ONS 15530 channel 23 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh24Sp cevContainerONS15530CardSlot ONS 15530 channel 24 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh25Sp cevContainerONS15530CardSlot ONS 15530 channel 25 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh26Sp cevContainerONS15530CardSlot ONS 15530 channel 26 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh27Sp cevContainerONS15530CardSlot ONS 15530 channel 27 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh28Sp cevContainerONS15530CardSlot ONS 15530 channel 28 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh29Sp cevContainerONS15530CardSlot ONS 15530 channel 29 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh30Sp cevContainerONS15530CardSlot ONS 15530 channel 30 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh31Sp cevContainerONS15530CardSlot ONS 15530 channel 31 10-Gbps ITU Line 
Card MU with Splitter

cevONS1553010GCh32Sp cevContainerONS15530CardSlot ONS 15530 channel 32 10-Gbps ITU Line 
Card MU with Splitter

10 G Trunk, ITU Module, without Splitter

cevONS1553010GCh01 cevContainerONS15530CardSlot ONS 15530 channel 01 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh02 cevContainerONS15530CardSlot ONS 15530 channel 02 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh03 cevContainerONS15530CardSlot ONS 15530 channel 03 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh04 cevContainerONS15530CardSlot ONS 15530 channel 04 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh05 cevContainerONS15530CardSlot ONS 15530 channel 05 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh06 cevContainerONS15530CardSlot ONS 15530 channel 06 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh07 cevContainerONS15530CardSlot ONS 15530 channel 07 10-Gbps ITU Line 
Card MU without Splitter
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10 G Trunk, ITU Module, without Splitter (continued)

cevONS1553010GCh08 cevContainerONS15530CardSlot ONS 15530 channel 08 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh09 cevContainerONS15530CardSlot ONS 15530 channel 09 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh10 cevContainerONS15530CardSlot ONS 15530 channel 10 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh11 cevContainerONS15530CardSlot ONS 15530 channel 11 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh12 cevContainerONS15530CardSlot ONS 15530 channel 12 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh13 cevContainerONS15530CardSlot ONS 15530 channel 13 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh14 cevContainerONS15530CardSlot ONS 15530 channel 14 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh15 cevContainerONS15530CardSlot ONS 15530 channel 15 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh16 cevContainerONS15530CardSlot ONS 15530 channel 16 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh17 cevContainerONS15530CardSlot ONS 15530 channel 17 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh18 cevContainerONS15530CardSlot ONS 15530 channel 18 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh19 cevContainerONS15530CardSlot ONS 15530 channel 19 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh20 cevContainerONS15530CardSlot ONS 15530 channel 20 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh21 cevContainerONS15530CardSlot ONS 15530 channel 21 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh22 cevContainerONS15530CardSlot ONS 15530 channel 22 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh23 cevContainerONS15530CardSlot ONS 15530 channel 23 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh24 cevContainerONS15530CardSlot ONS 15530 channel 24 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh25 cevContainerONS15530CardSlot ONS 15530 channel 25 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh26 cevContainerONS15530CardSlot ONS 15530 channel 26 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh27 cevContainerONS15530CardSlot ONS 15530 channel 27 10-Gbps ITU Line 
Card MU without Splitter
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10 G Trunk, ITU Module, without Splitter (continued)

cevONS1553010GCh28 cevContainerONS15530CardSlot ONS 15530 channel 28 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh29 cevContainerONS15530CardSlot ONS 15530 channel 29 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh30 cevContainerONS15530CardSlot ONS 15530 channel 30 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh31 cevContainerONS15530CardSlot ONS 15530 channel 31 10-Gbps ITU Line 
Card MU without Splitter

cevONS1553010GCh32 cevContainerONS15530CardSlot ONS 15530 channel 32 10-Gbps ITU Line 
Card MU without Splitter

8-Port Fiber Channel/Gigabit Ethernet Line Card

cevONS15530FCGE8P cevContainerONS15530CardSlot ONS 15530 8-port Fiber Channel/Gigabit 
Ethernet line card

2.5 G, ITU Module, with Splitter

cevONS155302p5GCh0102Sp cevContainerONS15530CardSlot ONS 15530 Channel 01 or 02 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh0304Sp cevContainerONS15530CardSlot ONS 15530 Channel 03 or 04 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh0506Sp cevContainerONS15530CardSlot ONS 15530 Channel 05 or 06 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh0708Sp cevContainerONS15530CardSlot ONS 15530 Channel 07 or 08 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh0910Sp cevContainerONS15530CardSlot ONS 15530 Channel 09 or 10 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh1112Sp cevContainerONS15530CardSlot ONS 15530 Channel 11 or 12 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh1314Sp cevContainerONS15530CardSlot ONS 15530 Channel 13 or 14 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh1516Sp cevContainerONS15530CardSlot ONS 15530 Channel 15 or 16 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh1718Sp cevContainerONS15530CardSlot ONS 15530 Channel 17 or 18 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh1920Sp cevContainerONS15530CardSlot ONS 15530 Channel 19 or 20 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh2122Sp cevContainerONS15530CardSlot ONS 15530 Channel 21 or 22 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh2324Sp cevContainerONS15530CardSlot ONS 15530 Channel 23 or 24 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh2526Sp cevContainerONS15530CardSlot ONS 15530 Channel 25 or 26 2.5 Gbps ITU 
line card MU with Splitter
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2.5 G, ITU Module, with Splitter (continued)

cevONS155302p5GCh2728Sp cevContainerONS15530CardSlot ONS 15530 Channel 27 or 28 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh2930Sp cevContainerONS15530CardSlot ONS 15530 Channel 29 or 30 2.5 Gbps ITU 
line card MU with Splitter

cevONS155302p5GCh3132Sp cevContainerONS15530CardSlot ONS 15530 Channel 31 or 32 2.5 Gbps ITU 
line card MU with Splitter

2.5 G, ITU Module, without Splitter

cevONS155302p5GCh0102 cevContainerONS15530CardSlot ONS 15530 Channel 01 or 02 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh0304 cevContainerONS15530CardSlot ONS 15530 Channel 03 or 04 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh0506 cevContainerONS15530CardSlot ONS 15530 Channel 05 or 06 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh0708 cevContainerONS15530CardSlot ONS 15530 Channel 07 or 08 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh0910 cevContainerONS15530CardSlot ONS 15530 Channel 09 or 10 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh1112 cevContainerONS15530CardSlot ONS 15530 Channel 11 or 12 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh1314 cevContainerONS15530CardSlot ONS 15530 Channel 13 or 14 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh1516 cevContainerONS15530CardSlot ONS 15530 Channel 15 or 16 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh1718 cevContainerONS15530CardSlot ONS 15530 Channel 17 or 18 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh1920 cevContainerONS15530CardSlot ONS 15530 Channel 19 or 20 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh2122 cevContainerONS15530CardSlot ONS 15530 Channel 21 or 22 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh2324 cevContainerONS15530CardSlot ONS 15530 Channel 23 or 24 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh2526 cevContainerONS15530CardSlot ONS 15530 Channel 25 or 26 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh2728 cevContainerONS15530CardSlot ONS 15530 Channel 27 or 28 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh2930 cevContainerONS15530CardSlot ONS 15530 Channel 29 or 30 2.5 Gbps ITU 
line card MU without Splitter

cevONS155302p5GCh3132 cevContainerONS15530CardSlot ONS 15530 Channel 31 or 32 2.5 Gbps ITU 
line card MU without Splitter
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Ports

cevPortWaveOsc cevONS15530Osc Optical port transmitting and receiving one 
ITU DWDM8 grid wavelength, used as the 
optical supervisory channel

cevPortWaveEthPhy — Optical port that transports Ethernet packets 
in the ITU DWDM grid wavelength

cevPort10GigEthPhy — Optical port that transports 10 Gigabit 
Ethernet packets

cevPortEsconPhy — Optical port that is capable of transporting 
ESCON traffic

cevPortGEFCPhy — Optical port that is capable of transporting 
Gigabit Ethernet and Fiber Channel traffic

cevPortVOAIn cevONS15500VOA* Input port on a Variable Optical Attenuator9 
module

cevPortVOAOut cevONS15500VOA* Output port on a Variable Optical 
Attenuator module

cevPortVOAFilterIn cevONS15500PEQ* Input port on an Optical Power Equalizer 
module that filters and attenuates a selective 
band of wavelengths

cevPortVOAFilterOut cevONS15500PEQ* Output port on an Optical Power Equalizer 
module that filters and attenuates a selective 
band of wavelengths

cevPortVOAByPassIn cevONS15500PEQ* Port on an Optical Power Equalizer module 
that accepts DWDM wavelengths that are 
not attenuated but need to be combined with 
the output signal

cevPortVOAByPassOut cevONS15500PEQ* Port on an Optical Power Equalizer module 
that outputs those DWDM wavelengths in 
the input signal that are not being attenuated

Single Band Power Equalizer Module

cevONS15500PEQ01A cevContainerONS15530SubCardSlot ONS 15500 Single-Band Power Equalizer 
Band A

cevONS15500PEQ01B cevContainerONS15530SubCardSlot ONS 15500 Single-Band Power Equalizer 
Band B

cevONS15500PEQ01C cevContainerONS15530SubCardSlot ONS 15500 Single-Band Power Equalizer 
Band C

cevONS15500PEQ01D cevContainerONS15530SubCardSlot ONS 15500 Single-Band Power Equalizer 
Band D

cevONS15500PEQ01E cevContainerONS15530SubCardSlot ONS 15500 Single-Band Power Equalizer 
Band E

cevONS15500PEQ01F cevContainerONS15530SubCardSlot ONS 15500 Single-Band Power Equalizer 
Band F
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Single Band Power Equalizer Module (continued)

cevONS15500PEQ01G cevContainerONS15530SubCardSlot ONS 15500 Single-Band Power Equalizer 
Band G

cevONS15500PEQ01H cevContainerONS15530SubCardSlot ONS 15500 Single-Band Power Equalizer 
Band H

Dual Band Power Equalizer Module

cevONS15500PEQ02AB cevContainerONS15530SubCardSlot ONS 15500 Dual Band Power Equalizer 
Band AB

cevONS15500PEQ02CD cevContainerONS15530SubCardSlot ONS 15500 Dual Band Power Equalizer 
Band CD

cevONS15500PEQ02EF cevContainerONS15530SubCardSlot ONS 15500 Dual Band Power Equalizer 
Band EF

cevONS15500PEQ02GH cevContainerONS15530SubCardSlot ONS 15500 Dual Band Power Equalizer 
Band GH

Variable Optical Attenuator

cevONS15500VOA01 cevContainerONS15530SubCardSlot ONS 15500 One Variable Optical 
Attenuator

cevONS15500VOA02 cevContainerONS15530SubCardSlot ONS 15500 Two Variable Optical 
Attenuator

Pluggable Transceiver Modules for Type 2 Transponder

cevONS15500XvrEscon1310MTRJ cevContainerONS155xxPortSlot ESCON—310-nm MM—MTRJ

cevONS15500XvrEscon1310LC cevContainerONS155xxPortSlot ESCON —1310 nm MM—LC

cevONS15500XvrFC850LC cevContainerONS155xxPortSlot Fiber Channel—850 nm MM—LC

cevONS15500XvrFC850MTRJ cevContainerONS155xxPortSlot Fiber Channel—850 nm MM—MTRJ

cevONS15500XvrFC1310LC cevContainerONS155xxPortSlot Fiber Channel—1310 nm SM—LC

cevONS15500XvrFC1310MTRJ cevContainerONS155xxPortSlot Fiber Channel—1310 nm SM—MTRJ

cevONS15500XvrGE850LC cevContainerONS155xxPortSlot Gigabit Ethernet—850 nm MM—LC

cevONS15500XvrGE850MTRJ cevContainerONS155xxPortSlot Gigabit Ethernet—850 nm MM—MTRJ

cevONS15500XvrGE1310LC cevContainerONS155xxPortSlot Gigabit Ethernet—1310 nm SM—LC

cevONS15500XvrGE1310MTRJ cevContainerONS155xxPortSlot Gigabit Ethernet—1310 nm SM—MTRJ

cevONS15500XvrGEFC850LC cevContainerONS155xxPortSlot Gigabit Ethernet—Fiber Channel —850 nm 
MM—LC

cevONS15500XvrGEFC850MTRJ cevContainerONS155xxPortSlot Gigabit Ethernet—Fiber Channel —850 nm 
MM—MTRJ

cevONS15500XvrGEFC1310LC cevContainerONS155xxPortSlot Gigabit Ethernet—Fiber Channel—1310 
nm SM—LC

cevONS15500XvrGEFC1310MTRJ cevContainerONS155xxPortSlot Gigabit Ethernet—Fiber Channel—1310 
nm SM—MTRJ

cevONS15500XvrOC3Son1310MTR
J

cevContainerONS155xxPortSlot SONET OC3—1310 nm SM—MTRJ
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D.3 ONS 15540 ESP Equipment List
Table D-3 lists the ONS 15540 Extended Services Platform (ESP) equipment.

Pluggable Transceiver Modules for Type 2 Transponder (continued)

cevONS15500XvrOC3Son1310LC cevContainerONS155xxPortSlot SONET OC3—1310 nm SM—LC

cevONS15500XvrOC12Son1310MT
RJ

cevContainerONS155xxPortSlot SONET OC12—1310 nm SM—MTRJ

cevONS15500XvrOC12Son1310LC cevContainerONS155xxPortSlot SONET OC12—1310 nm SM—LC

cevONS15500XvrOC48Son1310MT
RJ

cevContainerONS155xxPortSlot SONET OC48—1310 nm SM—MTRJ

cevONS15500XvrOC48Son1310LC cevContainerONS155xxPortSlot SONET OC48—1310 nm SM—LC

1. NEBS = Network Equipment Building Standards

2. ETSI = European Telecommunications Standards Institute

3. OSC = Optical Supervisory Channel

4. VAC = volts alternating current

5. VDC = volts direct current

6. ESC = Enterprise System Connection

7. ITU = International Telecommunication Union

8. DWDM = dense wavelength division multiplexing

9. VOA = Variable Optical Attenuator

Table D-2 Equipment List for ONS 15530 (continued)

Equipment Name Equipment Contained In Description 

Table D-3 Equipment List for ONS 15540 ESP

Equipment Name Equipment Contained In Description 

Chassis

cevChassisONS15540CHSA — Chassis

cevFanONS15540FanTray8 cevContainerONS15540FanTraySlot ONS 15540 Fan Tray Module 
populated With 8 Fans

Modules

cevModule15540LCMBTspWithProtect CevContainerONS15540CardSlot Line card Motherboard for 4 Type 1 
and 2 Transponders With Protection

cevModule15540LCMBTspEast CevContainerONS15540CardSlot Line card Motherboard for 4 Type 1 
and 2 Transponders without 
Protection—East

cevModule15540LCMBTspWest cevContainerONS15540CardSlot Line card Motherboard for 4 Type 1 
and 2 Transponders without 
Protection—West

cevONS15540LCMB10GOC192c cevContainerONS15540CardSlot ONS 15540 ESP—Supports 2 
10-Gigabit Ethernet/OC192c 
Modules without Splitter
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Modules (continued)

cevModule15540MuxDmxMBWithOSC cevContainerONS15540CardSlot Mux/Demux Motherboard with 
OSC

cevModule15540MuxDmxMBWoOSC cevContainerONS15540CardSlot Mux/Demux Motherboard without 
OSC

cevCpuONS15540 cevContainerONS15540CardSlot ONS 15540 CPU Board without 
Switch Fabric

cevONS15540LCDC10G cevContainerONS15540SubCardSlot ONS 15540 ESP - 10-Gigabit 
Ethernet/OC192 Adaptor Daughter 
Card

cevONS15540Tsp1Ch0102MMSC cevModule15540LCMBx Transponder Type I channel 
1/2—1310 nm MM SC

cevONS15540Tsp1Ch0304MMSC cevModule15540LCMBx Transponder Type I channel 
3/4—1310 nm MM SC

cevONS15540Tsp1Ch0506MMSC cevModule15540LCMBx Transponder Type I channel 
5/6—1310 nm MM SC

cevONS15540Tsp1Ch0708MMSC cevModule15540LCMBx Transponder Type I channel 
7/8—1310 nm MM SC

cevONS15540Tsp1Ch0910MMSC cevModule15540LCMBx Transponder Type I channel 
9/10—1310 nm MM SC

cevONS15540Tsp1Ch1112MMSC cevModule15540LCMBx Transponder Type I channel 
11/12—1310 nm MM SC

cevONS15540Tsp1Ch1314MMSC cevModule15540LCMBx Transponder Type I channel 
13/14—1310 nm MM SC

cevONS15540Tsp1Ch1516MMSC cevModule15540LCMBx Transponder Type I channel 
15/16—1310 nm MM SC

cevONS15540Tsp1Ch1718MMSC cevModule15540LCMBx Transponder Type I channel 17/18 
—1310 nm MM SC

cevONS15540Tsp1Ch1920MMSC cevModule15540LCMBx Transponder Type I channel 
19/20—1310 nm MM SC

cevONS15540Tsp1Ch2122MMSC cevModule15540LCMBx Transponder Type I channel 
21/22—1310 nm MM SC

cevONS15540Tsp1Ch2324MMSC cevModule15540LCMBx Transponder Type I channel 
23/24—1310 nm MM SC

cevONS15540Tsp1Ch2526MMSC cevModule15540LCMBx Transponder Type I channel 
25/26—1310 nm MM SC

cevONS15540Tsp1Ch2728MMSC cevModule15540LCMBx Transponder Type I channel 
27/28—1310 nm MM SC

cevONS15540Tsp1Ch2930MMSC cevModule15540LCMBx Transponder Type I channel 
29/30—1310 nm MM SC

cevONS15540Tsp1Ch3132MMSC cevModule15540LCMBx Transponder Type I channel 
31/32—1310 nm MM SC
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Modules (continued)

cevONS15540Tsp1Ch0102SMSC cevModule15540LCMBx Transponder Type I channel 
1/2—1310 nm SM SC

cevONS15540Tsp1Ch0304SMSC cevModule15540LCMBx Transponder Type I channel 
3/4—1310 nm SM SC

cevONS15540Tsp1Ch0506SMSC cevModule15540LCMBx Transponder Type I channel 
5/6—1310 nm SM SC

cevONS15540Tsp1Ch0708SMSC cevModule15540LCMBx Transponder Type I channel 
7/8—1310 nm SM SC

cevONS15540Tsp1Ch0910SMSC cevModule15540LCMBx Transponder Type I channel 
9/10—1310 nm SM SC

cevONS15540Tsp1Ch1112SMSC cevModule15540LCMBx Transponder Type I channel 
11/12—1310 nm SM SC

cevONS15540Tsp1Ch1314SMSC cevModule15540LCMBx Transponder Type I channel 
13/14—1310 nm SM SC

cevONS15540Tsp1Ch1516SMSC cevModule15540LCMBx Transponder Type I channel 
15/16—1310 nm SM SC

cevONS15540Tsp1Ch1718SMSC cevModule15540LCMBx Transponder Type I channel 
17/18—1310 nm SM SC

cevONS15540Tsp1Ch1920SMSC cevModule15540LCMBx Transponder Type I channel 
19/20—1310 nm SM SC

cevONS15540Tsp1Ch2122SMSC cevModule15540LCMBx Transponder Type I channel 
21/22—1310 nm SM SC

cevONS15540Tsp1Ch2324SMSC cevModule15540LCMBx Transponder Type I channel 
23/24—1310 nm SM SC

cevONS15540Tsp1Ch2526SMSC cevModule15540LCMBx Transponder Type I channel 
25/26—1310 nm SM SC

cevONS15540Tsp1Ch2728SMSC cevModule15540LCMBx Transponder Type I channel 
27/28—1310 nm SM SC

cevONS15540Tsp1Ch2930SMSC cevModule15540LCMBx Transponder Type I channel 
29/30—1310 nm SM SC

cevONS15540Tsp1Ch3132SMSC cevModule15540LCMBx Transponder Type I channel 
31/32—1310 nm SM SC

cevONS15540MDX4ChA cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band A, without OSC

cevONS15540MDX4ChB cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band B, without OSC

cevONS15540MDX4ChC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band C, without OSC

cevONS15540MDX4ChD cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band D, without OSC
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ONS 15540 ESP Equipment List
Modules (continued)

cevONS15540MDX4ChE cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band E, without OSC

cevONS15540MDX4ChF cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band F, without OSC

cevONS15540MDX4ChG cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band G, without OSC

cevONS15540MDX4ChH cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band H, without OSC

cevONS15540MDX8ChAB cevONS15540MDXMBx 8-channel optical add/drop 
mux/demux, band AB, without OSC

cevONS15540MDX8ChCD cevONS15540MDXMBx 8-channel optical add/drop 
mux/demux, band CD, without OSC

cevONS15540MDX8ChEF cevONS15540MDXMBx 8-channel optical add/drop 
mux/demux, band EF, without OSC

cevONS15540MDX8ChGH cevONS15540MDXMBx 8-channel optical add/drop 
mux/demux, band GH, without OSC

cevONS15540MDX16ChEH cevONS15540MDXMBx 16-channel optical terminal 
mux/demux, band EH, without OSC

cevONS15540MDX4ChAOSC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band A, with OSC

cevONS15540MDX4ChBOSC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band B, with OSC

cevONS15540MDX4ChCOSC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band C, with OSC

cevONS15540MDX4ChDOSC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band D, with OSC

cevONS15540MDX4ChEOSC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band E, with OSC

cevONS15540MDX4ChFOSC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band F, with OSC

cevONS15540MDX4ChGOSC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band G, with OSC

cevONS15540MDX4ChHOSC cevONS15540MDXMBx 4-channel optical add/drop 
mux/demux, band H, with OSC

cevONS15540MDX8ChABOSC cevONS15540MDXMBOSC 8-channel optical add/drop 
mux/demux, band AB, with OSC

cevONS15540MDX8ChCDOSC cevONS15540MDXMBOSC 8-channel optical add/drop 
mux/demux, band CD, with OSC

cevONS15540MDX8ChEFOSC cevONS15540MDXMBOSC 8-channel optical add/drop 
mux/demux, band EF, with OSC
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ONS 15540 ESP Equipment List
Modules (continued)

cevONS15540MDX8ChGHOSC cevONS15540MDXMBOSC 8-channel optical add/drop 
mux/demux, band GH, with OSC

cevONS15540MDX16ChADOSC cevONS15540MDXMBOSC 16-channel optical terminal 
mux/demux, band AD, with OSC

Type II Transponder Module with 2-Channel ITU Tunable Lasers

cevONS15540Tsp2Ch0102 cevContainerONS15540SubCardSlot Transponder Type II channel 1/2

cevONS15540Tsp2Ch0304 cevContainerONS15540SubCardSlot Transponder Type II channel 3/4

cevONS15540Tsp2Ch0506 cevContainerONS15540SubCardSlot Transponder Type II channel 5/6

cevONS15540Tsp2Ch0708 cevContainerONS15540SubCardSlot Transponder Type II channel 7/8

cevONS15540Tsp2Ch0910 cevContainerONS15540SubCardSlot Transponder Type II channel 9/10

cevONS15540Tsp2Ch1112 cevContainerONS15540SubCardSlot Transponder Type II channel 11/12

cevONS15540Tsp2Ch1314 cevContainerONS15540SubCardSlot Transponder Type II channel 13/14

cevONS15540Tsp2Ch1516 cevContainerONS15540SubCardSlot Transponder Type II channel 15/16

cevONS15540Tsp2Ch1718 cevContainerONS15540SubCardSlot Transponder Type II channel 17/18

cevONS15540Tsp2Ch1920 cevContainerONS15540SubCardSlot Transponder Type II channel 19/20

cevONS15540Tsp2Ch2122 cevContainerONS15540SubCardSlot Transponder Type II channel 21/22

cevONS15540Tsp2Ch2324 cevContainerONS15540SubCardSlot Transponder Type II channel 23/24

cevONS15540Tsp2Ch2526 cevContainerONS15540SubCardSlot Transponder Type II channel 25/26

cevONS15540Tsp2Ch2728 cevContainerONS15540SubCardSlot Transponder Type II channel 27/28

cevONS15540Tsp2Ch2930 cevContainerONS15540SubCardSlot Transponder Type II channel 29/30

cevONS15540Tsp2Ch3132 cevContainerONS15540SubCardSlot Transponder Type II channel 31/32

Pluggable Transceiver Modules for Type 2 Transponder

cevONS15540XvrEscon1310MTRJ cevContainerONS15540PortSlot ESCON—1310 nm MM—MTRJ

cevONS15540XvrEscon1310MTLC cevContainerONS15540PortSlot ESCON—1310 nm MM—MTLC

cevONS15540XvrFC850MTLC cevContainerONS15540PortSlot Fiber Channel—850 nm 
MM—MTLC

cevONS15540XvrFC850MTRJ cevContainerONS15540PortSlot Fiber Channel—850 nm 
MM—MTRJ

cevONS15540XvrFC1310MTLC cevContainerONS15540PortSlot Fiber Channel—1310 nm 
SM—MTLC

cevONS15540XvrFC1310MTRJ cevContainerONS15540PortSlot Fiber Channel—1310 nm 
SM—MTRJ

cevONS15540XvrGE850MTLC cevContainerONS15540PortSlot Gigabit Ethernet—850 nm 
MM—MTLC

cevONS15540XvrGE850MTRJ cevContainerONS15540PortSlot Gigabit Ethernet—850 nm 
MM—MTRJ

cevONS15540XvrGE1310MTLC cevContainerONS15540PortSlot Gigabit Ethernet—1310 nm 
SM—MTLC
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Pluggable Transceiver Modules for Type 2 Transponder (continued)

cevONS15540XvrGE1310MTRJ cevContainerONS15540PortSlot Gigabit Ethernet—1310 nm 
SM—MTRJ

cevONS15540XvrGEFC850MTLC cevContainerONS15540PortSlot Gigabit Ethernet—Fiber 
channel—850 nm MM—MTLC

cevONS15540XvrGEFC850MTRJ cevContainerONS15540PortSlot Gigabit Ethernet—Fiber 
channel—850 nm MM—MTRJ

cevONS15540XvrGEFC1310MTLC cevContainerONS15540PortSlot Gigabit Ethernet—Fiber 
channel—1310 nm SM—MTLC

cevONS15540XvrGEFC1310MTRJ cevContainerONS15540PortSlot Gigabit Ethernet—Fiber 
channel—1310 nm SM—MTRJ

cevONS15540XvrOC3Sonet1310 cevContainerONS15540PortSlot SONET OC3—310 nm SM—MTRJ

cevONS15540XvrOC48Sonet1310 cevContainerONS15540PortSlot SONET OC48—1310 nm 
SM—MTRJ

Single Port 10-Gigabit Ethernet Transponder (2 per LCMB 0401, 1400, and 1401 Series)

cevONS1554010GigITUCh01 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 1

cevONS1554010GigITUCh02 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 2

cevONS1554010GigITUCh03 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 3

cevONS1554010GigITUCh04 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 4

cevONS1554010GigITUCh05 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 5

cevONS1554010GigITUCh06 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 6

cevONS1554010GigITUCh07 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 7

cevONS1554010GigITUCh08 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 8

cevONS1554010GigITUCh09 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 9
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Single Port 10-Gigabit Ethernet Transponder (2 per LCMB 0401, 1400, and 1401 Series) (continued)

cevONS1554010GigITUCh10 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 10

cevONS1554010GigITUCh11 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 11

cevONS1554010GigITUCh12 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 12

cevONS1554010GigITUCh13 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 13

cevONS1554010GigITUCh14 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 14

cevONS1554010GigITUCh15 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 15

cevONS1554010GigITUCh16 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 16

cevONS1554010GigITUCh17 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 17

cevONS1554010GigITUCh18 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 18

cevONS1554010GigITUCh19 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 19

cevONS1554010GigITUCh20 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 20

cevONS1554010GigITUCh21 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 21

cevONS1554010GigITUCh22 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 22

cevONS1554010GigITUCh23 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 23
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D.4 ONS 15540 ESPx Equipment List
The ONS 15540 ESPx chassis supports all of the type I and type II transponder subcards supported by 
the ONS 15540 ESP. The transceiver modules for type II transponders are also supported for the 
ONS 15540 ESPx. All of the mux/demux subcards for the ONS 15540 ESP chassis are also supported. 
Table D-4 lists the additional ONS 15540 ESPx equipment.

Single Port 10-Gigabit Ethernet Transponder (2 per LCMB 0401, 1400, and 1401 Series) (continued)

cevONS1554010GigITUCh24 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 24

cevONS1554010GigITUCh25 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 25

cevONS1554010GigITUCh26 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 26

cevONS1554010GigITUCh27 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 27

cevONS1554010GigITUCh28 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 28

cevONS1554010GigITUCh29 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 29

cevONS1554010GigITUCh30 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 30

cevONS1554010GigITUCh31 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 31

cevONS1554010GigITUCh32 cevContainerONS15540SubCardSlot 10-Gigabit Ethernet 1310 nm SM 
Client with SC and ITU Laser 
channel 32

Table D-3 Equipment List for ONS 15540 ESP (continued)

Equipment Name Equipment Contained In Description 

Table D-4 Equipment List for ONS 15540 ESPx

Equipment Name Equipment Contained In Description 

cevONS15540ESPxLCMBTspSp cevContainerONS15540CardSlot ONS 15540 ESPx—Supports 4 Type 
I and II TSP with Splitter

cevONS15540ESPxLCMBTsp cevContainerONS15540CardSlot ONS 15540 ESPx—Supports 4 Type 
I and II TSP without Splitter
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cevONS15540ESPxLCMB10GOC192cSp cevContainerONS15540CardSlot ONS 15540 ESPx— Supports 
2—10-Gigabit Ethernet/OC192c 
TSP with Splitter

cevONS15540ESPxLCMB10GOC192c cevContainerONS15540CardSlot ONS 15540 ESPx—Supports 
2—10-Gigabit Ethernet/OC192c 
TSP without Splitter

cevChassisONS15540XPS — Chassis

Mux/Demux Modules without OSC

4-Channel Module

cevONS15540ESPxMDX4ChA cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band A without OSC

cevONS15540ESPxMDX4ChB cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band B without OSC

cevONS15540ESPxMDX4ChC cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band C without OSC

cevONS15540ESPxMDX4ChD cevContainerONS15540SubCardSlot ONS 15540 ESPx— 4 channel 
Mux/Demux Band D without OSC

cevONS15540ESPxMDX4ChE cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band E without OSC

cevONS15540ESPxMDX4ChF cevContainerONS15540SubCardSlot ONS 15540 ESPx— 4 channel 
Mux/Demux Band F without OSC

cevONS15540ESPxMDX4ChG cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band G without OSC

cevONS15540ESPxMDX4ChH cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band H without OSC

8-Channel Module

cevONS15540ESPxMDX8ChAB cevContainerONS15540SubCardSlot ONS 15540 ESPx—8 channel 
Mux/Demux Band AB without OSC

cevONS15540ESPxMDX8ChCD cevContainerONS15540SubCardSlot ONS 15540 ESPx—8 channel 
Mux/Demux Band CD without OSC

cevONS15540ESPxMDX8ChEF cevContainerONS15540SubCardSlot ONS 15540 ESPx—8 channel 
Mux/Demux Band EF without OSC

cevONS15540ESPxMDX8ChGH cevContainerONS15540SubCardSlot ONS 15540 ESPx—8 channel 
Mux/Demux Band GH without OSC

16-Channel Module

cevONS15540ESPxMDX16ChEH cevContainerONS15540SubCardSlot ONS 15540 ESPx—16 channel 
Mux/Demux Band EH without OSC

Mux/Demux Motherboard

cevONS15540ESPxMDXMBOsc cevContainerONS15540CardSlot ONS 15540 ESPx—Support 
Mux/Demux Modules with OSC

cevONS15540ESPxMDXMB cevContainerONS15540CardSlot ONS 15540 ESPx—Support 
Mux/Demux Modules without OSC
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Mux/Demux Motherboard (continued)

cevONS15540ESPxMDXMBOscESP cevContainerONS15540CardSlot ONS 15540 ESPx—Support ESP 
Mux/Demux in ESPx chassis with 
OSC

cevONS15540ESPxMDXMBESP cevContainerONS15540CardSlot ONS 15540 ESPx—Support ESP 
Mux/Demux in ESPx chassis 
without OSC

Mux/Demux Modules with OSC

4-Channel Module

cevONS15540ESPxMDX4ChAOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band A with OSC

cevONS15540ESPxMDX4ChBOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band B with OSC

cevONS15540ESPxMDX4ChCOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band C with OSC

cevONS15540ESPxMDX4ChDOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band D with OSC

cevONS15540ESPxMDX4ChEOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band E with OSC

cevONS15540ESPxMDX4ChFOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band F with OSC

cevONS15540ESPxMDX4ChGOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx— 4 channel 
Mux/Demux Band G with OSC

cevONS15540ESPxMDX4ChHOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—4 channel 
Mux/Demux Band H with OSC

8-Channel Module

cevONS15540ESPxMDX8ChABOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—8 channel 
Mux/Demux Band AB with OSC

cevONS15540ESPxMDX8ChCDOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—8 channel 
Mux/Demux Band CD with OSC

cevONS15540ESPxMDX8ChEFOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—8 channel 
Mux/Demux Band EF with OSC

cevONS15540ESPxMDX8ChGHOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—8 channel 
Mux/Demux Band GH with OSC

16-Channel Module

cevONS15540ESPxMDX16ChADOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—16 channel 
Mux/Demux Band AD with OSC

32-Channel Module

cevONS15540ESPxMDX16ChADOSC cevContainerONS15540SubCardSlot ONS 15540 ESPx—32 channel 
Mux/Demux with OSC
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